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1. Introduction
[bookmark: OLE_LINK29]CT1 has technically endorsed CR C1-241783 for mitigation of bidding down attack, and send LS C1-241848 to SA3 to check the whether the CRs can be sent to plenary.
2. Discussion
2.1. The change of UE behaviour
According to CT1 endorsed CR C1-241783, the default behaviour on the UE will be "indicate to the lower layers that unsecured redirection to a GERAN or UTRAN cell is not allowed if the Network policy IE is not included”. However, the legacy behaviour on the UE is “indicate to the lower layers that unsecured redirection to a GERAN or UTRAN cell is allowed if the Network policy IE is not included”.
2.2. The identified user experience issue
For Legacy UE:
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Figure 2.2-1: Legacy UE action
Observation 1: When legacy UE interworks with legacy network, the UE will perform CSFB.
For Upgraded UE:
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Figure 2.2-2: Legacy UE action
Observation 2: When upgraded UE interworks with legacy network, the UE will not perform CSFB. This impacts user experience because UE cannot make phone call.
Though the upgraded UEs become more secure and will not be faked by Fake Base Station, it may impact user experience. So, this is a trade-off between security and user experience, and it is not good that terminal vendor makes decision for user, i.e. once the device vendor updates UE to support this feature, the user cannot make a call in some cases. So, we propose to leave this decision to user.
[bookmark: _Hlk134632446][bookmark: _GoBack]3. Proposal
Based on the above discussion, following observations were provided:
Observation 1: When legacy UE interworks with legacy network, the UE will perform CSFB.
Observation 2: When upgraded UE interworks with legacy network, the UE will not perform CSFB. This impacts user experience because the UE cannot make phone call.
[bookmark: OLE_LINK92]Based on observations above, following proposal was provided:
Proposal: It is proposed to add an additional NOTE in the endorsed CR C1-241783:
NOTE： Based on implementation, user could be able to allow the unsecured redirection to a GERAN or UTRAN cell even if the Network policy IE is not included.
4 Conclusion
To keep a good balance between security and user experience, it proposes to add the clarification in the endorsed CR C1-241783.
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