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1. Introduction
In Rel18, SNPN is enhanced to provide access for localized service in SNPN, which are provided by an SNPN at specific or limited area, are bounded in time, or both.

[bookmark: _Hlk146747930]This paper attempts to analyse the issues and the possible solutions about the recognition of SNPN providing access for localized services in SNPN.

2. Discussion
2.1. What are the issues need to be resolved?
From network deployment perspective, no matter what the UE accesses to a normal SNPN or an SNPN providing access for localized services in SNPN, the serving network (e.g., the AMF, the UDM) can be same.
In addition, the network needs to take different handling about the congestion control when registered SNPN is an SNPN providing access for localized services in SNPN, i.e., to avoid the mobility management back-off timer exceeding the duration of the time validity information that allows the UE for accessing localized services in that SNPN, so the AMF rejects the UE without a T3346 to allow the UE to re-select another SNPN. But please note that current statement only touches the UE behaviour, it is unspecified how the network recognizes that the currently registered SNPN is an SNPN providing access for localized services in SNPN.
"When general NAS level congestion control is active, if the current SNPN is an SNPN selected for localized services in SNPN (see 3GPP TS 23.122 [5]), the AMF may include an appropriate cause value other than 5GMM cause #22 "congestion" (e.g., #74 "Temporarily not authorized for this SNPN") in the reject messages without including timer T3346 value, to allow the UE to enter state 5GMM-REGISTERED.PLMN-SEARCH or 5GMM-DEREGISTERED.PLMN-SEARCH and perform SNPN selection according to 3GPP TS 23.122 [5]."
Observation1: There is the requirement for the AMF to distinguish registered SNPN is a normal SNPN or an SNPN providing access for localized services in SNPN on the congestion control.
In addition, we have some discussions about the below scenario for localized services during past CT1 meetings, but we cannot reach consensus.


In my knowledge, the minimum diameter of a TA is about 2.8 km, so the coverage of a TA is generally more than the size of limited area (e.g., concert, stadium). From the network deployment perspective, it is not justified that there are multiple TAs available in the limited area. So we believe the above scenario is special and the probability of occurrence is very rare. Furthermore, localized services do not bring any impact on RAN2 spec and R18 eNPN_Ph2 has been frozen in RAN2, so a solution which brings no impact on RAN2 is a way forward.

During the discussion, a forbidden approach is proposed by some company. Such approach seems to be a right direction due to no impact on RAN2. If we go with this direction, after step 5, the UE will camp in that cell belonging to TAC-2 and initiate the registration with the network. The network should reject the UE’s request with a cause value indicating TA is not allowed (e.g., #13"Roaming not allowed in this tracking area") because the TA is not allowed for the UE accessing for localized services in SNPN. Then the UE will add that TA into forbidden TA list and search available cells in another TA. It is required for the network to distinguish the registered SNPN is an SNPN providing access for localized services in SNPN if the network needs to perform mobility restriction.

Observation2: There is the requirement for the network to distinguish registered SNPN is a normal SNPN or an SNPN providing access for localized services in SNPN on the mobility restriction.
Issue: There is the requirement for the network to distinguish between the normal SNPN or SNPN providing access for localized services in SNPN, but there is no way to implement.
2.2. Possible solutions
To resolve the concerned issue, two solutions are proposed.
Option1: The network can recognize registered SNPN is an SNPN providing access for localized services in SNPN by using different SNPN identities, i.e., the SNPN identities used for normal SNPN and SNPN providing access for localized services in SNPN are different.
Option2: The UE provides some information indicating current registered SNPN is an SNPN providing access for localized services in SNPN.
Comparing option1 and option2, the differences between these solutions are listed as below.
	
	Option1
	Option2

	Impact for NAS
	There is no impact on the NAS, just a clarification can address the issue, e.g., add a NOTE.
NOTE: SNPN identities used for normal SNPN and SNPN providing access for localized services in SNPN are different
	The interaction between the UE and the network is needed.

	Advantage
	There is less impact.
	Higher reliability of implementation
In addition, if the information delivered to the network is the time validity information of selected SNPN, such approach can address two issues simultaneously, i.e., the network can distinguish the SNPN and perform the mobility restriction.

	Disadvantage
	There is no new SNPN identity defined for SNPN providing access for localized services in SNPN in TS 23.003, it can be easily to make mistake if the implementors omit such clarification.
In addition, the additional information (i.e., time validity information) needs to be delivered to the network again to perform the mobility restriction.
	There is more NAS impact.



[bookmark: _Hlk134632446]3. Proposal
Based on the above discussion, following observations and issue were provided:
[bookmark: OLE_LINK92]Observation1: There is the requirement for the AMF to distinguish registered SNPN is a normal SNPN or an SNPN providing access for localized services in SNPN on the congestion control.
Observation2: There is the requirement for the network to distinguish registered SNPN is a normal SNPN or an SNPN providing access for localized services in SNPN on the mobility restriction.
Issue: There is the requirement for the network to distinguish between the normal SNPN or SNPN providing access for localized services in SNPN, but there is no way to implement.

Based on above observations and issue, following proposal was provided:
Proposal: It proposes to chose one option as a way forward.
4 Conclusion
If CT1 can reach an agreement, it is proposed to chose one option as a way forward ; or
If CT1 cannot reach an agreement, it is proposed to send a LS out (To SA2) to seek the feedback on whether and how the network distinguish between the normal SNPN and the SNPN providing access for localized services in SNPN.
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1. UE is configured with CH controlled prioritized list of SNPN:

  - SNPN-1 with time validity 9 am to 12 pm of the day and location validity TAC-1;

  - SNPN-2 with time validity 9 am to 12 pm of the day and location validity TAC-3;

2. Access for localized services are enabled (current time matches time validity);

3. UE performs SNPN selection;

4. The UEÿs location is in overlapped coverage of TAC-1 & TAC-2 of SNPN-1;

5. UE finds a good cell belonging to TAC-2 of SNPN-1.
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1. UE is configured with CH controlled prioritized list of SNPN:
  - SNPN-1 with time validity 9 am to 12 pm of the day and location validity TAC-1;
  - SNPN-2 with time validity 9 am to 12 pm of the day and location validity TAC-3;
2. Access for localized services are enabled (current time matches time validity);
3. UE performs SNPN selection;
4. The UE’s location is in overlapped coverage of TAC-1 & TAC-2 of SNPN-1;
5. UE finds a good cell belonging to TAC-2 of SNPN-1.



