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1. Reason for Change
The present version of TS 24.543 contains a number of errors and missing abbreviation.
2. Proposal
[bookmark: OLE_LINK132][bookmark: OLE_LINK133]It is proposed to agree the following changes to 3GPP TS 24.543 v1.3.0.
3. Revision history
-	

[bookmark: OLE_LINK113][bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc164931854][bookmark: _Toc154277430]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
[bookmark: clause4][bookmark: startOfAnnexes]ACR	Application Context Relocation
API	Application Programming Interface
CoAP	Constrained Application Protocol
CDDL	Concise Data Definition Language
DNS	Domain Name System
EAS	Edge Application Server
ECS	Edge Configuration Server
EDN	Edge Data Network
EES	Edge Enabler Server
MIME	Multipurpose Internet Mail Extensions
NAS	Non Access Stratum
SEAL	Service Enabler Architecture Layer for verticals
SEALDD	SEAL Data Delivery
SDDM	SEAL Data Delivery Management
SDDM-C	SEAL Data Delivery Management Client
SDDM-S	SEAL Data Delivery Management Server
URI	Uniform Resource Identifier
URL	Uniform Resource Locator
URLLC	Ultra-Reliable Low Latency Communication 
V2X	Vehicle-to-Everything
VAL	Vertical Application Layer
XCAP	XML Configuration Access Protocol
* * * Next Change * * * *
[bookmark: _Toc138360446][bookmark: _Toc164931869]7.2.2.3	SDDM client CoAP procedure
[bookmark: OLE_LINK87][bookmark: _Toc138360447]In order to request an SEALDD regular transmission connection establishment to the SDDM-S, the SDDM-C shall send a CoAP POST request message to the SDDM-S according to procedures specified in IETF RFC 7252 [13]. In the CoAP POST request, the SDDM-C:
[bookmark: OLE_LINK21][bookmark: OLE_LINK22]a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-S as specified in clause A.4.1.1 with;
1)	the "apiRoot" set to the SDDM-S URI; and
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
c)	shall include a "EstablishmentRequest" object:
1)	shall include a "requestorId" attribute set to "sealddclient";
2)	shall include a "sealddFlowId" attribute set to the identity of the SDDM flow used by the SDDM-C and SDDM-S to identify the application traffic;
3)	shall include a "serverId" attribute set to the information of the VAL server;
4)	shall include an "endpointId" attribute set to the information of the endpoint of the selected VAL server to which the SDMM regular transmission connection establishment request has to be sent;
5)	may include a "valServiceId" attribute set to the VAL service identity of the vertical application;
6)	may include a "userPlaneAddress" attribute specifying the identity of the IP address of the traffic;
7)	may include a"portNumber" attribute specifying the identity of the port number of the traffic;
8)	may include a "url" attribute specifying the address of a given unique resource on the Web for the traffic;
9)	may include a "transportLayerProtocol" attribute specifying the transport layer protocol for the traffic; and
10)	may include a "valUserId" attribute set to the identity of the VAL user or the identity of the SDDM-C acting as the VAL UE and performing the request; and
c)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
Upon receiving a CoAP POST request where the CoAP URI of the CoAP POST request identifies the establishment resource as specified in clause Annex A.3.1.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	an "EstablishmentRequest" object;
[bookmark: OLE_LINK90][bookmark: OLE_LINK91]the SDDM-C shall generate a CoAP POST response according to IETF RFC 7252 [13]. In the CoAP POST response message, the SDDM-C:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to create the SDDM regular transmission connection resource pointed at by the CoAP URI with the content of "EstablishmentRequest" object received in the request and:
[bookmark: OLE_LINK92][bookmark: OLE_LINK99][bookmark: OLE_LINK100]1)	if successfully created, shall include a "EstablishmentResponse" object in the CoAP POST 2.01 (Created) response message;
i)	shall include a "result" attribute set to "success"; and
ii)	may include a "userPlaneAddress" attribute specifying the identity of the IP address of the traffic;
iii)	may include a "portNumber" attribute specifying the identity of the port number of the traffic;
iv)	may include a "url" attribute specifying the address of a given unique resource on the Web for the traffic; and
v)	may include a "transportLayerProtocol" attribute specifying the transport layer protocol for the traffic; or
[bookmark: OLE_LINK93][bookmark: OLE_LINK94][bookmark: OLE_LINK101]2)	otherwise, shall include a "EstablishmentResponse" object with a "result" attribute set to "failure" and a "cause" attribute specifying the cause of the failure of the operation, e.g. VAL client error in the CoAP POST response; and
c)	shall send the CoAP POST response towards the SDDM-S.
[bookmark: _Toc164931870]* * * Next Change * * * *
7.2.2.4	SDDM server CoAP procedure
[bookmark: OLE_LINK89][bookmark: OLE_LINK88]Upon receiving a CoAP POST request where the CoAP URI of the CoAP POST request identifies the establishment resource as specified in clause Annex A.3.1.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "EstablishmentRequest" object;
the SDDM-S shall generate a CoAP POST response according to IETF RFC 7252 [13]. In the CoAP POST response message, the SDDM-S:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to create the SDDM regular transmission connection resource pointed at by the CoAP URI with the content of "EstablishmentRequest" object received in the request and:
1)	if successfully created, shall include an "EstablishmentResponse" object in the CoAP POST 2.01 (Created) response message;
i)	shall include a "result" attribute set to "success"; and
ii)	may include a "userPlaneAddress" attribute specifying the identity of the IP address of the traffic;
iii)	may include a "portNumber" attribute specifying the identity of the port number of the traffic;
iv)	may include a "url" attribute specifying the address of a given unique resource on the Web for the traffic; and
v)	may include a "transportLayerProtocol" attribute specifying the transport layer protocol for the traffic; or
2)	otherwise, shall include an "EstablishmentResponse" object with a "result" attribute set to "failure" and a "cause" attribute specifying the cause of the failure of the operation, e.g. VAL client error in the CoAP POST response; and
c)	shall send the CoAP POST response towards the SDDM-C.
In order to request an SDDM regular transmission connection establishment to the SDDM-C, the SDDM-S shall send a CoAP POST request message to the SDDM-C according to procedures specified in IETF RFC 7252 [13]. In the CoAP POST request, the SDDM-S:
a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-C as specified in clause A.4.1.1 with;
1)	the "apiRoot" set to the SDDM-C URI; and
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
c)	shall include an "EstablishmentRequest" object:
1)	shall include a "requestorId" attribute set to "sealddserver";
2)	shall include a "sealddFlowId" attribute set to the identity of the SDDM flow used by the SDDM-C and SDDM-S to identify the application traffic;
3)	shall include an "endpointId" attribute set to the information of the endpoint of the selected VAL server to which the SDMM regular transmission connection establishment request has to be sent;
4)	shall include a "sealddCommunicationLifetime" attribute set to the information of the data delivery communication lifetime;
5)	may include a "valServiceId" attribute set to the VAL service identity of the vertical application;
6)	may include a "userPlaneAddress" attribute specifying the identity of the IP address of the traffic;
7)	may include a"portNumber" attribute specifying the identity of the port number of the traffic;
8)	may include a "url" attribute specifying the address of a given unique resource on the Web for the traffic;
9)	may include a "transportLayerProtocol" attribute specifying the transport layer protocol for the traffic; and
10)	may include a "valUserId" attribute set to the identity of the VAL user or the identity of the SDDM-C acting as the VAL UE and performing the request; and
c)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
* * * Next Change * * * *
[bookmark: _Toc164931874]7.2.3.3	SDDM client CoAP procedure
In order to request the release of an SEALDD regular data transmission connection to the SDDM-S, the SDDM-C shall send a CoAP DELETE request message to the SDDM-S according to procedures specified in IETF RFC 7252 [13]. In the CoAP DELETE request, the SDDM-C:
[bookmark: OLE_LINK78][bookmark: OLE_LINK79]a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-S as specified in clause A.4.1.1 with;
1)	the "apiRoot" set to the SDDM-S URI; and
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
c)	shall include a "ReleaseRequest" object:
1)	shall include a "sealClientId" attribute set to the identity of the SDDM-C;
2)	shall include a "sealddFlowId" attribute set to the identity of the SDDM flow used by the SDDM-C and SDDM-S to identify the application traffic; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
Upon receiving a CoAP DELETE request where the CoAP URI of the CoAP DELETE request identifies the release resource as specified in clause Annex A.3.1.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "ReleaseRequest" object;
the SDDM-C shall generate a CoAP DELETE response according to IETF RFC 7252 [13]. In the CoAP DELETE response message, the SDDM-C:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to release the SDDM regular transmission connection resource pointed at by the CoAP URI with the content of "ReleaseRequest" object received in the request and:
1)	if successfully release, shall use the CoAP DELETE 2.02 (Deleted) response message; or
2)	otherwise, shall include an error response in the CoAP DELETE response as specified in clause Annex A.3.1.2.2.3.2; and
c)	shall send the CoAP DELETE response towards the SDDM-S.
[bookmark: _Toc164931875]* * * Next Change * * * *
7.2.3.4	SDDM server CoAP procedure
Upon receiving a CoAP DELETE request where the CoAP URI of the CoAP DELETE request identifies the release resource as specified in clause Annex A.4.1.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "ReleasetRequest" object;
the SDDM-S shall generate a CoAP DELETE response according to IETF RFC 7252 [13]. In the CoAP DELETE response message, the SDDM-S:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to release the SDDM regular transmission connection resource pointed at by the CoAP URI with the content of "ReleaseRequest" object received in the request and:
1)	if successfully created, shall use the CoAP DELETE 2.02 (Deleted) response message; or
2)	otherwise, shall include an error response in the CoAP DELETE response as specified in clause Annex A.4.1.2.2.3.2; and
c)	shall send the CoAP DELETE response towards the SDDM-C.
In order to request the release of an SDDM regular data transmission connection to the SDDM-C, the SDDM-S shall send a CoAP DELETE request message to the SDDM-C according to procedures specified in IETF RFC 7252 [13]. In the CoAP DELETE request, the SDDM-S:
[bookmark: OLE_LINK82]a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-C as specified in clause A.3.1.1 with;
1)	the "apiRoot" set to the SDDM-C URI; and
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
c)	shall include an "ReleaseRequest" object:
1)	shall include a "serverId" attribute set to the identity of the SDDM-S;
2)	shall include a "sealddFlowId" attribute set to the identity of the SDDM flow used by the SDDM-C and SDDM-S to identify the application traffic; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
* * * Next Change * * * *
[bookmark: _Toc164931880]7.2.4.4	SDDM server CoAP procedure
Upon receiving a CoAP POST request where the CoAP URI of the CoAP POST request identifies the establishment resource as specified in clause Annex A.4.2.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "URLCCEstablishmentRequest" object;
the SDDM-S shall generate a CoAP POST response according to IETF RFC 7252 [13]. In the CoAP POST response message, the SDDM-S:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to create the URLCC transmission connection resource pointed at by the CoAP URI with the content of "EstablishmentRequest" object received in the request and:
1)	if successfully created, shall include an "URLCCEstablishmentResponse" object in the CoAP POST 2.01 (Created) response message;
i)	shall include a "result" attribute set to "success"; and
ii)	may include a "userPlaneAddress" attribute specifying the identity of the IP address of the traffic;
iii)	may include a "portNumber" attribute specifying the identity of the port number of the traffic;
iv)	may include a "url" attribute specifying the address of a given unique resource on the Web for the traffic; and
v)	may include a "transportLayerProtocol" attribute specifying the transport layer protocol for the traffic; or
2)	otherwise, shall include an "URLCCEstablishmentResponse" object with a "result" attribute set to "failure" and a "cause" attribute specifying the cause of the failure of the operation, e.g. VAL client error in the CoAP POST response; and
c)	shall send the CoAP POST response towards the SDDM-C.
* * * Next Change * * * *
[bookmark: _Toc164931901]7.2.9.4	SDDM server CoAP procedure
Upon receiving a CoAP POST request where the CoAP URI of the CoAP POST request identifies the creation of a data storage resource as specified in clause A.4.3.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "DataStorageRreservationRequest" object;
the SDDM-S shall generate a CoAP POST response according to IETF RFC 7252 [13]. In the CoAP POST response message, the SDDM-S:
[bookmark: _Toc164931941]* * * Next Change * * * *
7.2.12.4	SDDM server CoAP procedure
[bookmark: OLE_LINK299][bookmark: OLE_LINK298]Upon receiving a CoAP PUT request or a CoAP DELETE request where the CoAP URI of the CoAP PUT request or the CoAP DELETE request identifies the resource to be updated as specified in clause A.4.3.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "DataStorageMgtRequest" object;
the SDDM-S shall generate either a CoAP PUT response or a CoAP DELETE response according to IETF RFC 7252 [13]. In either the CoAP PUT response message or the CoAP DELETE message, the SDDM-S:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
[bookmark: OLE_LINK169][bookmark: OLE_LINK168]b)	if the received message is a CoAP PUT request:
1)	shall attempt to update the SDDM data storage resource pointed at by the CoAP URI with the content of "DataStorageMgtRequest" object received in the CoAP PUT request and:
i)	if successfully updated, shall use the CoAP PUT 2.04 (Changed) response message; or
ii)	otherwise, shall include an error response in the CoAP PUT response as specified in clause Annex A.4.3.2.2.3.2; and
iii)	shall send the CoAP PUT response towards the SDDM-C; or
b)	if the received message is a CoAP DELETE request:
1)	shall attempt to release the SDDM data storage resource pointed at by the CoAP URI with the content of "DataStorageMgtRequest" object received in the CoAP DELETE request and:
i)	if successfully created, shall use the CoAP DELETE 2.02 (Deleted) response message; or
ii)	otherwise, shall include an error response in the CoAP DELETE response as specified in clause A.3.2.2.2.3.2; and
iii)	shall send the CoAP DELETE response towards the SDDM-C.; or
* * * Next Change * * * *
8.5	Data semantics
The <data-delivery-info> element is the root element of the XML document. The <data-delivery-info> element contains the <establishment-req>, <establishment-rsp>, <release-req>, <release-rsp>, <URLLC-establishment-req>, <URLLC-establishment-rsq>, <URLCC-release-req>, <URLCC-release-rsp>, <URLLC-update-req>, <URLLC-update-rsp>, <data-storage-creation-req>, <data-storage-creation-rsp>, <data-storage-reservation-req>, <data-storage-reservation-rsp>, <data-storage-status-notification>, <measurements-subscription-req> , <measurements-subscription-rsp>, <data-storage-query-req>, <data-storage-query-rsp>, <data-storage-mgt-req>, <data-storage-mgt-rsp>, <measurements-notification>, <identity-measurements>, <tx-quality-management-req>, <tx-quality-management-rsp> sub-elements.
<establishment-req> element contains the following sub-elements:
a)	<requestor-id>, a mandatory element. This element contains a string set to either "sealddclient" or "sealddserver" used to specify the identity of the requestor being either an SDDM-C or an SDDM-S.
b)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow.
c)	<server-id>, an optional element specifying the VAL server.
d)	<endpoint-id>, an optional element specifying the endpoint of a selected VAL server.
e)	<sealdd-communication-lifetime>, an optional element specifying the data delivery communication lifetime.
f)	<VAL-service-id>, an optional element specifying the VAL service identity of the vertical application.
g)	<traffic-descriptor-info>, an optional element specifying the information of the traffic that contains one or more of the following sub-elements:
1)	a <user-plane-address> element set to user plane IP address used for the traffic;
2)	a <port-number> element set to the port number for the traffic;
3)	a <URL> element set to a text format that specifies how to access the resource on the Internet for the traffic; or
4)	a <transport-layer-protocol> element set to the transport protocol used for the traffic (e.g. TCP, UDP).
h)	<identity>, an optional element set to the identity of the VAL user or the identity of the SDDM-C acting as the VAL UE and performing the request or the SDDM-S that performs the request.
<establishment-rsp> element contains the following sub-elements:
a)	<result>, which includes a sub-element <operation-result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation. If the result is "failure", the <result> element may contain a <cause> sub-element set to the cause of the failure of the operation (e.g. SEALDD policy mismatch).
b)	<traffic-descriptor-info>, an optional element specifying the information of the traffic that contains one or more of the following sub-elements:
1)	a <user-plane-address> element set to user plane IP address used for the traffic;
2)	a <port-number> element set to the port number for the traffic;
3)	a <URL> element set to a text format that specifies how to access the resource on the Internet for the traffic; or
4)	a <transport-layer-protocol> element set to the transport protocol used for the traffic (e.g. TCP, UDP); and
c)	a <expiry-time> element set to a time in milliseconds that triggers the re-connection from either the SDDM-C or the SDDM-S when bandwidth limit check has failed; and
d)	 a <traffic-transmission-bandwidth> element set to the suggested traffic transmission bandwidth to be used by either the SDDM-C or the SDDM-S.
<identity> element contains one of following sub-elements:
a)	<VAL-user-id> element specifying the identity of the VAL user; or
b)	<VAL-UE-id> element specifying the identity of the VAL UE.
<release-req> element contains the following sub-elements:
a)	<server-id>, an optional element specifying the endpoint of a selected VAL server;
b)	<sealdd-client-identity>, an optional element specifying the identity of the SDDM-C; and
c)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow.
<release-rsp> element contains the following sub-elements:
a)	<result>, which includes a sub-element <operation-result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation. If the result is "failure", the <result> element may contain a <cause> sub-element set to the cause of the failure of the operation.
<URLCC-establishment-req> element contains the following sub-elements:
a)	<sealdd-client-identity>, a mandatory element specifying the identity of the SDDM-C.
b)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow.
c)	<server-id>, an optional element specifying the endpoint of a selected VAL server.
d)	<identity>, an optional set to the identity of the VAL user or the identity of the SDDM-C acting as the VAL UE and performing the request.
e)	<VAL-service-id>, an optional element specifying the VAL service identity of the vertical application.
f)	<traffic-descriptor-info>, an optional element specifying the information of the traffic that contains one or more of the following sub-elements:
1)	a <user-plane-address> element set to user plane IP address used for the traffic;
2)	a <port-number> element set to the port number for the traffic;
3)	a <URL> element set to a text format that specifies how to access the resource on the Internet for the traffic; or
4)	a <transport-layer-protocol> element set to the transport protocol used for the traffic (e.g. TCP, UDP).
<URLCC-establishment-rsp> element contains the following sub-elements:
a)	<result>, which includes a sub-element <operation-result>,a mandatory element set to either "success" or "failure" indicating success or failure of the operation. If the result is "failure", the <result> element may contain a <cause> sub-element set to the cause of the failure of the operation (e.g. SEALDD policy mismatch).
b)	<traffic-descriptor-info>, an optional element specifying the information of the traffic that contains one or more of the following sub-elements:
1)	a <user-plane-address> element set to user plane IP address used for the traffic;
2)	a <port-number> element set to the port number for the traffic;
3)	a <URL> element set to a text format (URL) that specifies how to access the resource on the Internet for the traffic; or
4)	a <transport-layer-protocol> element set to the transport protocol used for the traffic (e.g. TCP, UDP).
<URLCC-release-req> element contains the following sub-elements:
a)	<sealdd-client-identity>, a mandatory element specifying the identity of the SDDM-C; and
c)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow.
<URLLC-release-rsp> element contains the following sub-elements:
a)	<result>, which includes a sub-element <operation-result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation. If the result is "failure", the <result> element may contain a <cause> sub-element set to the cause of the failure of the operation.
<URLCC-update-req> element contains the following sub-elements:
a)	<sealdd-client-identity>, a mandatory element specifying the identity of the SDDM-C.
b)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow.
c)	<server-id>, an optional element specifying the endpoint of a selected VAL server.
d)	<VAL-service-id>, an optional element specifying the VAL service identity of the vertical application.
e)	<traffic-descriptor-info>, an optional element specifying the information of the traffic that contains one or more of the following sub-elements:
1)	a <user-plane-address> element set to user plane IP address used for the traffic;
2)	a <port-number> element set to the port number for the traffic;
3)	a <URL> element set to a text format that specifies how to access the resource on the Internet for the traffic; or
4)	a <transport-layer-protocol> element set to the transport protocol used for the traffic (e.g. TCP, UDP).
<URLCC-update-rsp> element contains the following sub-element:
a)	<result>, which includes a sub-element <operation-result>,a mandatory element set to either "success" or "failure" indicating success or failure of the operation. If the result is "failure", the <result> element may contain a <cause> sub-element set to the cause of the failure of the operation (e.g. SEALDD policy mismatch).
<data-storage-creation-req> element contains the following sub-elements:
a)	<application-data>, a mandatory element that provides the application data in hexadecimal to be stored;
b)	<access-control-policy>, an optional element set to the control policy for the requested data access from other consumers (i.e.. SDDM-C, VAL-server, other SDDM-S);
c)	<expiry-time>, an optional element set to the expiration time in minutes of the data to be stored; and
d)	<status-information-req>, an optional element that contains one or more of the following sub-elements:
1)	a <no-times-data-accessed> element that indicates whether information of how many times the stored data is accessed is requested for corresponding notifications; and
2)	a <no-times-data-managed> element that indicates whether information of how many times the stored data is managed is requested for corresponding notifications.
<data-storage-creation-rsp> element contains the following sub-elements:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation; and
b)	<data-identifier>, an optional element set to the identity of the stored data.
<data-storage-reservation-req> element contains the following sub-elements:
a)	<VAL-service-id>, a mandatory element set to the VAL service identity of the vertical application; and
b)	<data-length>, an optional element set to the data length in bytes to be stored;
<data-storage-reservation-rsp> element contains the following sub-elements:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation; and
b)	<address>, an optional element set to the reserved address for data storage.
<data-storage-status-notification> element contains the following sub-elements:
a)	<data-identifier>, a mandatory element set to the identity of the stored data being notified; and
b)	<status-information-rsp>, a mandatory element that contains one or more of the following sub-elements:
1)	<no-times-data-accessed-value>, an optional element set to the value of how many times the stored data is accessed; and
2)	<no-times-data-managed-value> an optional element set to the value of how many times the stored data is managed.
<data-storage-query-req> element contains the following sub-element:
a)	 <data-identifier>, a mandatory element set to the identity of the stored data which is requested to be queried.
<data-storage-query-rsp> element contains the following sub-elements:
a)	<result>, a mandatory element set to either set to "success" or "failure" indicating success or failure of the operation;
b)	<dta-identifier>, a mandatory element set to the identity of the stored data which is queried; and
c)	<application-data>, a mandatory element that provides the application data which is queried.
<data-storage-mgt-req> element contains the following sub-elements:
a)	<data-identifier>, a mandatory element set to the identity of the stored data which is requested to be managed; and
b)	<operation>, a mandatory element set to the operation to be performed such as to "update", "refresh" or "delete" the stored data.
<data-storage-mgt-rsp> element contains the following sub-elements:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation;
b)	<data-identifier>, a mandatory element set to the identity of the stored data which is managed; and
c)	<application-data>, an optional element that provides the application data which is managed.
<measurements-subscription-req> element contains the following sub-elements:
a)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow;
b)	<measurement-conditions>, an optional element specifying the temporal conditions, spatial conditions or both for the measurements; and
c)	<measurement-requirement-list>, a mandatory element that contains one or more of the <measurement-requirement> element which each contain the following sub-elements:
1)	a mandatory <measurement-id>, a mandatory element set to measurement identifiers "latency", "bitrate", "jitter" or "packet loss";
2)	an optional <reporting-frequency>, an optional element set to reporting frequency of measurement results "periodic", "now". If not present, it implies periodic reporting;
3)	an optional <reporting-periodicity>, an optional element set to the reporting periodicity in seconds if the reporting frequency is periodic. This child element shall be included when the <reporting-frequency> element is set to "periodic" or not present;
4)	an optional <measurement-window>, an optional element set to the measurement period window in milliseconds for transmission quality measurements;
5)	an optional <expiry time >, an optional element set to the expiration time in milliseconds of the measurement identifier;
6)	a <sealdd-policy>, an optional element that contains the following sub-elements:
[bookmark: OLE_LINK39][bookmark: OLE_LINK40]i)	a <quality-guarantee-policy>, a mandatory element set to the action to be performed "Redundant transmission path", "Re-establish transmission path", "Switch to backup transmission path" when the measurement event occurs, in order to meet the quality guarantee; and
7)	a <reporting-criteria>, an optional element set to the criteria for reporting measurement results;
<measurements-subscription-rsp> element contains the following sub-elements:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation; and
b)	<expiry-time>, an optional element set to the expiration time in milliseconds of the measurement requested.
<measurements-notification> element contains the following sub-elements:
a)	<measurement-requirement-notify-list>, a mandatory element that contains one or more of the following sub-elements:
1)	a <measurement-id> element set to measurement identifiers "latency", "bitrate", "jitter" or "packet loss";
2)	an <identity-measurements> element set to the identity of the VAL UE(s) or VAL user(s) under SEALDD measurement;
3)	an <average-measurement-value> element set to the average measurement value of measurement results ("latency" and "jitter" are in milliseconds, "bitrate" is in Mbps, "packet loss" is in percentage of the number of packets that fail to reach their destination);
4)	a <minimum-measurement-value> element set to the minimum measurement value of measurement results ("latency" and "jitter" are in milliseconds, "bitrate", is in Mbps, "packet loss" is in percentage of the number of packets that fail to reach their destination);
5)	a <maximum-measurement-value> element set to the maximum measurement value of measurement results ("latency" and "jitter" are in milliseconds, "bitrate", is in Mbps, "packet loss" is in percentage of the number of packets that fail to reach their destination);
6)	a <standard-deviation-measurement-value> element set to standard deviation measurement value of measurement results;
7)	a <kpercentile-measurement-value> element set to the kpercentile measurement value of measurement results:
8)	a <measurement-period> element set to the measurement period in seconds; and
9)	a <timestamp> element set to the timestamp in date and time of the measurement results with an offset from the UTC time.
[bookmark: OLE_LINK211]<identity-measurements> element contains one of following sub-elements:
a)	<VAL-ue-id-list>, an optional element that contains one or more <VAL-ue-id> elements. Each <VAL-ue-id> element contains the identity of the VAL UE for whom SEALDD measurement applies. For multiple VAL UEs reporting granularity set to individual UE, the associated measurement values are for individual VAL UE; or
b)	<VAL-group-id>, an optional element specifying the identity of the VAL group for whom SEALDD measurement applies for which the associated measurement values are aggregation for all VAL UEs or the VAL UE group.
<tx-quality-management-req> element contains the following sub-elements:
a)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow; and
b)	<tx-quality-guarantee-action>, a mandatory element set to the data transmission quality "Redundant transmission path", "Re-establish transmission path", "Switch to backup transmission path" or "Back to single transmission path" that was triggered by an event (e.g. measurement threshold).
NOTE:	The strings allowed in <tx-quality-guarantee-action> are case sensitive.
 <tx-quality-management-rsp> element contains the following sub-element:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation.
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to create the SDDM data creation storage resource pointed at by the CoAP URI with the content of "DataStorageReservationRequest" object received in the request and:
1)	if successfully created, shall include a "DataStorageReservationResponse" object in the CoAP POST 2.01 (Created) response message;
i)	shall include a "result" attribute set to "success"; and
ii)	shall include an "address" attribute specifying the reserved address for data storage; or
2)	otherwise, shall include a "DataStorageReservationResponse" object with a "result" attribute set to "failure" and a "cause" attribute specifying the cause of the failure of the operation, e.g. VAL client error in the CoAP POST response; and
c)	shall send the CoAP POST response towards the SDDM-C.
[bookmark: _Toc164931969][bookmark: _Toc164932029]* * * Next Change * * * *
A.3.1.4	Error Handling
General error responses are defined in clauseAnnex C.1.3 of 3GPP TS 24.546 [6].
* * * Next Change * * * *
[bookmark: _Toc164931991][bookmark: _Toc164931971]A.3.1.5.1	Introduction
The data model described in clause A.3.1.3 shall be binary encoded in the CBOR format as described in IETF RFC 8949 [17]. 
Clause A.3.1.5.2 uses the concise data definition language described in IETF RFC 8610 [18] and provides corresponding representation of the SDD_RegularTransmissionConnection API provided by the SDDM-S data model.
* * * Next Change * * * *
A.3.2.5.1	Introduction
The data model described in clause A.3.21.3 shall be binary encoded in the CBOR format as described in IETF RFC 8949 [17]. 
Clause A.3.2.5.2 uses the concise data definition language described in IETF RFC 8610 [18] and provides corresponding representation of the SDD_TransmissionQualityMeasurement API provided by the SDDM-S data model.
* * * Next Change * * * *
[bookmark: _Toc164932010]A.3.3.5.1	Introduction
The data model described in clause A.3.31.3 shall be binary encoded in the CBOR format as described in IETF RFC 8949 [17]. 
Clause A.3.3.5.2 uses the concise data definition language described in IETF RFC 8610 [18] and provides corresponding representation of the SDD_TransmissionQualityManagement API provided by the SDDM-S data model.
* * * Next Change * * * *
A.4.1.4	Error Handling
General error responses are defined in clauseAnnex C.1.3 of 3GPP TS 24.546 [6].
[bookmark: _Toc164932050]* * * Next Change * * * *
[bookmark: _Toc164932048]A.4.2.3.2.4	Type: URLLCReleaseRequest
Table A.4.2.3.2.4.1: Definition of type URLLCReleaseRequest
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	sealClientId
	string
	M
	1
	Identity of the requestor of the establishment request.
	

	sealflowId
	Uinteger
	M
	1
	Identity of SDDM flow used by the SDDM-C and SDDM-S to identify the application traffic.
	



* * * Next Change * * * *
A.4.2.4	Error Handling
General error responses are defined in clauseAnnex C.1.3 of 3GPP TS 24.546 [6].
[bookmark: _Toc164932074]* * * Next Change * * * *
[bookmark: _Toc164932052][bookmark: _Toc154277422][bookmark: _Toc99195531][bookmark: _Toc164932031]A.4.1.5.1	Introduction
The data model described in clause A.4.1.3 shall be binary encoded in the CBOR format as described in IETF RFC 8949 [17]. 
Clause A.4.1.5.2 uses the concise data definition language described in IETF RFC 8610 [18] and provides corresponding representation of the SDD_RegularTransmissionConnection API provided by the SDDM-C data model.
* * * Next Change * * * *
[bookmark: _GoBack]A.4.2.5.1	Introduction
The data model described in clause A.4.2.3 shall be binary encoded in the CBOR format as described in IETF RFC 8949 [17]. 
Clause A.4.2.5.2 uses the concise data definition language described in IETF RFC 8610 [18] and provides corresponding representation of the SDD_URLLCTransmissionConnection API provided by the SDDM-C data model.
* * * Next Change * * * *
A.4.3.5.1	Introduction
The data model described in clause A.4.32.3 shall be binary encoded in the CBOR format as described in IETF RFC 8949 [17]. 
Clause A.4.3.5.2 uses the concise data definition language described in IETF RFC 8610 [18] and provides corresponding representation of the SDD_DataStorage API provided by the SDDM-C data model.
* * * End of Changes * * * *

