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1
Introduction
The list below identifies a set of technical improvements and enhancements to the UE Policy Control and Access over already specified functionality during Release-15, Release-16, and Release-17 and Release-18 that may not be covered by other Release-19 dedicated WIs:

1.
Completion and Optimization of H-PCF discovery procedures (impacts CT3 and CT4).
2.
Identification and solutions for misalignments between the UE Policies stored in the UE and UE Policies stored in 5GC (impacts CT1 and CT3).

3.
Completion of UE Policy Provisioning (impacts CT3).
4.
Enhancements to the retrieval of Service Parameter Data by the PCF (impacts CT3 and CT4).

5.
Completion of failure scenarios for already specified functionality (impacts CT3).

6.
Correction/completion of UE Policy provisioning procedures, missed in the previous 3GPP Releases, which do not fall under the scope of any other dedicated Rel19 WI (impacts CT3).

2
Discussion

2.1
Completion and Optimization of H-PCF discovery procedures (Impacts CT3 and CT4)
2.1.1
Description
TS 23.501 clause 6.3.7.1 specifies:

-
"(…) In the following scenarios, information about the PCF instance that has been selected (i.e. the PCF ID, PCF Set Id and, if PCF Set Id is not available, the PCF Group ID (if available)) may be forwarded to another NF. If the NF service consumer performs discovery and selection, this NF may use this PCF instance. If the NF service consumer performs delegated discovery and selection, this NF may include PCF ID, PCF Set Id and, if PCF Set Id is not available, the PCF Group ID (if available) in the request and the SCP may use this information to select the PCF instance (discovery may still be needed depending on what level of information is sent by the AMF, e.g. the address of the PCF instance may not be present)".
-
" (…) In the roaming case, the AMF may, based on operator policies, e.g. roaming agreement, select the H-PCF in addition to the V-PCF for a UE by performing the PCF discovery and selection as described above. The AMF sends the H-PCF ID of the selected H-PCF instance to the V-PCF during the policy association establishment procedure."
Current level of specification in TS 29.525 only supports to provide H-PCF ID information, missing the possibility to provide PCF Set Id as applicable above. 
In addition, to enable the V-PCF can save the signalling required to perform H-PCF discovery and/or to improve the response time of the UE Policy Association establishment procedure with the HPLMN, additional information as e.g. the address of the H-PCF instance may be also provided by the AMF to the V-PCF together with the H-PCF instance ID.
Finally, for the delivery of UE Policy in roaming, the AMF needs to select both, the V-PCF and the H-PCF. For the selection of the V-PCF, the AMF follows the 3GPP standard procedures for PCF discovery and selection for a UE in the same PLMN, i.e. the AMF sends an Nnrf_NFDiscovery_Request message to a configured NRF in the same PLMN, including parameters: target-nf-type, requester-nf-type, service-names (plus additional query parameters, if required). However, there is no indication in the PCF NF profile stored in the NRF, that a PCF instance supports the role of V-PCF. This means that the AMF can select any PCF in the V-PLMN as target to initiate the UE policy association in roaming.

To enhance deployment options in the serving network it is proposed to add a new attribute in PCF NF profile stored in the NRF "vpcf-support-ind" to indicate the deployment of PCFs dedicated to V-PCF (similar to attribute "vsmf-support-ind" used by AMF for V-SMF selection).

2.1.2
Impacted TSs

TS 29.525, TS 29.510 and 29.513.
2.2
Identification and (optimized) solutions for misalignments between the UE Policies stored in the UE and the UE Policies stored in 5GC (Impacts CT1 and CT3)
2.2.1
Description

There are several situations that may be the source of misalignments between the UE policies stored in the UE and the UE Policies stored in 5GC.

As already specified in TS 29.525 and TS 29.513, and required by TS 23.502, 4.16.11, during AMF relocation procedure with PCF reselection, the AMF creates a new UE Policy Association in the selected PCF. During this procedure, the UE does not include a UE Policy Container with the UE_STATE_INDICATION message indicating the stored PSIs and, at the reception of the UE Policy Association creation request, the PCF may fall in the undetermination of whether the UE does not store any UE Policy section or the UE stores the UE Policies stored in UDR.
In case of UDR restoration or signalling failures, the PCF may determine that for certain UE(s) the list of UE Policy Sections retrieved from UDR is not reliable, and that there is a risk of misalignment with the UE Policies stored in the UE. 

Also, the URSP rule enforcement information received by the PCF could indicate that the synchronization between the UE policies stored in the UE and the UE policies stored in the UDR has been lost.
In these cases of undetermination/misalignment, the PCF can remove previously stored UE Policies (based on the information stored in UDR) to newly install in the UE all the applicable UE Policies, with the corresponding waste of processing and signalling resources. An optimized solution should be discussed and agreed during Rel19 in CT1, with the corresponding alignment in CT3.
In addition to these cases above, there is a lack of specification of what occurs in case that for an existing subscription (for an existing SUPI with UE Policies stored in the UE and UE policies stored in UDR), the user places the USIM in a different Mobile Equipment (new Mobile Equipment or moves USIM from Mobile Equipment 1 to Mobile Equipment 2). When the USIM is moved from ME-1 to ME-2, CT1 should describe the UE behavior in relation to the stored UE Policies. CT3 should describe the consequences for the subsequent UE Policy Provisioning procedure.
2.2.2
Impacted TSs

TS 24.501, TS 29.525 and potentially TS 29.513.
2.3
Completion of UE Policy Provisioning (Impacts CT3)

2.3.1
Description

As specifed in TS 23.503, clause 6.6.2.1:

a)
"If a URSP rule is provided that contains a Traffic descriptor with two or more components, it is recommended to also provide URSP rule(s) with lower precedence and a Traffic descriptor with less components, in order to increase the likelihood of URSP rule matching for a particular application."

This aspect a) needs to be considered in the PCF when the PCF receives URSP guidance from the AF and provisions the related URSP rules.
b)
The URSP rule has been extended during Rel18, within the traffic descriptor, with the Connectivity Group ID. Also, URSP rules also include a temporal validity condition within the RSD. 
These properties indicated in b) are missing in the Service Parameter Provisioning API.

Finally, as specified in TS 29.522, when the AF does not provide Traffic Descriptor information and/or Route Selection Description information, the NEF may determine them and provision them in the UDR. However, it is not specified what should occur if the NEF is not able, based on operator policies, to determine the values to include. In this case, the NEF should return an error (e.g., 403, INVALID_URSP_COMPONENTS).
2.3.2
Impacted TSs

TS 29.522, TS 29.525.
2.4
Enhancements to the retrieval of Service Parameter Data by the PCF (impacts CT3 and CT4)
2.4.1
Description

Service Parameter Provisioning API is defined for the provisioning of UE Policies configuration related information (for a UE, Group of UEs or any UE) and also, for PDU sessions established via a 5G RG, to indicate the locations (TNAP IDs) where specific SM policies should apply (for a UE).

When the PCF for a UE queries the UDR or subscribes with the UDR for the service parameters provisioned with UE Policies configuration (that apply to a UE), if there are service parameters provisioned with TNAP IDs configuration, the UDR returns to the PCF all, the UE Policies configuration and TNAP IDs configuration, though the TNAP ID configuration is not required by the PCF for a UE. This situation represents a waste of processing and signalling resources that could be solved with the appropriate filtering.
2.4.2
Impacted TSs

TS 29.519, TS 29.513 and TS 29.504.
2.5
Completion of failure scenarios for already specified functionality (Impacts CT3)
2.5.1
Description

The following outstanding issues have been identified in relation to failure scenarios:
-
TS 24.501, clause D.2.1.4 "Network-requested UE policy management procedure not accepted by the UE" specifies that in case the UE could not execute all instructions included in the UE policy section management list IE successfully, the UE reports the UPSI associated with the instructions which could not be executed successfully and an indication of the failed instruction. The instructions not indicated as failed instructions are considered as successfully executed by the PCF.


However, the exposure of the outcome of the UE Policy provisioning procedure does not consider this granularity, and either all of none of the newly provided/updated/removed URSP rules are reported as successfully/unsuccessfuly delivered. The solution can be improved to expose the outcome for particular URSP rules, when applicable.
· TS 23.503, clause 6.6.2.1, table 6.6.2.1-1 describes a set of conditions that a Route Selection Description within a URSP must fulfill:

i.
Every Route Selection Descriptor in the list shall have a different precedence value.

ii.
At least one of the route selection components shall be present.


To enable an early detection of failure situations, this criteria must be checked, based on operator policies, by the NEF, and in case it is not fulfilled, an appropriate error, e.g., INVALID_RSD can be returned.
-
The PCF is responsible for the delivery of UE Policy to the UE. If the PCF is notified about UE policy provisioning failure (e.g. because the UE is unreachable), the PCF may provide the trigger "CON_STATE_CH" to the AMF. This trigger enables that the AMF reports to the PCF, within the Npcf_UEPolicyControl service, about changes in UE connectivity status, and that the PCF retries a failed UE Policy provisioning procedure once the UE enters the CM-Connected state. However, e.g. for eDRX devices, the UE Policy provisioning should be performed as soon as the UE is reachable again, instead of waiting for the device to be in CM-Connected state. The UE reachability status is defined in TS 29.518 and availabile via Event Exposure service, however, for simplicity of the UE Policy provisioning procedure, and coherence with "CON_STATE_CH" trigger, a reachability related trigger "REACH_STATUS_CH" could be defined in Npcf_UEPolicyControl for this purpose.
Note that TS 23.503 introduces the UE reachability status change trigger, but only relevant for the SMF, as indicated below:
	UE reachability status change
	The SMF reports to the PCF when it receives an indication of a change of the UE reachability status.
	Added
	PCF
	


2.5.2
Impacted TSs

TS 29.525 and potentially TS 29.513.
2.6
Clarification/completion of UE Policy Provisioning procedures, missed in the previous 3GPP Releases, which do not fall under the scope of any other dedicated Rel19 WI (impacts CT3)
2.6.1
Description

Clarification and/or completion of UE Policy provisioning procedures, which was missed in the previous 3GPP Releases or not fully specified according to SA2 specified procedures, and which do not fall under the scope of any other dedicated Rel19 WI.
2.6.2
Impacted TSs

Potential impacts in any affected TS with Rel18 WIDs affecting UE Policy Provisioning, as TS 29.512, TS 29.514, TS 29.525, TS 29.522, TS 29.519 and TS 29.513
3
Conclusion

Based on the topics discussed in clause 2, since they are not covered by other Rel-19 WIDs, and they represent requirements and/or enhancements the UE Policy Provisioning procedures need to fulfil, Ericsson proposes to gather and develop them within a new WID. Ericsson will be bringing the UEP19 WID to CT3#136 meeting.
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