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1. Background
IETF RFC 9298 [1] and IETF RFC 9221 [2] define the HTTP datagram payload which is part of QUIC datagram frame, depicted in Figure 1 of IETF RFC 9297 [3], depicted in Figure 7 of section 5 of IETF RFC 9298 [1] as:

   UDP Proxying HTTP Datagram Payload {
     Context ID (i),
     UDP Proxying Payload (..),
   }

where the Context ID is encoded as 62-bits variable-length integer (see IETF RFC 9000 [4]). According to IETF RFC 9298 [1] if the value of Context ID is zero, then the UDP packets are encapsulated within QUIC datagram frames and provides unreliable transport with no sequence numbering and no packet reordering / deduplication. This corresponds to the transport mode is set to datagram mode 2 for MPQUIC steering functionality according to 3GPP TS 23.501 [5].
3GPP TS 23.501 [5] also defines datagram mode 1 for the transport mode of the MPQUIC steering functionality, where UDP packets are encapsulated within QUIC datagram frames and provides unreliable transport but with sequence numbering and with packet reordering / deduplication. Since this new formation includes sequence number to the QUIC datagram payload, the Context ID should not be set to zero when the MPQUIC steering functionality uses datagram mode 1 as the transport mode. 3GPP TS 24.913 [6] defines the Context ID for datagram mode 1 by setting all 62 bits of the Context ID to value one.
2. Context ID and datagram mode
According to clause 5.32.3 in 3GPP TS 23.501 [5], at the time of MA PDU session establishment, the SMF receives the PCC rules with MA PDU session control information. The SMF maps those PCC rules to the ATSSS rules for the UE and to the N4 rules for the UPF. The SMF sends the ATSSS rules to the UE and theN4 rules to the UPF and:
1. the UE shall enforce the ATSSS rules in the uplink data; and
2. the UPF shall enforce the N4 rules in the downlink data.
[bookmark: _Hlk166160031]The above is confirmed by 3GPP TS 24.501 [7] that at the time of MA PDU establishment, the SMF shall include the ATSSS container information element in the PDU SESSION ESTABLSHMENT ACCEPT message, where the ATSSS container information element includes ATSSS container contents which are defined in 3GPP TS 24.193 [6] with the instruction how to establish MA PDU session with steering functionality such as MPQUIC steering functionality with any transport mode as datagram mode 1, datagram mode 2, or Stream mode.
In the similar manner, 3GPP TS 29.244 [8] that at the time of MA PDU establishment, the SMF shall include the Create MAR information element within PFCP Session Establishment Request, the Create MAR information element includes the instruction how to establish MA PDU session with steering functionality such as MPQUIC steering functionality with any transport mode as datagram mode 1, datagram mode 2, or Stream mode.
Conclusion 1: PCC rules determine for an MA PDU session whether the MPQUIC steering functionality with a certain transport mode i.e. either datagram mode 1, datagram mode 2, or stream mode shall be used.
Conclusion 2: Choice of transport mode for the MPQUIC steering functionality is not negotiated by the UE and the UPF but instructed by the PCC rules to the UE and the UPF via the SMF.
3. Context ID and ATSSS work assumption
According to 3GPP TS 23.501 [5], when the MPQUIC functionality is applied, the protocol stack of the user plane is depicted in figure 5.32.6.2.2-1, shown below:


[bookmark: _CRFigure5_32_6_2_21]Figure 5.32.6.2.2-1: UP protocol stack when the MPQUIC functionality is applied
As the figure shows the MPQUIC layer is only for the transport layer between the UE and the UPF. Furthermore, the related text in clause 5.32.6.2.2 indicates that the UE and the UPF negotiate QUIC transport parameters including QUIC datagram. Thus, the data network (DN) beyond UPF as also shown in figure 5.32.6.2.2-1 is not impacted by the QUIC datagram.
The above is further confirmed in clause 5.32.6.2.2.1 of 3GPP TS 23.501 [5] saying "The PCF selects which of these transport modes shall be applied for a UDP flow (SDF)." where transport modes refer to datagram mode 1, datagram mode 2 and stream mode and SDF refers to service data flow; meaning that each transport mode is assigned by the service data flow of the application.
Conclusion 3: UDP packets encapsulated within the QUIC datagram frames are only transmitted between the UE and the UPF in 3GPP network.
Conclusion 3 also means since UDP proxying HTTP datagram payload is defined in IETF, then using the datagram in 3GPP requires to follow any IETF requirements. According to IETF RFC 9298 [1]:

   Context IDs are 62-bit integers (0 to 2^62-1).  Context IDs are
   encoded as variable-length integers; see Section 16 of [QUIC].  The
   Context ID value of 0 is reserved for UDP payloads, while non-zero
   values are dynamically allocated.  Non-zero even-numbered Context IDs
   are client-allocated, and odd-numbered Context IDs are proxy-
   allocated.  The Context ID namespace is tied to a given HTTP request;
   it is possible for a Context ID with the same numeric value to be
   simultaneously allocated in distinct requests, potentially with
   different semantics.  Context IDs MUST NOT be re-allocated within a
   given HTTP namespace but MAY be allocated in any order.  The Context
   ID allocation restrictions to the use of even-numbered and odd-
   numbered Context IDs exist in order to avoid the need for
   synchronization between endpoints.  However, once a Context ID has
   been allocated, those restrictions do not apply to the use of the
   Context ID; it can be used by any client or UDP proxy, independent of
   which endpoint initially allocated it.

   Registration is the action by which an endpoint informs its peer of
   the semantics and format of a given Context ID.  This document does
   not define how registration occurs.  Future extensions MAY use HTTP
   header fields or capsules to register Context IDs.  Depending on the
   method being used, it is possible for datagrams to be received with
   Context IDs that have not yet been registered.  For instance, this
   can be due to reordering of the packet containing the datagram and
   the packet containing the registration message during transmission.

From the above, we have the following recommendations and requirement:
1. Context ID is a variable-length integers and is 62-bit integers. Although this is not a requirement, the length and format of Context ID are of importance for the interoperability between the UE and the UPF. The length and the format must be identified in 3GPP and at CT1#145, we adopted the same as recommended by IETF RFC 9298 [1] i.e., 62-bit integers.
2. Context ID equal to zero is assigned to the case when the payload of QUIC datagram contains only UDP packets. Although this is not a requirement and even though both the UPF and the UE are aware of the datagram mode used for the transport layer, CT1 adopted the same zero value for transport mode 2 at CT1#145.
3. Context ID is allocated dynamically. This is not a requirement and since the UPF and the UE are aware of the datagram mode used for the transport layer, CT1 agreed to set all the 62 bits of 62-bit integer to "1" for transport mode 1 at CT1#145.
4. Context ID which is non-zero is odd-numbered for proxy and even-numbered for client to avoid client-proxy synchronisation. However once the Context ID is allocated, both client and proxy can use the context ID which is allocated by the other end-point. Since this is not a requirement and 3GPP does not have any issue with client-proxy synchronization, then we did not adopt this recommendation at CT1#145.
5. Context ID does not have to be registered to inform the endpoint's peer of the semantics and format of the UDP payload.
6. Context ID MUST NOT be re-allocated with the same HTTP namespace. This is a requirement and shall be fulfilled.
Conclusion 4: Current assigned value to Context ID when using the datagram mode 1 if adopting the MPQUIC steering functionality when establishing MA PDU session, does not break any requirement in IETF RFC 9298 [1].
4. Context ID for multiple data streams
Since QUIC steering functionality is proxying UDP in HTTP/3 with a fix port number 80 (HTTP) or 443 (HTTPS), some may believe that Context ID can be used to distinguish the data flows when using multiple applications. This can be further analyzed by following statements:
1-	Servers have usually fixed ports for HTTP (port 80) or HTTPS (port 443) while the port number is chosen randomly on the client side for each application. Therefore, each connection has its own 4 tuple (client IP address, client port, server IP address, server port).
2-	QUIC has introduced connection identifier for each connection which is yet added on the top of the 4-tuple. Therefore, even if one of the 4-tuples change, the connection can still be recognized, see IETF RFC 9000 [4].
3-	 QUIC has introduced stream identifier to allow a number of streams to operate concurrently and for an amount of data to be sent on any stream, see IETF RFC 9000 [4].
4-	Context ID is to identify the semantic of the UDP payload according to IETF RFC 9298 [1].
5-	In addition to the above, UDP encapsulated within the QUIC datagram frame contains origination port number and destination port number.
Conclusion 5: It is not only unnecessary to use Context ID to distinguish the connections and byte-streams, but also not aligned with the purpose of context ID as defined in IETF RFC 9298 [1].
5. Conclusion
Although the UDP proxying HTTP datagram payload contains sequence number when the transport mode is datagram mode 1 with a certain Context ID, the CR for sequence number can be separately drafted with no interaction with the Context ID, see C1-243093;
The value for Context ID does not have any importance for 3GPP, however since the Context ID is part of HTTP datagram, then its length needs to be defined for interoperability between the UE and the UPF. Furthermore, the value of the Context ID shall not be reallocated with the same HTTP namespace as it is requirement in IETF RFC 9298 [1]. During CT1#145, CT1 correctly decided to assign 62 bits integer to Context ID with a zero value when the transport mode is datagram mode 2 and with all bits setting to "1", when the transport mode is datagram mode 1. Nevertheless, C1-243094 proposes the context ID for datagram mode 1 and datagram mode 2 by::
1-	keeping the 62-bit integer as recommended by IETF RFC 9298 [1];
2-	assigning zero value to context ID for datagram mode 2 as being in accordance to IETF RFC 9298 [1]; and
3-	assigning any non-zero value fulfilling recommendations and requirements in IETF RFC 9298 [1] to context ID for datagram 1.
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