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* * * First Change * * * *
[bookmark: _Toc162966177]5.2	SEAL location management server (SLM-S)
[bookmark: _CR5_2][bookmark: _Toc162966178]5.2	SEAL location management server (SLM-S)
The SLM-S is a functional entity used to provide location management supported within the vertical application layer. To be compliant with the HTTP procedures in the present document the SLM-S:
a)	shall support the role of XCAP server as specified in IETF RFC 4825 [9];
b)	shall support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [30]; 
c)	shall support the location management procedures in clause 6.2; and
d)	shall support HTTP client and HTTP server functionalities as specified in IETF RFC 9112 [20].
To be compliant with the CoAP procedures in the present document the SLM-C:
a)	shall support the role of CoAP server as specified in IETF RFC 7252 [21];
b)	shall support FETCH method of CoAP as specified in IETF RFC 8132 [24];
c)	shall support the capability to observer resources as specified in IETF RFC 7641 [23];
d)	shall support the block-wise transfer as specified in IETF RFC 7959 [22];
e)	shall support the robust block transfer as specified in IETF RFC 9177 [27];
f)	shall support CoAP over TCP and Websocket as specified in IETF RFC 8323 [25];
g)	shall support CBOR encoding as specified in IETF RFC 8949 [26]; and
h)	shall support the procedures in clause 6.2.
NOTE:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [6].
* * * Next Change * * * *
[bookmark: _Toc34303582][bookmark: _Toc34403864][bookmark: _Toc45281886][bookmark: _Toc51933114][bookmark: _Toc162966211]6.2.5.1	SLM client HTTP procedure
Upon receiving the request from VAL user to cancel the location reporting triggers of another VAL user, the SLM-C shall send an HTTP POST request message to SLM-S according to procedures specified in IETF RFC 9110 [16]. In the HTTP POST request the SLM-C:
a)	shall set the Request-URI to the URI corresponding to the identity of the SLM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";
c)	shall include an application/vnd.3gpp.seal-location-info+xml MIME body and in the <location-info> root element:
1)	shall include a <VAL-user-id> element set to the identity of the VAL user for location reporting event triggers configuration cancellation;
2)	shall include a <configuration> element which shall not include any child element; and
d)	shall send the HTTP POST request as specified in IETF RFC 9110 [16].
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml"; and
b)	an application/vnd.3gpp.seal-location-info+xml MIME body with a <configuration> element included in the <location-info> root element, which has none of child elements;
the SLM-C:
a)	shall delete the content of the <configuration> elements;
b)	shall stop the location reporting; and
c)	shall generate an HTTP 200 (OK) response to the received HTTP POST request message according to IETF RFC 9110 [16] and shall send it towards SLM-S.
* * * Next Change * * * *
6.2.5.2	SLM server HTTP procedure
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml"; and
b)	an application/vnd.3gpp.seal-location-info+xml MIME body with a <configuration> element included in the <location-info> root element, which has none of child elements;
the SLM-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SLM-C; 
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";
c)	shall include an application/vnd.3gpp.seal-location-info+xml MIME body and in the <location-info> root element:
1)	shall include an <identity> element with a <VAL-user-id> child element set to the identity of the VAL user for location reporting event triggers configuration cancellation; 
2)	shall include a <configuration> element which shall not include any child element; and
d)	shall send the HTTP POST request as specified in IETF RFC 9110 [16].
[bookmark: _GoBack]Upon receiving response from the SLM-C, the SLM-S shall utilize this response status code received from SLM-C when generatinge an the HTTP 200 (OK) response to the received HTTP POST request message according to IETF RFC 9110 [16] and shall send it towards VAL server.
* * * Next Change * * * *
[bookmark: _Toc162966213]6.2.5.3	VAL Server procedure
The VAL Server (or authorized VAL user) may cancel the location reporting triggers configuration for the SLM-C by generatiing an HTTP POST request message according to procedures specified in IETF RFC 9110 [16]. The VAL server:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SLM-S; 
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";
c)	shall include an application/vnd.3gpp.seal-location-info+xml MIME body and in the <location-info> root element:
1)	shall include a <VAL-user-id> element set to the identity of the VAL user for location reporting event triggers configuration cancellation; 
2)	shall include a <configuration> element which shall not include any child element; and
d)	shall send the HTTP POST request as specified in IETF RFC 9110 [16].
* * * End of Changes * * * *

