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* * * * Start of changes * * * *
[bookmark: _Toc160570254][bookmark: _Toc162007850]5.15.2.2.1	General
This service operation enables a service consumer to request the EES to initiate/update/cancel/retrieve EAS application traffic influence.
The following procedures are supported by the "Eees_TrafficInfluenceEAS_Manage " service operation:
-	Application Traffic Influence Initiation.
-	Application Traffic Influence Update.
-	Application Traffic Influence Cancellation.
-	Application Traffic Influence Retrieval.
[bookmark: _Toc160570255][bookmark: _Toc162007851]* * * * Next changes * * * *
5.15.2.2.2	Application Traffic Influence Initiation
This procedure enables a service consumer to request the EES to initiate EAS application traffic influence (see also clause 8.6.7 of 3GPP°TS°23.558°[2]).
1.	The service consumer shall send for this purpose an HTTP POST request to the EES targeting the URI of the "Application Traffic Influence Instances" collection resource, with the request body including the AppTrafficInfluence data structure defined in clause 8.12.5.2.2.
2.	Upon reception of the HTTP POST request message from the service consumer, the EES shall check whether the service consumer is authorized to request application traffic influence. Then:
2a.	if the service consumer is authorized:
-	the EES shall trigger the relevant traffic influence procedures towards the 3GPP core network as specified in clause 8.6.7.2 of 3GPP°TS°23.558°[2]; and
-	upon success, the EES shall respond to the service consumer with an HTTP "201 Created" status code with the response body including a representation of the created "Individual Application Traffic Influence Instance" resource, and an HTTP Location header field containing the URI of the created resource.;
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information, as defined in clause 8.12.6, should be returned in the HTTP POST response body.
[bookmark: _Toc160570256][bookmark: _Toc162007852]* * * * Next changes * * * *
5.15.2.2.3	Application Traffic Influence Update
This procedure enables a service consumer to request the EES to update an existing EAS application traffic influence.
1.	The service consumer shall send for this purpose an HTTP PUT/PATCH or PUT request to the EES targeting the URI of the "Individual Application Traffic Influence Instance" resource with the request body including either:
-	the updated representation of the resource within the AppTrafficInfluence data structure as specified in clause 8.12.3.3.3.2, in case the HTTP PUT method is used; or
-	the requested modifications to the resource within the AppTrafficInfluencePatch data structure as specified in clause 8.12.3.3.3.3, in case the HTTP PATCH method is used, for an HTTP PATCH message, or the AppTrafficInfluence data structure as specified in clause 8.12.3.3.3.2, for an HTTP PUT message.
2.	Upon reception of the HTTP PUT/PATCH or PUT request message from the service consumer, the EES shall check whether the update of the existing "Individual Application Traffic Influence Instance" resource is authorized or not:
2a.	if the update is authorized:
-	the EES shall trigger the relevant traffic influence procedures towards the 3GPP core network; and
-	upon success, the EES shall respond to the service consumer with either:an HTTP "204 No Content" status code, or an HTTP "200 OK" status code with the response body including the updated representation of the "Individual Application Traffic Influence Instance";
-	an HTTP "200 OK" status code with the response body containing a representation of the updated "Individual Application Traffic Influence Instance" resource within the AppTrafficInfluence data structure; or
-	an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information, as defined in clause 8.12.6, should be returned in the HTTP PUT/PATCH or PUT response body.
[bookmark: _Toc160570257][bookmark: _Toc162007853]* * * * Next changes * * * *
5.15.2.2.4	Application Traffic Influence Cancellation
This procedure enables a service consumer to request the EES to cancel EAS application traffic influence.
1.	The service consumer shall send for this purpose an HTTP DELETE request to the EES targeting the URI of the "Individual Application Traffic Influence Instance" resource as specified in clause 8.12.3.3.3.4.
2.	Upon reception of the HTTP DELETE request message from the service consumer, the EES shall check whether the deletion of the existing "Individual Application Traffic Influence" Instance resource is authorized or not:
2a.	if the deletione is authorized:
-	the EES shall trigger the relevant traffic influence procedures towards the 3GPP core network; and
-	upon success, the EES shall respond to the service consumer with with an HTTP "204 No Content" status code.;
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information, as defined in clause 8.12.6, should be returned in the HTTP DELETE response body.
[bookmark: _Toc160570258][bookmark: _Toc162007854]* * * * Next changes * * * *
5.15.2.2.5	Application Traffic Influence Retrieval
This procedure enables a service consumer to the EES to get retrieve an existing EAS application traffic influence.
1.	The service consumer shall send for this purpose an HTTP GET request to the EES targeting the URI of the "Individual Application Traffic Influence Instance" resource as specified in clause 8.12.3.3.3.1.
2.	Upon reception of the HTTP GET request message from the service consumer, the EES shall check whether the retrieval of the existing Individual Application Traffic Influence Instance is authorized or not:
2a.	if the update retrieval is authorized:
-	upon success, the EES shall respond to the service consumer with an HTTP "200 OK" status code with the response body including the representation of the requested "Individual Application Traffic Influence Instance" resource.;
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information, as defined in clause 8.12.6, should be returned in the HTTP GET response body.
* * * * End of changes * * * *
