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Additional discussion(if needed):
Proposed changes:
*** First Change ***
[bookmark: _Toc19777496][bookmark: _Toc27740793][bookmark: _Toc36054172][bookmark: _Toc44874048][bookmark: _Toc51863026][bookmark: _Toc57980455][bookmark: _Toc161060177]7.2.2	Create Session Response
The Create Session Response message shall be sent on the S11/S4 interfaces by the SGW to the MME/S4-SGSN, on the S5/S8 interfaces by the PGW to the SGW, on the S2b interface by the PGW to the ePDG, and on the S2a interface by the PGW to the TWAN as part of the procedures listed for the Create Session Request (see clause 7.2.1).
A PGW may receive the Create Session Response message sent from another PGW (see clause 7.2.1), the PGW shall forward the Create Session response message to the SGW as received from another PGW but with the following modifications:
-	the destination IP address and UDP port of the message shall be set to the source IP address and UDP port of the Create Session Request message received from the SGW;
-	the source IP address and UDP port of the message shall be set to the IP address and port of the forwarding PGW.
In some network deployment, e.g. when 5G Network Slice is deployed and the combined PGW-C/SMFs are connected to the UDM, if the MME indicated in the Create Session Request that it supports PGW redirection due to mismatch with network slice subscribed by UE, the source PGW/SMF may select another PGW supporting the network slice for which the UE has a subscription and then reject the Create Session Request with the cause set to "PGW mismatch with network slice subscribed by the UE" and with the FQDN or IP address of the other PGW that the MME should use for establishing the PDN connection.
NOTE:	This can be used e.g. if there is no GTPv2/UDP/IP connectivity between PGW/SMFs pertaining to different network slices, or if the source PGW/SMF does not support forwarding the request to the target PGW/SMF as specified in clause 7.2.1.
If handling of default bearer fails, then cause at the message level shall be a failure cause.
Possible Cause values are specified in Table 8.4-1. Message specific cause values are:
-	"Request accepted".
-	"Request accepted partially".
-	"New PDN type due to network preference".
-	"New PDN type due to single address bearer only".
-	"Missing or unknown APN".
-	"GRE key not found".
-	"Preferred PDN type not supported".
-	"All dynamic addresses are occupied".
-	"Remote peer not responding".
-	"Semantic error in the TFT operation".
-	"Syntactic error in the TFT operation".
-	"Semantic errors in packet filter(s)".
-	"Syntactic errors in packet filter(s)".
-	"User authentication failed".
-	"APN access denied – no subscription".
-	"APN Restriction type incompatibility with currently active PDN Connection".
-	"Version not supported by next peer".
-	"Denied in RAT".
-	"Protocol type not supported".
-	"APN congestion".
-	"Multiple PDN connections for a given APN not allowed".
-	"Multiple accesses to a PDN connection not allowed".
-	"Context not found".
-	"UE not authorised by OCS or external AAA Server".
-	"PGW mismatch with network slice subscribed by the UE".
Table 7.2.2-1: Information Elements in a Create Session Response
	[bookmark: MCCQCTEMPBM_00000046]Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	See NOTE 2 and NOTE 4.
	Cause
	0

	Change Reporting Action 
	C
	This IE shall be included on the S5/S8 and S4/S11 interfaces with the appropriate Action field if the location Change Reporting mechanism is to be started or stopped for this subscriber in the SGSN/MME.
	Change Reporting Action
	0

	CSG Information Reporting Action
	CO
	This IE shall be included on the S5/S8 and S4/S11 interfaces with the appropriate Action field if the CSG Info reporting mechanism is to be started or stopped for this subscriber in the SGSN/MME.
	CSG Information Reporting Action
	0

	*****Skipped for Clarity******

	Extended Protocol Configuration Options (ePCO)
	CO
	If the PGW decides to return ePCO to the UE during an Initial Attach, UE requested PDN Connectivity procedure, and if the PGW supports the ePCO and the EPCOSI flag is set to 1 in the Create Session Request message, the PGW shall send ePCO to the SGW.

If the SGW receives the ePCO IE, the SGW shall forward it to the MME.
See NOTE 13.
	ePCO
	0

	PGW node name
	CO
	This IE shall be included over S5/S8 interfaces by the PGW when it receives the corresponding Create Session Request message with the CSRMFI flag set to "1", and the creation of the PDN connection has been accepted.

This IE shall be included over S5/S8/S2b interfaces by the new PGW-C/SMF during an MME/ePDG triggered PDN connection restoration procedure as specified in clauses 31.3 and 31.3A of 3GPP TS 23.007 [17].

If the SGW receives this IE, the SGW shall forward it to the MME over S11 interface. (See NOTE 14)

	FQDN
	1

	SGi PtP Tunnel Address
	CO
	This IE shall be included on the S5/S8 and S4/S11 interfaces, if the PDN Type is "Non-IP" and SGi PtP tunnelling based on UDP/IP is used (see clause 4.3.17.8.3.3.2 of 3GPP TS 23.401 [3]).

When present, the IE shall contain the IPv4 or IPv6 address, and optionally the UDP port, that is allocated for the SGi PtP tunnel based on UDP/IP.

	SGi PtP Tunnel Address
	0

	PGW Change Info
	CO
	This IE shall be included on the S5/S8/S2b interface by the PGW if it supports the Restoration of PDN connections after an PGW-C/SMF Change procedure as specified in clause 31 of 3GPP TS 23.007 [17] and if the "Restoration of PDN connections after an PGW-C/SMF Change Support Indication" was set to 1 in the request.

An SGW that supports the Restoration of PDN connections after an PGW-C/SMF Change procedure as specified in clause 31 of 3GPP TS 23.007 [17], shall transparently forward this IE over the S11 interface if it is received in a Create Session Response or a Modify Bearer Response message from the PGW over S5/S8.
	PGW Change Info
	0

	Alternative PGW-C/SMF FQDN
	O
	This IE may be included by the PGW on the S5/S8 interfaces, when the PGW rejects the Create Session Request with the cause "PGW mismatch with network slice subscribed by the UE".

If the SGW receives this IE, the SGW shall forward it to the MME over the S11 interface.

When present, the IE shall contain the FQDN of the other PGW that the MME should use for establishing the PDN connection.
Several IEs with the same type and instance value may be included to represent a list of Alternative PGW-C/SMF FQDNs. (See NOTE 15)
	FQDN
	3

	Alternative PGW-C/SMF IP Address
	O
	This IE may be included by the PGW on the S5/S8 interfaces, when the PGW rejects the Create Session Request with the cause "PGW mismatch with network slice subscribed by the UE".

If the SGW receives this IE, the SGW shall forward it to the MME over the S11 interface.

When present, the IE shall contain the IP Address of the other PGW that the MME should use for establishing the PDN connection.
Several IEs with the same type and instance value may be included to represent a list of Alternative PGW-C/SMF FQDNs. (See NOTE 15)
	IP Address
	1

	UP Security Policy
	CO
	This IE shall be included on the S5/S8 and S11 interfaces in the E-UTRAN initial attach and UE Requested PDN connectivity procedures, if UP Integrity Protection is supported by the UE, MME and E-UTRAN (i.e. if the UPIPSI flag was set to 1) and if User Plane Integrity Protection policy is available for the PDN connection. When present, it shall indicate whether User Plane integrity protection is required, preferred or not needed for the traffic of the PDN connection. 
	UP Security Policy
	0

	Private Extension
	O
	This IE may be sent on the S5/S8, S4/S11 and S2a/S2b interfaces.
	Private Extension
	VS

	NOTE1:	Both Charging Gateway Name and Charging Gateway Address shall not be included at the same time. When both are available, the operator configures a preferred value.
NOTE2:	If the SGW cannot accept any of the "Bearer Context Created" IEs within Create Session Request message, the SGW shall send the Create Session Response with appropriate reject Cause value.
NOTE 3:	The last received value of the PGW Back-Off Time IE shall supersede any previous values received from that PGW and for this APN in the MME/SGSN.
NOTE4:	3GPP TS 23.401 [3] (see clause 5.3.1.1) and 3GPP TS 23.060 [35] (see clause 9.2.1) specify the handling of the cases when UE has requested IPv4v6 PDN Type, but PGW restricts the usage of IPv4v6 PDN Type.
NOTE 5:	The conditions of presence of the IEs in the Create Session Response for the MME and S4-SGSN triggered Serving GW relocation (see clause 5.10.4 of 3GPP TS 23.401 [3] and clause 9.2.2.4 of 3GPP TS 23.060 [35]) are identical to those specified respectively for X2 handover with SGW relocation and for Enhanced Serving RNS Relocation with SGW relocation.
NOTE 6:	The IP address and TEID/GRE key in "PGW S5/S8/ S2a/S2b F-TEID for PMIP based interface or for GTP based Control Plane interface" IE are only provided for the subsequent GTP-C initial messages related to this PDN connection and shall NOT be used for other PDN connections.
NOTE 7:	For PMIP based S5/S8, the 'S5/S8-U PGW F-TEID' IE and the 'PGW S5/S8/ S2a/S2b F-TEID for PMIP based interface or for GTP based Control Plane interface' IE shall contain the same uplink GRE key; the Interface Type in these IEs shall be set to the value 9 (S5/S8 PGW PMIPv6 interface).

NOTE 8:	The Interface Identifier value of zero is a reserved value (see IETF RFC 5453 [58]). Clause 5.3.1.2.2 of 3GPP TS 23.401 [3] specifies the mechanism for preventing UE's link-local address collision with the PGW's link-local address.
NOTE 9:	The receiver, not supporting the APN level load control feature, shall ignore all the occurrence(s) of this IE, i.e. "Load Control Information" IE with instance number "1". The receiver, supporting the APN level load control feature and supporting the APN level load information for the maximum of 10 APNs, shall handle the APN level load information for the first 10 APNs and ignore any more APN level load information.
NOTE 10:	The receiver, supporting the APN level overload information for the maximum of 10 APNs, shall handle the APN level overload information for the first 10 APNs and ignore any more APN level overload information.
NOTE 11:	The APN level load information, provided within and across different instances of the "PGW's APN level Load Control Information" IE(s) shall be limited to 10 different APNs.
NOTE 12:	The APN level overload information, provided within and across different instances of the "PGW's Overload Control Information" IE(s) shall be limited to 10 different APNs.
NOTE 13:	The MME shall consider the presence of the ePCO IE in the Create Session Response message as an indication that the PGW and the SGW support the ePCO. The UE considers that the PGW supports ePCO when it receives an ePCO from the PGW.
NOTE 14:	The MME shall update the PGW FQDN associated with this PDN connection using this IE.
NOTE 15:	For a given alternative PGW, either the Alternative PGW-C/SMF FQDN IE or the Alternative PGW-C/SMF IP Address IE may be present, not both.
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