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1. Introduction
Solutions 5, 6 and 7 currently introduce three different frameworks for avatar support. Discussions in SA6 pointed to the need to clarify a choice of framework in order to enable further solution discussion. As discussed at pre SA6#61 conference call, we believe that the three frameworks present different facets which can be jointly harmonized.
This contribution proposes changes to solution #6 in order to harmonize it with solutions #5 and #7. For clarity, some changes to solutions #5 and #7 may be helpful going forward, if alignemnt along the following lines is agreed.
- MDRB (sol 6) and DAC (sol 7) are aligned to represent a set of digital assets being managed togather. 
-  Assuming the solution 5 profile is structured in “common” (to multiple digital asset types) and “asset type-specific” (i.e. avatar -specific) parts, it aligns with elements of the set being associated and managed together via MDRB/DAC. 
- In general, commonalities between digital assets are to be identified for ease of asset management.In addition to avatar profile, other digital asset type-specific profiles could be identified in the future.
- Whether the DAC management function is implemented as A-DACM  architectural option 2, as a function within a new enabler (e.g. MME architectural option 1), or within an exiting SEAL server type can be decided at the conclusion of the TR.
2. Reason for Change
Harmonize avatar solutions and functionality.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-21.


* * * First Change * * * *
7.6	Solution #6: Avatar support as using Metaverse Digital Asset Representation Block (MDRB)
7.6.1	Solution description
The following clauses specify procedures and information flows for Key Issue #3 for support of avatars, as a type of digital asset manged using Metaverse Digital Representation Block (MDRB).
MDRB is an information block containing one or more related digital assets, information about the associated users and about the associated metaverse services. MDRB also includes MMEL policies and parameters for the handling of the set of digital representations stored and managed together as part of MDRB.
NOTE 1: How to choose or assign the digital assets to be managed together as part of an MDRB is not in scope of this solution. 
Editor's Note: Terminology alignment may be necessary.
NOTE 2: In the normative phase, MDRB may be implemented as the information block used by A-DACM (solution #7) for management of digital assets, e.g. MDRB can be renamed as DAC, and MMES can implement A-DACM or have access to an external A-DACM.

Preconditions:
0.	Digital representations are available at the VAL application layer.





Figure 7.6.1.1: MDRB support request procedure

Procedural steps:
10.	The VAL server sends a request to the corresponding MMES to enable MDRB support for the metaverse application functionality related to the digital representation created. The message(s) include information about the digital representation(s) to be supported, e.g. avatar.
NOTE 1:	In the normative phase, the step 1 request can map to one or more requests, e.g. create /update /delete. 
[bookmark: _Hlk164375489]21.	The MMES determines applicable MMEL parameters for the handling of the digital representation. The MMEL support information and parameters are associated with stored as MDRB.
NOTE 2:	The MDRB stores information necessary for accessing and management of the associated digital assets MDRB and theirits exposure to/from the VAL application layer. This information is provided by the VAL layer or is derived based on the VAL layer request and policies. 
2.	Based on the information received from the VAL layer and on local policies, the MMES optionally determines to send one or more requests to the underlying 3GPP Network to determine information available in the 3GPP network for the MDRB. 
NOTE 3:	The information available in the 3GPP network to be included as part of MDRB is to be determined in the normative phase and aligned with specifications from SA2, SA3 and SA4.
NOTE 4:	Step 3 may be triggered at any time after step 1. Depending on the architectural option chosen, this step relies on one of the following options: MMES can implement A-DACM or access an external A-DACM (e.g. as new or existing SEAL entity).
3.	The MMES generates response and sends the message to the VAL Server. 
7.6.2	Architecture Impacts
Editor's Note:	This clause provides the architecture impacts of the solution and possible new SA6 capabilities and interfaces.
This solution is described using the metaverse enablement architecture option #1 in clause 6.1. Notes describe however how it can be implemented using other architectural frameworks, i.e. A-DACM functionality (as proposed in solution #7), or existing SEAL servers (as proposed in solution #5). 
7.6.3	Corresponding APIs
Table 7.6.3-1 shows the MDRB support request from VAL Server to MMES.
Table 7.6.3-1: Request MDRB support
	Information element
	Status
	Description

	Requestor identifier
	M
	The identifier of the requestor.

	Security credentials
	M
	Security credentials to authenticate and authorize the requestor.

	MDRB identifier
	O
	An identifier for the MDRB for which MMEL support is requested

	List of Metaverse service provider identifiers
	M
	List of service providers for the Metaverse services

	List of associated user information (NOTE 4)
	M
	List of user information as detailed below.

	> 3GPP subscriber association information (NOTE 1, NOTE 3)
	O
	This information is used in MMEL for interactions with 5GS which require subscriber/and/or user information.

	> Metaverse service user information (NOTE 3)
	O
	Application-level information related to one or more application users. The information may be anonymized, etc. to meet the metaverse application security requirements. This information may represent or be provided by a third party.

	List of digital assets (NOTE 4)
	M
	List of digital asset parameters for MDRB management.

	> Asset type
	M
	Choice of asset type, e.g. avatar, wallet, etc.

	> Asset type-specific profile
	M
	[bookmark: _Hlk166253300]Profile information specific to the asset, e.g. an avatar profile similar to Table 7.5.3.1-1.

	> Asset profile information
	O
	Information used to obtain 5GS services, and which depends on asset type, metaverse use policies. For example, for an avatar asset, the information includes identifiers, etc necessary to utilize SA4 services

	> Communication parameters
	O
	Communication parameters and requirements for sessions associated with the digital asset. The parameters are also used to create or derive the communication policies applicable to the asset which are persistent within metaverse

	>  Metaverse experience requirements
	O
	Information provided to create or derive associated metaverse experience parameters for each asset, e.g. information used to derive applicable rendering parameters

	MRDB exposure application rules 
	O
	Rules for exposure of MRDB information. The policy may include location, temporal, etc. conditions.

	NOTE 1:	IE to be determined in the normative phase based on SA2 work for user identity exposure
NOTE 2:	IE to be determined in the normative phase based on SA4 work for avatar services
NOTE 3:	IE to be determined in the normative phase including SA3 security considerations
NOTE 4:	Information exposed is based on applicable security requirements and policies in both application and network domains.



Editor's Note: It is FFS how the MDRB identifier is assigned and used, beyond the role of identifier of the request. 
Editor's Note: The Asset type-specific profile is indicated to be similar to Table 7.5.3.1-1 for assets of type avatar.  Harmonization between Table 7.5.3.1-1 and Table 7.6.3-1 is necessary to disambiguate identifiers of each asset from identifiers of the users and identifiers of a collection of assets being managed together, i.e. the MDRB.

Table 7.6.3-2 shows the MDRB support response from MMES to VAL Server. 

Table 7.6.3-2: MDRB support response
	Information element
	Status
	Description

	MDRB identifier
	M
	Identifier of the MDRB for which support is provided

	List of capabilities provided
	M
	List of MMEL capabilities available for support of the MDRB

	[bookmark: _Hlk163313167]Shareable MDRB information
	O
	MDRB information, which is shareable with the application domain.

	MRDB common exposure policy`
	O
	Policy for exposure of MRDB information, determined based on the rules in MMEL service request,  local or underlying network policies, etc. Individual exposure rules and policies can be additionally applied by 5GS. The policy may include location, temporal, etc. conditions.

	NOTE:	The shareable MDRB information provides applications with access to Core Network functionality currently under development, as well as to Service Layer metadata enabling the identification and coordination of these services.



7.6.4	Solution evaluation
This solution addresses KI# 3 by providing a generic framework for Avatar support as a type of digital asset. This solution is described using the metaverse enablement architecture option #1 in clause 6.1. Descriptions for the use of other architectural frameworks, i.e. A-DACM functionality (as proposed in solution #7), or existing SEAL servers (as proposed in solution #5) are also provided. 

* * * Next Change * * * *
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