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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
[1]	3GPP TR 28.866 v0.1.0 Study on Management Data Analytics (MDA) – Phase 3 
3	Rationale
This provides the use case for fault impact analytics. 
4	Detailed proposal
It proposes to make the following changes to TR 28.866. 
	First Change


[bookmark: _Toc164669678][bookmark: _Toc164669792][bookmark: _Toc164670327]5.7	Fault management related analytics and alarm prediction
[bookmark: _Toc164669682][bookmark: _Toc164669796][bookmark: _Toc164670331][bookmark: OLE_LINK8]5.7.x	Use case X: Fault impact analytics
5.7.X.1 Description
In the 5G system, faults can originate from various network functions or entities, such as gNB, UPF, SMF, etc. When a fault occurs, quick and accurate identification of the affected users, services, cells, and geographical areas is crucial for fault management and subsequent handling.
The MDA aims to perform fault impact analysis for network faults. The MDAS producer identifies the affected network entities, users, services, and geographical areas by correlating and analysing data from multiple sources, including alarm systems, performance management systems, configuration management systems, and service management systems. The analysis results can assist operators to quickly assess the impact of faults and take targeted measures for fault recovery and service assurance, thereby minimizing the negative impact caused by the fault.
5.7.X.2 Potential Requirements
REQ-FAULT_IMPACT_MDA-01: The MDA capability for fault impact analysis should be able to provide the information of affected object.
· a list of DNs of the affected entities.
· a list of DNs of the affected entities.
· a geographical information description of the affected areas, such as longitude and latitude ranges, polygon areas, etc.
· details of the affected services, such as service names, service level agreement (SLA) indicators, etc.
· identify affected network entities, including but not limited to gNBs, UPFs, SMFs, etc., and provide a list of DNs of the affected entities.

