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[bookmark: _Toc120864993][bookmark: _Toc161989871]
[bookmark: _Toc133303910][bookmark: _Toc139015217][bookmark: _Toc152690179]Introduction
[Editor’s note: Needs to be rephrased]
The immersive Real-Time Communication (iRTC) supports a set of features that enable a wide variety of immersive real-time media applications. For capturing media signals in more dimensions than 2D video or mono audio, outputs from multiple cameras and microphones, and the sensors are described. iRTC uses WebRTC with a modular protocol stack as transport, which is integrated into 5G systems, such that applications in need of QoS or other support can receive the necessary services from the network. 3GPP or other SDO’s specifications are referred when necessary.

Next change
[bookmark: _Toc152690187]4.1	General
This clause defines all procedures for real-time media communication using the different RTC reference points. Table 4.1-1 summarises the APIs used to provision and use RTC features specified in TS 26.506 [2].
Table 4.1‑1: Summary of APIs relevant to RTC features
	[bookmark: MCCQCTEMPBM_00000101]RTC
feature
	Abstract
	Relevant APIs

	
	
	Interface
	API name
	Clause

	Content configuration
	Content delivery is configured according to Configuration Provisioning associated with a Provisioning Session.
	RTC-1
	Provisioning Sessions API
Configuration Provisioning API
	6.2
6.3

	
	
	RTC-5
	Configuration Information API
Service Access Information API
	10.3
10.2

	Metrics reporting
	The RTC endpoint uploads metrics reports to the RTC AF according to a provisioned Metrics Reporting Configuration it obtains from the Service Access Information for its Provisioning Session.
	RTC-1
	Provisioning Sessions API
	6.2

	
	
	
	Metrics Reporting Provisioning API
	6.67

	
	
	RTC-5
	Service Access Information API
	10.2

	
	
	
	Metrics Reporting API
	10.56

	Consumption reporting
	The RTC endpoint provides feedback reports on currently consumed content according to a provisioned Consumption Reporting Configuration it obtains from the Service Access Information for its Provisioning Session.
	RTC-1
	Provisioning Sessions API
	6.2

	
	
	
	Consumption Reporting Provisioning API
	6.34

	
	
	RTC-5
	Service Access Information API
	10.56

	
	
	
	Consumption Reporting API
	10.67

	Dynamic Policy invocation
	The RTC endpoint activates different traffic treatment policies selected from a set of Policy Templates configured in its Provisioning Session.
	RTC-1
	Provisioning Sessions API
	6.2

	
	
	
	Policy Templates Provisioning API
	6.56

	
	
	RTC-5
	Service Access Information API
	10.2

	
	
	
	Dynamic Policies API
	10.34

	Network Assistance
	The RTC enpoint requests bit rate recommendations and delivery boosts from the RTC AF.
	RTC-5
	Service Access Information API
	10.2

	
	
	
	Network Assistance API
	10.45

	Edge content processing
	Edge resources are provisioned for processing content in RTC sessions.
	RTC-1
	Provisioning Sessions API
	6.2

	
	
	
	Edge Resources Provisioning API
	6.45

	
	
	RTC-5
	Service Access Information API
	10.2



Next change
[bookmark: _Toc152690192]4.3	Procedures for media content and signalling transport
[bookmark: _Toc152690193]4.3.1	Media-centric transport (RTC-4, RTC-12) procedures
4.3.1.1	General
Real-time media over RTC System shall be communicated at either reference point RTC-4 or RTC-12. RTC-12 is used for peer-to-peer communication between multiple RTC Access Functions in UEs and RTC-4 is used for the communication between RTC Access Function in UE and RTC AS. In addition, Rreference point RTC-4 interface may be further split into signalling part (RTC-4s) and media transport part (RTC-4m), depending on the collaboration scenario as specified in 3GPP TS 26.506 [2]. Table 4.3.1.1-1 describes the associated reference points for collaboration scenarios.
Table 4.3.1.1‑1: Associated reference point RTC-4s/4m and RTC-12 for collaboration scenarios
	Reference point
	Collaboration scenario 1
	Collaboration scenario 2
	Collaboration scenario 3
	Collaboration scenario 4

	RTC-4m
	N/A
	Required*
	Required
	Required

	RTC-4s
	N/A
	N/A
	Required
	Required

	* For the case when TURN server within ICE Function is involved
NOTE) N/A is meant that the corresponding reference point is not the scope of this specification

	Type
	
	Collaboration scenario 1
	Collaboration scenario 2
	Collaboration scenario 3
	Collaboration scenario 4

	Media,
metadata
	UE-to-RTC AS
	X
	RTC-4m*
	RTC-4m
	RTC-4m

	
	Peer-to-Peer
	X
	RTC-12
	RTC-12
	RTC-12

	Signalling
	X
	X
	RTC-4s
	RTC-4s

	
	* For the case when TURN server within ICE Function is involved to the other RTC endpoint
NOTE) X is meant that the corresponding reference point is not the scope of this specification



4.3.1.2	Signalling (RTC-4s) procedures at RTC-4s
This reference point is used for the exchange of signalling messages related to the WebRTC session between WebRTC Signalling Function in RTC AS and RTC Access Function in UE. two or more WebRTC endpoints. The RTC aware application (i.e., Native WebRTC app and Web app) sends/receives signalling message to/from RTC AS (i.e., WebRTC Signalling function) using RTC-4s. Signalling procedures for RTC-4s refer to the procedure specified in the signalling protocol for RTC System in clause 13.2.
If trusted WebRTC signalling servers is provided, a RTC endpoint shall configure to one of the listed signalling servers (e.g., use Configuration Service Access Information provided at RTC-5). The configured signalling server information may be sent to WebRTC FrameworkRTC Access Function at RTC-11. Using this information, Native WebRTC application and Web app communicate to the signalling server for media session set up (e.g., SDP negotiation) at RTC-4s.
4.3.1.3	Media transport (RTC-4m) procedures at RTC-4m
This reference point is used for transmission of media and other related data between ICE Function or Media Function in RTC AS and RTC Access Function in UEtwo or more WebRTC endpoints. The WebRTC frameworkRTC Access Function of the RTC endpoint sends/receives the media data, application data and/or media related meta-data to/from RTC AS (e.g., trusted Media Function) or other RTC endpoint based on the input from the RTC aware application (e.g., Native WebRTC app and Web app). 
In the context of this specification for RTC endpoints, neither the requirements for RTC endpoints for audio codecs and processing as defined in IETF RFC 7874 [32] nor the requirements for RTC endpoints for video codecs and processing as defined in IETF RFC 7742 [33] apply. For codecs support in RTC endpoints in the context of this specification, please refer to clause 16.
Media transport at RTC-4m is established based on the collaboration scenario defined in TS 26.506 [2] and the signalling protocol applied for the media session establishment.
4.3.1.4	Media transport procedures at RTC-12
This reference point is used for transmission of media and other related data between multiple RTC Access Functions in UEs. It is for the purpose of peer-to-peer communication, thus the procedures and protocols supported at this reference point shall be a subset of those at reference point RTC-4m, excluding the functionalities for media processing in Media Function in RTC AS (e.g., split rendering).
[bookmark: _Toc152690194]4.3.2	UE media delivery (RTC-7) procedures
This reference point RTC-7 is used to following purposes: 
-	To use RTC Access Function WebRTC framework for media handling (e.g., gathering media capability information of the UE, controlling media transport). The functionalities provided on this interface are equivalent to WebRTC API defined in W3C [31].
Next change
[bookmark: _Toc152690206]6	Provisioning interface (RTC-1)
[bookmark: _Toc152690207]6.1	General
This clause defines provisioning API used by the Application Provider to provision resources for their real-time communication sessions. The Provisioning API is an extension of the Provisioning API as defined in TS 26.510 clause 8 [3].
Table 6.1-1 specifies the relevant APIs for RTC sessions in comparison with those in TS 26.510 [3]:
The relationship is categorized as follows:
Common:
The API is supported on RTC-1 reference point. The procedure, resource structure and data models for this API comply with the corresponding Maf_Provisioning API specified in 3GPP TS 26.510 [3] is implemented on RTC-1.
Extended:
The API is supported on RTC-1 reference point. The procedure, resource structure and/or data models for this API has extension to the corresponding Maf_Provisioning API specified in 3GPP TS 26.510 [3]. The extensions for RTC-1 API are specified in this specification.
Not Applicable:
The API is not supported on RTC-1 reference point.
Table 6.1‑1: List of APIs relevant to RTC-1

	API
	Common
	Extended
	Not Applicable

	Provisioning Sessions API
	
	O
	

	Server Certificates Provisioning API
	
	
	O

	Content Preparation Templates API
	
	
	O

	Content Protocols Discovery API
	
	
	O

	Content Hosting Provisioning API
	
	
	O

	Consumption Reporting Provisioning API
	O
	
	

	Metrics Reporting Provisioning API
	O
	
	

	Policy Templates Provisioning API
	
	O
	

	Edge Resources Provisioning API
	O
	
	

	Event Data Processing Provisioning API
	
	
	O

	Configuration Provisioning API
	O
	
	



[bookmark: _Toc152690208]6.2	Provisioning Sessions API
The Provisioning Sessions API is used by RTC Application Provider to instantiate and manipulate Provisioning Sessions in the RTC System. The resource structure and the data model are specified in clause 8.3 2 of TS 26.510 [3]. When Provisioning Session API is used in RTC, the RTCConfiguration provisionedConfigurationIds objectresource shall be present as specified in clause 8.10 in TS 26.510 [3]. 
[Editor’s Note: The following table should be included in clause 8.3 of TS 26.510;
	provisionedConfigurationIds
	Array(ResourceId)
	0..1
	C: -
R: RO
	A list of the provisioned configuration identifiers that are currently associated with this Provisioning Session.
	rtc


]
[bookmark: _Toc152690209]6.3	Configuration Provisioning API
The Configuration Provisioning API is used by the Application Provider to provision configuration that will be relayed to the RTC MSH for usage with RTC sessions of that Application Provider. The resource structure and the data model are specified in clause 8.xx of TS 26.510 [3].
Editor’s Note: The data model for this API, as provided in S4-231711 should be included in clause 8.xx of TS 26.510
[bookmark: _Toc152690210]6.34	Consumption Reporting Provisioning API
The Consumption Reporting Provisioning API is a RESTful API that allows the RTC Application Provider to configure the Consumption Reporting Procedure for a particular RTC Provisioning Session at interface RTC-1. The resource structure and the data model are specified in clause 8.11 12 of TS 26.510 [3].
[bookmark: _Toc146627012][bookmark: _Toc152690211]6.45	Edge Resources Provisioning API
The Edge Resources Provisioning API is used by the RTC Application Provider to provision edge resource usage for RTC sessions associated with the parent Provisioning Session. The information serves as a template to select or instantiate the appropriate EAS instance that will serve the media session to the UE. The resource structure and the data model are specified in clause 8.6 of TS 26.510 [3].
[bookmark: _Toc146627007][bookmark: _Toc152690212]6.56	Policy Templates Provisioning API
The Policy Templates Provisioning API allow a RTC Application Provider to configure a set of Policy Templates within the scope of a Provisioning Session that can subsequently be applied to RTC sessions belonging to that Application Provider using the Dynamic Policies API specified in clause 8.7 of TS 26.510 [3]. 
Editor’s Note: The extended features for RTC should be added in clause 8.7 of TS 26.510, including RTCQoSSpecification object proposed. Note that RTCQoSSpecification should re-named and revised for common usage. 
[bookmark: _Toc68899627][bookmark: _Toc71214378][bookmark: _Toc71722052][bookmark: _Toc74859104][bookmark: _Toc146627002][bookmark: _Toc152690213]6.67	Metrics Reporting Provisioning API
[bookmark: _MCCTEMPBM_CRPT71130338___5][bookmark: MCCQCTEMPBM_00000282][bookmark: MCCQCTEMPBM_00000283]The Metrics Reporting Provisioning API allows a RTC Application Provider to configure the Metrics Collection and Reporting procedure for a particular RTC session at reference point RTC-1. The metric reporting scheme is signalled using in the Scheme element in the MetricsReportingConfiguration. The URN to be used for the Scheme@schemeIdUri shall be "urn:3GPP:ns:PSS:RTC:QM1".
The semantics and XML syntax of the scheme information for the RTC quality reporting scheme are specified in Table 6.7-1 and Table 6.7-2, respectively.
Editor’s Note:. The modified data model for RTC should be included in clause 8.10 of TS 26.510
Next change
[bookmark: _Toc152690216]9	Media-centric transport interface (RTC-4, RTC-12)
9.1	General
This clause deals with the interface to transport media over WebRTC session and signalling information at reference point RTC-4 or RTC-12. TS 26.506 [2] specifies various collaboration scenario depending on the usable network entities in the trusted domain, leading to the different interactions and operations at RTC-4 and RTC-12, as specified in Table 4.3.1.1‑1.
-	Collaboration scenario 1: WebRTC session is completely managed over the top and no APIs at RTC-4 is specified.	Comment by Hakju Ryan Lee: Removed as it is duplicate from Table 4.3.1.1-1
-	Collaboration scenario 2: ICE function is present in the trusted DN and only media transport is specified in clause 9.2 when TURN is involved for WebRTC session.
-	Collaboration scenario 3 and 4: In addition to collaboration scenario 2, trusted signalling server and trusted media function is available. WebRTC framework communicates with RTC AS for both media transport and signalling exchange, as specified in clause 9.2 and 9.3 respectively.
9.2	Media transport (RTC-4m, RTC-12)
RTC Access Function WebRTC framework in RTC endpoint Client may transport media data and/or other related metadata either to RTC AS at reference point RTC-4m or to another RTC Access Function in RTC Client. For the supported media capabilities WebRTC endpoints, please refer to clause 16.
For the case of media data, RTC endpoint transmits any combination of video, audio, and speech using RTP for WebRTC (RFC 8834 [7]). 
If RTC endpoint transports those media types, then it shall support the extended secure RTP profile for RTCP-based feedback (RTP/SAVPF) (RFC 5124 [13]), as extended by RFC 7007 [14]. Encoded media stream shall be encapsulated into the secure RTP packet as specified in RFC 3711 [17].
For the case of other related data such as application data or metadata, RTC endpoint shall use WebRTC Data Channel [29] and therefore support the encapsulation of SCTP over DTLS as defined in [30].
9.3	Signalling exchange (RTC-4s)
Signalling exchange refers to a series of interactions to exchange the configuration information between two RTC endpoints Client to RTC AS (e.g., between applications (Native WebRTC Application/Web App) via and WSFWebRTC Signalling Function) to create and manage RTCPeerConnection. It includes the available transport protocol, NAT traversal route, network addresses as well as the codecs and media types in common between two RTC endpoints or between the RTC endpoint and the trusted media function. 
This signalling information is exchanged based on the full-duplex reliable WebSocket connection, as specified in clause 13.2.
NOTE:	TS 26.119 [23] defines the device type and media capabilities identifiers specifically for UEs with immersive media capabilities. The use of these identifiers during the signalling exchange is FFS.
Next change
[bookmark: _Toc152690217]10	Control transport interface (RTC-5)
[bookmark: _Toc152690218]10.1	General
This clause defines Control Transport API used by the RTC Media Session Handler to access resources exposed by the RTC AF at interface RTC-5. The Control Transport API is a profile of the Maf_SessionHandling API defined in TS 26.510 clause 9.
Table 10.1-1 specifies the relevant APIs for RTC sessions in comparison with Maf_SessionHandling API in TS 26.510 [3]:
Table 10.1‑1: List of APIs relevant to RTC-5
	API
	Common
	Extended
	Not Applicable
	

	Service Access Information API
	
	O

	
	

	Configuration Information API
	
	O
	
	

	Dynamic Policies API
	
	O
	
	

	Network Assistance API
	O
	
	
	

	Metrics Reporting API
	
	O
	
	

	Consumption Reporting API
	O
	
	
	


[bookmark: _Toc152690219]10.2	Service Access Information API
The Service Access Information API is used by the RTC Media Session Handler to acquire configuration information from the RTC AF that enables it to use the other Control Transport APIs in clause 103 et seq. The resource structure and the data model are specified in clause 9.2 of TS 26.510 [3].
When the Service Access Information API is used in RTC, streamingAccess object in ServiceAccessInformation resource shall not be present and rtcClientConfiguration object shall be present as specified in Table 9.2.3.1-1 of TS 26.510. 
[bookmark: _Toc152690220]10.3	Configuration Information API
The Configuration Information API is used by the RTC Media Session Handler to acquire the configuration information such as ICE candidates from the RTC AF. It is specified to relay the identical ProvisionedConfiguration resource from the RTC AF using the Configuration procedure, if requested by the Provisioning information. The resource structure and the data model are specified in clause 9.x of TS 26.510 [3].
Editor’s Note: Context of this configuration information API should be included in clause 9.x of TS 26.510.
[bookmark: _Toc152690221]10.43	Dynamic Policies API
The Dynamic Policy API allows both the MSH and the trusted ICE or WebRTC Signalling Function AS to request a specific QoS and charging policy to be applied to the data flows of an RTC session. The resource structure and the data model are specified in clause 9.3 of TS 26.510 [3].
[When the Dynamic Policy is used for QoS Flow management, the qoSSpecification object shall be present and its type shall be set to RTCQoSSpecification, as specified in Table xx of TS 26.510.]Editor’s Note: Updated text under the discussion in S4-240922	.
[bookmark: _Toc152690222]10.54	Network Assistance API
If AF-based Network Assistance is supported, then the Network Assistance API component of interface RTC-5 is first used to provision a Network Assistance Session resource. The Network Assistance Resource can then be used to obtain bit rate recommendations and to issue delivery boost requests during the ongoing RTC session.
The Network Assistance API is defined in clause 9.4 of TS 26.510 [3]. [When it is used, the qoSSpecification object shall be present and its type shall be set to RTCQoSSpecification, as specified in Table xx of TS 26.510.]
[bookmark: _Toc152690223]10.65	Metrics Reporting API
The Metric Reporting API allows the RTC Media Session Handler to report QoE metrics to the RTC AF, as configured by the SerciveAccessInformation resource in clause 10.2. For RTC, clause 15.3.1 and clause 15.3.2 specify the required MIME content type and metrics report format for the 3GPP urn:‌3GPP:‌ns:‌PSS:‌RTC:‌QM1 metrics reporting scheme.
NOTE:	When the trusted WebRTC signalling function is present in RTC session, the metric reporting may be reported to the signalling function in RTC AS.
[bookmark: _Toc152690224]10.76	Consumption Reporting API
The Metric Reporting API allows the RTC Media Session Handler to report media consumption to the RTC AF, as configured by the SerciveAccessInformation resource in clause 10.2. The report procedure and report format are defined in clause 9.6 of TS 26.510 [3].
Next change
[bookmark: _Toc152690226]12	Client interface (RTC-7)
Reference point RTC-7 is used to communicate between Native WebRTC application and RTC Access FunctionWebRTC framework for establishment and management of RTCPeerConnection, which is equivalent to WebRTC APIs specified by W3C [31].


Next change
[bookmark: _Toc133303976][bookmark: _Toc139015285][bookmark: _Toc152690269]14	Packet-loss handling
[bookmark: _Toc152690270]14.1	Packet-loss handling mechanisms in WebRTC endpoints
[bookmark: _Toc152690271]14.1.1	Video
[bookmark: _Toc152690272]14.1.1.1	General
The following packet loss handling mechanisms are recommended in RFC 8834 [7] and RFC 8835 [8] for a WebRTC endpoint defined in RFC 8825 [12].
WebRTC endpoints offering video shall support extended secure RTP profile for RTCP-based feedback (RTP/SAVPF) (RFC 5124 [13]), as extended by RFC 7007 [14]. The RTP/SAVPF profile is the combination of the basic RTP/AVP profile in RFC 3551 [15], the RTP profile for RTCP-based feedback (RTP/AVPF) in RFC 4585 [16], and the secure RTP profile (RTP/SAVP) in RFC 3711 [17].
The WebRTC endpoints behaviour can be controlled by allocating enough RTCP bandwidth using "b=RR:" and "b=RS:" and setting the value of "trr-int". The attributes "b=RS:<bw>" and "b=RR:<bw>" as defined in RFC 4585 [16] may be used to assign a different bandwidth (measured in bits per second) for RTCP messages to RTP senders and receivers, respectively. The attribute "trr-int" in SDP is used to specify the minimum time interval between two Regular (full compound) RTCP packets in milliseconds for a media session.
WebRTC endpoints are recommended to use the following mechanisms to recover from packet losses: 
-	AVPF Generic NACK
-	Picture Loss Indication (PLI) feedback message
-	Slice Loss Indication (SLI) feedback message
-	Full Intra Request (FIR) feedback message
-	Temporal-Spatial Trade-Off Request (TSTR)
-	Temporary Maximum Media Stream Bit Rate Request (TMMBR)
-	RTP Retransmission
These mechanisms offer different performance trade-offs according to channel conditions such as end-to-end delay, bandwidth, rate and packet loss profile.
[bookmark: _Toc152690273]14.1.1.2	NACK messages
AVPF NACK messages are used by WebRTC endpoints to indicate non-received RTP packets for video. WebRTC receivers may send NACKs for missing RTP packets. RTP packet stream senders are required to understand the generic NACK message defined in RFC 4585 [16], but they can choose to ignore some or all of this feedback.
[bookmark: _Toc152690274]14.1.1.3	PLI message
The Picture Loss Indication message is used by a receiver to tell the sending encoder that it lost the decoder context and would like to have it repaired. WebRTC endpoints that are sending media shall understand and react to PLI feedback messages as a loss-tolerance mechanism. Receivers can send PLI messages.
[bookmark: _Toc152690275]14.1.1.4	SLI message
The Slice Loss Indication message as defined in RFC 4585 [16] is used by a WebRTC receiver to tell the encoder that it has detected the loss or corruption of one or more consecutive macro blocks and would like to have these repaired somehow. It should be that receivers generate SLI feedback messages if slices are lost when using a codec that supports the concept of macro blocks. A sender that receives an SLI feedback message should attempt to repair the lost slice(s).
[bookmark: _Toc152690276]14.1.1.5	FIR message
The Full Intra Request message defined in RFC 5104 [18] is used to make a request by a WebRTC receiver for a new Intra picture from a WebRTC sender. WebRTC endpoints that are sending media shall understand and react to FIR feedback messages they receive. Support for sending FIR messages is optional.
[bookmark: _Toc152690277]14.1.1.6	Temporal-Spatial Trade-Off Request (TSTR)
The temporal-spatial trade-off request and notification are defined in RFC 5104 [18]. This request can be used to ask the video encoder to change the trade-off it makes between temporal and spatial resolution -- for example, to prefer high spatial image quality but low frame rate. Support for TSTR requests and notifications in WebRTC endpoints is optional.
[bookmark: _Toc152690278]14.1.1.7	Temporary Maximum Media Stream Bit Rate Request (TMMBR)
The Temporary Maximum Media Stream Bit Rate Request (TMMBR) feedback message is defined in RFC 5104 [18]. This request and its corresponding Temporary Maximum Media Stream Bit Rate Notification (TMMBN) message defined in RFC5104 are used by a WebRTC receiver to inform the sending party that there is a current limitation on the amount of bandwidth available to this receiver. WebRTC endpoints that are sending media are required to implement support for TMMBR messages and shall follow bandwidth limitations set by a TMMBR message received for their SSRC. The sending of TMMBR messages is optional.


End of changes
