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4.1	General
This clause defines all procedures for Downlink Media Streaming using the different 5G Media Streaming Reference Points.
[bookmark: _MCCTEMPBM_CRPT71130005___2]NOTE:	The descriptions of certain M1 interface procedures in clause 4.3, and of certain M5 interface procedures in clause 4.7, indicate applicability of those procedures to both downlink and uplink media streaming. This avoids redundant duplication of normative text in clause 5, regarding M1 and M5 procedures for uplink media streaming.
Next change
4.2	APIs relevant to Ddownlink Mmedia Sstreaming
Table 4.2‑1 summarises the APIs used to provision and use the various downlink media streaming features specified in TS 26.501 [2].
Table 4.2‑1: Summary of APIs relevant to downlink media streaming features
	5GMSd feature
	Abstract
	Relevant APIs

	
	
	Interface
	API name
	Clause

	Content protocols discovery
	Used by the 5GMSd Application Provider to interrogate which content ingest protocols are supported by 5GMSd AS(s).
	[bookmark: _MCCTEMPBM_CRPT71130006___4]M1d
	Content Protocols Discovery API
	[bookmark: _MCCTEMPBM_CRPT71130007___4]7.5

	Content hosting
	Content is ingested, hosted and distributed by the 5GMSd AS according to a Content Hosting Configuration associated with a Provisioning Session.
	[bookmark: _MCCTEMPBM_CRPT71130008___4]M1d
	Provisioning Sessions API
	[bookmark: _MCCTEMPBM_CRPT71130009___4]7.2

	
	
	
	Server Certificates Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130010___4]7.3

	
	
	
	Content Preparation Templates Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130011___4]7.4

	
	
	
	Content Hosting Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130012___4]7.6

	
	
	[bookmark: _MCCTEMPBM_CRPT71130013___4]M2d
	HTTP -pull- based content ingest protocol
	[bookmark: _MCCTEMPBM_CRPT71130014___4]8.2

	
	
	
	DASH-IF push -based content ingest protocol
	[bookmark: _MCCTEMPBM_CRPT71130015___4]8.3

	
	
	M3d
	Server Certificates configuration API
	9.2

	
	
	
	Content Preparation Templates configuration API
	9.3

	
	
	
	Content Hosting configuration API
	9.4

	
	
	[bookmark: _MCCTEMPBM_CRPT71130016___4]M4d
	MPEG‑DASH [4] or 3GP‑DASH [37] or DASH-IF push-based content distribution
	[bookmark: _MCCTEMPBM_CRPT71130017___4]10

	
	
	[bookmark: _MCCTEMPBM_CRPT71130018___4]M5d
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130019___4]11.2

	Metrics reporting
	The 5GMSd Client uploads metrics reports to the 5GMSd AF according to a provisioned Metrics Reporting Configuration it obtains from the Service Access Information for its Provisioning Session.
	[bookmark: _MCCTEMPBM_CRPT71130020___4]M1d
	Provisioning Sessions API
	[bookmark: _MCCTEMPBM_CRPT71130021___4]7.2

	
	
	
	Metrics Reporting Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130022___4]7.8

	
	
	[bookmark: _MCCTEMPBM_CRPT71130023___4]M5d
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130024___4]11.2

	
	
	
	Metrics Reporting API
	[bookmark: _MCCTEMPBM_CRPT71130025___4]11.4

	Consumption reporting
	The 5GMSd Client provides feedback reports on currently consumed content according to a provisioned Consumption Reporting Configuration it obtains from the Service Access Information for its Provisioning Session.
	[bookmark: _MCCTEMPBM_CRPT71130026___4]M1d
	Provisioning Sessions API
	[bookmark: _MCCTEMPBM_CRPT71130027___4]7.2

	
	
	
	Consumption Reporting Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130028___4]7.7

	
	
	[bookmark: _MCCTEMPBM_CRPT71130029___4]M5d
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130030___4]11.2

	
	
	
	Consumption Reporting API
	[bookmark: _MCCTEMPBM_CRPT71130031___4]11.3

	Dynamic Policy invocation
	The 5GMSd Client activates different traffic treatment policies selected from a set of Policy Templates configured in its Provisioning Session.
	[bookmark: _MCCTEMPBM_CRPT71130032___4]M1d
	Provisioning Sessions API
	[bookmark: _MCCTEMPBM_CRPT71130033___4]7.2

	
	
	
	Policy Templates Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130034___4]7.9

	
	
	[bookmark: _MCCTEMPBM_CRPT71130035___4]M5d
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130036___4]11.2

	
	
	
	Dynamic Policies API
	[bookmark: _MCCTEMPBM_CRPT71130037___4]11.5

	Network Assistance
	The 5GMSd Client requests bit rate recommendations and delivery boosts from the 5GMSd AF.
	[bookmark: _MCCTEMPBM_CRPT71130038___4]M5d
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130039___4]11.2

	
	
	
	Network Assistance API
	[bookmark: _MCCTEMPBM_CRPT71130040___4]11.6

	Edge content processing
	Edge resources are provisioned for processing content in 5GMS downlink media streaming sessions.
	[bookmark: _MCCTEMPBM_CRPT71130041___4]M1d
	Provisioning Sessions API
	[bookmark: _MCCTEMPBM_CRPT71130042___4]7.2

	
	
	
	Edge Resources Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130043___4]7.10

	
	
	[bookmark: _MCCTEMPBM_CRPT71130044___4]M5d
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130045___4]11.2

	5GMS via eMBMS
	The 5GMSd AF provisions the delivery of content via eMBMS.
	[bookmark: _MCCTEMPBM_CRPT71130046___4]M1d
	Provisioning Sessions API
	[bookmark: _MCCTEMPBM_CRPT71130047___4]7.2

	
	
	[bookmark: _MCCTEMPBM_CRPT71130048___4]M5d
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130049___4]11.2

	
	
	[bookmark: _MCCTEMPBM_CRPT71130050___4]M4d
	MPEG‑DASH  [4] or 3GP‑DASH  [37] or HLS content distribution
	[bookmark: _MCCTEMPBM_CRPT71130051___4]10

	UE data collection, reporting and exposure
	UE data related to downlink 5G Media Streaming is reported to the Data Collection AF instantiated in the 5GMSd AF for exposure to Event consumers.
	[bookmark: _MCCTEMPBM_CRPT71130052___4]M1d
	Event Data Processing Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130053___4]7.11

	
	
	[bookmark: _MCCTEMPBM_CRPT71130054___4]R4
	Ndcaf_DataReporting service
	[bookmark: _MCCTEMPBM_CRPT71130055___4]17

	
	
	[bookmark: _MCCTEMPBM_CRPT71130056___4]R5, R6
	Naf_EventExposure service
	[bookmark: _MCCTEMPBM_CRPT71130057___4]18



Next change
[bookmark: _Toc71721951][bookmark: _Toc74859003][bookmark: _Toc123800722]4.5	Procedures of the M3d interface
[bookmark: _MCCTEMPBM_CRPT71130107___5]Interface M3d is internal and no procedures on this interface are specified.
4.5.1	General
The procedures at reference point M3 defined in the following clauses should be used by the 5GMS AF to configure Server Certificate and Content Preparation Template resources in the 5GMS AS as well as Content Hosting and/or Content Publishing configuration resources that refer to them. The corresponding APIs specified in clause 9 should be used to realise these procedures.
4.5.2	Server Certificate configuration procedures
4.5.2.1	General
The 5GMS AF configures Server Certificate resources in the 5GMS AS using the procedures defined in this clause such that they remain synchronised with the Server Certificates provisioned at reference point M1 using the procedures defined in clause 4.3.6.
Each Server Certificate resource at reference point M3 is represented by a PEM-formatted X.509 certificate bundle.
4.5.2.2	Enumerate Server Certificates collection
This procedure is used by the 5GMS AF to determine the configuration state of the Server Certificates collection in a running 5GMS AS instance. The HTTP GET method shall be used for this purpose. The request URL shall be that of the Server Certificates collection on the 5GMS AS instance.
If the operation is successful, the 5GMS AS shall return an HTTP 200 (OK) response. The resource body shall be a JSON array of Server Certificate resource identifiers. The array shall be empty if no Server Certificate resources currently exist in the collection.
4.5.2.3	Create Server Certificate
This procedure is used by the 5GMS AF to create a new Server Certificate resource in the target 5GMS AS instance. The HTTP POST method shall be used for this purpose. The 5GMS AF shall nominate the resource identifier to be used to identify the new resource in the Server Certificates collection as part of the request URL. A representation of the resource, in the form of a PEM-formatted X.509 certificate bundle that includes the private key, shall be provided as the request body.
If the operation is successful, the 5GMS AS shall return an HTTP 201 (Created) response with an empty response body. The content of the Location header may differ from the request URL if the request was satisfied by a different 5GMS AS instance.
If a Server Certificate resource already exists at the request URL an HTTP 409 (Conflict) error response shall be returned by the 5GMS AS. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
If a Server Certificate resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMS AS. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.2.4	Retrieve Server Certificate
Retrieval of individual Server Certificate resources from the 5GMS AS is not permitted at reference point M3.
4.5.2.5	Update Server Certificate
This procedure is used by the 5GMS AF to replace a Server Certificate resource in the target 5GMS AS instance. The HTTP PUT method shall be used for this purpose. The target resource shall be indicated in the request URL. The replacement resource representation, in the form of a PEM-formatted X.509 certificate bundle that includes the private key, shall be provided as the request body.
If the operation is successful, the 5GMS AS shall return an HTTP 200 (OK) response with an empty response body.
If the replacement PEM bundle is identical to the current resource representation the 5GMS AS shall return an HTTP 204 (No Content) response with an empty response body to indicate a "no-op".
If a Server Certificate resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMS AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMS AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.2.6	Destroy Server Certificate
This procedure is used by the 5GMS AF to destroy a Server Certificate resource in the target 5GMS AS instance. The HTTP DELETE method shall be used for this purpose. The target resource shall be indicated in the request URL. The request body shall be empty.
If the operation is successful, the 5GMS AS shall return an HTTP 204 (No Content) response with an empty response body. Any subsequent attempt to recreate a Server Certificate resource with the same resource identifier shall fail as specified in clause 4.5.2.3.
If the target Server Certificate resource is still referenced by a Content Hosting Configuration or Content Publishing Configuration, an HTTP 409 (Conflict) error response shall be returned by the 5GMS AS. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12]
If a Server Certificate resource previously existed at the request URL and was destroyed using this procedure an HTTP 410 (Gone) error response should be returned by the 5GMS AS. If no server certificate resource has ever existed at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMS AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.3	Content Preparation Template configuration procedures
4.5.3.1	General
The 5GMS AF shall configure Content Preparation Template resources in the 5GMS AS using the procedures defined in this clause such that they remain synchronised with the Content Preparation Templates provisioned at reference point M1 using the procedures defined in clause 4.3.5.
The format of the Content Preparation Template resource representation is not specified in the present document.
4.5.3.2	Enumerate Content Preparation Templates collection
This procedure is used by the 5GMS AF to determine the configuration state of the Content Preparation Templates collection in a running 5GMS AS instance. The HTTP GET method shall be used for this purpose. The request URL shall be that of the Content Preparation Templates collection on the 5GMS AS instance.
If the operation is successful, the 5GMS AS shall return an HTTP 200 (OK) response. The resource body shall be a JSON array of Content Preparation Template resource identifiers. The array shall be empty if no Content Preparation Template resources currently exist in the collection.
4.5.3.3	Create Content Preparation Template
This procedure is used by the 5GMS AF to create a new Content Preparation Template resource in the target 5GMS AS instance. The HTTP POST method shall be used for this purpose. The 5GMS AF shall nominate the resource identifier to be used to identify the new resource in the Content Preparation Templates collection as part of the request URL. A representation of the resource shall be provided as the request body.
If the operation is successful, the 5GMS AS shall return an HTTP 201 (Created) response with an empty response body. The content of the Location header may differ from the request URL if the request was satisfied by a different 5GMS AS instance.
If a Content Preparation Template resource already exists at the request URL an HTTP 409 (Conflict) error response shall be returned by the 5GMS AS. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
If a Content Preparation Template resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMS AS. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.3.4	Retrieve Content Preparation Template
Retrieval of individual Content Preparation Template resources is not permitted at reference point M3.
4.5.3.5	Update Content Preparation Template
This procedure is used by the 5GMS AF to replace a Content Preparation Template resource in the target 5GMS AS instance. The HTTP PUT method shall be used for this purpose. The target resource shall be indicated in the request URL. The replacement resource representation shall be provided as the request body.
If the operation is successful, the 5GMS AS shall return an HTTP 200 (OK) response with an empty response body.
If the replacement Content Preparation Template is identical to the current resource representation the 5GMS AS shall return an HTTP 204 (No Content) response with an empty response body to indicate a "no-op".
If the Media AS does not support modification of the Content Preparation Template, the update operation shall fail with a 403 (Forbidden) HTTP response that includes a ProblemDetails error message body as specified in clause 5.2.4.1 of TS 29.571 [12].
If a Content Preparation Template resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMS AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMS AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.3.6	Destroy Content Preparation Template
This procedure is used by the 5GMS AF to destroy a Content Preparation Template resource in the target 5GMS AS instance. The HTTP DELETE method shall be used for this purpose. The target resource shall be indicated in the request URL. The request body shall be empty.
If the operation is successful, the 5GMS AS shall return an HTTP 204 (No Content) response with an empty response body. Any subsequent attempt to recreate a Content Preparation Template resource with the same resource identifier shall fail as specified in clause 4.5.3.3.
If the target Content Preparation Template resource is still referenced by a Content Hosting Configuration or Content Publishing Configuration, an HTTP 409 (Conflict) error response shall be returned by the 5GMS AS. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12]
If a Content Preparation Template resource previously existed at the request URL and was destroyed using this procedure an HTTP 410 (Gone) error response should be returned by the 5GMS AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMS AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.4	Content Hosting Configuration procedures
4.5.4.1	General
The 5GMSd AF shall configure Content Hosting Configuration resources in the 5GMSd AS using the procedures defined in this clause such that they remain synchronised with the Content Hosting Configurations provisioned at reference point M1 using the procedures defined in clause 4.3.3.
The format of the Content Hosting Configuration resource representation is as specified in clause 8.8.3.1 of TS 26.510 [56].
NOTE:	The 5GMSd AS implementation converts received Content Hosting Configurations into a format suitable for configuring the HTTP server that realises the content hosting feature.
4.5.4.2	Enumerate Content Hosting Configurations collection
This procedure is used by the 5GMSd AF to determine the configuration state of the Content Hosting Configurations collection in a running 5GMSd AS instance. The HTTP GET method shall be used for this purpose. The request URL shall be that of the Content Hosting Configuration collection on the 5GMSd AS instance.
If the operation is successful, the 5GMSd AS shall return an HTTP 200 (OK) response. The resource body shall be a JSON array of Content Hosting Configuration resource identifiers. The array shall be empty if no Content Hosting Configuration resources currently exist in the collection.
4.5.4.3	Create Content Hosting Configuration
This procedure is used by the 5GMSd AF to create a new Content Hosting Configuration resource in the target 5GMSd AS instance. The HTTP POST method shall be used for this purpose. The 5GMSd AF shall nominate the resource identifier to be used to identify the new resource in the Content Hosting Configurations collection as part of the request URL. A representation of the resource shall be provided as the request body.
If the operation is successful, the 5GMSd AS shall return an HTTP 201 (Created) response with an empty response body. The content of the Location header may differ from the request URL if the request was satisfied by a different 5GMSd AS instance.
If a Content Hosting Configuration resource already exists at the request URL an HTTP 409 (Conflict) error response shall be returned by the 5GMSd AS. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
If any resources referenced by the supplied Content Hosting Configuration resource representation are invalid, the create operation shall fail with an HTTP response status code of 400 (Bad Request). The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12]. In this case, the Content Hosting Configuration resource shall remain in an uncreated state in the target 5GMSd AS instance.
If a Content Hosting Configuration resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMSd AS. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.4.4	Retrieve Content Hosting Configuration
Retrieval of individual Content Hosting Configuration resources is not permitted at reference point M3.
4.5.4.5	Update Content Hosting Configuration
This procedure is used by the 5GMSd AF to replace a Content Hosting Configuration resource in the target 5GMSd AS instance. The HTTP PUT method shall be used for this purpose. The target resource shall be indicated in the request URL. The replacement resource representation shall be provided as the request body.
If the operation is successful, the 5GMSd AS shall return an HTTP 200 (OK) response with an empty response body.
If the replacement Content Hosting Configuration is identical to the current resource representation the 5GMSd AS shall return an HTTP 204 (No Content) response with an empty response body to indicate a "no-op".
If any resources referenced by the replacement Content Hosting Configuration resource representation are invalid, the update operation shall fail with an HTTP response status code of 400 (Bad Request). The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12]. In this case, the target Content Hosting Configuration resource shall remain in the state immediately prior to the update operation.
If a Content Hosting Configuration resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMSd AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMSd AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.4.6	Destroy Content Hosting Configuration
This procedure is used by the 5GMSd AF to destroy a Content Hosting Configuration resource in the target 5GMSd AS instance. The HTTP DELETE method shall be used for this purpose. The target resource shall be indicated in the request URL. The request body shall be empty.
If the operation is successful, the 5GMSd AS shall return an HTTP 204 (No Content) response with an empty response body. Any subsequent attempt to recreate a Content Hosting Configuration resource with the same resource identifier shall fail as specified in clause 4.5.4.3.
If a Content Hosting Configuration resource previously existed at the request URL and was destroyed using this procedure an HTTP 410 (Gone) error response should be returned by the 5GMSd AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMSd AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.4.7	(De)activate Content Hosting Configuration
This procedure is used by the 5GMSd AF to activate or deactivate a Content Hosting Configuration resource in the target 5GMSd AS instance. The HTTP POST method shall be used for this purpose. The target resource shall be identified in the request URL. The request body shall be a single JSON boolean indicating the desired state of the target resource: true for active and false for inactive.
If the Content Hosting Configuration can be (de)activated immediately by the 5GMSd AS, or if it is already in the desired state indicated in the request, the HTTP 204 (No Content) response shall be returned by the 5GMSd AS with an empty response body. If the activation request is otherwise acceptable to the 5GMSd AS, but the Content Hosting Configuration cannot be (de)activated immediately, the HTTP 202 (Accepted) response shall be returned by the 5GMSd AS with an empty response body to indicate that (de)activation is in progress. The state of the Content Hosting Configuration may then be polled using the procedure specified in clause 4.5.4.8.
If a Content Hosting Configuration resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMSd AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMSd AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.4.8	Interrogate Content Hosting Configuration state
This procedure is used by the 5GMSd AF to interrogate the current state of a Content Hosting Configuration resource in the target 5GMSd AS instance. The HTTP GET method shall be used for this purpose. The target resource shall be indicated in the request URL. The request body shall be empty.
If the Content Hosting Configuration is known to the 5GMSd AS, the HTTP 200 (OK) response shall be returned with an indication of its current state provided in the response body as a JSON object of type boolean with the value true for active and false for inactive.
If a Content Hosting Configuration resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMS AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMS AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.4.9	Purge Content Hosting cache
This procedure is used by the 5GMSd AF to purge one or more content items from the 5GMSd AS cache associated with a Content Hosting Configuration resource in the target 5GMSd AS instance. The HTTP POST method shall be used for this purpose. A Content Hosting Configuration resource shall be indicated in the request URL. The request body shall be a single key–value pair encoded per the application/x-www-form-urlencoded MIME content type. The key shall be the string pattern and the value shall be a regular expression [5] identifying the media resource URL(s) to be purged from the associated content cache.
If the operation is successful, the 5GMSd AS shall return an HTTP 200 (OK) response. The resource body should indicate the total number of cache entries purged encoded as a positive JSON integer. If the purge request is otherwise acceptable to the 5GMSd AS, but no cache entries were purged because none matched the supplied regular expression, the HTTP 204 (No Content) response shall instead be returned by the 5GMSd AS with an empty response body.
If the request message body – or the regular expression contained in it – are found by the 5GMSd AS to be syntactically malformed the HTTP 400 (Bad Request) error response shall be returned. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
If a Content Hosting Configuration resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMSd AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMSd AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.5	Content Publishing Configuration procedures
4.5.5.1	General
The 5GMSu AF shall configure Content Publishing Configuration resources in the 5GMSu AS using the procedures defined in this clause such that they remain synchronised with the Content Publishing Configurations provisioned at reference point M1 using the procedures defined in clause 4.3.3.
The format of the Content Publishing Configuration resource representation is as specified in clause 8.9.3.1 of TS 26.510 [56].
NOTE:	The 5GMSu AS implementation converts received Content Publishing Configurations into a format suitable for configuring the HTTP server that realises the content publishing feature.
4.5.5.2	Enumerate Content Publishing Configurations collection
This procedure is used by the 5GMSu AF to determine the configuration state of a running 5GMSu AS instance. The HTTP GET method shall be used for this purpose. The request URL shall be that of the Content Publishing Configuration collection on the 5GMSu AS instance.
If the operation is successful, the 5GMSu AS shall return an HTTP 200 (OK) response. The resource body shall be a JSON array of Content Publishing Configuration resource identifiers. The array shall be empty if no Content Publishing Configuration resources currently exist in the collection.
4.5.5.3	Create Content Publishing Configuration
This procedure is used by the 5GMSu AF to create a new Content Publishing Configuration resource in the target 5GMSu AS instance. The HTTP POST method shall be used for this purpose. The 5GMSu AF shall nominate the resource identifier to be used to identify the new resource in the Content Publishing Configurations collection as part of the request URL. A representation of the resource shall be provided as the request body.
If the operation is successful, the 5GMSu AS shall return an HTTP 201 (Created) response with an empty response body. The content of the Location header may differ from the request URL if the request was satisfied by a different 5GMSu AS instance.
If a Content Publishing Configuration resource already exists at the request URL an HTTP 409 (Conflict) error response shall be returned by the 5GMSu AS. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
If any resources referenced by the supplied Content Publishing Configuration resource representation are invalid, the create operation shall fail with an HTTP response status code of 400 (Bad Request). The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12]. In this case, the Content Publishing Configuration resource shall remain in an uncreated state in the target 5GMSu AS instance.
If a Content Publishing Configuration resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMSu AS. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.5.4	Retrieve Content Publishing Configuration
Retrieval of individual Content Publishing Configuration resources is not permitted at reference point M3.
4.5.5.5	Update Content Publishing Configuration
This procedure is used by the 5GMSu AF to replace a Content Publishing Configuration resource in the target 5GMSu AS instance. The HTTP PUT method shall be used for this purpose. The target resource shall be indicated in the request URL. The replacement resource representation shall be provided as the request body.
If the operation is successful, the 5GMSu AS shall return an HTTP 200 (OK) response with an empty response body.
If the replacement Content Publishing Configuration is identical to the current resource representation the 5GMSu AS shall return an HTTP 204 (No Content) response with an empty response body to indicate a "no-op".
If any resources referenced by the replacement Content Publishing Configuration resource representation are invalid, the update operation shall fail with an HTTP response status code of 400 (Bad Request). The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12]. In this case, the target Content Publishing Configuration resource shall remain in the state immediately prior to the update operation.
If a Content Publishing Configuration resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMSu AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMSu AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.5.6	Destroy Content Publishing Configuration
This procedure is used by the 5GMSu AF to destroy a Content Publishing Configuration resource in the target 5GMSu AS instance. The HTTP DELETE method shall be used for this purpose. The target resource shall be indicated in the request URL. The request body shall be empty.
If the operation is successful, the 5GMSu AS shall return an HTTP 204 (No Content) response with an empty response body. Any subsequent attempt to recreate a Content Publishing Configuration resource with the same resource identifier shall fail as specified in clause 4.5.3.3.
If a Content Publishing Configuration resource previously existed at the request URL and was destroyed using this procedure an HTTP 410 (Gone) error response should be returned by the 5GMSu AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMSu AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.4.7	(De)activate Content Publishing Configuration
This procedure is used by the 5GMSu AF to activate or deactivate a Content Publishing Configuration resource in the target 5GMSu AS instance. The HTTP POST method shall be used for this purpose. The target resource shall be identified in the request URL. The request body shall be a single JSON boolean indicating the desired state of the target resource: true for active and false for inactive.
If the Content Publishing Configuration can be (de)activated immediately by the 5GMSu AS, or if it is already in the desired state indicated in the request, the HTTP 204 (No Content) response shall be returned by the 5GMSu AS with an empty response body. If the activation request is otherwise acceptable to the 5GMSu AS, but the Content Publishing Configuration cannot be (de)activated immediately, the HTTP 202 (Accepted) response shall be returned by the 5GMSu AS with an empty response body to indicate that (de)activation is in progress. The state of the Content Publishing Configuration may then be polled using the procedure specified in clause 4.5.4.8.
If a Content Publishing Configuration resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMSu AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMSu AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.4.8	Interrogate Content Publishing Configuration state
This procedure is used by the 5GMSu AF to interrogate the current state of a Content Publishing Configuration resource in the target 5GMSu AS instance. The HTTP GET method shall be used for this purpose. The target resource shall be indicated in the request URL. The request body shall be empty.
If the Content Publishing Configuration is known to the 5GMSu AS, the HTTP 200 (OK) response shall be returned with an indication of its current state provided in the response body as a JSON object of type boolean with the value true for active and false for inactive.
If a Content Publishing Configuration resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMS AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMS AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
4.5.5.9	Purge Content Publishing cache
This procedure is used by the 5GMSu AF to purge one or more content items from the 5GMSu AS cache associated with a Content Publishing Configuration resource in the target 5GMSu AS instance. The HTTP POST method shall be used for this purpose. A Content Publishing Configuration resource shall be indicated in the request URL. The request body shall be a single key–value pair encoded per the application/x-www-form-urlencoded MIME content type. The key shall be the string pattern and the value shall be a regular expression [5] identifying the media resource URL(s) to be purged from the associated content cache.
If the operation is successful, the 5GMSu AS shall return an HTTP 200 (OK) response. The resource body should indicate the total number of cache entries purged encoded as a positive JSON integer. If the purge request is otherwise acceptable to the 5GMSu AS, but no cache entries were purged because none matched the supplied regular expression, the HTTP 204 (No Content) response shall instead be returned by the 5GMSu AS with an empty response body.
If the request message body – or the regular expression contained in it – are found by the 5GMSu AS to be syntactically malformed the HTTP 400 (Bad Request) error response shall be returned. The response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
If a Content Publishing Configuration resource previously existed at the request URL and was destroyed an HTTP 410 (Gone) error response should be returned by the 5GMSu AS. Otherwise, if no resource exists at the request URL an HTTP 404 (Not Found) error response shall be returned by the 5GMSu AS. In either case the response body shall be a ProblemDetails document as specified in clause 5.2.4.1 of TS 29.571 [12].
Next change
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[bookmark: _Toc68899550][bookmark: _Toc71214301][bookmark: _Toc71721975][bookmark: _Toc74859027][bookmark: _Toc123800756]5.1	General
Uplink media streaming functional entities in the 5GMS System include the 5GMSu Application Provider, 5GMSu AF, 5GMSu AS and the UE. To make use of these other entities, the UE includes a 5GMSu-Aware Application that is provided by the 5GMSu Application Provider and a 5GMSu Client comprising the Media Session Handler and the Media Streamer.
The M1 Provisioning API enables the 5GMSu Application Provider to establish and manage the uplink media session handling and streaming options of the 5GMSu sSystem.
[bookmark: _MCCTEMPBM_CRPT71130137___7]The M2ucontent Eegest interface at reference point M2u enables Uuplink media streaming content that has been sent by the 5GMSu Client to the 5GMSu  AS over interfaceat reference point M4u to be subsequently delivered to the 5GMSu Application Provider. Uplink media streaming media transfer from the 5GMSu  AS to the 5GMSu Application Provider may be either pull-based and initiated by the 5GMSu Application Provider using the HTTP GET method, or push-based and initiated by the 5GMSu AS using the HTTP PUT method. The resource identifier of the 5GMSu Application Provider's target endpoint for push-based streaming content delivery at reference point M2u is provided to the 5GMSu AF as part of the M1 Provisioning Session and this is passed to the 5GMSu  AS by the 5GMSu AF over the M3u interface, as part of the M1 Provisioning SessionM3u configuration procedures.
The 5GMSu  AF, having acquiredbeen successfully provisioned at reference point M1u Provisioning information, sets up thecorresponding resources at reference point M5u interface that the 5GMSu Client can use for Uuplink media streaming session management, remote control, metrics reporting, network assistance and request for policy and/or charging treatment. Certain types of configuration and policy information accessed over reference point M5u by the Media Session Handler, such as uplink metrics reporting, QoS policy, or support for AF-based network assistance are further passed to the Media Streamer via the M7u API.
Based on the configuration information received on M5 and a request from the 5GMSu-Aware Application or from the Media Streamer received over the M6u interfaceAPI, and based on the Service Access Information acquired from the 5GMSu AF via reference point M5u, the Media Session Handler sets up an Uuplink media streaming session with the 5GMSu AFa unique media delivery session identifier. Upon successful session establishment, the Media Session Handler triggers the Media Streamer to begin Uuplink media streaming of media content to the 5GMSu  AS over thereference point M4u interface.
Subscription to status and other event notification services areis offered by the Media Session Handler to the 5GMSu-Aware Application and to the Media Streamer via the M6uUE media session handling APIs exposed by the Media Session Handler at reference point M6u.
Subscription to status and other event notification services areis also offered by the Media Streamer to the 5GMSu-Aware Application and to the Media Session Handler via the M7uUE media stream handling APIs exposed by the Media Player at reference point M11u.
5.2	APIs relevant to Uplink Media Streaming
Table 5.2‑1 summarises the APIs used to provision and use the various uplink media streaming features specified in TS 26.501 [2].
Table 5.2‑1: Summary of APIs relevant to uplink media streaming features
	5GMSu feature
	Abstract
	Relevant APIs

	
	
	Interface
	API name
	Clause

	Content protocols discovery
	Used by the 5GMSu Application Provider to query which content egest protocols are supported by 5GMSu AS(s).
	[bookmark: _MCCTEMPBM_CRPT71130138___4]M1u
	Content Protocols Discovery API
	[bookmark: _MCCTEMPBM_CRPT71130139___4]7.5

	Content preparation
	Supports manipulation by the 5GMSu AS of streaming media content uploaded by 5GMSu Client over M4u, prior to egest of the manipulated content over M2u.
	[bookmark: _MCCTEMPBM_CRPT71130140___4]M1u
	Content Preparation Templates Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130141___4]7.4

	Content publishing
	Content is contributed to the 5GMSu AS and published to 5GMSu Application Providers according to a Content Publishing Configuration associated with a Provisioning Session.
	M1u
	Provisioning Sessions API
	7.2

	
	
	
	Server Certificates Provisioning API
	7.3

	
	
	
	Content Preparation Templates Provisioning API
	7.4

	
	
	
	Content Publication Provisioning API
	7.12

	
	
	M2u
	HTTP pull-based content egest protocol
	8.5

	
	
	
	DASH-IF push-based content egest protocol
	8.6

	
	
	
	HTTP low-latency pull-based content egest protocol
	8.7

	
	
	M3u
	Server Certificates configuration API
	9.2

	
	
	
	Content Preparation Templates configuration API
	9.3

	
	
	
	Content Publication configuration API
	9.5

	
	
	M4u
	MPEG‑DASH [4] or 3GP‑DASH [37]
	10

	
	
	M5u
	Service Access Information API
	11.2

	Metrics reporting
	The 5GMSu Client uploads metrics reports to the 5GMSu AF according to a provisioned Metrics Reporting Configuration it obtains from the Service Access Information for its Provisioning Session.
	[bookmark: _MCCTEMPBM_CRPT71130142___4]M1u
	Provisioning Sessions API
	[bookmark: _MCCTEMPBM_CRPT71130143___4]7.2

	
	
	
	Metrics Reporting Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130144___4]7.8

	
	
	[bookmark: _MCCTEMPBM_CRPT71130145___4]M5u
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130146___4]11.2

	
	
	
	Metrics Reporting API
	[bookmark: _MCCTEMPBM_CRPT71130147___4]11.4

	Dynamic Policy invocation
	The 5GMSu Client activates different traffic treatment policies selected from a set of Policy Templates configured in its Provisioning Session.
	[bookmark: _MCCTEMPBM_CRPT71130148___4]M1u
	Provisioning Sessions API
	[bookmark: _MCCTEMPBM_CRPT71130149___4]7.2

	
	
	
	Policy Templates Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130150___4]7.9

	
	
	[bookmark: _MCCTEMPBM_CRPT71130151___4]M5u
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130152___4]11.2

	
	
	
	Dynamic Policies API
	[bookmark: _MCCTEMPBM_CRPT71130153___4]11.5

	Network Assistance
	The 5GMSu Client requests bit rate recommendations and delivery boosts from the 5GMSu AF.
	[bookmark: _MCCTEMPBM_CRPT71130154___4]M5u
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130155___4]11.2

	
	
	
	Network Assistance API
	[bookmark: _MCCTEMPBM_CRPT71130156___4]11.6

	Edge content processing
	Edge resources are provisioned for processing content in 5GMS uplink media streaming sessions.
	[bookmark: _MCCTEMPBM_CRPT71130157___4]M1u
	Provisioning Sessions API
	[bookmark: _MCCTEMPBM_CRPT71130158___4]7.2

	
	
	
	Edge Resources Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130159___4]7.10

	
	
	[bookmark: _MCCTEMPBM_CRPT71130160___4]M5u
	Service Access Information API
	[bookmark: _MCCTEMPBM_CRPT71130161___4]11.2

	[bookmark: _MCCTEMPBM_CRPT71130162___7]UE data collection, reporting and exposure
	UE data related to uplink 5G Media Streaming is reported to the Data Collection AF instantiated in the 5GMSu AF for exposure to Event consumers.
	[bookmark: _MCCTEMPBM_CRPT71130163___4]M1u
	Event Data processing Provisioning API
	[bookmark: _MCCTEMPBM_CRPT71130164___4]7.11

	
	
	[bookmark: _MCCTEMPBM_CRPT71130165___4]R4
	Ndcaf_DataReporting service
	[bookmark: _MCCTEMPBM_CRPT71130166___4]17

	
	
	[bookmark: _MCCTEMPBM_CRPT71130167___4]R5, R6
	Naf_EventExposure service
	[bookmark: _MCCTEMPBM_CRPT71130168___4]18
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6.0.2	Default 5GMS AS endpoint addresses
6.0.2.1	Default 5GMS AF endpoint address at reference point M3
This version of the present document does not specify a default host name for the 5GMS AS at reference point M3.
The 5GMS AS shall expose the Application Server Configuration APIs specified in clause 9 via the default listening port number(s) for the version(s) of HTTP specified for reference point M3 in clause 6.2.1.2.
Next change
6.1.2	5GMS AS
The resource URI used in each HTTP request to the Mas_Configuration API provider at reference point M3 shall have the structure defined in clause 4.4.1 of TS 29.501 [22], i.e.:
{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}
with the following components:
[bookmark: _MCCTEMPBM_CRPT71130169___7]-	{apiRoot} shall be set as described in TS 29.501 [22].
-	{apiName} shall be set as defined by the following clauses.
-	{apiVersion} shall be set to “v2v1” in this release of the specification.
-	{apiSpecificResourceUriPart} shall be set as described in the following clausesspecified in clause 9.
Next change
[bookmark: _Toc146626926][bookmark: _Toc146626956]6.2.1.2	5GMS AS
Implementations of the 5GMS AS shall expose HTTP/1.1 [24] endpoints at interfacesreference points M2, M3 and M4, and may additionally expose HTTP/2 [31] endpoints at these interfacesreference points. In both protocol versions, TLS [30] shall be supported and HTTPS interactions should be used on these interfaces in preference to cleartext HTTP.
For pull-based content ingest, the 5GMS Application Provider shall expose an HTTP/1.1-based origin endpoint to the 5GMSd AS at interfacereference point M2 and may additionally expose an HTTP/2-based origin endpoint.
For push-based content ingest, the 5GMS Application Provider may use any supported HTTP protocol version at interface M2.
The 5GMS AF may use any supported HTTP protocol version at reference point M3.
The Media Stream Handler may use any supported HTTP protocol version at interfacereference point M4.
Next change
9	InternalApplication Server Configuration (M3) APIs
APIs of this reference point are not specified within this release.
9.1	General
This clause defines the Mas_Configuration API invoked by a 5GMS AF on a 5GMS AS instance at reference point M3 to configure downlink or uplink 5G Media Streaming services in that 5GMS AS instance. The OpenAPI definitions for this API are specified in clause C.3A.
9.2	Server Certificates Configuration API
9.2.1	Overview
The Server Certificates Configuration API is used to configure X.509 [8] server certificates in a 5GMS AS instance that may then be referenced by a Content Hosting Configuration or by a Content Publishing Configuration in that 5GMS AS instance and subsequently presented by the 5GMS AS instance to 5GMS Clients connecting to it at reference point M4 using Transport Layer Security [30]. All Server Certificate resources are held by the 5GMS AS instance in a flat collection. The resource identifier for each Server Certificate resource is nominated by the 5GMS AF and need not be the same as that used at reference point M1.
9.2.2	Resource structure
The Server Certificates Configuration API is exposed by the 5GMS AS through the following URL base path:
{apiRoot}/3gpp-mas-configuration/{apiVersion}/certificates/
[bookmark: _MCCTEMPBM_CRPT71130247___7]Table 9.2.2‑1 specifies the operations and the corresponding HTTP methods that are supported by this API. In each case, the sub-resource path (if any) specified in the second column shall be appended to the URL base path.
Table 9.2.2‑1: Operations supported by the Server Certificates Configuration API
	Operation
	Sub‑resource path
	Allowed HTTP method(s)
	Description

	Enumerate Server Certificates
	
	GET
	Used by the 5GMS AF to retrieve a list of Server Certificate resources currently configured in a 5GMS AS instance.
The request message body shall be empty.

	Create Server Certificate
	{afResourceId}
	POST
	Used by the 5GMS AF to create a new Server Certificate resource in a 5GMS AS instance.
The {afResourceId} is nominated by the 5GMS AF in this operation and shall be unique in the collection of Server Certificates in a given 5GMS AS instance.
The request message body shall be a PEM-encoded X.509 certificate [8] bundle that includes the private key.

	Update Server Certificate
	
	[bookmark: _MCCTEMPBM_CRPT71130252___7]PUT
	Used by the 5GMS AF to replace an existing Server Certificate resource {afResourceId} in a 5GMS AS instance.
The request message body shall be a replacement PEM-encoded X.509 certificate [8] bundle that includes the private key.

	Destroy Server Certificate
	
	[bookmark: _MCCTEMPBM_CRPT71130253___7]DELETE
	Removes the Server Certificate resource {afResourceId} from the collection.
Attempting to destroy a Server Certificate resource that is referenced by a Content Hosting Configuration or Content Publishing Configuration is an error.

	NOTE:	The Server Certificate resource identifier {certificateId} differs from the serial number of the X.509 certificate.



9.2.3	Data model
Server Certificate resource representations shall be PEM-encoded X.509 certificate [8] bundles including their private key.
9.3	Content Preparation Templates Configuration API
9.3.1	Overview
The Content Preparation Templates Configuration API is used to configure Content Preparation Template resources in a 5GMS AS instance that may then be referenced by a Content Hosting Configuration or Content Publishing Configuration in that 5GMS AS instance. All Content Preparation Template resources are held by the 5GMS AS instance in a flat collection. The resource identifier for each Content Preparation Template resource is nominated by the 5GMS AF and need not be the same as that used at reference point M1.
9.3.2	Resource structure
The Content Preparation Templates Configuration API is exposed by the 5GMS AS through the following URL base path:
{apiRoot}/3gpp-mas-configuration/{apiVersion}/content-preparation-templates/
Table 9.3.2‑1 specifies the operations and the corresponding HTTP methods that are supported by this API. In each case, the sub-resource path (if any) specified in the second column shall be appended to the URL base path.
Table 9.3.2‑1: Operations supported by the Content Preparation Templates Configuration API
	Operation
	Sub‑resource path
	Allowed HTTP method(s)
	Description

	Enumerate Content Preparation Templates
	
	GET
	Used by the 5GMS AF to retrieve a list of Content Preparation Template resources currently configured in a 5GMS AS instance.
The request message body shall be empty.

	Create Content Preparation Template
	{afResourceId}
	POST
	Used by the 5GMS AF to create a new Content Preparation Template resource in a 5GMS AS instance.
The {afResourceId} is nominated by the 5GMS AF in this operation and shall be unique in the collection of Content Preparation Templates in a given 5GMS AS instance.
The request message body shall be a Content Preparation Template document.

	Update Content Preparation Template
	
	PUT
	Used by the 5GMS AF to replace an existing Content Preparation Template resource {afResourceId} in a 5GMS AS instance.
The request message body shall be a replacement Content Preparation Template document.

	Destroy Content Preparation Template
	
	DELETE
	Removes the Content Preparation Template resource {afResourceId} from the collection.
The request message body shall be empty.
Attempting to destroy a Content Preparation Template resource that is referenced by a Content Hosting Configuration or Content Publishing Configuration is an error.



9.3.3	Data model
The representation of Content Preparation Template resources shall be the same as that specified in clause 8.5.3 of TS 26.510 [56].
9.4	Content Hosting Configuration API
9.4.1	Overview
The Content Hosting Configuration API is used to configure Content Hosting Configuration resources in a 5GMS AS instance. All Content Hosting Configuration resources are held by the 5GMS AS instance in a flat collection. The resource identifier for each Content Hosting Configuration resource is nominated by the 5GMS AF and need not be the same as that used at reference point M1.
9.4.2	Resource structure
The Content Hosting Configuration API is exposed by the 5GMS AS through the following URL base path:
{apiRoot}/3gpp-mas-configuration/{apiVersion}/content-hosting-configurations/
Table 9.4.2‑1 specifies the operations and the corresponding HTTP methods that are supported by this API. In each case, the sub-resource path (if any) specified in the second column shall be appended to the URL base path.
Table 9.4.2‑1: Operations supported by the Content Hosting Configuration API
	Operation
	Sub‑resource path
	Allowed HTTP method(s)
	Description

	Enumerate Content Hosting Configurations
	
	GET
	Used by the 5GMSd AF to retrieve a list of Content Hosting Configuration resources currently configured in a 5GMSd AS instance.
The request message body shall be empty.

	Create Content Hosting Configuration
	{afResourceId}
	POST
	Used by the 5GMSd AF to create a new Content Hosting Configuration resource in a 5GMSd AS instance.
The {afResourceId} is nominated by the 5GMSd AF in this operation and shall be unique in the collection of Content Hosting Configurations in a given 5GMSd AS instance.
The request message body shall be a Content Hosting Configuration document.

	Update Content Hosting Configuration
	
	PUT
	Used by the 5GMSd AF to replace an existing Content Hosting Configuration resource {afResourceId} in a 5GMSd AS instance.
The request message body shall be a replacement Content Hosting Configuration document.

	Destroy Content Hosting Configuration
	
	DELETE
	Used by the 5GMS AF to remove the Content Hosting Configuration resource {afResourceId} from the collection.
The request message body shall be empty.
Attempting to destroy a Content Hosting Configuration resource that is referenced by a Content Hosting Configuration or Content Publishing Configuration is an error.

	(De)activate Content Hosting Configuration
	{afResourceId}/active
	POST
	Used by the 5GMSd AF to (de)activate Content Hosting Configuration {afResourceId} in the 5GMSd AS instance.

	Interrogate Content Hosting Configuration state
	
	GET
	Used by the 5GMSd AF to interrogate the state of Content Hosting Configuration {afResourceId} in the 5GMSd AS instance.

	Purge Content Hosting cache
	{afResourceId}/purge
	POST
	Used by the 5GMSd AF to purge one or more media resources associated with Content Hosting Configuration {afResourceId} from the 5GMSd AS content cache.
The request message body shall specify the set of media resource URLs to be purged.



9.4.3	Data model
The representation of the Content Hosting Configuration resource shall be the same as that specified in clause 8.8.3.1 of TS 26.510 [56].
9.5	Content Publication Configuration API
9.5.1	Overview
The Content Publishing Configuration API is used to configure Content Publishing Configuration resources in a 5GMS AS instance. All Content Publishing Configuration resources are held by the 5GMS AS instance in a flat collection. The resource identifier for each Content Publishing Configuration resource is nominated by the 5GMS AF and need not be the same as that used at reference point M1.
9.5.2	Resource structure
The Content Publishing Configuration API is exposed by the 5GMS AS through the following URL base path:
{apiRoot}/3gpp-mas-configuration/{apiVersion}/content-publishing-configurations/
Table 9.5.2‑1 specifies the operations and the corresponding HTTP methods that are supported by this API. In each case, the sub-resource path (if any) specified in the second column shall be appended to the URL base path.
Table 9.5.2‑1: Operations supported by the Content Publishing Configuration API
	Operation
	Sub‑resource path
	Allowed HTTP method(s)
	Description

	Enumerate Content Publishing Configurations
	
	GET
	Used by the 5GMSu AF to retrieve a list of Content Publishing Configuration resources currently configured in a 5GMSu AS instance.
The request message body shall be empty.

	Create Content Publishing Configuration
	{afResourceId}
	POST
	Used by the 5GMSu AF to create a new Content Publishing Configuration resource in a 5GMSu AS instance.
The {afResourceId} is nominated by the 5GMSu AF in this operation and shall be unique in the collection of Content Publishing Configurations in a given 5GMSu AS instance.
The request message body shall be a Content Publishing Configuration document.

	Update Content Publishing Configuration
	
	PUT
	Used by the 5GMSu AF to replace an existing Content Publishing Configuration resource {afResourceId} in a 5GMSu AS instance.
The request message body shall be a replacement Content Publishing Configuration document.

	Destroy Content Publishing Configuration
	
	DELETE
	Used by the 5GMSu AF to remove the Content Publishing Configuration resource {afResourceId} from the collection.
The request message body shall be empty.
Attempting to destroy a Content Publishing Configuration resource that is referenced by a Content Publishing Configuration or Content Publishing Configuration is an error.

	(De)activate Content Publishing Configuration
	{afResourceId}/active
	POST
	Used by the 5GMSd AF to (de)activate Content Publishing Configuration {afResourceId} in the 5GMSd AS instance.

	Interrogate Content Publishing Configuration state
	
	GET
	Used by the 5GMSd AF to interrogate the state of Content Publishing Configuration {afResourceId} in the 5GMSd AS instance.

	Purge Content Publishing cache
	{afResourceId}/purge
	POST
	Used by the 5GMSu AF to purge one or more media resources associated with the Content Publishing Configuration {afResourceId} from the 5GMSu AS content cache.
The request message body shall specify the set of media resource URLs to be purged.



9.5.3	Data model
The representation of the Content Publishing Configuration resource shall be the same as that specified in clause 8.9.3.1 of TS 26.510 [56].
Next change
C.3A	OpenAPI representation of the M3 APIs
C.3A.0	Mas_Configuration API
The normative code specifying the APIs defined in this clause, including JSON Schema representations of HTTP message bodies to be used with these APIs, is published on 3GPP Forge according to the OpenAPI 3.0.0 specification [23]. The YAML files corresponding to this version of the present document shall be published to the following location:
https://forge.3gpp.org/rep/all/5G_APIs/-/tags/TSG104-Rel18
Informative copies of these YAML files shall be distributed with the present document for the convenience only. Where any discrepancy exisits, the version on 3GPP Forge shall be considered definitive.
For the purpose of referencing entities specified in this clause, it shall be assumed that the OpenAPI definitions are contained in a physical file named "TS26512_Mas_Configuration.yaml".
C.3A.1	Mas_Configuration_ServerCertificates API
For the purpose of referencing entities specified in this clause, it shall be assumed that the OpenAPI definitions are contained in a physical file named "TS26512_Mas_Configuration_ServerCertificates.yaml".
C.3A.2	Mas_Configuration_ContentPreparationTemplates API
For the purpose of referencing entities specified in this clause, it shall be assumed that the OpenAPI definitions are contained in a physical file named "TS26512_Mas_Configuration_ContentPreparationTemplates.yaml".
C.3A.3	Mas_Configuration_ContentHosting API
For the purpose of referencing entities specified in this clause, it shall be assumed that the OpenAPI definitions are contained in a physical file named "TS26512_Mas_Configuration_ContentHosting.yaml".
C.3A.4	Mas_Configuration_ContentPublishing API
For the purpose of referencing entities specified in this clause, it shall be assumed that the OpenAPI definitions are contained in a physical file named "TS26512_Mas_Configuration_ContentPublishing.yaml".
END OF CHANGES
