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# 1 Overall description

SA3 would like to thank SA2 for the LS on limited MSISDN exposure.

The condition described in draft 23.502CR4805 is the following:

*" This clause contains the detailed description and procedures for UE ID retrieval in the GPSI format of MSISDN as defined in TS 23.003 [33] for trusted AF. Depending on operator policy and local regulation exposure of GPSI in MSISDN format can be allowed when:*

*The trusted AF is allowed and authorized, using authorization code grant flow of OAuth-based mechanism as per clause 12.4 of TS 33.501 and a user consent mechanism e.g. as defined in Annex V of TS 33.501, to retrieve the UE ID."*

SA3 agreed that, depending on the local regulation, the UEID API can expose MSISDN to an authenticated and authorized AF, if the condition above is met and if the UDM/UDR explicitly allows this exposure for that subscriber to that AF.

Privacy considerations depend on the local regulations and the operator has the legal responsibility as the data controller. Handling of regulatory requirements can be done by using 3GPP defined enablers or using other mechanisms defined on top of 3GPP system.

SA3 proposes the following reformulation for the SA2 CR:

*This clause contains the detailed description and procedures for UE ID retrieval in the GPSI format of MSISDN as defined in TS 23.003 [33] for trusted AF. Depending on operator policy and local regulation exposure of GPSI in MSISDN format can be allowed when:*

*The trusted AF trusted by the operator is allowed and authorized, using ~~authorization code grant flow of~~ OAuth-based mechanism as per clause 12.4 of TS 33.501 and a user consent mechanism e.g. as defined in Annex V of TS 33.501, to retrieve the UE ID.*

# 2 Actions

**To:** SA2

**ACTION:** SA3 kindly asks SA2 to take the above information into account and inform SA3 if further clarifications are needed.

# 3 Dates of next TSG SA WG 3 meetings

SA3#117 19 - 23 Aug 2024 Maastricht (Netherlands)

SA3#118 14 - 18 Oct 2024 Hyderabad (India)