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**** Start of Change****
[bookmark: _Toc145059244][bookmark: _Toc162010875]6.3.6.3	Authorization procedure for Ranging/SL positioning service exposure through PC5
For Ranging/SL Positioning service exposure through PC5 (i.e. clause 6.7.1.1 of TS 23.586 [2]), the SL Positioning Client UE authorization is triggered by the Reference/Target UE during PC5 link establishment. The authorization can be performed by the network via the SLPKMF for ProSe capable UEs or by the Reference/Target UE if the authorization information is available in the UE.
[bookmark: _Hlk166071521][bookmark: _Hlk166071528]For UE-only operation or before triggering SL-MO-LR for Network based operation, the UE1 receiving the Ranging/SL positioning request shall send a supplementary RSPP signalling message to UE2/../UEn to trigger privacy check for Ranging/SL positioning service exposure through PC5. The supplementary RSPP message shall include Client UE's user info ID that is received by UE1 from the Client UE. The UE1 and UE2/../UEn shall perform UE privacy check as described in clause 6.3.7 to determine whether their location related information can be exposed to Client UE. The UE1 and UE2/../UEn shall send the privacy verification result to the UE1. If none of the UEs grants permission for exposure to the Client UE, the UE1 shall reject the Ranging/SL Positioning service request from Client UE. If all of the UEs grant permission for exposure to the Client UE, the UE1 shall proceed with the Ranging/SL positioning service request from the Client UE. If a portion of the UEs grant permission for exposure to the Client UE, and the remaining UEs do not, the UE1 shall proceed with or reject the service request based on its local configuration rule received from UE1’s application layer or the GMLC. To proceed with the service request, the UE1 sends the request to the Server UE for UE-only operation or the LMF for Network based operation, including the Application layer ID of the UEs who have granted permission for exposure to the Client UE. 
If the Client UE is not authorized, the Ranging/SL Positioning service request shall be rejected.
**** End of Change****

