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1	Decision/action requested
Provide more information on rationale of a companion CR. 
2	References
[1]	3GPP TS 23.256 Support of Uncrewed Aerial Systems (UAS) connectivity, identification and tracking
[2]	3GPP TS 33.256 Security aspects of Uncrewed Aerial Systems (UAS)
3	Rationale
[bookmark: _Hlk148361252]3.1	Potential DoS or Depletion-of-Battery attacks to UAV
[bookmark: _Hlk148361292]According to the architecure model in TS 23.256 [1], a UAV is a “2-in-1” UE, i.e. a normal UE together with an arieal service subscription. The UAV (UE) can receive UAV services only after a successful UAV USS authentication and authorization (UUAA). If UUAA is faild, the UAV (UE) can only be provided with services for “normal UE” (i.e. non-UAV services) [1][2]. 
This model may pose security risks to the UE. For example, a malicious third-party AF may request the UAV (UE) to establish excessive PDU sessions or feed the UAV (UE) with large amount of data traffic. These events would pose serious security or safety hazards especially when the UAV is in flight since the UAV’s battery may be depleted and its UAV services may be interrupted. 


4	Detailed proposal
It is proposed to disallow establish other PDU sessions after UAV services are enabled or successful UUAA, as shown in the companion CR proposal. 
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