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Abstract of the contribution: This contribution is to update the conclusion on KI#1.
1. Introduction
Interim conclusion for KI#1 was made with some editor’s notes.
*********General Part*****************
Editor's note:
Information needed for radio resource allocation to readers is FFS and requires cooperation with RAN WG2/RAN WG3.
Clause 6.3.1 of TR38.769, The following information are considered useful to be visible to the reader from CN:

NOTE 3:
 It can be further discussed on whether following information is mandatory or optional.

-
The A-IoT service type (e.g., inventory, command)

NOTE 4:
It can be further discussed if more information on command type (e.g. read/write/disable) is useful.

-
Whether the service is targeted for one or more than one A-IoT devices

-
The approximate number of target A-IoT devices of this service

So This EN can be removed and refered to clause 6.3.1 of TR 38.769.
Editor's note:
Which architecture options described in the following clauses will be concluded is FFS.

There are two options (direct path and indirect path) for the Topology 1 and three options for Topology 2 (UP based, RRC based, NAS based). It is proposed that both direct path and indirect path are concluded and which options will be be selected for deployment is up to operator’s deployment. For the topology 2, UP based can be supported by default if the UE supports the reader functionality. In addition, the RRC based solution (with the AMF) is supported on top of UP based solution. If the RRC based solution is not concluded by RAN WGs, then the NAS based solution is supported on top of the UP based solution.
Editor's note:
Whether and what AIoT Device related information (e.g. AIoT Device last known Reader ID, optionally the result of AIoT device validation result, etc.) is stored in the AIOTF, are FFS.

Editor's note:
Whether the UDM should store the device related information is FFS.

It is proposed that the AIoTF stores the AIoT Device related information. The AIoT Devic last know Reader ID can be used for further inventory or command procedure. The AIoT Device validation result can avoid to further validate the AIoT Device. UDM can be used to store permanent AIoT Device ID and associated credentials. 
Editor's note:
The details of the NF profile are FFS.

Since AIoTF requires to perform the AIoT reader selection based on the location area of inventory, then the AIoTF for the serving area for the Inventory and Command can be registered to the NRF.

Editor's note:
How the aggregation can be done is FFS.

This EN can be resolved with the clarification that the aggregation can be performed based on the same service. 

Editor's note:
Whether an AIoT NAS protocol is supported between the AIoT Device and the AIoTF, and what is the supported functionality, is FFS.

*********T1 Part*****************

Editor's note:
The relationship between the AIoT RAN and (other) gNB functionality is FFS.
Thi EN can be removed since no direct relationship is identified.
Editor's note:
The details of the protocol stack are FFS.
The protocol stack is updated.

-
The AMF passes information between BS Readers (e.g. operation requests and responses) and the AIOTF.

Editor's note:
The AMF enhancements are FFS.

Editor's note:
Details of the Service (e.g. whether it is a new service, whether the existing Namf service is enhanced is FFS).

Since the inventory and the command may be non-individual AIoT Devices, new service operation of Namf can be used e.g Namf_Communication_AIoTServiceTransfer to avoid the impact of existing service operations.
Editor's note:
How addressing works for UL traffic (i.e. how the BS Reader identifies the appropriate AMF to which to forward UL messages) in the indirect path via AMF is FFS.

Since the AIoT Device includes AIoT Device information in the UL direction, then the BS reader can use the AIoT Device information to determine the AMF for routing.
*********T2 Part*****************

Editor's note:
Whether a NAS-based option is needed in addition is FFS.

UP based can be supported by default if the UE supports the reader functionality. In addition, the RRC based solution (with the AMF) is supported on top of UP based solution. If the RRC based solution is not concluded by RAN WGs, then the NAS based solution is supported on top of the UP based solution.
Editor's note:
Further details are FFS.

This EN is removed with some aspects added, e.g. UE reader authorization.
Editor's note:
Which option to use, i.e. whether gNB/AIoT RAN connect to AIoTF directly (Option A in Figure 8.1.3.3-1) or via AMF (Option B in Figure 8.1.3.3-2) is FFS.

Option A is removed and only option B is selected. And the figure has been updated to include the AIoT NAS layer. 
Editor's note:
How addressing works for UL for Option B is FFS.

This EN is removed. Since the AIoT Device includes AIoT Device information in the UL direction, then the BS reader can use the AIoT Device information to determine the AMF for routing.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-13.
* * * * First Change * * * *
8.1
Conclusion on Key Issue #1

8.1.1
General

Key issue #1 includes the following aspects:

-
System architecture identified along with the solutions for KI#2 and KI#3.
Key issue#2 aspect on "Ambient IoT Device subscription management" and key issue#3 aspect on "Ambient IoT service exposure" is considered in this section.

The following aspects common for Topology 1 and Topology 2 are concluded as principles for normative work:
Editor's note:
Final conclusions are assumed to be taken in coordination with RAN WGs. Final conclusion for which architecture options described in the following clauses for the normative work will be taken in SP#106.


1.
A new core network function is introduced to support Ambient IoT (e.g. AIoTF) service for both the topology 1 and topology 2. The AIoTF performs the following functionality.

a.
The AIoTF manages the device related information. AIoTF stores the AIoT Device related information (e.g. AIoT Devic last know Reader ID and the AIoT Device validation result, Authentication status). UDM is only used to store permanent AIoT Device ID and associated credentials.


b.
The AIoTF registers itself in the NRF with its NF profile. The NF profiles includes the serving area for the Inventory and Command.

c.
The AIoTF receives an AIoT service request from the AF and triggers the BS/UE readers to perform AIoT service operations towards the AIoT Devices (s).

d.
The AIoTF aggregates the service operation results (including the removal of the duplicated devices records) from BS Readers and UE Readers and sends to AF. The AIoTF aggregates the service operation results with the same service to the AF based on service response from the AIoT Device in the implemented period. 
e.
The AIoTF can provide the following information to BS reader or UE reader for radio resource allocation:

i)
Service type as defined in clause 8.3;

ii)
 One or more AIoT Device IDs or Bit Mask to represents multiple AIoT Devices for the service;
iii)
 Estimated number of AIoT Device for the service.
Editor's note:
For RRC based solution of topology 2, whether the aggregation can be performed by the RAN is FFS and coordination with RAN WGs is needed.


2.
A Permanent AIoT Device ID is stored in the AIoT Device and the UDM or a Credential Holder's AAA server.
Editor's note:
Whether and how the validation of the Ambient IoT Device ID is done will be concluded by SA WG3.

3.
The AIoT Device does not distinguish whether the connectivity topology is Topology 1 or Topology 2, nor the transport used by the AIoT Reader.
NOTE 1:
The AIoT device is also agnostic to the potential different architectures if more than one architecture is concluded for both the topology 1 and topology 2.


4.
AIoT NAS protocol is supported between the AIoT Device and the AIoTF. The security aspects is supported in the NAS layer. Inventory response and Command (e.g. Read and Write) is supported in the NAS layer.
NOTE 2:
The security aspects is to be defined by SA WG3.
8.1.2
Architecture to Support Topology 1

The principles and aspects in this clause are agreed to support Topology 1:

-
The new core network function (AIOTF) is introduced to support Ambient IoT functionality, described in clause 8.1.1, with the following features for topology 1:

-
Communicate with BS Reader (i.e. AIoT RAN), either directly or via an AMF, to trigger e.g. inventory request and command request).

NOTE 1:
There is no assumption about whether the AIoT RAN (i.e. BS Reader) also has gNB functionality for NR-Uu or not.


NOTE 2:
It is assumed Ambient IoT services can be deployed independently from existing deployments.

NOTE 3:
It is not expected a deployment will use both direct communication between a BS Reader and an AIoTF and indirect communication between a BS Reader and an AIoTF via an AMF.

When a BS Reader and the AIoTF communicate directly:

-
The AIOTF communicates with a BS Reader via a direct interface Nx.

-
Figure 8.1.2-1 below shows the aspects related to Topology 1 (direct path) reference architecture with other NFs removed.

[image: image1.emf]Naiotf

AIoTF

BS 

Reader

AIoT

Device

Nx


Figure 8.1.2-1: Non-Roaming 5G System Architecture (Direct Path)

-
Figure 8.1.2-2 below shows the aspects related to Topology 1 (direct path) in reference point representation with other NFs removed.
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Figure 8.1.2-2: Non-Roaming 5G System Architecture in reference point representation (Direct Path)

NOTE 4:
The protocol used over Nx will support procedures and information to be exchanged as specified by RAN WG2, RAN WG3 and SA WG2.

NOTE 5:
The protocol stack used between the AIoTF and the BS Reader will be concluded by RAN WG3.

-
Figure 8.1.2-3 below shows the aspects related to Topology 1 (direct path) protocol stack between the BS Reader and AIoTF.
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Figure 8.1.2-3: Example Protocol Stack between AIoTF and AIoT Device for Topology 1 (Direct Path)

When a BS Reader and the AIoTF communicate indirectly via an AMF:

-
The AIoTF connects with a BS Reader via an AMF. The N2 interface between the BS Reader and AMF supports Ambient IoT services including delivery of inventory/command messages.

NOTE 6:
If network isolation is required an AMF instance is deployed for supporting the AIOTF communication with the BS Reader.

-
NGAP between the BS Reader and the AMF is enhanced to support Ambient IoT Services.

NOTE 7:
The details of the enhancements will be concluded by RAN WG3.

-
The AMF shall be enhanced to support Services which are used by an AIoTF for Ambient IoT Operations. New SBI based services on the AMF (to be used by the AIoTF) are introduced in 5GC.

-
The AMF passes information between BS Readers (e.g. operation requests and responses) and the AIOTF. The service operation (e.g. operation requests and responses) is a transparent container between the BS readers and AIoTF. AIoT-AP is supported between the BS reader and AIoTF.
-
Namf is used with new service operation defined  e.g Namf_Communication_AIoTServiceTransfer. 


-
The BS reader selects the AMF for the routing based on the AIoT Device information in the AS message. 
-
Figure 8.1.2-4 below shows the aspects related to Topology 1 (indirect path via AMF) reference architecture with other NFs removed.
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Figure 8.1.2-4: Non-Roaming 5G System Architecture (indirect Path via AMF)

-
Figure 8.1.2-5 below shows the aspects related to Topology 1 (indirect  Path via AMF) in reference point representation with other NFs removed.
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Figure 8.1.2-5: Non-Roaming 5G System Architecture in reference point representation (indirect Path via AMF)

-
Figure 8.1.2-6 below shows the aspects related to Topology 1 (indirect path via AMF) protocol stack between the BS Reader and AIoTF. 
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Figure 8.1.2-6: Example Protocol Between AIoTF and AIoT Device for Topology 1 (indirect Path via AMF)

Editor's note:
The details of the protocol stack are FFS.


8.1.3
Architecture to Support Topology 2

8.1.3.1
General

Two options will be specified for Topology 2:

-
User-plane option as defined in clause 8.1.3.2.

-
RRC-based option as defined in clause 8.1.3.3.
NOTE:
If the RRC-based option is not concluded by RAN WGs, then the NAS-based option is supported on top of the user-plane based option..

-
The user-plane option is supported by default if the UE supports the Reader functionality.
-
The control-plane based architecture (Either the RRC-based option or the UE NAS-based option) may be supported in addition to the user-plane option if the UE supports the Reader functionality.

UE reader authorization and control

-
The AMF is responsible for authorizing a registered UE to act as UE Reader. The authorization information may include:

-
UE has been authorized to perform the AIoT operation. 

-
Validity information may also be included for the AIoT operation. Validity information can be time validity information (defined by start and end times) to indicate when the UE is allowed to perform the AIoT operation or location validity information (defined by TAI or cell ID) to indicate where the UE is allowed to performed the AIoT operation.

-
Radio resources required by the UE Reader for Ambient IoT operations are allocated and controlled by RAN as specified in TR 38.769.
-
a serving network including AMF and/or RAN, owning the licensed spectrum, can authorize and revoke rights for a UE to act as a reader.

-
A UE needs to be authorized as an AIoT Reader before interacting with AIoT devices.

UE reader selection
-
The AF includes the UE reader ID to the AIoTF and the AIoTF will use this UE reader to perform the Inventory or the Command;

-
If the AF includes the Target Inventory or the Command area instead of the UE reader ID to the AIoTF, then the AIoTF will perform the UE reader selection based on the Inventory or the Command area;
-
If the RRC-based option, the gNB may further perform the UE reader selection based on Inventory or the Command area which is sent from the core network to the NG-RAN.
8.1.3.2
User-plane option

The following principles apply:

-
As depicted in Figure 8.1.3.2-1, the UE Reader connects to the AIoTF based on the AIoT Application Protocol (AIoT-AP) using an IP PDU Session between the UE and the UPF as transport. The related protocol stack is shown in Figure 8.1.3.2-2. The AIoT AP protocol will support procedures and information to be exchanged as specified by RAN WG2, RAN WG3 and SA WG2.
-
The UE is configured with the S-NSSAI and the DNN by the existing mechanism as defined in TS 23.503 to establish the PDU session to reach the AIoTF.
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Figure 8.1.3.2-1: User-plane architecture for Topology 2
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Figure 8.1.3.2-2: Protocol stack for the user-plane architecture for Topology 2

NOTE 1:
Which transport protocol to use for AIoT-AP can be decided by CT WG1 in coordination with RAN WG3.

NOTE 2:
Security for AIoT-AP is assumed to be defined by SA WG3.

Editor's note:
Further details are FFS.

Editor's note:
The terminology, e.g. AIoT RAN is FFS.

8.1.3.3
RRC option

The following principles apply:

-
Messages between the UE Reader and the AIoTF are delivered using RRC and a protocol between gNB/AIoT RAN and AIoTF. The related protocol stack options are shown in Figure 8.1.3.3-2.
-
The NG-RAN selects the AMF for the routing based on the AIoT Device information in the AS message. 


Editor's note:
Further details are FFS.



Figure 8.1.3.3-1: void 
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Figure 8.1.3.3-2: Protocol Stack for the RRC option
* * * * End of Changes * * * *
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