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Abstract: This paper proposes the conclusion for KI#2.
1. Introduction
This paper proposes the conclusion for solutions of KI #2.
2. Discussion
This paper proposes the conclusion of solutions for KI#2.
3. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-77.



* * * * First change * * * *
[bookmark: _Toc3469646][bookmark: _Toc25656938][bookmark: _Toc26287185][bookmark: _Toc27897949][bookmark: _Toc519004414]8.X Conclusions of Key Issue #2
The following conclusions are agreed for KI#2:
-	IMS network exposesures its capabilities through the NEF, which can be provided by a specific NEF instance serving the IMS network exposure only or by the NEF instance serving the 5GC network exposure simultaneously.
-	Considering that the KI#2 requires supporting IMS capability exposure in the context of IMS data channel session, the call related requests from the NEF need to go through the DCSF firstly and then to the IMS AS. Therefore, the Ndcsf services need to be specified, and the Nimsas and Nnef services need to be enhanced.
-	The services provided by the Ndcsf and the Nimsas need to support the events described in Solution #7following capabilities need to be exposed by the IMS network, which include:
-	establishing, updating, answering, terminating of IMS calls.
-	establishing, updating, terminating of bootstrap data channels;
-	establishing, updating, terminating of (P2A, P2A2P, P2P) application data channels.; and
-	downloading of an application via an existing bootstrap data channel.
-	The Nnef and Nimsas services and/or service operations need to be enhanced to support the capabilities mentioned above.


[bookmark: _GoBack]NOTE: The detailed impacts to the interfaces is defined in normative phase.
-	In Rel-19, the only service provider is IMS AS. The service consumer needs to discover the IMS AS for a given user via HSS before sending a request to IMS AS. If the user is not registered yet, the request is rejected. 
* * * * End of changes * * * *
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