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Abstract of the contribution: This paper proposes a Key Issue #1 conclusion update that is aligned with the pre-SA2 #163 NWM responses.
1.
 Discussion

This p-CR proposes to update the Key Issue #1 conclusion based on the pre-SA2 #163 NWM responses which are submitted in S2-2406249.
2. Proposals

It is proposed to adopt the following text in TR.23.700-32 v0.3.0.   

*** Start of Changes ***

8.1
Key Issue #1: Identifying the Human User of a Subscription

8.1.1
Conclusions Related to the User Identifier and the User Identity Profile 
The following bullets are conclusion principles for KI#1:


The User Identifier format is NAI.
-
The User Identifier can be operator assigned or third party assigned.
-
The User Identity Profile contains:

-
one User Identifier;
-
a list of linked subscriptions;


-
optionally, QoS Information (e.g. default 5QI and ARP per DNN/S-NSSAI);


-
The slices that the UE can access does not change based on the user identifier. However, the QoS Information may change based on the content of the User Identity Profile.
-
The User Identity Profile may also indicate to which UE Subscription that the User Identity Profile is currently active.
-
The User Identity Profile is stored in the UDR and the user identifier can be used as a data key.

-
The User Identity Profile can be managed by an operator or by a third party. Managing a User Identity Profile includes creating, modifying, and deleting a User Identity Profile.
-
OAM procedures can also be used to manage the User Identity Profile.

-
NEF APIs can be used by an authorized AF (i.e. operator owned, or 3rd party owned) to manage the User Identity Profile.



-
The User Identifier is unique within PLMN and can be linked/unlinked with a 5GS subscription identified by a SUPI.
-
An authorized AF can use an NEF API to request that a user identifier be linked/unlinked with a subscription.

-
OAM procedures can be used to link/unlink a user identifier with a subscription.

-
For each user identifier, there is only one AF that is authorized to request that the user identifier be linked to a subscription.

-
For each subscription, there is only one AF that is authorized to request that a user identifier be linked to the subscription.

NOTE:
Where user credentials are stored can be decided by SA WG3.
-
The UE subscription data is extended to include:

-  
a list of linked User Identifiers, and

-
optionally an activated User Identifier to indicate the User Identifier that is currently active with this UE.
8.1.2
Conclusions Related to the User Identifier’s Influence on QoS 
The following bullets are conclusion principles for KI#1:
· 
· PCC Rules may be adjusted/updated when a user becomes active with a subscription.

· PCC Rules may be updated by the PCF based on information received from the User Identity Profile.

· PCC Rules can be updated based on invocation of existing PCF/NEF API (e.g., Npcf_PolicyAuthorization_Create).
· User Identities can be considered by the PCF when generating URSP Rules.
8.1.3
Conclusions Related to Activation of a User 
The following bullets are conclusion principles for KI#1:
· NAS signalling support initiating the authentication, authorization and activation procedure by sending the user identity information to the network in a NAS-MM message.
NOTE 1:
The details of the Authentication mechanisms are in the remit of SA WG3.
8.1.4
Conclusions Related to SMS over NAS
There will be no impacts to SMS over NAS in this release.

*** End of Changes ***
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