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Abstract: It is proposed to add the evaluation and conclusion on KI#3.
1.1 Introduction
There are 9 solutions addressing the KI#3. This paper is proposed to provide a summary and evaluation of the solutions, and update the conclusion.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-49.

* * * * First change * * * * 
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc97036718][bookmark: _Toc519004414]7.3	Evaluation for KI#3

There are 7 9 solutions (Sol#17, 18, 19, 20, 21, 22, 23, 24, 25) in the TR for KI#3. These 7 9 solutions can be classified into 3 categories from Traffic forwarding perspective:
· CAT-A: Traffic forwarding by reusing the established User Plane path of the PDU Session (Sol#17, 18, 19, 20, 23, 24, 25);
· CAT-B: Traffic forwarding by establishing a new User Plane path between the L-PSA UPF and C-PSA UPF (Sol#21);
· CAT-C: Traffic forwarding by establishing a tunnel between EAS and PSA UPF (Sol#22) based on OAM mechanism, which is out of SA2 scope.

· CAT-A option:
The main differences among these solutions are two aspects:
1.	What information included in AF request
2.	How to support traffic routing between local DN and central DN

Aspect 1: What information included in AF request
All solutions propose AF provides information to 5GC for consecutive traffic routing.
Sol#17: the AF request includes UE IP address, DNAI of the EAS, QoS requirement, filter of the traffic to be routed between local DN and central DN (e.g. EAS IP/port number, central AS IP/port number).
Sol#18: the AF request includes Traffic routing enable indicator, UE IP address, QoS requirement and related IP 5-tuple of the traffic to be routed between local DN and central DN (e.g. EAS IP, cloud server IP).
Sol#19: the AF request contains the traffic description, potential prior-processing locations of applications (indicates the first location that application traffic is required to be routed for initial processing), potential post-processing locations of applications (indicates the later location that application traffic is required to be routed for further processing), Target UE Identifier(s), AF transaction identifier.
Sol#20: the AF request includes order of traffic routing (e.g. indicates the specific IP address for first routing for uplink traffic), application identifier or traffic filtering information (e.g. IP 5 Tuple), which indicates if application identifier or traffic filtering information (e.g. IP 5 Tuple) is matched, then first routing the uplink traffic to the specific IP address (i.e. EAS IP address).
Sol#23: the AF request includes local consecutive steering indication, steering order (UL, DL, or both) local consecutive steering target application target DNAIs/FQDN/IP address, and inter AS latency requirement as local steering requirement information.
Sol#24: the AF request includes indication for traffic routing between local DN and central DN, traffic flow description for UL and DL (e.g. IP 5-tuples), target PDU session (e.g. associated UE IP address), QoS requirement of the indicated traffic flow.
Sol#25: The AF request includes a traffic routing path between local DN and central DN, UE IP address.
To summarize these solutions:
· Most of solutions propose including traffic filter for the traffic between local DN and central DN, and order of traffic routing, which are useful for traffic routing accurately and should be included in the conclusion.
· Some solutions (sol#17, #18, #23, #24) propose including QoS requirement, which is useful to guarantee the QoS of traffic routing between local DN and central DN.
· Some solutions (sol#17, #23) propose including DNAI. However, the EAS IP and AS IP are included, and the UPF can filter the traffic based on IP address, so the DNAI is not needed.

Aspect 2: How to support traffic routing between local DN and central DN 
· For UL traffic routing
	Solution
	UL Traffic generated by UE
	L-PSA or UL CL/BP routes UL traffic towards EAS (performs IP replacement or traffic routing rule)  
	UL Traffic generated by EAS
	PSA or UL CL/BP routes UL traffic towards AS (performs IP replacement or traffic routing rule)

	Sol #17
	Source Address:
UE IP

Destination Address:
AS IP or EAS IP
	Perform based on traffic routing rule.

	Source Address:
UE IP

Destination Address:
AS IP
	Perform based on traffic routing rule.


	Sol #18
	Source Address:
UE IP

Destination Address:
EAS IP
	Perform based on traffic routing rule.

	Source Address:
EAS IP

Destination Address:
AS IP
	Replace the source address to UE IP2.


	Sol #19

	Source Address:
UE IP

Destination Address:
EAS IP
	Perform based on traffic routing rule.

	Source Address:
EAS IP 2

Destination Address:
UE IP
	Replace the source address to UE IP, and destination address to AS IP.

	Sol #20
	Source Address:
UE IP

Destination Address:
AS IP or EAS IP
	Replace the destination address to EAS IP (only if the original destination address is AS IP) 
	Source Address:
UE IP

Destination Address:
AS IP
	Perform based on traffic routing rule.


	Sol #23
	Source Address:
UE IP

Destination Address:
EAS IP-ue
	Perform based on traffic routing rule.

	Source Address:
EAS IP-steering

Destination Address:
AS IP
	Perform based on traffic routing rule.


	Sol #24
	Includes 3 options: sol#17, #18, #19

	Sol #25
	Source Address:
UE IP

Destination Address:
EAS IP
	Perform traffic routing rule.
	Source Address:
EAS IP

Destination Address:
AS IP	

(adds the UE IP address in the UL packet IP header)
	Perform traffic routing rule.



To summarize these solutions:
· For the UL Traffic generated by UE, all solutions propose using UE IP as source address and EAS IP as destination address. The sol#17 and #20 also propose using AS IP as destination address, which can cover another scenario that 5GC determines whether to UL traffic needs to be routed to EAS for prior processing (e.g. based on AF request), and UE doesn’t need to aware it and set the destination address to AS IP. So the potential way forward in the conclusion could be: Source Address: UE IP; Destination Address: AS IP or EAS IP.
· For the UL Traffic generated by EAS, most of solutions propose using AS IP as destination address. For the source address, sol#17 and #20 propose using UE IP as source address, which requires EAS performs IP replacement (assuming EAS supports this functionality). The sol#18 proposes using EAS IP as source address, which requires L-PSA performs IP replacement to assign UE IP2, and it brings complex to 5GC. So the potential way forward in the conclusion could be: Source Address: UE IP; Destination Address: AS IP.

· For DL traffic routing
	Solution
	DL Traffic generated by AS
	PSA or UL CL/BP routes DL traffic towards EAS (performs IP replacement or traffic routing rule)
	DL Traffic generated by EAS
	L-PSA or UL CL/BP routes DL traffic towards UE (performs IP replacement or traffic routing rule)

	Sol #17
	Source Address:
AS IP

Destination Address:
UE IP
	Perform based on traffic routing rule.

	Source Address:
EAS IP or AS IP

Destination Address:
UE IP
	Perform based on traffic routing rule.


	Sol #18
	Source Address:
AS IP

Destination Address:
UE IP2
	Replace the destination address to EAS IP.
	Source Address:
EAS IP

Destination Address:
UE IP
	Perform based on traffic routing rule.


	Sol #19

	Source Address:
AS IP1

Destination Address:
UE IP
	Replace the destination address to EAS IP.
Replace the source address to UE IP.
	Source Address:
EAS IP

Destination Address:
UE IP
	Perform based on traffic routing rule.


	Sol #20
	Source Address:
AS IP

Destination Address:
UE IP
	Replace the destination address to EAS IP.
	Source Address:
AS IP

Destination Address:
UE IP
	Perform based on traffic routing rule.


	Sol #23
	Source Address:
AS IP

Destination Address:
EAS IP-steering
	Perform based on traffic routing rule.

	Source Address:
EAS IP-ue

Destination Address:
UE IP
	Perform based on traffic routing rule.


	Sol #24
	Includes 3 options: sol#17, #18, #19

	Sol #25
	Source Address:
AS IP

Destination Address:
EAS IP

(adds the UE IP address in the UL packet IP header)
	Perform based on traffic routing rule.

	Source Address:
EAS IP

Destination Address:
UE IP	


	Perform based on traffic routing rule.




To summarize these solutions:
· For the DL Traffic generated by AS, all solutions propose using AS IP as source address, and most of solutions propose using UE IP as destination address. So the potential way forward in the conclusion could be: Source Address: AS IP; Destination Address: UE IP.
· For the DL Traffic generated by EAS, most of solutions propose using EAS IP as source address, and sol#17 and #20 also propose AS IP as source address, which is consistent with UL traffic to cover the scenario that UE doesn’t need to aware the traffic routing to EAS. All solutions propose UE IP as destination address. So the potential way forward in the conclusion could be: Source Address: EAS IP or AS IP; Destination Address: UE IP.

· For Distributed Anchor connectivity model
· The sol#18 and #20 is also applied to Distributed Anchor connectivity model. In the sol#18, the SMF selects and inserts a central UPF and UL CL/BP for the traffic routing between local DN and central DN via the PDU Session. However, how SMF determines to insert central UPF and UL CL/BP is not unclear, and it seems the UPF always need to be inserted no matter whether there is traffic between EAS and AS, which leads to waste of resources. The sol#18 proposes SMF configures PSA UPF to report the event if the IP 5 Tuple is matched and/or the packets can't be routed to the destination, and the SMF inserts the UL CL/BP and establishes the forwarding tunnels for traffic routing between central PSA and local PSA based on the event report., which can avoid un-necessary insertion of UL CL/BP and establishment of tunnel.

· CAT-B option:
Solution #21 proposes to establish node level tunnel between L-PSA and C-PSA, which is based on EDI or AF request. It also proposes the QoS handling of the tunnel between different DN parts, and the QoS requirement is defined per DNAI or per application and provided in EDI. However, the EDI is used for description of EAS Deployment Information, which is not the proper to add QoS requirement. This solution can’t guarantee QoS per UE.

· CAT-C option:
Solution #22 proposes the EAS requests OAM_ECSP to connect EAS to PSA-UPF supporting transit gateway connecting to AS in the central part of DN. However, how to establish connection between EAS and the UPF via OAM_ECSP is out of SA2 scope.

* * * * Second change * * * *
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Interim conclusion:
· The traffic routing rule between local DN and central DN should be controlled by SMF, which can be influenced by AF. 
· The requirement of establishing connectivity for traffic routing between local DN and central DN should be provided by AF.
· QoS should be supported for the traffic routed between local DN and central DN.
· Charging should be supported for the traffic routed between local DN and central DN, any charging issue should be verified with SA5.
· The information provided by AF should include: traffic filter for the traffic between local DN and central DN, order of traffic routing, and QoS requirement.
· For the UL Traffic generated by UE, the Source Address should be UE IP, and the Destination Address should be AS IP or EAS IP. For the UL Traffic generated by EAS, the Source Address should be UE IP, and the Destination Address should be AS IP. 
· For the DL Traffic generated by AS, the Source Address should be AS IP, and the Destination Address should be UE IP. For the DL Traffic generated by EAS, the Source Address should be EAS IP or AS IP, and the Destination Address should be UE IP.
· For Distributed Anchor connectivity model, the SMF configures PSA UPF to report the event if the traffic (e.g. IP 5 Tuple) is matched and/or the packets can't be routed to the destination, and then SMF inserts the UL CL/BP and establishes the forwarding tunnels for traffic routing between local PSA and central PSA based on the event report.

* * * * End of changes * * * *
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