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Abstract: This contribution proposed an evaluation and conclusion of KI#1. 
1. Introduction
There are 8 solutions for the KI#1. In this paper we try to make an evaluation and conclusion for this KI. 
2. Discussion
When the Edge computing is introduced into the mobile network, the EAS service can be an enterprise service. To access this EAS service, one UPF may be deployed at the edge network, i.e. enterprise. In the existing network there are two possible deployment models:
1. Model A: Only UPF deployed at the local network. This UPF is controlled by the SMF outside the local network. 
2. Model B: Both SMF and UPF deployed at the local network. This may be due to customer prefer to manage the UPF by themselves. To control the local UPF, the signalling need go via the SMF located at the local network. 
In Rel-17 to support accessing the EAS service under Model B deployment, the I-SMF insertion per AF request has been introduced. And in that case the I-SMF indeed is the SMF located at the EC network. So Model B deployment has already been considered before. However accessing multi EC service simultaneously is not supported now. 
Observation 1: It is possible the L-PSA for accessing the EAS service can only be controlled by the SMF located at the Local network, i.e. model B deployment.
With the deployment of the edge network, KI#1 is proposed to reduce the impact to central SMF. From the study, two possible candidate options are listed on the table.
Option 1: I-SMF based approach:
When the UE access multi EC services simultaneously, the traffic model like Figure 1. 


Figure 1: I-SMF based approach for accessing multi EC service
In this case I-SMF is not expected to be deployed at the EC network as it need control several different L-UPF in EC network. So Model B deployment is not supported in this case.  
Option 2: L-SMF based approach
When the UE access multi EC services simultaneously, the traffic model like Figure 2.


Figure 2: L-SMF based approach for accessing EC service
In this case L-SMF can be deployed at EC network, i.e. Model B deployment is supported. 
From the above figure it is clear that if UE want to access multi EC services simultaneously:
· For Model A, it can be supported by I-SMF or L-SMF based approaches.  
· For Model B, it can only be supported by L-SMF based approaches. 
Two approaches target to two different deployment scenarios. L-SMF based approaches is more flexible and support two different deployment scenarios, i.e. model A and model B. 
Observation 2: if Model B is deployed at the network, only the L-SMF based approaches can support UE accessing multi EC services simultaneously.
Observation 3: L-SMF based approaches is more flexible and support two different deployment scenario.

From the NWM discussion, there are some comment related to L-SMF based approaches:
1. No clear benefit to introduce the L-SMF. As depicted in the above traffic model figure 2, it is clear that only the L-SMF based approaches can solve the Model B deployment. Hence it does have motivation to introduce the L-SMF to the architecture. 
2. Whether it does reduce the impact on the central SMF, i.e. resolve the target of KI#1. If we check the DNS message handling procedure as defined in clause of 6.2.3.2.2 of TS23.548, the most difficult issue for SMF handling is on how to determine the ECS option and target DNAI as this need SMF be aware the network topology information. In the L-SMF based approaches, those tasks are handled by the L-SMF. And the message go via the SMF is only for routing. So it does reduce the impact to the SMF, i.e. SMF is not required to be aware those information. 
3. Difference on the SMF selection mechanism. The existing SMF selection mechanism is done by the AMF. In the L-SMF based proposal, the L-SMF selection is done by the SMF. From our view this is not a big change. This is due to normally there are only one dedicated L-SMF to be selected, i.e. in the enterprise only one dedicated SMF to serve related area. So the SMF selection mechanism is simple and not need any additional policy to be configured. If there are some suggestion to insist on the selection done at the AMF, the SMF can also seek the assistance from AMF. Hence we do not see this is the big issue.
Observation 4: there are clear benefit to introduce the L-SMF based approaches and it does reduce the impact to the central SMF.

Based on above analysis, we do see the necessity to introduce the L-SMF based approaches to support the operator’s EC deployment. From the NWM discussion, several companies indicate that they prefer to select the I-SMF based approaches. To move forward we can live with to define two options together. When two option are all be considered, for one DNN/S-NSSAI only one option is adopted. Then for different DNN/S-NSSAI, different option can be considered.
Conclusion 1: It is suggested that I-SMF and L-SMF based approaches are both defined and target to different scenario.

For other detailed solution principle of I/L-SMF based approaches, we directly give our suggestion to the conclusion part based on the existing proposed mechanism. 
3. Proposal
It is proposed to capture the following changes vs. TR 23.700-49.

[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
7.1 Evaluation for KI#1
[bookmark: _Hlk165310997]There are 7 8 solution related to KI#1, i.e. solution #1-#7, #26. The solution can be categorized into 4 groups: 
· Group 1: I-SMF based offloading solution. 
· Group 2: L-SMF based offloading solution. 
· Group 3: Two PDU sessions based solution. 
· Group 4: EDI provisioned solution. 
G1: I-SMF based offloading solution 
[bookmark: _Hlk161928274]I-SMF based offloading solution is that the SMF which control the offloading traffic is put before the anchor SMF, i.e. I-SMF. The Edge related information and handling, i.e. DNS context management, DNS message handling, UL-CL/BP and L-PSA insertion is handled by I-SMF. This includes the solution#1, #5, #26. 
NOTE 1: 	In this category even it is called as I-SMF based offloading solution, it does not mean the functionalities define in the I-SMF in this category solution is same as existing defined I-SMF.
For this type of solution, the following issue need be considered: 
1. The I(L)-SMF is always inserted into the signalling path and not based on the matched DNS message.
2. Complexity handling in the mobility handling procedure due to additional DNS context handling at the EASDF if the I(L)-SMF is changed.
3. Homogenous support of AMF within the network is required. If not, additional issue on how to support the coexistence of the different type of AMF.
4. When the UE want to access multi EAS service simultaneously, it does not support the deployment, where both the SMF and UPF are all located at the edge network.
The principle of this solution is as following: 
· UL-CL/BP and L-PSA insertion is handled by I-SMF. 
· I-SMF is inserted by AMF before the EAS discovery. 
· Traffic offloading policy is received from PCF or local configured, and handled by the I-SMF.
· The DNS context and BaselineDNSPattern at the EASDF is configured by the I-SMF.
· During the DNS message handling, the ECS option insertion and the DNAI/L-PSA determination is handled by the I-SMF. 
· Per the result of the EAS discovery, the I-SMF may select and configure the UL-CL/BP and local PSA-UPF.
G2: L-SMF based offloading solution 
[bookmark: _Hlk161928131]L-SMF based offloading solution is that the SMF which control the offloading traffic is put after the anchor SMF. The Edge related information and handling, i.e. DNS message handling, L-PSA insertion is handled by L-SMF. The DNS context management, UL-CL/BP insertion is handled by SMF. This includes the solution#3, #4, #7.
For this type of solution, the following issue can be considered: 
1. The L-SMF can be inserted per matched DNS message.
2. No impact on the mobility handling procedure as the replacement of the L-SMF can be done after the mobility.
3. No impact on the AMF if the L-SMF selection is done at the SMF.
4. When the UE want to access multi EAS service simultaneously, it supports the deployment, where both the SMF and UPF are all located at the edge network.
The principle of this solution is as following: 
· UL-CL/BP is inserted by SMF, and L-PSA UPF is inserted by L-SMF. 
· L-SMF is inserted by SMF. It can be inserted before the EAS discovery or based on the matched DNS message. 
· The DNS context and BaselineDNSPattern at the EASDF can be all configured by the SMF or BaselineDNSPattern is configured by the L-SMF.
· During the DNS message handling, the ECS option insertion and the DNAI/L-PSA determination is handled by the L-SMF.
· Per the result of the EAS discovery, the SMF may select and configure a UL-CL/BP and the L-SMF may select and configure a local PSA-UPF.
G3: Two A-SMF based offloading solution 
Two A-SMF based offloading solution is that the two A-SMF are selected and interact with PCF from SMF/L-SMF separately but combined as one PDU session. The UL CL/BP/L-PSA insertion, interaction with NG-RAN are handled by L-SMF. This includes the solution#2.
This solution needs some further analysis on the impact on the PDU session establishment procedure. It is not recommended to pursue on this direction.
G4: EDI provision solution 
Solution #6 and #7 introduces EDI provision methods.
Solution #6 introduce two ways for EDI provision, by AF->NEF->L-SMF, or AF->NEF->SMF->L-SMF. 
Solution#7 introduce a mechanism on how the EDI information can be provided by the UPF. As this does not reduce the configuration work, the benefit of this mechanism is questionable.
For above G1 and G2 solutions they all suggest that the offloading SMF can directly subscribe the EDI information from NEF directly, i.e. AF->NEF->L-SMF. It is recommended to support this mechanism.

* * * * Second change * * * *
8.1	Conclusion for KI#1
The following principles are concluded for the normative work.
Editor’s Note: it is FFS whether the offloading SMF is I-SMF as defined in Group 1 or L-SMF as defined in Group 2 solution.
Editor’s Note: whether the offloading SMF needs to first select DNAI then select the L-PSA UPF is FFS. 
For Distributed Anchor Point and Multiple PDU Session models, existing LADN mechanism is reused.
For Session breakout models, to reduce the impact of EAS discovery to central SMF, the offloading SMF is introduced. The offloading SMF can be I-SMF (before the SMF) or L-SMF (after the SMF).
To support EAS (re)discovery and UPF (re)selection, the EAS deployment information, DNAI supported by L-UPF, L-UPF and EAS topology information are managed by offloading SMF locally.
The offloading SMF subscribes and get the EAS deployment information from NEF directly.
For the case the offloading SMF is the I-SMF, the solution principle is as following:
· UL-CL/BP and L-PSA insertion is handled by I-SMF. 
· I-SMF is inserted by AMF before the EAS discovery. 
[bookmark: _Hlk166493330]Editor’s Note: it is FFS how to support the insertion of I-SMF when it is needed, e.g. during the EAS discovery. 
· [bookmark: _Hlk166524242]Traffic offloading policy is received from PCF or local configured, and handled by the I-SMF.
· The DNS context and BaselineDNSPattern at the EASDF is configured by the I-SMF.
· During the DNS message handling, the ECS option insertion and the DNAI/L-PSA determination is handled by the I-SMF. 
· Per the result of the EAS discovery, the I-SMF may select and configure the UL-CL/BP and local PSA-UPF.
For the case of the offloading SMF is the L-SMF, the solution principle is as following: 
· UL-CL/BP is inserted by SMF, and L-PSA UPF is inserted by L-SMF. 
· L-SMF is inserted by SMF. It can be inserted before the EAS discovery or based on the matched DNS message.
· Traffic offloading policy is received from PCF or local configured, and handled by the L-SMF.
· The DNS context and BaselineDNSPattern at the EASDF can be all configured by the SMF or BaselineDNSPattern is configured by the L-SMF.
· During the DNS message handling, the ECS option insertion and the DNAI/L-PSA determination is handled by the L-SMF.
· Per the result of the EAS discovery, the SMF may select and configure a UL-CL/BP and the L-SMF may select and configure a local PSA-UPF.
* * * * End of changes * * * *
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