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1. Introduction
This CR proposes conclusions for KI#2: “Enhancements on UPF information exposure”.
Based on the discussion in NWM, additional arguments are provided below for some of the topics:
Solution #11 proposes that NEF/Trusted AF or NWDAF can directly subscribe the UPF for list of UEs or any UE using SUPIs/GPSIs and not targeting a particular PDU Session. 
   The signalling saved with this enhancement proposed in solution #11 varies with the content of the request and the deployment. The less UPFs the bigger the saving, which also improves in case the subscription targets a range of, or a list of, many SUPIs/GPSIs. With the proposed enhancement, there is just one request instead of a subscription to UPF per each PDU Session. This is also simplifying the SMF processing logic; SMF does not need to keep track of the subscriptions and reallocate them in case of UPF changes. The proposal is to agree this enhancement proposed in solution #11 and to allow consumers to use direct subscription in cases where it is beneficial and scenarios where it is possible.
Solution #11 also proposes that NEF/Trusted AF or NWDAF can also use the UE IP addresses to subscribe directly to the UPF for data collection. 
   In this solution, the cNF is assumed to know the UE IP address (before an optional NAT), and to be able to determine the relevant UPF from the UE IP address. But, determining the UPF from the IP address may not be possible in all deployments, it may depend on whether the PDU Session has one or more PSAs, overlapping IPs, etc. The solution does not describe how the cNF can determine whether direct subscription can be used or not. The proposal is not to agree this enhancement.
Solution #5 proposes that the TSN AF or TSCTSF subscribes the UPF event exposure service for TSC management or time synchronization and deterministic networking between TSN AF or TSCTSF and NW-TT via Nupf_EventExposure_Subscribe service operation. The impact of this procedure to the existing procedures of TSN Bridge information exchange and management is FFS.
   The enhancement proposed in solution #5 intends to specify that AF can use Nupf subscription directly to UPF to subscribe to TSC management information instead of using Npcf_PolicyAuthorization operations and go via PCF/SMF. These operations have been part of the 5GS Bridge Information reporting procedure described in TS 23.501 Annex F1 for two releases now. The functionality works and no one has shown any significant improvement that justifies doing this now. It is an unnecessary duplication of a function in UPF and AF which does not remove the need of having AF-PCF interactions. AF still needs to support that PCF sends to the TSCTSF the very first UMIC/PMIC, if they are available, immediately after PDU sessions establishment. It creates instability and destabilizes potential development on the product side. In addition, the AF needs to get the UPF contact information from the received Node ID (not shown in the flow), and it needs to find out whether the procedure can be used: not only event but operations per event support in UPF need to be advertised. This is a complexity not seeded so far. The proposal is not to agree the enhancement proposed in solution #5. Benefits are unclear and it has many impacts.
Solution #9 proposes that the UPF event exposure service is further enhanced to provide DNAI mapping information (EAS address information (i.e. IP address(es), EAS IP range(s) or FQDN(s)) and the associated DNAI) to NEF. In the baseline, the DNAI mapping information is configured in the NEF/UDR . The AF requests the DNAI mapping information from NEF per existing mechanism. 
   With the proposal in Solution #9, when more than one UPF supports a DNAI, the DNAI mapping information (IP address(es), EAS IP range(s) or FQDN(s)) associated to the DNAI) needs to be replicated in each UPF that serves the DNAI. If only one UPF supports each DNAI, the configuration effort is as in the baseline. UPF does not need to handle the DNAI concept today and no clear benefit is identified that justifies duplicating this functionality. Therefore, the proposal is not to agree the enhancement proposed in solution #9.
2. Text Proposal
It is proposed to introduce the following changes vs. TR 23.700-63.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change (all new) * * * *
8.x	Conclusions for Key Issue #2
[bookmark: _Toc165020776]The following is proposed to be standardised during normative phase.

-  A cNF that needs to subscribe to UPF with target SUPI / GPSI can subscribe to UPF directly. Subscription needs to be sent to all UPFs that may serve the PDU Session. To maximize signalling saving, lists of SUPIs/GPSIs and ranges can be included in the subscription.
-  UPF event exposure service is further enhanced to provide the NATed UE public IP address and Port, based on the private UE address (UE IP address assigned by 5GC for the PDU session). 

* * * * End of changes * * * *
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