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Abstract: It’s the time to sum up the candidate solutions for KI#2 and provides the evaluation and conclusion. This document provides evaluation and conclusion proposal. 
1. Introduction
This document tries to add the evaluation and conclusion for KI#2. 
KI#2 in TS 23.700-06 is for designing the authorization of the MWAB and associating configuration:
	[bookmark: _Toc157667965][bookmark: _Toc164709096][bookmark: _Toc164783078]5.2	Key Issue #2: Authorization of a MWAB and configuration of MWAB
A MWAB that operates in a PLMN by using the wireless access backhaul and serving UEs in proximity, is subject to authorization, with the additional support of the HPLMN of the MWAB in case of roaming. In addition, configuration of the MWAB (both the MWAB-gNB and MWAB-UE) for the MWAB operation needs to be studied.
This Key issue will study:
-	How to authorize a MWAB to serve UEs and how to update and handle the MWAB authorization status (including de-authorize or authorize a previously not authorized MWAB and RAN-CN interface handling).
-	How to support the configuration and update of the configuration of the MWAB with information related to MWAB operation, including the RAN-CN interface handling.
NOTE:	Coordination with RAN WGs is needed due to the dependency on RAN.



By now there are three solutions related to KI#2, namely:
- Solution #1: Architecture enhancements to support MWAB operations;
- Solution #4: MWAB authorization handling;
- Solution #5: Authorization and Change of Authorization of a MWAB and configuration of a MWAB;
Solution #1 proposes to make use of the slicing to realize the authorization of the MWAB-UE, e.g., The requested S-NSSAI and DNN will be authorized based on the subscription of the MWAB based on existing procedures. The BH PDU Session for MWAB usage is associated to a dedicated slice, and the authorization of the MWAB operation is based on the authorization of the slice. It is mentioned in the solution that no procedure enhancement is necessary.
Solution #4 proposes to rely on the MWAB-UE providing AS-level indication in RRC/NGAP message to BH-AMF. And based on MWAB-UE subscription data from UDM, the BH network performs authorization. Based on authorization allowed information provided, the MWAB establishes the IP connectivity for backhaul usage. 
Solution #5 proposes to optionally includes in the UE MM Core network capability as an indication it is intending to act as MWAB. Alternatively, or in addition, the MWAB-UE may be configured by the HPLMN with a (set of) S-NSSAI(s) associated with the MWAB operation and requests it in the registration procedure. The AMF retrieves the subscription data and checks whether the UE is authorized to act as MWAB by checking presence of MWAB Operation Allowed and any related location and time information. 
In SA2#162 meeting, the following interim conclusion was made as follows:
	Editor's Note: this clause contains interim conclusions that need to be further confirmed when removing this editor's note. This is work in progress that may require coordination with other groups.
It is proposed to proceed normatively based on these principles.
1) 	From SA2 perspective there is no need to specify AS level indication in RRC connection establishment that the MWAB-UE intends to operate as MWAB. 
Editor's note: the current majority view is that to detect a UE intends to operate as MWAB, dedicated S-NSSAI(s) for MWAB operation may be used for a MWAB-UE. If dedicated S-NSSAIs for MWAB operation are used, then the location and time restriction can be based on related slicing features. The MWAB UE, may deregister any S-NSSAI for MWAB operation and request only S-NSSAI(s) that are not dedicated to MWAB Operation if it does not need to use BH PDU sessions. 
2) 	From SA2 perspective there is no need to indicate to NG-RAN serving a MWAB-UE that the MWAB-UE is authorized to act as MWAB-UE. 
3) 	The MWAB-gNB releases the NG connections when it is no longer authorized to operate. The MWAB-gNB should hand over the UE(s) it serves to other cells before it releases the NG connection. For the case that the BH PDU sessions are released by the MWAB-UE, the MWAB-UE does it only if the MWAB-gNB instructs the MWAB-UE that it may do so.



The following aspects can be derived from the interim conclusion:
1.	SA2 didn’t find the reason to include the indication in the AS layer, since 1) the AMF can be reallocated after determined once and there is no obvious issue of finding a MWAB-supported AMF, and 2) the indication of MWAB operation request can be either implicit (by requesting a dedicated resource) or explicit (AS/NAS indication). 
Majority in SA2 is to make use of the dedicated S-NSSAI(s) for MWAB operation. And this is based on the current understanding that there would be no impact to the current procedures. 
2.	SA2 didn’t find the reason to include the indication in the NGAP to the NG-RAN node, informing NG-RAN node to keep MWAB-UE in CM_CONNECTED state or so can be relied on the operator configuration for a specific slice (in case the dedicated S-NSSAI(s) is used). 
3.	Considering the continuous service provisioning, the MWAB-gNB should hand over the UE(s) it serves to other cells before it releases the NG connection (due to de-authorize information from BH network). For the case that the BH PDU sessions are released by the MWAB-UE, the MWAB-UE does it only if the MWAB-gNB instructs the MWAB-UE that it may do so.
Observation 1: Operator defined dedicated S-NSSAI(s) for MWAB operation may be used for a MWAB-UE to detect a UE intends to operate as MWAB, in case if current existing procedures for slicing is sufficient to support the MWAB use case. The NAS layer indication will not be pursued if it is determined to adopt slicing.
Proposal 1: From SA2 perspective, operator defined dedicated S-NSSAI(s) for MWAB operation may be used for a MWAB-UE to detect a UE intends to operate as MWAB. Whether the RRC/NGAP needs to be enhanced can be further determined by RAN WGs and SA2 can make the alignment in the normative phase. 
Besides the part of interim conclusion mentioned above, there are also other issues to be addressed as follows:
-	When the authorization status updates: 
-	Procedure to inform the MWAB-UE the latest authorization status; 
-	In case of de-authorize, whether and how to keep the MWAB-UE registered in the network (or simply de-register the UE);
-	In case of de-authorize, how to disconnect the NGAP connection (since currently there is no NGAP interface release procedure);
-	The way of provisioning/updating the configuration for the MWAB operation. Note that this issue intersects with KI#4 on Efficient Mobility. 
Proposal 2: It is proposed to further clarify the issues mentioned above in the conclusion part of KI#2. 
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-06.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc157667978][bookmark: _Toc164709233][bookmark: _Toc164783215]7	Evaluation
Editor's note:	This clause provides the evaluations of the solutions of clause 6.
7.2	KI#2 Evaluation
There are three solutions related to KI#2, namely:
- Solution #1: Architecture enhancements to support MWAB operations;
- Solution #4: MWAB authorization handling;
- Solution #5: Authorization and Change of Authorization of a MWAB and configuration of a MWAB;


Figure 7.2-1:  Different message types during Registration
Solution #1 proposes to make use of the slicing to realize the authorization of the MWAB-UE, e.g., The requested S-NSSAI and DNN will be authorized based on the subscription of the MWAB based on existing procedures. The BH PDU Session for MWAB usage is associated to a dedicated slice, and the authorization of the MWAB operation is based on the authorization of the slice. It is mentioned in the solution that no procedure enhancement is necessary.
Solution #4 proposes to rely on the MWAB-UE providing AS-level indication in RRC/NGAP message to BH-AMF. And based on MWAB-UE subscription data from UDM, the BH network performs authorization. Based on authorization allowed information provided, the MWAB establishes the IP connectivity for backhaul usage. 
Solution #5 proposes to optionally includes in the UE MM Core network capability as an indication it is intending to act as MWAB. Alternatively, or in addition, the MWAB-UE may be configured by the HPLMN with a (set of) S-NSSAI(s) associated with the MWAB operation and requests it in the registration procedure. The AMF retrieves the subscription data and checks whether the UE is authorized to act as MWAB by checking presence of MWAB Operation Allowed and any related location and time information. 
The details of MWAB-UE registration and authorization phase are described in the Table 7.2-1.
Table 7.2-1:  MWAB-UE registration and authorization phase
	Solutions
	Up Link message
	Down Link message 
	Authorization checking
	Authorization result 
	AMF behaviour 

	
	RRC message
(MWAB UE-> BH gNB)
	N2 message
(BH gNB-> BH AMF)
	NAS message
(MWAB UE->BH AMF)
	NAS message
(BH AMF->MWAB UE)
	N2 message
(BH AMF-> BH gNB)
	
	
	

	Solution #1
	None (or optionally request S-NSSAI)
	None
	None
	None
	None
	Based on the authorization of the S-NSSAI
	Allowed S-NSSAI
	No impact, AMF to check the authorization of the request S-NSSAI.

	Solution #4
	MWAB Indication
	MWAB Indication
	None
	MWAB authorization status
	MWAB authorization status
	Based on subscription data
	Registration accept if it is authorized
	The AMF is selected by BH gNB based on MWAB Indication.
The selected AMF checks MWAB’s subscription data and authorizes the MWAB

	Solution #5
	None
	None
	MWAB Indication in UE MM Core network capability
	MWAB operation information, which includes 
a) MWAB-Authorized. Additionally, the area and time the UE is authorized optionally for per PLMN; or
b) MWAB-Unauthorized, additionally the area and time the UE is not authorized optionally per PLMN for.
 
	None
	Based on subscription data
	Registration accept if it is authorized
Registration reject if it is not authorized
	If the AMF selected by the BG BH gNB doesn’t support MWAB feature, the AMF relocation is triggered.

The new AMF checks MWAB’s subscription data and authorizes the MWAB



The details of MWAB-gNB operation handling are described in the Table 7.2-2.
Table 7.2-2:  MWAB-gNB operation handling
	Solutions
	High-level Descriptions

	Solution #1
	The MWAB-gNB may also be instructed by the OAM system to establish N2 interface using the NG setup procedure defined in TS 38.413 [8] with some AMFs over the PDU session provided by MWAB-UE.

	Solution #4
	The MWAB-gNB connects to the AMF via the backhaul IP connectivity provided by the MWAB-UE.
The MWAB-gNB initiates the service towards UE

	Solution #5
	The MWAB-UE provides to the MWAB gNB the IP address it can use to contact the OAM server.
The MWAB-gNB contact the OAM server and obtains configuration



Regarding the registered MWAB-UE authorization status change, three solutions are summarized as follows.
-	MWAB-UE authorization status change from allowed to not-allowed:
Table 7.2-3:  MWAB-gNB operation handling
	Solutions
	How to notify the MWAB-UE of authorization status change?
	MWAB-UE authorization status change from allowed to not-allowed

	Solution #1
	Any procedure that provides allowed S-NSSAI
	N/A.

	Solution #4
	UE Configuration Update
	MWAB-gNB triggers the move of connected UEs to other cells
MWAB-gNB may remove the TNLA and N GAP connection towards the AMF  
MWAB-UE may release the BH PDU Session(s) 
MWAB-UE may deregister from the AMF

	Solution #5
	UE Configuration Update
	MWAB-gNB hands over to other gNBs the UEs it serves.
MWAB-gNB stops serving any UE and informs OAM it is out of service.  The MWAB-gNB also releases all the NG connections to the AMFs if is connected to over the B/H PDU sessions
MWAB-UE releases all the b/h PDU sessions



-	MWAB-UE authorization status change from not-allowed to allowed:
	Solutions
	How to notify the MWAB-UE of authorization status change?
	MWAB-UE authorization status change from NOT allowed to allowed

	Solution #1
	Any procedure that provides allowed S-NSSAI
	N/A.

	Solution #4
	UE Configuration Update
	Same as the MWAB-gNB operation initiation

	Solution #5
	UE Configuration Update
	Same as the MWAB-gNB operation initiation



* * * * Second change * * * *
[bookmark: _Toc164709236][bookmark: _Toc164783218]8.2	KI#2 Conclusion
Editor's Note: this clause contains interim conclusions that need to be further confirmed when removing this editor's note. This is work in progress that may require coordination with other groups.
It is proposed to proceed normatively based on these principles.
1) 	From SA2 perspective there is no need to specify AS level indication in RRC connection establishment that the MWAB-UE intends to operate as MWAB. 
-	The operator-specific dedicated S-NSSAI(s) for MWAB operation may be used for a MWAB-UE, to enable BH AMF to detect a UE intends to operate as MWAB. The location and time restriction can be based on related slicing features. The MWAB-UE may deregister any S-NSSAI for MWAB operation and request only S-NSSAI(s) that are not dedicated to MWAB Operation if it does not need to use BH PDU sessions.
NOTE 1:	No enhancement is expected by using existing control mechanism of the slicing regarding the MWAB. 
NOTE 2:	Details of using dedicated S-NSSAI(s) (including the enforcement of traffic of the UE that is no longer authorized to be MWAB) will be addressed in the normative phase.
Editor's note: the current majority view is that to detect a UE intends to operate as MWAB, dedicated S-NSSAI(s) for MWAB operation may be used for a MWAB-UE. If dedicated S-NSSAIs for MWAB operation are used, then the location and time restriction can be based on related slicing features. The MWAB UE, may deregister any S-NSSAI for MWAB operation and request only S-NSSAI(s) that are not dedicated to MWAB Operation if it does not need to use BH PDU sessions. 
2) 	From SA2 perspective there is no need to indicate to NG-RAN serving a MWAB-UE that the MWAB-UE is authorized to act as MWAB-UE. 
3) 	The MWAB-gNB releases the NG connections when it is no longer authorized to operate. The MWAB-gNB should hand over the UE(s) it serves to other cells before it releases the NG connection. For the case that the BH PDU sessions are released by the MWAB-UE, the MWAB-UE does it only if the MWAB-gNB instructs the MWAB-UE that it may do so.
* * * * End of changes * * * *
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