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Table 8.7.5.2.5-1: Definition of type EECContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eecId
	string
	M
	1
	Unique identifier of the EEC
	

	cntxId
	string
	M
	1
	Unique identifier assigned to the EEC Context
	

	ueId
	Gpsi
	O
	0..1
	The identifier of the UE hosting the EEC.
	

	e1Subs
	array(string)
	O
	1..N
	List of subscription IDs for the capability exposure for the EEC ID.
	

	ueLoc
	LocationArea5G
	O
	0..1
	Latest location information of the UE hosting the EEC, that is available at the EES.
	

	acProfs
	array(ACProfile)
	O
	1..N
	List of ACs profiles
	

	sessCntxs
	SessionContexts
	O
	0..1
	List of associated Service Session Contexts. Each Service Session Context includes information maintained by the EES for the services (involving UE related resources) received from an EAS registered to the EES.
	

	eecSrvContSupp
	EECSrvContinuitySupport
	O
	0..1
	Represent service continuity support related information. 
	EdgeApp_2

	ueMobSuppInd
	boolean
	O
	0..1
	Contains the UE Mobility Support indication.

When set to "true", this attribute indicates that UE Mobility Support is required. When set to "false" or omitted, this attribute indicates that UE Mobility Support is not required.

The default value when omitted is "false".
	EdgeApp_2
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Change 1
[bookmark: _Toc37790983][bookmark: _Toc42003934][bookmark: _Toc50584250][bookmark: _Toc50584594][bookmark: _Toc57673437][bookmark: _Toc163051723]7.2.6	UE ID
The UE Identifier (UE ID) uniquely identifies a particular UE within a PLMN domain. UE ID can be:
a)	a GPSI, as defined in 3GPP TS 23.501 [2].
NOTE 1:	For user's privacy reasons, GPSI in the form of MSISDN can be used only after obtaining user's consent.
NOTE 2:	To protect user's privacy, if MSISDN cannot be used then AF-specific UE ID which is a GPSI in the form of an External ID may either be acquired through the NEF's Nnef_UEId_Get service operation (see TS 23.502 clause 4.15.10) or other out of scope means (e.g. pre-configuration).
b)	an EEL-generated Edge UE ID, as defined in clause 7.2.9.


[bookmark: _Toc163051749]Change 2
8.2.8	EEC Context
The EEC Context includes information about an EEC for receiving edge enabler services.
Table 8.2.8-1: EEC Context 
	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	EEC Context ID
	M
	Identifier assigned to the EEC Context 

	Source EES Endpoint
	M
	The endpoint address (e.g., URI, IP address) of the EES that provided EEC context ID.

	UE Identifier
	O
	The identifier of the hosting UE (i.e., GPSI or identity token) 

	List of EDGE-1 subscriptions
	O
	List of subscriptions IDs for capability exposure to the EEC ID (NOTE).

	UE location 
	O
	Latest UE location of the UE hosting the EEC which was available at the EES.

	List of AC Profiles
	O 
	Information about the ACs as described in Table 8.2.2-1.

	UE Mobility Support Requirement
	O
	Indicates UE requires mobility support or not.
For the request over EDGE-1 interface, the EES as per ECSP policy and EAS requirements, may decide whether to subscribe to NEF or NWDAF for UE location information based on this information.

	List of Service Session Contexts
	O
	List of associated Service Session Context IEs. Each Service Session Context includes information maintained by the EES for the services (involving UE related resources) received from an EAS registered to the EES.

	> Service Session Context
	M
	Service Session Context is described in Table 8.2.8-2

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	NOTE:	The corresponding EDGE-1 subscription information may include 3GPP CN subscription information such as subscription correlation ID



Table 8.2.8-2: Service Session Context
	Information element
	Status
	Description

	EAS ID 
	M
	Identifier of the EAS providing the application services

	EAS Endpoint
	M
	Endpoint information of the EAS.

	AC ID 
	O 
	Identifier of the AC ID for which the service session is provided, if determined.

	Selected ACR scenario list
	O
	List of selected ACR scenarios.




Change 3
[bookmark: _Toc163051777]8.3.3.3.2	Service provisioning request
Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 
Table 8.3.3.3.2-1: Service provisioning request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s) (NOTE)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	Application information (NOTE)
	O
	List of information about services the EEC wants to connect to, including the option to provide application group profile information.

	> AC Profile
	M
	Application Profile as described in Table 8.2.2-1.

	> Application Group profile
	O
	Application Group profile associated with the AC Profile, as defined in Table 8.2.11-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.
When requesting service provisioning for T-EES discovery, if the EEC requires that T-EES must support "EEC executed ACR via T-EES" scenario, then EEC includes only "EEC executed ACR via T-EES" in this IE

	Prediction expiration time 
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area.

	UE Identifier
	O 
	The identifier of the UE (i.e., GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	ECSP identifiers
	O
	The list of EEC preferred ECSPs that provide the EES.

	NOTE:	Only one of AC Profile(s) or Application information shall be provided.





Change 4
[bookmark: _Toc163051779]8.3.3.3.4	Service provisioning subscription request
Table 8.3.3.3.4-1 describes the information elements for service provisioning subscription request from the EEC to the ECS. 
Table 8.3.3.3.4-1: Service provisioning subscription request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Notification Target Address (NOTE 1, NOTE 2)
	O
	The Notification Target Address (e.g. URL) where the notifications destined for the EEC should be sent to.

	AC profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e., GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	ECSP identifiers
	O
	The list of EEC preferred ECSPs that provide the EES.

	EEC Triggering request (NOTE 2)
	O
	Indicates that EEC Triggering is requested

	NOTE 1:	When SEAL NMS is used this IE is same as Callback URL in SEAL notification management service.
NOTE 2:	One of them may be provided.




Change 5
[bookmark: _Toc163051804]8.4.2.3.2	EEC registration request
Table 8.4.2.3.2-1 describes information elements in the EEC registration request from the EEC to the EES. 
Table 8.4.2.3.2-1: EEC registration request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e., GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Profiles of ACs for which the EEC provides edge enabling services. AC Profiles are further described in Table 8.2.2-1. 

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	EAS selection request indicator 
	O
	Indicates the request for EAS selection support from the EES (e.g., for constrained device).  

	UE type 
	O
	Indicates UE or device type (e.g. constrained device) 

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	EEC context ID (NOTE)
	O
	Identifier of the EEC context obtained from a previous registration. 

	Source EESID (NOTE)
	O
	Identifier of the EES that provided EEC context ID.

	Source EES Endpoint (NOTE)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	UE Mobility Support Requirement
	O
	Indicates UE requires mobility support or not 

	NOTE:	This IE shall not be present when EEC registration is performed as part of ACR.





Change 6
[bookmark: _Toc163051868]8.5.3.2	EAS discovery request
Table 8.5.3.2-1 describes information elements for the EAS discovery request. Table 8.5.3.2-2 provides further detail about the EAS Discovery Filter information element.
Table 8.5.3.2-1: EAS discovery request
	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EECID)

	UE Identifier
	O
	The identifier of the UE (i.e., GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	Serving MNO information (NOTE 2)
	O
	The serving MNO information (e.g. MNO name, PLMN ID) which is serving the subscriber.

	Target DNAI (NOTE 1)
	O
	Target DNAI information which can be associated with potential T-EAS(s)

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC or, if this message is sent by the EEC to discover a T‑EAS, which ACR scenario(s) are intended to be used for the ACR.

	EES Service Continuity Support (NOTE 1)
	O
	The IE indicates if the S-EES supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EES or, if the EAS discovery is used for an S‑EES executed ACR according to clause 8.8.2.5, which ACR scenario is to be used for the ACR.

	EAS Service Continuity Support (NOTE 1)
	O
	The IE indicates if the S-EAS supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EAS or, if the EAS discovery is used for an S‑EAS decided ACR according to clause 8.8.2.4, which ACR scenario is to be used for the ACR.

	EAS Instantiation Triggering Suppress
	O
	Indicates to the EES that EAS instantiation triggering should not be performed for the current request, and Instantiable EAS Information (e.g. instantiated, instantiable but not be instantiated yet) is to be provided in response.

	EAS selection request indicator 
	O
	Indicates the request for EAS selection support from the EES (e.g., for constrained device).

	Indication of service continuity planning
	O
	Indicates that this EAS discovery request is triggered for service continuity planning.

	Prediction expiration time
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest. This IE is used by EES as analytics input to get edge load analytics information from ADAES service as described in clause 8.8 of TS 23.436 [27].

	NOTE 1:	This IE shall not be included when the request originates from the EEC.
NOTE 2:	This IE shall be included if edge node sharing is used.





Change 7
[bookmark: _Toc57673569][bookmark: _Toc163051870]8.5.3.4	EAS discovery subscription request
Table 8.5.3.4-1 describes the information elements for EAS discovery subscription request from the EEC to the EES. 
Table 8.5.3.4-1: EAS discovery subscription request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e., GPSI or identity token)

	Event ID
	M
	Event ID:
- EAS availability change
- EAS dynamic information change

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Notification Target Address (NOTE 1)
	O
	The Notification target address (e.g. URL) where the notifications destined for the EEC should be sent to.

	EAS discovery filters
	O
	Set of characteristics to determine matching EASs (as detailed in Table 8.5.3.2-2).
Applicable for "EAS availability change" event

	EAS dynamic information filters
	O
	List of dynamic information changes (as detailed in Table 8.5.3.4-2) about EAS, the EEC is interested in.
Applicable for "EAS dynamic information change" event

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	EAS Instantiation Triggering Indication (NOTE 2)
	O
	Indicates to the EES that EAS instantiation triggering may be performed for the current request if needed.

	EAS Instantiation Triggering Suppress (NOTE 2)
	O
	Indicates to the EES that EAS instantiation triggering should not be performed for the current request, and Instantiable EAS Information (e.g. instantiated, instantiable but not be instantiated yet) is to be provided in the notification.  

	EEC Triggering request (NOTE 1)
	O
	Indicates that EEC Triggering is requested

	NOTE 1:	One of them may be included in the request message.
NOTE 2:	One of them may be included in the request message.



Table 8.5.3.4-2: EAS dynamic information filters
	Information element
	Status
	Description

	List of dynamic information filters 
	M
	List of EAS dynamic information required by the EEC per EAS.

	> EASID
	M
	Identifier of the EAS

	> ACIDs
	O
	Flag to notify change in list of ACIDs served by the EAS

	> EAS Description
	O
	Flag to notify change in description of the. EAS.

	> EAS Endpoint
	O
	Flag to notify change in EAS endpoint It may also include one or more EAS endpoints to be monitored by the EES. If no EAS endpoint is provided, all EASs registered in the EES will be monitored.

	> EAS Features
	O
	Flag to notify any change in features provided by the EAS

	> EAS Schedule
	O
	Flag to notify change in availability schedule of the EAS (e.g. time windows)

	> EAS Service Area
	O
	Flag to notify change in geographical service area that the EAS serves

	> EAS Service KPIs
	O
	Flag to notify change in characteristics of the EAS.

	> EAS Status
	O
	Flag to notify change in the status of the EAS (e.g. enabled, disabled, etc.) 

	> Service continuity support
	O
	Flag to notify change in EAS support for service continuity.


	


Change 8
8.6.2.3.2	UE location request
Table 8.6.2.3.2-1: UE location request
	Information element
	Status
	Description

	UE ID
	M
	Identifies the UE for which location will be reported (i.e.,g. GPSI)

	Security credentials
	M
	Security credentials of the EAS

	Location granularity
	O
	Indicates format of location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.) that can be understood by the EAS

	Location QoS
	O
	Indicates the location quality of service as described in clause 4.1b of 3GPP TS 23.273 [9].




Change 9
8.6.2.3.4	UE location subscribe request
Table 8.6.2.3.4-1: UE location subscribe request
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	UE ID (NOTE)
	O
	Identifies the UE for which location will be reported (i.e., GPSI)

	UE Group ID (NOTE)
	O
	Identifies a group of UEs as defined in clause 7.2.7

	Security credentials
	M
	Security credentials of the EAS

	Notification Target Address
	M
	Notification Target Address of the EAS where the notification is to be sent by the EES

	Event reporting information 
	O
	Event Reporting Information as specified in Table 4.15.1-1 of 3GPP TS 23.502 [3], e.g. event reporting mode.

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	Location Granularity
	O
	indicates format of location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.) that can be understood by the EAS

	Location QoS
	O
	Indicate the location quality of service as described in clause 4.1b of 3GPP TS 23.273 [9].

	NOTE:	Either UE ID or UE Group ID shall be provided.



[bookmark: _Toc37791041][bookmark: _Toc42004011][bookmark: _Toc50584353][bookmark: _Toc50584697][bookmark: _Toc57673602][bookmark: _Toc163051901]Change 10
8.6.2.3.6	UE location notification
Table 8.6.2.3.6-1: UE location notification
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the subscription stored in the EES for the request

	List of event notifications
	M
	A list of event notifications for one or more UEs.

	> UE ID
	M
	The identifier of each UE (i.e., GPSI or identity token)

	> UE location
	M 
	Location of the UE 

	> Timestamp
	O
	Indicates the age of the location information

	> Location accuracy
	O
	Indicates accuracy of the location information

	> Location type
	M
	Indicates whether it is a predictive or actual UE location change.



Change 11
[bookmark: _Toc163051925]8.6.3.3.2	ACR management event subscribe request
Table 8.6.3.3.2-1 describes the information elements for an ACR management event subscribe request from the EAS to the EES. 
Table 8.6.3.3.2-1: ACR management event subscribe request
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	Security credentials
	M
	Security credentials of the EAS

	UE ID (NOTE 1)
	O
	The identifier of the UE (i.e., GPSI or identity token)

	UE Group ID (NOTE 1)
	O
	Identifies a group of UEs as defined in clause 7.2.7

	Event ID(s)
	M
	Event ID:
- user plane path change
- ACR monitoring 
- ACR facilitation
- ACT start/stop
- ACR selection

	Indication of service continuity planning (NOTE 3)
	O
	Indicates that whether the service continuity planning is required i.e. whether EES shall monitor UE entering the predicted location. 

	Traffic filter information
	O
	The traffic filter information includes IP flow description, domain description (domain name, applicable protocol and matching criteria) or URI.

Applicable for the "user plane path change" event, the "ACR monitoring" event and "ACR facilitation" event.

	Event Report (NOTE 2)
	O
	Event Reporting Information as specified in 3GPP TS 23.502 [3]

	Notification Target Address
	M
	Notification Target Address of the EAS where the notification is to be sent by the EES

	Type of subscription
	O
	Indicates Early and/or Late notification to inform if the notification needs to be received before and/or after UP path configuration. Applicable for the "user plane path change" event.

	Indication of EAS acknowledgement
	O
	This IE indicates the EES to include indication of "AF acknowledgement to be expected" within the AF request for subscribing UP path management events to 3GPP network and that the EAS will provide an acknowledgement as a response for the notifications of UP path management events to the EES. Applicable for the "user plane path change" event.

	Indication of EAS acknowledgement for service continuity planning
	O
	This IE indicates that the EAS will provide an acknowledgement as a response to the notification of ACR management notification related to service continuity planning.

	Event Filter
	O
	Event filter as specified in 3GPP TS 23.501 [2]

	EAS characteristics for ACR
	O
	Set of characteristics to determine required EAS as detailed in Table 8.5.3.2-2.
Applicable for the "ACR monitoring" event and "ACR facilitation" event.

	NOTE 1:	Either UE ID or UE Group ID shall be provided if the Event ID(s) includes any of the "user plane path change", "ACR monitoring" and "ACR facilitation" events. UE ID or UE Group ID are not applicable to "ACT start/stop" and "ACR selection" event.
NOTE 2:	This IE shall be present if the Event ID(s) includes any of the "user plane path change", "ACR monitoring" and "ACR facilitation" events. This IE is not applicable to "ACT start/stop" and "ACR selection" event.
NOTE 3:	This IE is applicable for "ACR monitoring", "ACR facilitation".





[bookmark: _Toc163052081]Change 12
8.8.4.6	Retrieve EES request
Table 8.8.4.6-1 describes the information elements to retrieve T-EES information from the ECS. 
Table 8.8.4.6-1: Retrieve EES request
	Information element
	Status
	Description

	EESID
	M
	Identifier of the EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	M
	The identifier of the EAS.

	Application Group ID
	O
	Application group identifier as defined in 7.2.11. Indicates to the ECS that the request is to obtain EES list for the announcement of common EAS

	Bundle ID (NOTE)
	O
	A bundle ID as described in clause 7.2.10. 

	> Bundle type
	O
	Type of the EAS bundle as described in clause 7.2.10

	Target DNAI
	O
	The target DNAI information which can be associated with potential T-EES(s) and/or T-EAS(s).

	UE Identifier
	O 
	The identifier of the UE (i.e., GPSI or identity token)

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	EEC service continuity support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	Prediction expiration time 
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest. 

	AC service continuity support
	O
	Indicates if the AC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the AC.

	ENS indication
	O
	Indicates whether edge node sharing is used.

	Serving MNO information 
	O
	The serving MNO information (e.g. MNO name, PLMN ID) which is serving the subscriber.

	NOTE:	The bundle ID is provided only when bundle type indicates the proxy bundle.




[bookmark: _Toc163052083]Change 13
8.8.4.8	ACR information subscription request
Table 8.8.4.8-1 describes the information elements for ACR information subscription request from the EEC to the EES. 
Table 8.8.4.8-1: ACR information subscription request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e., GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID(s) 
	M
	The identifier of the EAS(s)

	ACID(s)
	O
(NOTE)
	The identifier of the AC(s)

	Event ID(s)
	M
	Event ID:
- Target information notification
- ACR complete

	Notification target address
	M
	Notification target address

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	[bookmark: OLE_LINK102][bookmark: OLE_LINK108]NOTE:	If ACID(s) IE is not included, it implies that the subscription corresponds to all ACs that can be served by the EAS(s).




