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1	Introduction
In last meeting, the discussion on paging for Ambient IoT device reached following agreements:
	RAN3#123bis:
AIoT Paging can be used to reach one or more devices for identified AIoT services (e.g., inventory, command).


In this contribution, we will continue to provide our views on paging for Ambient IoT.
[bookmark: OLE_LINK5]2	Discussion
During last meeting, the function of A-IoT paging is clearly defined which can be used in inventory or command. The A-IoT paging may target to single device, a certain group of devices, or all devices. Regard to the device ID carried in paging messages, we will discuss these three cases one by one.
· A-IoT paging for single device
In this case, a specific device ID should be included. The paging ID transmitted in A-IoT paging message over NGAP/XXAP should be a permanent ID. In order to avoid the exposure, NAS encryption is required to reduce the security issue. The use of same encryption algorithm on application server and device can ensure that the device can derive the encrypted ID. SA3 currently study the NAS security for A-IoT device and how to enable NAS encryption depends on their decision. 
Observation 1: The use of same encryption algorithm on application server and device can ensure that the device can derive the encrypted ID.
· A-IoT paging for group of devices
If the A-IoT paging is for group of devices, mask ID, feature ID or a list of specific device IDs, etc. may be contained in A-IoT paging message over NGAP/XXAP. Whatever the paging is for single device or group of devices, it is noted that single ID or group IDs included in the paging message should always be saved in A-IoT devices’ memory or can be derived by A-IoT devices. Followed by this way, each Ambient IoT device can determine whether the A-IoT paging is targeted to itself by comparing its own information and the identifier contained in A-IoT paging.
Observation 2: Single ID or group IDs for A-IoT devices included in the A-IoT paging message should always be saved in A-IoT devices’ memory or can be derived by A-IoT devices.
· A-IoT paging for all devices
When A-IoT paging is target to all devices, no device ID might be carried in the paging message. Each A-IoT devices will perform the random access as the response of the A-IoT paging after finding that none of ID is included. Note that it does not preclude the possibility that an indicator will be used to represent the inventory or command all devices.
Proposal 1: The NGAP/XXAP A-IoT paging message may include single device ID in the case of A-IoT paging for single device; mask ID, feature ID or a list of device IDs in the case of A-IoT paging for group of devices; none of the ID in the case of A-IoT paging for all devices.

When review the legacy paging mechanism, the legacy paging procedure is only a class 2 procedure to enable the AMF to reach UEs in RRC_IDLE and in RRC_INACTIVE state through paging messages in the specific area. Once receiving the paging message, UE will perform random access to the network without any response message. 
By comparison, it is concluded that the A-IoT paging could be used for inventory or command by the request from the application server. According to the request from application server, the CN can trigger the inventory-only service, command-only service, and inventory and command service using A-IoT paging procedure over NGAP/XXAP. 
Proposal 2: According to the request from application server, the CN can trigger the inventory-only service, command-only service, and inventory and command service using A-IoT paging procedure over NGAP/XXAP.
[bookmark: _Hlk163078075][bookmark: _Hlk163344141]If the request from application server is inventory, it is necessary for CN to trigger the inventory-only service to retrieve the A-IoT device IDs by using A-IoT paging. After receiving the request message from CN, the base station, representing A-IoT RAN node in topology 1 and gNB in topology 2, will trigger the A-IoT paging to A-IoT device. As the response to A-IoT paging, each A-IoT device successively performs the random access and reports the device ID to the reader and base station. Once the reader and base station collects the certain amount of device IDs, it will finally report to the CN. A brief illustration of an A-IoT paging procedure for topology 1 is shown in Fig. 1.


Figure 1: Illustration of an A-IoT paging procedure (Inventory)
[bookmark: _Hlk166058599]In topology 1, A-IoT RAN node acted as the reader shall definitely know the inventory request from CN. In topology 2, being aware of the inventory request will help gNB choose appropriate readers to inventory effectively. Thus, regardless of topology 1 or topology 2, we think the base station should realize the inventory request from CN to construct a harmonized architecture for two topologies. A potential scenario worth discussing is that a base station may receive another inventory request at the time it is already in the process of inventory. It may reject the latest request to make the CN aware of the collision. 
[bookmark: _Hlk163121006]Observation 3: In topology 1, A-IoT RAN node acted as the reader shall definitely know the inventory request from CN. In topology 2, being aware of the inventory request will help gNB choose appropriate readers to inventory effectively.
Observation 4: If a base station receives other inventory request at the time it is already in the process of inventory, it may reject the latest request to make the CN aware of the collision.
Proposal 2: Regardless of topology 1 or topology 2, the base station should realize the inventory request from CN to construct a harmonized architecture for two topologies.

Besides, the base station should include the collective device IDs in the response message. For the purpose of simplifying analysis, we can start with the topology 1. Three alternatives for device ID reporting mechanism are foreseen from A-IoT RAN node to the CN.
1) [bookmark: _Hlk163085436]A-IoT RAN node immediately reports device ID to the CN upon receiving from the A-IoT device;
2) A-IoT RAN node collects device ID from the A-IoT devices and sends random number of device IDs to the CN based on implementation;
3) A-IoT RAN node reports the device ID list to the CN until collecting all the device IDs from the A-IoT devices;
From our point of view, alternative 1 should be excluded as it will result in signalling burden with frequent signalling exchange over NGAP/XXAP. As a designer of interface, we do not want to see such frequent transmissions of device ID. Regard to other two left options, we do not have a clear inclination. The alternative 2 provides a more flexible mechanism for reporting controllable device IDs, but the negative impact is that it will bring extra reporting messages. By comparison, the alternative 3 supports reduction of signalling overhead with single message, but it requires a long transmission time to collect and send all device ID within the device ID list. Actually, it is difficult to finalize which alternative to choose, we suggest to further analyse the signalling impact on the device ID reporting mechanism. 
In sum, whatever for alternative 2 or alternative 3, the inventory service from CN will adopt class-1 A-IoT paging procedure as baseline. As an addition, a new class 2 procedure should be initiated by base station to report the device IDs since it may report multiple times during the inventory process in the alternative 2. Based on the current proposed reporting mechanism, the inventory service from CN could be a class 1 A-IoT paging procedure or a class 1 A-IoT paging procedure with a class 2 A-IoT paging procedure.
Proposal 3: Exclude the reporting mechanism where A-IoT RAN node immediately reports device ID to the CN upon receiving from the A-IoT device.
Proposal 4: Further analyse following device ID reporting mechanism:
1) A-IoT RAN node collects device ID from the A-IoT devices and sends random number of device IDs to the CN based on implementation;
2) A-IoT RAN node reports the device ID list to the CN until collecting all the device IDs from the A-IoT devices;
Proposal 5: The inventory service from CN could be a class 1 A-IoT paging procedure or a class 1 A-IoT paging procedure with a class 2 A-IoT paging procedure.

Additionally, if the request from application server is command, the CN can trigger A-IoT paging with the command-only service, or the inventory and command service. If the command-only service is triggered, it implies that the CN has already triggered the inventory service for the same devices. If the inventory and command service is triggered by A-IoT paging from CN, it means the CN requests A-IoT RAN node to initiate the two services sequentially. Once receiving the A-IoT paging request from CN, A-IoT RAN node will initiate the inventory service first, and followed by command service. Once the device receives the command from reader, CN needs to receive the feedback from base station that whether the command is executed successfully. If the command is to write, the feedback will be whether the write is successful or not; if the command is to read, the feedback will be the content of the device. Obviously, the command service from CN should be a class-1 A-IoT paging procedure. 
Observation 5: If the inventory and command service is triggered by A-IoT paging from CN, it means the CN requests A-IoT RAN node to initiate the two procedures sequentially.
Proposal 6: The command service from CN should be a class-1 A-IoT paging procedure.
From our view, the A-IoT paging procedure could use a harmonized procedure over NGAP for inventory and command service, where the requested IE in the message could be vary depending on the service type. If the A-IoT RAN node can differentiate between types of services and perform corresponding behaviours upon receiving the paging message, the service type should be included in the A-IoT paging request message from CN. 
Observation 6: the A-IoT paging procedure could use a harmonized procedure over NGAP for inventory and command service, where the requested IE in the message could be vary depending on the service type.
Proposal 7: The service type should be included in the A-IoT paging request message from CN.

3	Conclusion
Based on the discussions mentioned above, in this contribution we provide some discussions on paging for Ambient IoT:
Observation 1: The use of same encryption algorithm on application server and device can ensure that the device can derive the encrypted ID.
Observation 2: Single ID or group IDs for A-IoT devices included in the A-IoT paging message should always be saved in A-IoT devices’ memory or can be derived by A-IoT devices.
Observation 3: In topology 1, A-IoT RAN node acted as the reader shall definitely know the inventory request from CN. In topology 2, being aware of the inventory request will help gNB choose appropriate readers to inventory effectively.
Observation 4: If a base station receives other inventory request at the time it is already in the process of inventory, it may reject the latest request to make the CN aware of the collision.
Observation 5: If the inventory and command service is triggered by A-IoT paging from CN, it means the CN requests A-IoT RAN node to initiate the two procedures sequentially.
Observation 6: the A-IoT paging procedure could use a harmonized procedure over NGAP for inventory and command service, where the requested IE in the message could be vary depending on the service type.
Proposal 1: The NGAP/XXAP A-IoT paging message may include single device ID in the case of A-IoT paging for single device; mask ID, feature ID or a list of device IDs in the case of A-IoT paging for group of devices; none of the ID in the case of A-IoT paging for all devices.
Proposal 2: Regardless of topology 1 or topology 2, the base station should realize the inventory request from CN to construct a harmonized architecture for two topologies.
Proposal 3: Exclude the reporting mechanism where A-IoT RAN node immediately reports device ID to the CN upon receiving from the A-IoT device.
Proposal 4: Further analyse following device ID reporting mechanism:
3) A-IoT RAN node collects device ID from the A-IoT devices and sends random number of device IDs to the CN based on implementation;
4) A-IoT RAN node reports the device ID list to the CN until collecting all the device IDs from the A-IoT devices;
Proposal 5: The inventory service from CN could be a class 1 A-IoT paging procedure or a class 1 A-IoT paging procedure with a class 2 A-IoT paging procedure.
Proposal 6: The command service from CN should be a class-1 A-IoT paging procedure.
Proposal 7: The service type should be included in the A-IoT paging request message from CN.
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