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1	Introduction
In this contribution, we’d like to discuss the issues in the LS on FS_VMR_Ph2 solution impacts to RAN (S2-2405822/ R3-243021).In order to evaluate the solutions and derive principles/conclusions for normative work, SA2 would like to obtain some feedback from RAN3 regarding the following questions:

- Question 1: SA2 currently considers that the MWAB (MWAB-UE) authorization could be based on dedicated slice ID(s) (S-NSSAI(s)). Therefore, from SA2 perspective no MWAB-specific AS layer indication at MWAB-UE's RRC establishment is required. SA2 would like to also point out that if there was a strict need for indication at AS layer, the existing mechanism of including S-NSSAI in RRC connection establishment could be considered. SA2 would like to invite RAN3 to provide the feedback if any scenario considered by RAN3 needs such a MWAB-specific AS layer indication. Note that SA2 considers the MWAB-gNB and MWAB-UE may register and connect to different PLMNs, and the authorization of the MWAB-UE is different from the MWAB-gNB service authorization/configuration/activation by OAM/SeGW.   

[bookmark: _Hlk164345085]- Question 2: For the MWAB (MWAB-UE) authorization result, SA2 could not identify any reason to inform/update that to the NG-RAN serving the MWAB-UE. Therefore, SA2 would like to understand from RAN3's perspective whether the MWAB authorization result needs to be provided to the NG-RAN serving the MWAB-UE.

[bookmark: _Hlk166170000]- Question 3: To support mobility of the MWAB, some solutions assume that the MWAB-gNB can instantiate two cells (with same gNB ID or different gNB ID), and handover connected UEs between the two cells. The different gNB IDs use case is driven by the need to change AMF if the MWAB moves into a geographic area where a different AMF must be chosen to serve UEs. SA2 would like to ask RAN3 to confirm if this can be supported or not.  	

- Question 4: SA2 discussed the scenario of Xn interface between RAN nodes over the IP connectivity provided by the PDU session of MWAB-UE, and would like to ask RAN3 if this scenario can be supported by RAN3. 

2	Discussion 
Regarding the following SA2 question:
- Question 1: SA2 currently considers that the MWAB (MWAB-UE) authorization could be based on dedicated slice ID(s) (S-NSSAI(s)). Therefore, from SA2 perspective no MWAB-specific AS layer indication at MWAB-UE's RRC establishment is required. SA2 would like to also point out that if there was a strict need for indication at AS layer, the existing mechanism of including S-NSSAI in RRC connection establishment could be considered. SA2 would like to invite RAN3 to provide the feedback if any scenario considered by RAN3 needs such a MWAB-specific AS layer indication. Note that SA2 considers the MWAB-gNB and MWAB-UE may register and connect to different PLMNs, and the authorization of the MWAB-UE is different from the MWAB-gNB service authorization/configuration/activation by OAM/SeGW.   

It can be observed that SA2 decide to use slice authorization mechanism to authorize the MWAB-UE instead of the authorization mechanism for mobile IAB. Considering that the backhaul PDU session is associated with a specific slice and the corresponding slice is assumed to be dedicated for backhaul usage, it seems feasible to use the slice authorization mechanism.
 If slice authorization mechanism is used, then there is no need for a gNB to be aware of the UE is WAB-MT so that it can perform the AMF selection, it seems that the AS indication during RRC establishment is not needed. 
Observation 1, if slice authorization mechanism is used to authorize the MWAB-UE instead of the authorization mechanism for mobile IAB, AMF selection for further obtaining the authorization information is not needed.
Proposal 1, for the question 1, RAN3 feedbacks SA2 the following: RAN3 thinks that the slice authorization mechanism is feasible, and if it’s used, the MWAB-specific AS layer indication during RRC connection establishment is not needed.
Regarding the following SA2 question:
- Question 2: For the MWAB (MWAB-UE) authorization result, SA2 could not identify any reason to inform/update that to the NG-RAN serving the MWAB-UE. Therefore, SA2 would like to understand from RAN3's perspective whether the MWAB authorization result needs to be provided to the NG-RAN serving the MWAB-UE.

As RAN3 agreed that “A WAB-gNB cannot serve WAB-MT(s).”, we think the serving gNB of WAB-MT should be aware of whether this UE is authorized as WAB-MT, so that it can select a proper target gNB (non-WAB-gNB) during handover. 
If the legacy authorization mechanism is not used for WAB-MT, we think the following options can be considered for a serving gNB being aware of the authorized WAB-MT.
- option 1, implicit indication by OAM configuration, the gNB is configured by OAM which slice is dedicated used for WAB’s backhaul PDU session, after the slice authorization, the gNB can obtain the authorized slice information (i.e. allowed NSSAI) or the slice used for the PDU session after PDU session setup, from the AMF, if the slice indicated by OAM is included in the allowed NSSAI or the PDU session info, then the serving gNB can know that the UE is an authorized WAB-MT.
- option 2, explicit indication as legacy, after the slice authorization for the backhaul PDU session, the AMF notify the gNB the UE is authorized as WAB-MT.
- option 3, explicit indication in the slice related info, indicate in the allowed NSSAI or slice info in the PDU session, whether this slice is used for backhaul PDU session.
- option 4, explicit indication from UE, after slice authorization for the backhaul PDU session, the WAB-MT as UE notify the serving gNB via RRC message (may not be the RRC messages during RRC establishment).
We think at least option 1 can be supported which has no stage 3 impacts. In case OAM does not have such configuration, other options can be further discussed.
Observation 2, gNB needs to be aware of whether this UE is authorized as WAB-MT to ensure A WAB-gNB cannot serve WAB-MT(s).
Observation 3, OAM-based solution can be used to configure a dedicated slice for backhaul PDU session, so that the gNB can deduce whether the UE is authorized as WAB-MT based on the slice info received from AMF during context setup/modify or PDU session resource setup/modify procedure.
Proposal 2, RAN3 agree the TP in the Annex to capture the OAM-based solution. 
Proposal 3, for the question 2, RAN3 feedbacks SA2 the following: RAN3 thinks that the serving gNB needs to be aware of whether this UE is authorized as WAB-MT to ensure A WAB-gNB cannot serve WAB-MT(s), if slice authorization mechanism is used, there may be multiple options for RAN3 for further discussion and down-selection.
Regarding the following SA2 question:
- Question 3: To support mobility of the MWAB, some solutions assume that the MWAB-gNB can instantiate two cells (with same gNB ID or different gNB ID), and handover connected UEs between the two cells. The different gNB IDs use case is driven by the need to change AMF if the MWAB moves into a geographic area where a different AMF must be chosen to serve UEs. SA2 would like to ask RAN3 to confirm if this can be supported or not.  	

We think the mobility of the MWAB is similar to the mobility of gNB on satellite, which is discussing in NTN, thus, we prefer wait for NTN discussion to conduct a common solution.
Observation 4, the mobility of the MWAB is similar to the mobility of gNB on satellite in R19 NTN discussion a common mechanism can be considered for both MWAB mobility and gNB onboard mobility. 
Proposal 4, for the question 3, RAN3 feedbacks SA2 the following: RAN3 notes the similarities in the mobility of MWAB and gNB on satellite. Therefore, a unified solution could be considered to support both scenarios. Consequently, RAN3 prefers to await the R19 NTN discussion concerning this issue.
Regarding the following SA2 question:
Question 4: SA2 discussed the scenario of Xn interface between RAN nodes over the IP connectivity provided by the PDU session of MWAB-UE, and would like to ask RAN3 if this scenario can be supported by RAN3. 

If backhaul PDU session for Xn interface is used, it requires the corresponding gNB to be acted as a data server, which requires that gNB to support N6 interface between gNB and backhaul UPF. We assumed these functionalities can be supported by gNB implementation if confirmed by the network vendor. 
On the other hand, we think Xn connection is not mandatory for WAB-gNB, which means everything still work if there’re no Xn connections. UE served by the gNB can still perform NG-based handover instead of Xn-based handover.
Moreover, as the WAB-gNB is dynamically moving, the Xn connections between WAB-gNB and other gNBs are not stable, how to manage the dynamically updated Xn connection may need some discussion. Another concern to introduce Xn backhaul is that the transmission over PDU session backhaul may not be efficient considering the latency cross multiple network nodes.
Observation 5, backhaul PDU session for Xn is feasible but requires the peer gNB support N6 interface, which may be gNB implementation. 
Observation 6, the Xn between WAB-gNB and other gNB may be dynamically changed and there’re transmission latency issue if backhaul PDU session is used. 
Observation 7, the UE can perform NG-based handover in case there’s no Xn connection.
Proposal 5, for the question 4, RAN3 feedbacks SA2 the following: RAN3 thinks that the backhaul PDU session for Xn can be supported if the peer gNB support N6 interface by implementation, meanwhile, RAN3 have concerns on the Xn changing issue and transmission latency, in addition, RAN3 thinks that Xn connection is not mandatory for WAB-gNB.
3	Conclusion 
In this contribution, we have the following proposals. 
Question 1
Observation 1, if slice authorization mechanism is used to authorize the MWAB-UE instead of the authorization mechanism for mobile IAB, AMF selection for further obtaining the authorization information is not needed.
Proposal 1, for the question 1, RAN3 feedbacks SA2 the following: RAN3 thinks that the slice authorization mechanism is feasible, and if it’s used, the MWAB-specific AS layer indication during RRC connection establishment is not needed.
Question 2
Observation 2, gNB needs to be aware of whether this UE is authorized as WAB-MT to ensure A WAB-gNB cannot serve WAB-MT(s).
Observation 3, OAM-based solution can be used to configure a dedicated slice for backhaul PDU session, so that the gNB can deduce whether the UE is authorized as WAB-MT based on the slice info received from AMF during context setup/modify or PDU session resource setup/modify procedure.
Proposal 2, RAN3 agree the TP in the Annex to capture the OAM-based solution. 
Proposal 3, for the question 2, RAN3 feedbacks SA2 the following: RAN3 thinks that the serving gNB needs to be aware of whether this UE is authorized as WAB-MT to ensure A WAB-gNB cannot serve WAB-MT(s), if slice authorization mechanism is used, there may be multiple options for RAN3 for further discussion and down-selection.
Question 3
Observation 4, the mobility of the MWAB is similar to the mobility of gNB on satellite in R19 NTN discussion a common mechanism can be considered for both MWAB mobility and gNB onboard mobility. 
Proposal 4, for the question 3, RAN3 feedbacks SA2 the following: RAN3 notes the similarities in the mobility of MWAB and gNB on satellite. Therefore, a unified solution could be considered to support both scenarios. Consequently, RAN3 prefers to await the R19 NTN discussion concerning this issue.
Question 4
Observation 5, backhaul PDU session for Xn is feasible but requires the peer gNB support N6 interface, which may be gNB implementation. 
Observation 6, the Xn between WAB-gNB and other gNB may be dynamically changed and there’re transmission latency issue if backhaul PDU session is used. 
Observation 7, the UE can perform NG-based handover in case there’s no Xn connection.
Proposal 5, for the question 4, RAN3 feedbacks SA2 the following: RAN3 thinks that the backhaul PDU session for Xn can be supported if the peer gNB support N6 interface by implementation, meanwhile, RAN3 have concerns on the Xn changing issue and transmission latency, in addition, RAN3 thinks that Xn connection is not mandatory for WAB-gNB.
4	Reference 
[1] RP-240319, Revised SID on Study on additional topological enhancements for NR, NTT DOCOMO, INC., AT&T
5	Annex (TP to TR 38.799)
<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc45104743][bookmark: _Toc45883226][bookmark: _Toc51763505][bookmark: _Toc52266319][bookmark: _Toc64445097][bookmark: _Toc73980456][bookmark: _Toc88651152][bookmark: _Toc98351682][bookmark: _Toc98747980][bookmark: _Toc105704366][bookmark: _Toc106108484][bookmark: _Toc107829456][bookmark: _Toc112703215][bookmark: _Toc162627435]X.3.x1	 Authorization of WAB-UE
The serving gNB of WAB-UE should be aware of whether the UE is authorized as WAB-MT.
In case the slice-based authorization is used, the OAM configures dedicated slice(s) for all the backhaul usage to the gNB in advance, after the slice for the backhaul PDU session of the WAB-MT is authorized, the gNB obtains Allowed NSSAI or S-NSSAI of the PDU session from UE AMF by existing signalling, if the dedicated slice indicated by OAM is included in Allowed NSSAI or S-NSSAI of the PDU session from UE AMF, the gNB can determine that the UE is an authorized WAB-MT.
 
<<<<<<<<<<<<<<<<<<<< Change Ends >>>>>>>>>>>>>>>>>>>>
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