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A PCC rule is a set of information elements enabling the detection of a service data flow and providing parameters for policy control and/or charging control. There are two different types of PCC rules as defined in 3GPP TS 23.503 [6]:
-	Dynamic PCC rules: PCC rules that are dynamically provisioned by the PCF to the SMF. These PCC rules may be either predefined or dynamically generated in the PCF. Dynamic PCC rules can be installed, modified and removed at any time.
-	Predefined PCC rules: PCC rules that are preconfigured in the SMF. Predefined PCC rules can be activated or deactivated by the PCF at any time. Predefined PCC rules within the PCF may be grouped allowing the PCF to dynamically activate a set of PCC rules.
Additionally, predefined PCC rules may be grouped within the SMF as predefined PCC rule bases which allow the PCF to dynamically activate these sets of rules. In this case, the PCC rule identifier is used to hold the predefined PCC rule base identifier.
NOTE 1:	When the SMF interacts with the PCF for a PCC rule base, the PCF has no way of knowing which individual PCC rule of the PCC rule base caused the interaction. If such knowledge is required for specific PCC rules, then these PCC rules need to be implemented either as dynamic PCC rules or as predefined PCC rules that are not grouped in a PCC rule base. The SMF decision logic for interacting (or not) with the PCF about an event related to a PCC rule base is up to implementation and depends on the specific issue that triggered this interaction.
NOTE 2:	The operator can define a predefined PCC rule, to be activated by the SMF. Such a predefined rule is not explicitly known in the PCF.
A PCC rule consists of:
Table 4.1.4.2.1-1: PCC rule information elements
	[bookmark: historyclause]Information name
	Description
	Category

	Rule identifier
	Uniquely identifies the PCC rule, within a PDU Session.
It is used between PCF and SMF for referencing PCC rules.
	Mandatory

	
	Service data flow detection
	

	 Precedence
	Determines the order, in which the service data flow templates are applied at service data flow detection, enforcement and charging.
	Mandatory

	Service Data Flow Template
	For IP PDU traffic: Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.
For Ethernet PDU traffic: Combination of traffic patterns of the Ethernet PDU traffic.
	Mandatory

	Mute for notification
	Defines whether application's start or stop notification is to be muted.
	Optional

	
	Charging
	

	Charging key
	The charging system (CHF) uses the charging key to determine the tariff to apply to the service data flow.
	Optional

	Service identifier
	The identity of the service or service component the service data flow in a rule relates to.
	Optional

	Sponsor Identifier
	An identifier, provided from the AF, which identifies the Sponsor, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Application Service Provider Identifier
	An identifier, provided from the AF, which identifies the Application Service Provider, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Charging method
	Indicates the required charging method for the PCC rule.
Values: online or offline or none.
	Optional

	Service Data flow handling while requesting credit
	Indicates whether the service data flow is allowed to start while the SMF is waiting for the response to the credit request.
Only applicable for charging method online.
	Optional

	Measurement method
	Indicates whether the service data flow data volume, duration, combined volume/duration or event shall be measured.
This is applicable to reporting, if the charging method is online or offline.
Note: Event based charging is only applicable to predefined PCC rules and PCC rules used for application detection filter (i.e. with an application identifier).
	Optional

	Application Function Record Information
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	Optional

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for this Service identifier.
Values: mandated or not required.
	Optional

	
	Policy control
	

	5QI
	Identifier of the authorized QoS parameters for the service data flow.
	Mandatory

	ARP
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability.
	Mandatory

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed).
	Optional

	QoS Notification Control (QNC)
	Indicates whether notifications are requested from 3GPP NG-RAN when the GFBR can no longer (or again) be guaranteed for a QoS Flow during the lifetime of the QoS Flow.
	Optional

	Reflective QoS Control
	Indicates to apply reflective QoS for the SDF.
	Optional

	MBR (UL/DL)
	The uplink/downlink maximum bitrate authorized for the service data flow.
	Optional

	GBR (UL/DL)
	The uplink/downlink guaranteed bitrate authorized for the service data flow.
	Optional

	UL sharing indication
	Indicates resource sharing in uplink direction with service data flows having the same value in their PCC rule.
	Optional

	DL sharing indication
	Indicates resource sharing in downlink direction with service data flows having the same value in their PCC rule.
	Optional

	Redirect
	Redirect state of the service data flow (enabled/disabled).
	Optional

	Redirect Destination
	Controlled Address to which the service data flow is redirected when redirect is enabled.
	Optional

	Bind to default QoS Flow
	Indicates that the dynamic PCC rule shall always have its binding with the default QoS Flow.
	Optional

	Priority Level
	Indicates a priority in scheduling resources among QoS Flows.
	Optional

	Averaging Window 
	Represents the duration over which the guaranteed and maximum bitrate shall be calculated.
	Optional

	Maximum Data Burst Volume
	Denotes the largest amount of data that is required to be transferred within a period of 5G-AN PDB.
	Optional

	Disable UE notifications at changes related to Alternative QoS Profiles
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation. The fulfilled situation is either the QoS profile or an Alternative QoS Profile.
	Optional

	Precedence for TFT packet filter allocation
	Determines the order of TFT packet filter allocation for PCC rules
	Optional

	ECN marking for L4S
	The ECN marking for L4S indicates that the UL and/or DL of the service data flow, detected by the service data flow template, supports ECN marking for L4S and enables ECN marking for L4S support.
(NOTE 6)
	Optional

	
	Access Network Information Reporting
	

	User Location Required
	The UE location(s) (e.g. the serving cell of the UE) is to be reported. When the corresponding QoS flow is deactivated, and if available, information on when the UE was last known to be in that location is also to be reported.
	Optional

	UE Timezone Required
	The time zone of the UE is to be reported.
	Optional

	
	Usage Monitoring Control
	

	Monitoring key
	The PCF uses the monitoring key to group services that share a common allowed usage.
	Optional

	
	N6-LAN Traffic Steering Enforcement Control
	

	Traffic steering policy identifier(s)
	Reference to a pre-configured traffic steering policy at the SMF.
	Optional

	Metadata
	Metadata of traffic for service fuction chaining handling
	Optional

	
	Application Function influence on traffic routing Enforcement Control
	

	Data Network Access Identifier
	Identifier of the target Data Network Access.
	Optional

	Per DNAI: Traffic steering policy identifier
	Reference to a pre-configured traffic steering policy at the SMF.
	Optional

	Per DNAI: N6 traffic routing information
	Describes the information necessary for traffic steering to the DNAI.
	Optional

	Information on AF subscription to UP path changes events
	Indicates whether a notification in case of UP path change is requested, as well as the destination(s) for where to provide the notification.
	Optional

	Indication of UE IP address preservation
	Indicates UE IP address should be preserved.
	Optional

	Indication of traffic correlation
	Indicates that the target PDU Sessions should be correlated via a common DNAI in the user plane. (NOTE 5)
	Optional

	Information on User Plane Latency requirements
	Indicates the user plane latency requirements.
	Optional

	EAS IP replacement information
	Contains EAS IP replacement information (i.e. IP addresses and port numbers of source and target EAS).
	Optional

	Indication for simultaneous connectivity at edge relocation
	Indicates request from the AF for temporary simultaneous connectivity over source and target PSA at edge relocation. It may provide AF guidance to determine when the connectivity over the source PSA can be removed.
	Optional

	Traffic Correlation ID
	Identification of a set of UEs accessing the application identified by the Service data flow template
	Optional

	Common EAS IP address
	IP address of the common EAS for the application identified by the Service Data Flow Template for the UEs the AF request aims at
	Optional

	FQDN(s)
	FQDN(s) for the application indicated in the PCC rule.
	Optional

	NEF information
	[bookmark: _Hlk135865061][bookmark: _Hlk135864100]Notification Endpoint of NEF subscription to be notified with information related to UE members of the set of UEs identified by traffic correlation ID.
	Optional

	Indication of EAS rediscovery.
	Indicates the rediscovery of EAS.
	Optional

	
	RAN support information
	

	UL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the uplink direction for the service data flow.
	Optional

	DL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the downlink direction for the service data flow.
	Optional

	
	MA PDU Session Control
	

	Application descriptors
	Identifies the application traffic for which MA PDU Session control is required based on the Steering functionality, the Steering mode, the Steering mode indicator and the Threshold values.
	Optional

	Steering Functionality
	Indicates the applicable traffic steering functionality.
	Optional

	Steering mode (UL/DL)
	Indicates the UL and/or DL traffic distribution rules between the 3GPP and Non-3GPP accesses together with associated parameters (when applicable) for the traffic matching the service data flow.
	Optional

	Steering mode indicator
	Indicates either autonomous load-balance operation or UE-assistance operation, if the steering mode is set to "LOAD_BALANCING".
	Optional

	Threshold value(s)
	Indicates, as applicable for the steering mode, the threshold value(s) for maximum RTT or maximum Packet Loss Rate, or both.
	Optional

	Charging for Non-3GPP access
	Indicates parameters used for charging packets carried via Non-3GPP access for a MA PDU Session. The same set of parameters as for the Charging information above applies. If a parameter is not included here, the value provided in the Charging information above applies.
	Optional

	Usage Monitoring for Non-3GPP access
	Indicates parameters used to monitor usage of the packets carried via Non-3GPP access for a MA PDU Session. The same set of parameters as for the Usage Monitoring information above applies. If a parameter is not included here, the value provided in the Usage Monitoring information above applies.
	Optional

	Transport Mode

	The Transport Mode indicates the transport mode for transimitting a UDP flow between UE and UPF. The transport mode should be applied by the MPQUIC functionality for the matching traffic. It shall only be included when the steering functionality is MPQUIC functionality.
	Conditional

	
	IPTV (NOTE 1)
	

	IP Multicast traffic control information
	Indicates whether the service data flow, corresponding to the service data flow template, is allowed or not allowed.
	Optional

	
	QoS Monitoring
	

	QoS parameter(s) to be measured
	Indicates the QoS parameters to be monitored, e.g.UL packet delay, DL packet delay or round trip packet delay.
	Optional

	Reporting frequency
	Defines the frequency for the reporting, such as event triggered or periodic.
	Optional

	Target of reporting
	Defines the target of the QoS Monitoring reports; it corresponds tor the AF, as decided by the PCF or included when the indication of direct event notification is received from the AF.
	Optional

	Indication of direct event notification
	Indicates that the QoS Monitoring event shall be reported by the UPF directly to the AF or Local NEF indicated by the Target of reporting. 
	Optional

	Data Collection Application Identifier
	Indicates that the PCC Rule is associated to a QoS monitoring event exposure subscription initiated by the NF service consumer (e.g. NWDAF) that provides an application identifier that matches this value.
	Optional

	
	Alternative QoS Parameter Sets (NOTE 2)
	

	Packet Delay Budget
	Indicates the packet delay budget in this Alternative QoS Parameter Set.
	Optional

	Packet Error Rate
	Indicates the packet error rate in this Alternative QoS Parameter Set.
	Optional

	GBR (UL/DL)
	The uplink/downlink guaranteed bitrate authorized for the service data flow in this Alternative QoS Parameter Set.
	Optional

	
	TSCAI Input container
	

	Burst Arrival Time
	Indicates the burst arrival time in reference to TSN GM for TSN  or external GM for non-TSN applications at ingress port.
	Optional

	Periodicity
	The time period (in reference to TSN GM for TSN or external GM for non-TSN applications) between start of two bursts.
	Optional

	Flow Direction
	Direction of the flow.
	Optional

	Survival Time
	It refers to the time period an application can survive without any burst. It is expressed in reference to the TSN GM for TSN and external GM for non-TSN applications.
	Optional

	Time Domain
	Indicate the (g)PTP domain the (TSN)AF is located in.
	Optional

	Burst Arrival Time window
	Indicates the acceptable earliest and latest arrival time of the data burst in reference to the external GM for non-TSN applications at ingress port.
	Optional

	Capability for BAT adaptation
	Indicates the capability for AF to adjust the burst sending time according to the network provided Burst Arrival Time offset.
	Optional

	Periodicity Range
	Indicates the capability for AF to adjust the periodicity and provides either the acceptable periodicity range or the acceptable periodicity set. It can be formulated as lower bound and upper bound of the periodicity for the acceptable periodicity range, or as a list of value(s) of the periodicity for the acceptable periodicity set.
	Optional

	
	Traffic Parameter Information
	

	Periodicity (UL/DL)
	Indicates the time period between start of two data bursts in UL/DL direction (represents Traffic Parameter information for power saving as specified in clause 5.37.8 of 3GPP TS 23.501 [2]).
	Optional

	
	Traffic Parameter Measurement
	

	Traffic Parameter(s) to be measured
	Indicates to measure the N6 Jitter information associated with DL Periodicity and, optionally, the UL/DL Periodicity.
	Optional

	Reporting condition
	Defines the condition for the reporting, such as event triggered or periodic, frequency.
	Optional

	
	Indirect Feature Negotiation
	

	Supported Features of NF Service Consumer
	Network Function Service Consumer features supported per service.
	Optional

	PDU Set Control Information

	PDU Set QoS parameters (UL/DL)
	The UL and/or DL PDU Set QoS parameter(s), including both PDU Set Delay Budget and, PDU Set Error Rate, and/or PDU Set Integrated Handling Information, authorized for the service data flow (See clause 5.7.7 of 3GPP TS 23.501 [2]).
	Optional

	Protocol Description

	Protocol Description (UL/DL)
	Indicates the protocol used by the application server. It is used to detect PDU Set Information of packets and/or last packet of the Data Burst (See 3GPP TS 23.501 [2] clause 5.37.5 and clause 5.37.8).
	Optional

	Data Burst Handling Information

	End of Data Burst Marking Indication
	Indicates to detect last PDU of the data burst and to mark End of Data Burst Indication (See clause 5.37.8 of TS 23.501 [2]) on the last PDU.
	Optional

	NOTE 1:	Only applicable to the 5G-RG connecting to the 5GC via NG-RAN as defined in Annex C.
NOTE 2:	Only applicable for GBR service data flow with QoS Notification Control enabled.
NOTE 3: 	The parameter "Bind to QoS Flow associated with the default QoS rule and apply PCC rule parameters" defined in table 6.3.1 of 3GPP TS 23.503 [6] is implemented as follows: a default QoS with a GBR type or delay critical GBR type 5QI and a PCC rule bound to the default QoS flow are provisioned as defined in clause 4.2.6.2.1.
NOTE 4: 	The parameter "Indication of exclusion from session level monitoring" defined in table 6.3.1 of 3GPP TS 23.503 [6] is implemented as follows: a PCC rule identifier is included within the "exUsagePccRuleIds" attribute of the UsageMonitoringData instance of PDU session level usage monitoring to indicate that the service data flow shall be excluded from PDU Session usage monitoring as defined in clause 4.2.6.5.3.
NOTE 5: 	The indication of traffic correlation shall be provided only when all the PDU sessions related to the 5G VN group member UEs should be correlated by a common DNAI in the user plane for the traffic as described in 3GPP TS 23.501 [2], clause 5.6.7.1 and clause 5.29.
NOTE 6: 	When the "L4S" feature is supported, the indication of ECN marking for L4S shall be provided only when the PCF is configured to provide an explicit indicator to the SMF to enable ECN marking for L4S for the traffic identified by the SDF template.



The above information is organized into a set of decision data objects as defined in clause 4.1.4.4. The exact encoding of PCC rules is defined in clause 5.6.2.6.

* * * Next Change * * * *
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The Provisioning of authorized QoS per service data flow is a part of PCC rule provisioning procedure, as described in clause 4.2.6.2.1.
The authorized QoS per service data flow shall be provisioned within a QosData data structure. The PCF shall include a "qosDecs" attribute containing the corresponding QoS data decision within the SmPolicyDecision data structure and include the reference to this QoS data decision within the "refQosData" attribute of the PccRule data instance.
When network slice data rate policy control applies and the authorized QoS per service data flow refers to a 5QI of GBR type, the PCF shall derive the authorized QoS per service data flow as described in clause 4.2.6.8.
When group related data rate policy control applies for a 5G VN group and the authorized QoS per service data flow refers to a 5QI of GBR type, the PCF shall derive the authorized QoS per service data flow as described in clause 4.2.6.9.
Within the QoS data decision, for 5QI of GBR type or delay critical GBR type, the PCF shall include the authorized GBR 5QI or delay critical GBR 5QI respectively within the "5qi" attribute, the ARP within the "arp" attribute, and max bandwidth in uplink within the "maxbrUl" attribute and/or max bandwidth in downlink within the "maxbrDl" attribute, the guaranteed bandwidth in uplink within the "gbrUl" attribute and/or the guaranteed bandwidth in downlink within the "gbrDl" attribute. If the PCF determines that the application traffic can be adapted to the change in the QoS based on the configuration (e.g. if the AF is capable to trigger rate adaptation), the PCF may request a notification when authorized GBR or delay critical GBR cannot be guaranteed or can be guaranteed again by including the "qnc" attribute set to true.
Within the QoS data decision, for 5QI of non-GBR type, the PCF shall include the authorized non-GBR 5QI within the "5qi" attribute and the ARP within the "arp" attribute. The PCF may authorize the max bandwidth in uplink within the "maxbrUl" attribute and/or max bandwidth in downlink within the "maxbrDl" attribute.
When the PCF authorizes a standardized 5QI but a Priority Level, an Averaging Window and/or a Maximum Data Burst Volume which are different from the standardized value in the table 5.7.4-1 of 3GPP TS 23.501 [2] are required, the PCF shall include the Priority Level within the "priorityLevel" attribute, the Averaging Window within the "averWindow" attribute and/or the Maximum Data Burst Volume within the "maxDataBurstVol" attribute or the "extMaxDataBurstVol" attribute (if supported, see clause 4.2.2.1).
NOTE 1:	For the non-standardized or non-configured 5QI, the PCF needs to authorize explicitly signalled QoS Characteristics associated with the 5QI if the PCF has not provisioned it.
If the configured policy allows at reception of the service information from the AF and the application of the rules of the QoS mapping procedures defined in 3GPP TS 29.513 [7] clause 7.3.2 for the received service information result in a 5QI of 1 associated with the corresponding flows, and the RAN-Support-Info feature as defined clause 5.8 is supported, the PCF shall determine the Maximum Packet Loss Rate for UL and DL for those flows associated within 5QI of 1. In this case, the PCF shall include the value of Maximum Packet Loss Rate for UL within the "maxPacketLossRateUl" attribute and/or the value of Maximum Packet Loss Rate for DL within the "maxPacketLossRateDl" attribute.
NOTE 2:	If CHEM feature is supported, then PCF as described in clause 7.2.3 of 3GPP TS 29.513 [7] or based on local configuration, the PCF sets the downlink and uplink maximum packet loss rates corresponding to either the most robust codec mode or the least robust codec mode of the negotiated set in each direction.
If the PCF wants to ensure that a PCC Rule is always bound to the default QoS flow, the policy provisioning for the related authorized QoS shall be done as described in clause 4.2.6.2.10.
When the "PDUSetHandling" feature is supported, within the QoS data decision, for 5QI of GBR and non-GBR type, the PCF may include one or more of the authorized PDU Set QoS parameter(s) within the "pduSetQosDl" and/or "pduSetQosUl" attribute(s) of the QosData policy decision referenced from the PCC rule. At least one of the following PDU Set QoS parameter(s) shall be provisioned within the "pduSetQosDl" and/or "pduSetQosUl" attribute(s) to enable PDU Set based handling: 1) the PSIHI within the "pduSetHandlingInfo" attribute and/or 2) both, the PSDB within the "pduSetDelayBudget" attribute and the PSER within the "pduSetErrRate" attribute.
The SMF shall perform a QoS flow binding based on the QoS information within the Qos data decision as defined in clause 6.4 of 3GPP TS 29.513 [7] after the SMF installs or activates the PCC rules.
The SMF shall reserve the resources necessary for the guaranteed bitrate for the PCC rule upon receipt of a PCC rule provisioning including QoS information. For GBR QoS flows the SMF should set the QoS flow's GBR to the sum of the GBRs of all PCC rules that are active/installed and bound to that GBR QoS flow. For GBR QoS flow the SMF should set the QoS flow's MBR to the sum of the MBRs of all PCC rules that are active/installed and bound to that GBR QoS flow.
NOTE 3:	Since the PCF controls the GBR value in the PCC rule, the PCF can prevent that uplink GBR resources are reserved by providing an uplink GBR value of zero for that PCC rule. This may be useful e.g. for a PCC rule with application identifier as the uplink traffic can be received in other QoS flow than the one the PCC rule is bound to.
The SMF shall assign a QFI if a new QoS flow needs to be established and shall derive, if applicable, the QoS profile required towards the Access Network, the QoS rule required towards the UE and the QoS information with PDRs towards to the UPF. If multiple PCC rules with the Maximum Packet Loss Rate for UL and DL are bound to the same QoS flow, the SMF shall choose the lowest value per direction related to the PCC rules within the QoS profile towards to the access network.
If the PCC rule contains one or more PDU Set QoS parameter(s), the SMF adds these PDU Set QoS parameter(s) to the derived QoS Profile of the QoS Flow as described in 3GPP TS 29.502 [22].
For PIN scenarios (defined in 3GPP TS 23.501 [2], clause 5.44), the SMF may, for a (S-NSSAI, DNN) combination of the PDU Session, determine the CN PDB in the derived QoS profile corresponding to a GBR flow if the UE requested non-3GPP delay budget as part of a UE-initiated resource modification procedure based on operator policy and implementation.
NOTE 4:	The non-3GPP delay budget does not impact the QoS flow binding as defined in clause 6.4 in 3GPP TS 29.513 [7].
If one or more of the 5QI, ARP, QNC, Priority level, Averaging Window and Maximum Data Burst Volume attributes of a PCC rule are modified to the same updated values for all the PCC rules bound to the same QoS flow, then the SMF should modify the corresponding attributes for that impacted QoS flow.
Upon deactivation or removal of a PCC rule, the SMF shall free the resources reserved for that PCC rule, and initiate the corresponding procedure with access network, UE and UPF to remove the resources.
* * * End Change * * * *

