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Subject to regulatory requirements and operator policy, the 5G system shall support a data path not traversing the 5G network for intra-PIN communications via direct connections.

In current TS 24.583, we have already used the term "direct connection" to state that the communication path is not traversing the 5G network, e.g. 

a)	if the direct connection between PMAE-C and PGAE-C is available, the PGAE-C shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PMAE-C;
However, the definition to "direct connection" is missing in TS 24.583. It’s proposed to introduce the following term that already defined in 22.261 to TS 24.583:
PIN direct connection: the connection between two PIN Elements without any 3GPP RAN or core network entity in the middle.
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[bookmark: _Hlk163393705]* * * First Change * * *
[bookmark: _Toc2086438][bookmark: _Toc27161485][bookmark: _Toc160556220]3.1	Terms
[bookmark: _Toc2086439][bookmark: _Toc27161486]For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
PIN application enabler server: An entity that provides the server side functionalities corresponding to the PIN application enabler layer.
PIN communication: A communication in a PIN between two PIN peers or between a PIN peer and an application server, which is supported by PGAE-C within the same PIN via a PDU session.
PIN element application enabler client: An entity that provides the client side functionalities corresponding to the PIN application enabler layer.
PIN gateway application enabler client: An entity that provides the client side functionalities corresponding to the PIN application enabler layer.
PIN management application enabler client: An entity that provides the client side functionalities corresponding to the PIN application enabler layer.
PIN peer: The appellative of the element in the PIN, which can be a PEAE-C, a PGAE-C, or a PMAE-C.
For the purposes of the present document, the following terms given in 3GPP TS 22.261 [3] apply:
Personal IoT Network
PIN direct connection
PIN Element
PIN Element with Gateway Capability
PIN Element with Management Capability
* * * Next Change * * *
[bookmark: _Toc160556324]5.4.7.3.2	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-request> element in the <pinapp-info> root element,
the PGAE-S shall verify whether the PEAE-C is authorized to join into the PIN or not. 
If the PEAE-C is authorized to join into the PIN, the PGAE-C shall perform one of the following in decreasing order:
a)	if the PIN direct connection between PMAE-C and PGAE-C is available, the PGAE-C shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PMAE-C;
b)	if:
1)	the PIN direct connection between PMAE-C and PGAE-C is not available; and
2)	the PIN communication with the PMAE-C is available,
	the PGAE-C shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PMAE-C; and
c)	if:
1)	the PIN direct connection between PMAE-C and PGAE-C is not available; and
2)	the PIN communication with the PMAE-C is not available,
	the PGAE-C shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PAE-S.
If the PEAE-C is not authorized to join into the PIN, the PGAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the 403 (Forbidden) response message, the PGAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-reject> element in the <pinapp-info> root element and within the <pin-management-pine-join-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested joining into a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
Upon reception of either of the following:
a)	an HTTP 200 (OK) response message containing:
1)	a Content-Type header field set to “application/vnd.3gpp.pinapp-info+xml”; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-accept> element in the <pinapp-info> root element, or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-reject> element in the <pinapp-info> root element,
the PGAE-C shall forward the received HTTP 200 (OK) response or the received HTTP 403 (Forbidden) response message to the PEAE-C. 
* * * Next Change * * *
[bookmark: _Toc160556332]5.4.7.5.2	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element,
the PGAE-S shall verify whether the PEAE-C is authorized to leave the PIN or not. 
If the PEAE-C is authorized to leave into the PIN, the PGAE-C shall perform one of the following in decreasing order:
a)	if the PIN direct connection between PMAE-C and PGAE-C is available, the PGAE-C shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PMAE-C; 
b)	if:
1)	the PIN direct connection between PMAE-C and PGAE-C is not available; and
2)	the PIN communication with the PMAE-C is available,
	the PGAE-C shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PMAE-C; and
c)	if:
1)	the PIN direct connection between PMAE-C and PGAE-C is not available; and
2)	the PIN communication with the PMAE-C is not available,
	the PGAE-C shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PAE-S.
[bookmark: _Hlk145001309]If the PEAE-C is not authorized to leave the PIN, the PGAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the 403 (Forbidden) response message, the PGAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element and within the <pin-management-pine-leave-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested leaving a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
Upon reception of either of the following:
a)	an HTTP 204 (No content) response message; or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element,
the PGAE-C shall forward the received HTTP 204 (No content) response or the received HTTP 403 (Forbidden) response message to the PEAE-C. 
* * * End of Changes * * *

