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1.	Discussion
In CT1 meeting CT1#147 (February 2024, Athens), the following observations were made in the discussion paper C1-240689:

Observation 1: PGW-C+SMF can provide ATSSS rules to the UE via untrusted non-3GPP access in EPC but cannot provide ATSSS rules to the UE via 3GPP access in EPC.

Observation 2: The format of APCO IE is not solely defined. The format of APCO IE is absolutely referenced to the format of PCO IE (starting with octet 3)

Observation 3: In order to support including ATSSS rules in APCO IE, "ATSSS response with the length of two octets PCO parameter" should be extended to contain ATSSS rules.

And the following problem was raised in the same discussion paper C1-240689, given the observations above:

Based on the observations above, this discrepancy on provisioning ATSSS rules via 3GPP access and untrusted non-3GPP access in EPC can create conflicts when using PCO:
Extending "ATSSS response with the length of two octets PCO parameter" to include ATSSS rules means the ATSSS rules can be transported by PCO.
However, the ATSSS rules should not be transported by PCO since ATSSS rules are not supported to be provided to the UE via 3GPP access in EPC.

And the same discussion paper C1-240689 proposed 3 proposals to resolve the above mentioned problem/discrepancy, as following:

Proposal 1: 
Remove support of provisioning ATSSS rules to the UE via untrusted non-3GPP access in EPC.
Proposal 2:
Add support of provisioning ATSSS rules to the UE via 3GPP access in EPC.
Proposal 3: If there is no consensus on proposal 1 or proposal 2, an LS is proposed to ask SA2 why such discrepancy exits.

Then after discussing the issue during CT1#147, it was agreed to follow Proposal 3 above, i.e. it was agreed to send the LS C1-241721 to SA2 asking for clarification.

Afterwards, in SA2#162 (April 2024, Changsha), SA2 has replied to CT1's questions in the reply LS S2-2405458 by giving the following information:

SA2 wants to provide answer as below:

In R17, the ATSSS Rules is not provided via 3GPP access to EPC, in order to minimize the impact on EPC.

In R18, the ATSSS feature is enhanced to provide the ATSSS Rules via untrusted non-3GPP access to EPC, without further work on providing the ATSSS rule via 3GPP access to EPC.

SA2 at present has no agreement to further update the specification.

2. Actions:
To 3GPP CT1 
ACTION: 	SA2 kindly asks CT1 to take into account of the above information.


2.	Problems
The reply LS from SA2 S2-2405458 tries to explain a bit why the design on both Rel-17 and Rel-18 was made as it is currently, but it doesn't explain how to resolve the issues caused by this discrepancy in the design. The issues can be summarized in the following two main problems:
1) As explained in the discussion paper C1-240689 and re-stated above, extending "ATSSS response with the length of two octets PCO parameter" to include ATSSS rules (to match Rel-18 requirements) means the ATSSS rules can be transported by PCO. However, the ATSSS rules should not be transported by PCO since ATSSS rules are not supported to be provided to the UE via 3GPP access in EPC as per Rel-17 requirements.
2) Another problem that prevents extending "ATSSS response with the length of two octets PCO parameter" to include the ATSSS rules that was not highlighted in the discussion paper C1-240689 and that was discussed in CT4 meeting CT4#121 (February 2024, Athens) is related to the current limitation of the length of the APCO IE, which prevents extending it to include the ATSSS rules (as a direct result to extending the "ATSSS response with the length of two octets PCO parameter" to include ATSSS rules). The issue is that the encoding of the APCO IE refers to the PCO IE which limits the length of the APCO IE to a maximum length of 253 octets, which doesn't suffice to carry the whole ATSSS rules within the "ATSSS response with the length of two octets PCO parameter". And even if the PGW-C is able to send the APCO IE with a length greater than 253 octets, there is a risk that the ePDG would not support so and that might result into unexpected behavior at all entities. See the following reference from TS 29.275:
12.1.1.19	Additional Protocol Configuration Options
The Additional Protocol Configuration Options IE contains additional 3GPP protocol configuration options information. The IE is in the same format as the PCO IE specified in 3GPP TS 24.008 [16] subclause 10.5.6.3, starting with octet 3.

Where also that reference above is the one that is used to define the APCO field in TS 29.274 as following:
8.94	Additional Protocol Configuration Options (APCO)
The Additional Protocol Configuration Options (APCO) information element is used to exchange additional protocol configuration options between the TWAN/ePDG and the PGW.
The Additional Protocol Configuration Options information element is specified in 3GPP TS 29.275 [26] and its GTPv2 coding is shown in figure 8.94-1.
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Figure 8.94-1: Additional Protocol Configuration Options
Octets (5 to m) of the Additional Protocol Configuration Options IE are encoded as specified in 3GPP TS 29.275 [26].


3.	Proposals
Given the two issues mentioned in the "Problems" section above, the following solution is proposed:
Proposal: Remove the support of provisioning of the ATSSS rules to the UE via untrusted non-3GPP access connected to EPC.
By doing that, we avoid all the issues above, and the discrepancy between Rel-17 and Rel-18 is resolved. And yet the ATSSS functionality will still work correctly, since the ATSSS rules can still be provisioned to the UE through the 5GC (i.e. through the 3GPP/non-3GPP leg that is connected to 5GC, rather that the 3GPP/non-3GPP leg that is connected to EPC).
To achieve that proposal, the following steps are proposed:
1- In TS 24.302, the inclusion of the ATSSS rules in the "ATSSS_RESPONSE Notify payload" needs to be reverted. That was specified to implement the delivery of the ATSSS rules from the ePDG to the UE, where it was proposed to be outside the "ATSSS response with the length of two octets PCO parameter" in order to align with Rel-17 stage-2. But that is no longer needed given current proposal. Please see C1-243322 which implements this proposed change.
2- In TS 24.193, the support of provisioning ATSSS rules to the UE via untrusted non-3GPP access in EPC needs to be reverted. Please see C1-243321 which implements this proposed change.
3- CT1 needs to reply to the LS S2-2405458 from SA2 to inform SA2 about CT1's decision above, and to ask SA2 to make any necessary updates in their specification given that decision. Please see C1-243328 for the proposed reply LS from CT1.

It is proposed that CT1 to discuss the topic above and follow the proposal in this discussion paper.
