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[bookmark: _Toc131183839]* * * First Change * * * *
[bookmark: _Toc162966309][bookmark: _Toc162966348]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[2A]	3GPP TS 23.502: "Procedures for the 5G System (5GS); Stage 2".
[3]	3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".
[bookmark: _Hlk102050923][3A]	3GPP TS 24.546: "Configuration management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[4]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[5]	Void.
[6]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[7]	IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".
[8]	IETF RFC 9110:"HTTP Semantics".
[9]	Void.IETF RFC 7252: "The Constrained Application Protocol (CoAP)".
[10]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[11]	IETF RFC 8323: "CoAP (Constrained Application Protocol) over TCP, TLS, and WebSockets"Void.
[12]	OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".
[13]	3GPP TS 23.435: "Procedures for Network Slice Capability Exposure for Application Layer Enablement Service".
[14]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[15]	3GPP TS 26.531: "Data Collection and Reporting; General Description and Architecture".
[16]	3GPP TS 26.532: "Data Collection and Reporting; Protocols and Formats".
* * * Next Change * * * *
[bookmark: _Toc162966315]5.1	SEAL network slice capability enablement client (SNSCE-C)
The SNSCE-C functional entity acts as the application client for managing network slice capabilities.
To be compliant with the HTTP procedures in the present document the SNSCE-C:
a)	shall support the role of XCAP client as specified in IETF RFC 4825 [6];
b)	shall support the role of XDMC as specified in OMAOMA-TS-XDM_Core-V2_1 [12]; and
c)	shall support route selection descriptors configuration e.g. S-NSSAI and DNN adaptation due to new requirements or change of requirements for one or more application,; and
d)	shall support procedure in clause 6.2.2.2.
To be compliant with the CoAP procedures in the present document the SNSCE-C:
a)	shall support the role of CoAP client as specified in IETF RFC 7252 [9];
b)	should support CoAP over TCP and Websocket as specified in IETF RFC 8323 [11];
c)	shall support route selection descriptors configuration e.g. S-NSSAI and DNN adaptation due to new requirements or change of requirements for one or more application; and
d)	shall support procedure in clause 6.2.2.4.
NOTE 1:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [4].
NOTE 2:	Support for TCP for the CoAP procedures is required if the client connects over the network which blocks or impedes the use of UDP, e.g. when NATs are present in the communication path.
[bookmark: _Toc162966316]* * * Next Change * * * *
5.2	SEAL network slice capability enablement server (SNSCE-S)
The SNSCE-S is a functional entity which provides slice capability enablement to administer the network slice for one or more vertical applications.
To be compliant with the HTTP procedures in the present document the SNSCE-S shall:
a)	shall support the role of XCAP server as specified in IETF RFC 4825 [6];
b)	shall support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [12]; and
c)	shall provide the 5GC network a guidance for route selection descriptors to assign new S-NSSAI and DNN.;
d)	shall support procedure in clause 6.2.1.1; and
e)	shall support procedure in clause 6.2.2.3.
To be compliant with the CoAP procedures in the present document the SNSCE-S shall:
a)	shall support the role of CoAP client as specified in IETF RFC 7252 [9];
b)	shall support CoAP over TCP and Websocket as specified in IETF RFC 8323 [11];
c)	shall provide the 5GC network a guidance for route selection descriptors to assign new S-NSSAI and DNN;
d)	shall support procedure in clause 6.2.1.2; and
e)	shall support procedure in clause 6.2.2.5.
NOTE:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [4].
Annex B (normative): 
CoAP resource representation and encodingVoid
[bookmark: _Toc162966349]B.1	General
 The information in this annex provides a description of CoAP resource representation and encoding transmitted by the SNSCE-C to the SNSCE-S to trigger a network configuration i.e. the network slice configuration in this case for one or more VAL UEs within a VAL service.The general rules for resource URI structure, cache usage, error handling and common data types are described in Annex C.1 of 3GPP TS 24.546 [3A].
[bookmark: _Toc92304426][bookmark: _Toc162966350]B.2	Resource representation and APIs for event triggered network slice configuration
[bookmark: _Toc162966351]B.2.1	ETN_Configuration API
[bookmark: _Toc162966352]B.2.1.1	API URI
The CoAP URIs used in CoAP requests from SNSCE-C towards the SNSCE-S shall have the Resource URI structure as defined in  clause C.1.1 of 3GPP TS 24.546 [3A] with the following clarifications:
-	the <apiName> shall be "su_nsc";
-	the <apiVersion> shall be "v1"; and
-	the <apiSpecificSuffixes> shall be set as described in clause B.2.1.2.
[bookmark: _Toc162966353]B.2.1.2	Resources
[bookmark: _Toc162966354]B.2.1.2.1	Overview
The Resource URI structure of the ETN_Configuration API is as shown in Figure B.2.1.2.1-1:


Figure B.2.1.2.1-1: Resource URI structure of the ETN_Configuration API
Table B.2.1.2.1-1 provides an overview of the resources and applicable CoAP method.
Table B.2.1.2.1-1: Resources and method overview
	Resource name
	Resource URI
	CoAP method
	Description

	Configuration
	/val-services/{valServiceId}/configurations/{configurationId}
	PUT (NOTE)
	Performs configuration.

	NOTE:	In this release, the only configuration is the slice adaptation as described in 3GPP TS 23.434 [2].



[bookmark: _Toc162966355]B.2.1.2.2	Resource: Configuration
[bookmark: _Toc162966356]B.2.1.2.2.1	Description
The Configuration resource allows an SNSCE-C a specific configuration identified by a configuration ID, to send a CoAP request containing:
a)	a list of one or more VAL UEs;
b)	a requested S-NSSAI;
c)	optionally a requested DNN;
d)	optionally the requested application requirements containing:
1)	time window;
2)	location criteria;
3)	access type preference; and
4)	UE IP address preservation indicator; and
e)	optionally a requested configuration cause,
for a specific VAL service identified by a VAL service ID, toward a SNSCE-S to perform a network triggered slice configuration for the list of one or more VAL UEs for that specific VAL service.
NOTE:	In this release, S-NSSAI and DNN are the only used route selection descriptors of the URSP rules described in 3GPP TS 24.526 [3].
[bookmark: _Hlk103620777][bookmark: _Toc162966357]B.2.1.2.2.2	Resource Definition
Resource URI: {apiRoot}/su_nsc/<apiVersion>/val-services/{valServiceId}/configurations/{configurationId}
This resource shall support the resource URI variables defined in the table B.2.1.2.2.2-1.
Table B.2.1.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause B.1.1

	apiVersion
	string
	See clause B.2.1.1

	valServiceId
	string
	Identifier of a VAL service.

	configurationId
	string
	Identifier of a configuration



[bookmark: _Toc162966358]B.2.1.2.2.3	Resource Standard Method
B.2.1.2.2.3.1	PUT
This operation is to update a given configuration for one or more VAL UEs for a given VAL service which is provided by the SNSCE-S.
This method shall support the request data structures specified in table B.2.1.2.2.3.1-1, the response data structures and response codes specified in table B.2.1.2.2.3.1-2.
Table B.2.1.2.2.3.1-1: Data structures supported by the PUT Request payload on this resource 
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	VAL UE List
	array(string)
	M
	1..N
	Represents a space-separated of VAL UE IDs within a given VAL service, for which a given network slice configuration trigger applies. The VAL service is identified by the value "valServiceId" and the network slice configuration is identified by the value "configurationId".
	

	Requested
S-NSSAI
	string
	M
	1
	The new S-NSSAI which is requested.
	

	Requested DNN
	string
	O
	0..1
	The new DNN which is requested.
	

	request application requirements
	ApplicationRequirements
	O
	0..1
	The application-related request parameters.
	

	configuration cause
	string
	O
	0..1
	Indicates the cause for the configuration.
	



Table B.2.1.2.2.3.1-1A: Definition of the ApplicationRequirements data type
	Attribute name
	Data type
	P
	Cardinality
	Description

	timeWindows
	array(TimeWindow)
	O
	1..N
	Indication of the new scheduled time window that is requested. 

	locationCriteria
	UserLocation
	O
	0..1
	Indication of the new location criteria that is requested. The data type of the LocationCriteria is UserLocation as specified in 3GPP TS 29.571[14].

	accessTypePreference
	string
	O
	0..1
	Indication of the new access type (3GPP, non-3GPP or multi-access) preference that is requested.

	uEIPaddressPreservationIndicator
	boolean
	O
	0..1
	Indication that UE IP address preservation is requested.
Indicates whether UE IP address preservation is requested:
- true(default): requested
- false: not requested



Table B.2.1.2.2.3.1-1B: Definition of the TimeWindow data type
	Attribute name
	Data type
	P
	Cardinality
	Description

	startTime
	DateTime
	M
	1
	The data type of the start time field is DataTime as specified in 3GPP TS 29.571[14].

	stopTime
	DateTime
	M
	1
	The data type of the stop time field is DataTime as specified in 3GPP TS 29.571[14].



Table B.2.1.2.2.3.1-2: Data structures supported by the PUT Response payload on this resource
	Data type
	P
	Cardinality
	Response
Codes (NOTE)
	Description

	n/a
	
	
	2.04 Changed
	The configuration of the VAL UEs with VAL UE List within the VAL service identified by the value "valServiceId" and for the network slice configuration identified by the value "configurationId, was successful.

	NOTE:	The mandatory CoAP error status codes for the PUT method listed in table B.1.3-1 shall also apply.



[bookmark: _Toc162966359]B.2.1.3	Error Handling
General error responses are defined in clause B.1.3.


* * * End of Change * * * *
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