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2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][1A]	3GPP TR 21.900: "Technical Specification Group working methods".
[2]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[2A]	3GPP TS 23.502: "Procedures for the 5G System (5GS); Stage 2".
[3]	3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".
[bookmark: _Hlk102050923][3A]	3GPP TS 24.546: "Configuration management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[4]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[5]	Void.
[6]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[7]	IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".
[8]	IETF RFC 9110:"HTTP Semantics".
[8A]	IETF RFC 9111: "HTTP Caching".
[8B]	IETF RFC 9112: "HTTP/1.1".
[8C]	IETF RFC 9113: "HTTP/2".
[9]	IETF RFC 7252: "The Constrained Application Protocol (CoAP)".
[10]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[11]	IETF RFC 8323: "CoAP (Constrained Application Protocol) over TCP, TLS, and WebSockets".
[12]	OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".
[13]	3GPP TS 23.435: "Procedures for Network Slice Capability Exposure for Application Layer Enablement Service".
[14]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[15]	3GPP TS 26.531: "Data Collection and Reporting; General Description and Architecture".
[16]	3GPP TS 26.532: "Data Collection and Reporting; Protocols and Formats".

[X]	3GPP TS 29.122: " T8 reference point for Northbound Application Programming Interfaces (APIs)".
[XX]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[Y]	3GPP TS 29.549:" Service Enabler Architecture Layer for Verticals (SEAL); Application Programming Interface (API) specification".
[W]	3GPP TS 33.434: "Service Enabler Architecture Layer for Verticals (SEAL); Security Aspects".
[V]	Open API: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.


[bookmark: _Hlk162512141]* * * Next Change * * * *
8	API Definitions
8.1	Event triggered network slice configuration APIs 
8.1.1	ETN_Configuration API
8.1.1.1	Introduction
The information in this clause provides a description for the HTTP parameters transmitted by the SNSCE-C to the SNSCE-S to trigger a network slice configuration such as the network slice adaptation for one or more VAL UEs within a VAL service.
The HTTP URIs used in HTTP protocol for the event triggered network (ETN) slice configuration service shall have the resource URI structure as defined in clause 5.2.4 of 3GPP TS 29.122 [X]:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificSuffixes>
where:
a)	{apiRoot} shall be set as described in clause 5.2.4 of 3GPP TS 29.122 [X];
b)	<apiName> shall be "su_nsc";
c)	<apiVersion> shall be "v1"; and
d)	<apiSpecificSuffixes> shall be set as described in clause 8.1.1.3.
8.1.1.2	Usage of HTTP
8.1.1.2.1	General
For SNSCE service configuration API, support of HTTP/1.1 (IETF RFC 9110 [8], IETF RFC 9111 [8A] and IETF RFC 9112 [8B]) over TLS is mandatory and support of HTTP/2 (IETF RFC 9113 [8C]) over TLS is recommended.
A functional entity desiring to use HTTP/2 shall use the HTTP upgrade mechanism to negotiate applicable HTTP version as described in IETF RFC 9113 [8C].
8.1.1.2.2	Content type
The bodies of HTTP request and successful HTTP responses shall be encoded in JSON format (see IETF RFC 8259 [10]).
The MIME media type that shall be used within the related Content-Type header field is "application/json", as defined in IETF RFC 8259 [10].
8.1.1.3	Resources
8.1.1.3.1	Overview
The Resource URI structure of the ETN_Configuration API is as shown in Figure 8.1.1.3.1-1:


Figure 8.1.1.3.1-1: Resource URI structure of the ETN_Configuration API
Table 8.1.1.3.1-1 provides an overview of the resources and applicable HTTP method.
Table 8.1.1.3.1-1: Resources and method overview
	Resource name
	Resource URI
	HTTP method
	Description

	Configuration
	/val-services/{valServiceId}/configurations/{configurationId}
	PUT (NOTE)
	Performs configuration.

	NOTE:	In this release, the only configuration is the slice adaptation as described in 3GPP TS 23.434 [2].



8.1.1.3.2	Resource: Configuration
8.1.1.3.2.1	Description
The Configuration resource allows an SNSCE-C a specific configuration identified by the identity "configurationId".
8.1.1.3.2.2	Resource definition
Resource URI: {apiRoot}/su_nsc/<apiVersion>/val-services/{valServiceId}/configurations/{configurationId}
This resource shall support the resource URI variables defined in the table 8.1.1.3.2.2-1.
Table 8.1.1.3.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 5.2.4 of 3GPP TS 29.122 [X].

	apiVersion
	string
	See clause 5.2.4 of 3GPP TS 29.122 [X].

	valServiceId
	string
	Identifier of a VAL service.

	configurationId
	string
	Identifier of a configuration



8.1.1.3.2.3	Resource standard methods
8.1.1.3.2.3.1	PUT
This operation is for triggering network slice adaptation event and shall support the URI query parameters specified in table 8.1.1.3.2.3.1-1.
Table 8.1.1.3.2.3.1-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 8.1.1.3.2.3.1-2and the response data structures and response codes specified in table 8.1.1.3.2.3.1-3.
Table 8.1.1.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	NwSliceAdptEvent
	M
	1
	Triggering the network slice adaptation event.



Table 8.1.1.3.2.3.1-3: Data structures supported by the PUT Response Body on this resource 
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	M
	1
	204 No Content
	The configuration of the VAL UEs with VAL UE List within the VAL service identified by the value "valServiceId" and for the network slice configuration identified by the value "configurationId", was successful.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI representing an alternative SNSCE-S to which the request should be sent.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [X].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI representing an alternative SNSCE-S to which the request should be sent.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [X].

	NOTE:	The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 of 3GPP TS 29.122 [X] shall also apply.



Table 8.1.1.3.2.3.1-3: Headers supported by 307 Response Code for this operation
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing an alternative NSCE server to which the request should be redirected.



Table 8.1.1.3.2.3.1-4: Headers supported by 308 Response Code for this operation
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing an alternative NSCE server to which the request should be redirected.



8.1.1.3.2.4	Resource Custom Operations
None.
[bookmark: _Toc151743214][bookmark: _Toc151743679][bookmark: _Toc157434679][bookmark: _Toc157436394][bookmark: _Toc157440234][bookmark: _Toc160649902][bookmark: _Toc161902608]8.1.1.4	Custom Operations without associated resources
There are no custom operations without associated resources defined for this API in this release of the specification.
8.1.1.5	Notifications
None.
8.1.1.6	Data model
8.1.1.6.1	General
This clause specifies the application data model supported by the API.
Table 8.1.1.6.1-1 specifies the data types defined for the ETN_Configuration API.
Table 8.1.1.6.1-1: ETN_Configuration API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	NwSliceAdptEvent
	8.1.1.6.2.2
	Event triggered network slice adaptation
	



Table 8.1.1.6.1-2 specifies data types re-used by the ETN_Configuration API service. 
Table 8.1.1.6.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Dnn
	3GPP TS 29.571 [14]
	Used to Identify a DNN.
	

	DurationSec
	3GPP TS 29.122 [X]
	Represents a period of time in units of seconds.
	

	LocationArea
	3GPP TS 29.122 [X]
	Represents location information.
	

	RatType
	3GPP TS 29.571 [14]
	Identifies the RAT Type.
	

	Snssai
	3GPP TS 29.571 [14]
	Used to Identify the S-NSSAI.
	

	ValTargetUe
	3GPP TS 29.549 [Y]
	Used to indicate either VAL User ID or VAL UE ID.
	



8.1.1.6.2	Structured data types
8.1.1.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
8.1.1.6.2.2	Type: NwSliceAdptEvent
Table 8.1.1.6.2.2-1: Definition of type NwSliceAdptEvent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	valUeIds
	array(ValTargetUe)
	M
	1..N
	One or more VAL UEs, for which a given event triggered network slice configuration applies. The VAL service is identified by the value "valServiceId" and the network slice configuration is identified by the value "configurationId".
	

	sliceId
	Snssai
	M
	1
	The identifier of the slice or slice instance, to which the event triggered network slice adaptation is applied.
	

	dnn
	Dnn
	O
	0..1
	Requested DNN
	

	appReqs
	AppReqs
	O
	0..1
	Requirement related to the requested application
	



8.1.1.6.2.3	Type: AppReqs
Table 8.1.1.6.2.3-1: Definition of type AppReqs
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	timeIntervals
	array(DurationSec)
	O
	1..N
	The requested time intervals as the start time and end time.
	

	area
	LocationArea
	O
	0..1
	The requested geographical or service area.
	

	ratType
	RatType
	O
	0..1
	The requested access type.
	

	preservIpAdd
	boolean
	O
	0..1
	Indication to preserve the UE IP address. If it is not requested, it is included as set to "false". Otherwise, the UE IP address is preserved.
	



Editor’s note [CR#0017, WID: NSCALE]:	Whether to contain the UE IP address preservation indicator depends on the clarification from SA6.
8.1.1.6.3	Simple data types and enumerations
None.
[bookmark: _Toc160649939][bookmark: _Toc161902645]8.1.1.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc96843451][bookmark: _Toc96844426][bookmark: _Toc100739999][bookmark: _Toc129252572][bookmark: _Toc144024284][bookmark: _Toc144459716]There are no data types describing alternative data types or combinations of data types defined for this API in this release of the specification.
[bookmark: _Toc151743237][bookmark: _Toc151743702][bookmark: _Toc157434713][bookmark: _Toc157436428][bookmark: _Toc157440268][bookmark: _Toc160649940][bookmark: _Toc161902646]8.1.1.6.5	Binary data
[bookmark: _Toc96843452][bookmark: _Toc96844427][bookmark: _Toc100740000][bookmark: _Toc129252573][bookmark: _Toc144024285][bookmark: _Toc144459717][bookmark: _Toc151743238][bookmark: _Toc151743703][bookmark: _Toc157434714][bookmark: _Toc157436429][bookmark: _Toc157440269][bookmark: _Toc160649941][bookmark: _Toc161902647]8.1.1.6.5.1	Binary Data Types
Table 8.1.1.6.5.1-1: Binary Data Types
	Name
	Clause defined
	Content type

	
	
	



8.1.1.7	Error Handling
8.1.1.7.1	General
HTTP error handling shall be supported as specified in clause 5.2.6 of 3GPP TS 29.122 [X].
In addition, the requirements in the following clauses shall apply.
8.1.1.7.2	Protocol Errors
In this release of the specification, there are no additional protocol errors applicable for the ETN_Configuration API.
8.1.1.7.3	Application Errors
The application errors defined for ETN_Configuration API are listed in table 8.1.1.7.3-1.
Table 8.1.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability

	
	
	
	



8.1.1.8	Feature Negotiation
General feature negotiation procedures are defined in clause 5.2.7 of 3GPP TS 29.122 [X]. Table 8.1.1.8-1 lists the supported features for ETN_ServiceConfiguration API.
Table 8.1.1.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



8.1.1.9	Security
8.1.1.9.1	General
Usage of HTTP over TLS and the TLS profiles shall be as specified in clause 5.1.1.4 of 3GPP TS 33.434 [W].
8.2	Data collection and reporting APIs
8.2.1	Ndcaf_DataReporting API
3GPP TS 26.532 [16] specifies Ndcaf_DataReporting API for Ndcaf_DataReporting service which includes:
-	Ndcaf_DataReporting_CreateSession service operation;
-	Ndcaf_DataReporting_RetrieveSession service operation; and
-	Ndcaf_DataReporting_Report service operation.
* * * Next Change * * * *
9	Usage of common API framework
9.1	General
Usage of common API framework shall be supported by the event triggered network slice configuration service API as described in clause 8 in 3GPP TS 29.549 [Y].
* * * Next Change * * * *
[bookmark: _Toc162966338]Annex A (normative):
HTTP resource representation and encoding Void
[bookmark: _Toc162966339][bookmark: _Toc34062209][bookmark: _Toc34394650][bookmark: _Toc45274443][bookmark: _Toc51932982][bookmark: _Toc58513712][bookmark: _Toc59205364]A.1	General
[bookmark: _Toc34062210][bookmark: _Toc34394651][bookmark: _Toc45274444][bookmark: _Toc51932983][bookmark: _Toc58513713][bookmark: _Toc59205365]The information in this annex provides a description for the HTTP parameters transmitted by the SNSCE-C to the SNSCE-S to trigger a network slice configuration such as the network slice adaptation for one or more VAL UEs within a VAL service.
[bookmark: _Toc162966340]A.2	Resource representation and APIs for event triggered network slice configuration
[bookmark: _Toc24868602][bookmark: _Toc34154084][bookmark: _Toc36041028][bookmark: _Toc36041341][bookmark: _Toc43196584][bookmark: _Toc43481354][bookmark: _Toc45134631][bookmark: _Toc51189163][bookmark: _Toc51763839][bookmark: _Toc57206071][bookmark: _Toc59019412][bookmark: _Toc68170085][bookmark: _Toc83234126][bookmark: _Toc92304427][bookmark: _Toc162966341]A.2.1	ETN_Configuration API
[bookmark: _Toc162966342]A.2.1.1	API URI
The HTTP URIs used in HTTP requests from SNSCE-C towards the SNSCE-S shall have the Resource URI structure as defined in clause A.2.1.2.1 which is {apiRoot}/su_nsc/<apiVersion>/val-services/{valServiceId}/configurations/{configurationId}, where
a)	{valServiceId} is set to the value of the "VAL Service ID" of the VAL application; and 
b)	{configurationId} is set to the identity of the configuration.
[bookmark: _Toc162966343]A.2.1.2	Resources
[bookmark: _Toc162966344]A.2.1.2.1	Overview
The Resource URI structure of the ETN_Configuration API is as shown in Figure A.2.1.2.1-1:


Figure A.2.1.2.1-1: Resource URI structure of the ETN_Configuration API
Table A.2.1.2.1-1 provides an overview of the resources and applicable HTTP method.
Table A.2.1.2.1-1: Resources and method overview
	Resource name
	Resource URI
	HTTP method
	Description

	Configuration
	/val-services/{valServiceId}/configurations/{configurationId}
	PUT (NOTE)
	Performs configuration.

	NOTE:	In this release, the only configuration is the slice adaptation as described in 3GPP TS 23.434 [2].



[bookmark: _Toc162966345]A.2.1.2.2	Resource: Configuration
[bookmark: _Toc162966346]A.2.1.2.2.1	Description
The Configuration resource allows an SNSCE-C a specific configuration identified by a configuration ID, to send an HTTP request containing:
a)	a list of one or more VAL UEs;
b)	a requested S-NSSAI;
c)	optionally a requested DNN;
d)	optionally the requested application requirements containing:
1)	time window;
2)	location criteria;
3)	access type preference; and
4)	UE IP address preservation indicator; and
e)	optionally a requested configuration cause,
for a specific VAL service identified by a VAL service ID, toward a SNSCE-S to perform a network triggered slice configuration for the list of one or more VAL UEs for that specific VAL service.
NOTE:	In this release, S-NSSAI and DNN are the only used route selection descriptors of the URSP rules described in 3GPP TS 24.526 [3].
[bookmark: _Toc162966347]A.2.1.2.2.2	Resource Definition
The SNSCE-C uses the parameters shown in table A.2.1.2.2.2-1 to communicate with the SNSCE-S in order to trigger a network slice configuration for one or more VAL UEs within a VAL service.
Table A.2.1.2.2.2-1: Client side parameters for network slice configuration trigger
	Parameter
	Description

	VAL UE List
	REQUIRED. Represents a space-separated list of VAL UE Ids within a given VAL service, for which a given network slice configuration trigger applies.

	Requested
S-NSSAI
	REQUIRED. The new S-NSSAI which is requested.

	Requested DNN 
	OPTIONAL. The new DNN which is requested.

	Requested application requirements
	OPTIONAL. The application-related request parameters.

	>Time window
	OPTIONAL. Indication of the new scheduled time window that is requested.

	>Location criteria
	OPTIONAL. Indication of the new location criteria that is requested.

	>Access type preference
	OPTIONAL. Indication of the new access type (3GPP, non-3GPP or multi-access) preference that is requested.

	>UE IP address preservation indicator
	OPTIONAL. Indication that UE IP address preservation is requested.

	Configuration cause
	OPTIONAL. Indicates the cause for the configuration.



* * * End of Changes * * * *
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