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[bookmark: _Toc162966312]* * * First Change * * * *
3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GCN	5G Core Network
AF	Application Function
ETN	Event Triggered Network
DNN	Data Network Name
HTTP	Hypertext Transfer Protocol
KQI	Key Quality Indicator
NSCE	Network Slice Capability Enablement
PCF	Policy Control Function
QoE	Quality of Experience
SEAL	Service Enabler Architecture Layer
SNSCE-C	SEAL Network Slice Capability Enablement Client
SNSCE-S	SEAL Network Slice Capability Enablement Server
S-NSSAI	Single Network Slice Selection Assistance Information
UE	User Equipment
URSP	UE Route Selection Policy
VAL	Vertical Application Layer
XCAP	XML Configuration Access Protocol
XDMC	XML Document Management Client
XDMSC	XML Document Management Server
[bookmark: clause4]XML	Extensible Markup Language
* * * Next Change * * * *
[bookmark: _Toc162966317]6	Network slice capability enablement proceduresVoid
[bookmark: _Toc162966318]6.1	General
[bookmark: _Toc25306443][bookmark: _Toc26192766][bookmark: _Toc34137025][bookmark: _Toc34137339][bookmark: _Toc34138487][bookmark: _Toc34138730][bookmark: _Toc34395067][bookmark: _Toc45264297][bookmark: _Toc51933186]The network slice capability enablement procedures is a SEAL service of:
a	providing network slice capability enablement capabilities for network slice re-mapping from one VAL service to one or more other VAL services, according to 3GPP TS 23.434 [2] and 3GPP TS 23.435 [13]. The network server entity, providing the functionality for the network slice re-mapping, acts as an AF communicating with 5GCN to provide guidance to update and modify the S-NSSAIs and the DNNs of the route selection descriptors of the URSP rules, 3GPP TS 24.526 [3], for one or more application traffics per UE; and
NOTE:	In this release, S-NSSAI and DNN are only used as the route selection descriptor.
b	providing slice capabilities based on 5GS management system services and 5GS network services, according to 3GPP TS 23.435 [13] e.g., retrieving the KQI data of services, the QoE data, the end user information and fault reports from NSCE client, notifying the slice modification and delivering slice information to NSCE client.
[bookmark: _Toc162966319]6.2	On-network procedures
[bookmark: _Toc22042891][bookmark: _Toc34303565][bookmark: _Toc34403847][bookmark: _Toc45281869][bookmark: _Toc51933097][bookmark: _Toc68195152][bookmark: _Toc162966320]6.2.1	General
[bookmark: _Toc34303566][bookmark: _Toc34403848][bookmark: _Toc45281870][bookmark: _Toc51933098][bookmark: _Toc68195153][bookmark: _Toc162966321]6.2.1.1	Authenticated identity in HTTP request
Upon receiving an HTTP request from SNSCE-C, the SNSCE-S shall authenticate the identity of the sender of the HTTP request is authorized as specified in 3GPP TS 24.547 [4], and if authentication is successful, the SNSCE-S shall use the identity of the sender of the HTTP request as an authenticated identity.
[bookmark: _Toc162966322]6.2.1.2	Authenticated identity in CoAP request
Upon receiving a CoAP request from SNSCE-C, the SNSCE-S shall authenticate the identity of the sender of the CoAP request is authorized as specified in 3GPP TS 24.547 [4], and if authentication is successful, the SNSCE-S shall use the identity of the sender of the CoAP request as an authenticated identity.
[bookmark: _Toc162966323]6.2.2	Event triggered network slice adaptation
[bookmark: _Toc34303572][bookmark: _Toc34403854][bookmark: _Toc45281876][bookmark: _Toc51933104][bookmark: _Toc68195159][bookmark: _Toc162966324]6.2.2.1	General
These clauses describes the procedures on the client and server side when a request for network slice configuration is sent by the client to the server. The network slice configuration request may cause a network slice adaptation and sent by the SNSCE-C acting as application client requesting a new or a change in network slice configuration.
[bookmark: _Toc162966325]6.2.2.2	SNSCE client HTTP procedure
In order to request for the network slice adaptation, the SNSCE-C shall send an HTTP PUT request message according to procedures specified in IETF RFC 9110 [8]. In the HTTP PUT request message, the SNSCE-C:
NOTE:	How the requested network slice is known by the SNSCE-C is out of scope of this release.
a)	shall set the Request-URI to the URI identifying the SNSCE-S according to the pattern"{apiRoot}/su_nsc/val-services/{valServiceId}/configurations/{configurationId}", where:
1)	{valServiceId} set to the identity of "VAL service ID" of the VAL application; and
2)	{configurationId}set to the identity of "slice adaptation" configuration,
b)	shall set the "Host" header field to the URI identifying of SNSCE-S and the port information;
c)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [7];
d)	shall include the parameters for:
1)	VAL UEs of the VAL UE List; and
2)	requested S-NSSAI,
	as specified in table A.2-1 of annex A serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 8259 [10]; and
e)	may include the parameters for:
1)	requested DNN;
2)	requested application requirements containing:
-	time window;
-	location criteria;
-	access type preference;
-	UE IP address preservation indicator; and
3)	configuration cause,
	as specified in table A.2-1 of annex A serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 8259 [10].
Editor’s note [CR#0017, WID: NSCALE]:	Whether to contain the UE IP address preservation indicator depends on the clarification from SA6.
[bookmark: _Toc89100313][bookmark: _Toc162966326][bookmark: _Hlk106986905]6.2.2.3	SNSCE server HTTP procedure
Upon receipt an HTTP PUT request:
a)	with a Request-URI according to "{apiRoot}/su_nsc/val-services/{valServiceId}/configurations/{configurationId} identifying:
[bookmark: _Hlk103759115]1)	"valServiceId" identifying the VAL application; and 
2)	"configurationId" identifying the slice adaptation configuration; and
b)	with a body containing:
1)	VAL UE list with one or more VAL UEs;
2)	requested S-NSSAI; 
3)	optionally requested DNN;
4)	optionally requested application requirements containing:
-	time window;
-	location criteria;
-	access type preference;
-	UE IP address preservation indicator; and
5)	optionally configuration cause,
the SNSCE-S shall determine the sender identity as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized user, the SNSCE-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNSCE-S:
1)	shall attempt to update the network S-NSSAI for one or more VAL UEs with the identities listed in the VAL UE list for the VAL service, identified by VAL service ID by using the parameters for requested S-NSSAI, requested DNN, requested application requirements and configuration cause from the HTTP PUT request message;
NOTE 1:	To update the application traffic, the SNSCE-S can act as an AF and use the reference point N33 as shown in 3GPP TS 23.434 [2] to influence a VAL UE's URSP rules for the application traffic by providing a guidance on the route selection parameters S-NSSAI and DNN as described in clause 4.15.6.10 of 3GPP TS 23.502 [2A].
NOTE 2:	Whether and how the SNSCE-S can update the network S-NSSAI for all VAL UEs for the VAL service, is out of the scope of this release.
2)	shall send the updated network S-NSSAI and any DNN to the PCF, if the update is successful, 3GPP TS 23.434 [2]; and
3)	shall send an HTTP 200 response message containing the successful status or an error response for the failure status of the requested network slice adaptation to the SNSCE-C.
[bookmark: _Toc162966327]6.2.2.4	SNSCE client CoAP procedure
In order to request for the network slice adaptation, the SNSCE-C shall send a CoAP POST request message. In the CoAP PUT request message, the SNSCE-C:
NOTE:	How the requested network slice is known by the SNSCE-C is out of scope of this release.
a)	shall set the CoAP URI identifying a network configuration e.g. the network slice adaptation for a given VAL group containing one or more VAL UEs for a given VAL service according to the API URI definition in clause B.2, by setting:
1)	the "apiRoot" to the SNSCE-S URI;
2)	the "valServiceId" to the value identifying the given VAL service;
3)	the "configurationId" to the value identifying the network slice adaptation;
b)	shall include:
1)	the VAL group ID of the VAL group containing one or more VAL UEs; and
2)	the requested S-NSSAI;
c)	may include:
1)	the requested DNN;
2)	requested application requirements containing:
-	time window;
-	location criteria;
-	access type preference;
-	UE IP address preservation indicator; and
3)	the requested configuration cause;
d)	shall set the "Uri-Host" and "Uri-Port" Options to the URI identifying of SNSCE-S and the port information; and
e)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [4].
[bookmark: _Toc162966328]6.2.2.5	SNSCE server CoAP procedure
Upon receiving a CoAP PUT request, where the CoAP URI of the request identifies a network slice configuration as the network slice adaptation of one or more VAL UEs for a given VAL service as described in Annex B.2, the SNSCE-S shall determine the identity of the sender as specified in clause 6.2.1.2 to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized user, the SNSCE-S shall respond with a CoAP 4.03 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNSCE-S:
1)	shall attempt to update the network S-NSSAI for one or more VAL UEs with the identities listed in the VAL UE list for the VAL service, identified by VAL service ID by using the parameters for requested S-NSSAI, requested DNN, requested application requirements and configuration cause from the CoAP PUT request message;
NOTE 1:	To update the application traffic, the SNSCE-S can act as an AF and use the reference point N33 as shown in 3GPP TS 23.434 [2] to influence a VAL UE's URSP rules for the application traffic by providing a guidance on the route selection descriptors S-NSSAI and DNN as described in clause 4.15.6.10 of 3GPP TS 23.502 [2A].
NOTE 2:	Whether and how the SNSCE-S can update the network S-NSSAI for all VAL UEs for the VAL service, is out of the scope of this release.
2)	shall send the updated network S-NSSAI and any DNN to the PCF, if the update is successful, 3GPP TS 23.434 [2]; and
3)	shall send a CoAP 2.04 (Changed) response message indicating the successful status or an error response for the failure status of the requested network slice adaptation to the SNSCE-C.
[bookmark: _Toc162966329]6.2.3	Retrieval of data and information
[bookmark: _Toc162966330]6.2.3.1	General
The procedures on how the NSCE server retrieves network and service related KQI or performance data, QoE data, and fault information from the NSCE client apply for the following NSCE procedures:
a)	network slice related performance and analytics monitoring job creation request procedure specified in 3GPP TS 23.435 [13] clause 9.7.2.1;
b)	information collection from NSCE server(s) subscribe request and response procedure specified in 3GPP TS 23.435 [13] clause 9.8.2.1;
c)	network slice fault management capability exposure procedure specified in 3GPP TS 23.435 [13] clause 9.15.2.1; and
d)	slice requirements verification and alignment capability exposure procedure specified in 3GPP TS 23.435 [13] clause 9.16.2.1.
The procedures at the client and server side follow the mechanism specified in clause 5.5 of 3GPP TS 26.531 [15] and HTTP procedures specified in clause 4.3 and clause 7 of 3GPP TS 26.532 [16]. In the procedures, the SNSCE-C acts as the data collection client, and the SNSCE-S acts as data collection AF.

[bookmark: _Toc162966331]6.2.3.2	SNSCE client HTTP procedure
In order to obtain the configuration of requested data and information for retrieval, the SNSCE-C shall send an HTTP POST request message to invoke Ndcaf_DataReporting_CreateSession service operation as described in 3GPP TS 26.532 [16] clause 4.3.2.2 and 7.2.2.3.1.
In order to update the configuration of requested data and information for retrieval, the SNSCE-C may send an HTTP GET request message to invoke Ndcaf_DataReporting_RetrieveSession service operation as described in 3GPP TS 26.532 [16] clause 4.3.2.3 and 7.2.3.3.1.
After the configuration, the SNSCE-C shall send an HTTP POST request message in accordance with this configuration to invoke Ndcaf_DataReporting_Report service operation as described in 3GPP TS 26.532 [16] clause 4.3.3 and 7.2.3.4.1.

[bookmark: _Toc162966332]6.2.3.3	SNSCE server HTTP procedure
Upon receipt an HTTP POST request message on Ndcaf_DataReporting_CreateSession service operation, the SNSCE-S shall send HTTP response and provide the configuration of requested data and information for retrieval as described in clause 4.3.2.2 and clause 7.2.2.3.1 of 3GPP TS 26.532 [16].
Upon receipt an HTTP GET request message on Ndcaf_DataReporting_RetrieveSession service operation, the SNSCE-S shall send HTTP response and provide the updated configuration, if available, as described in clause 4.3.2.3 and clause 7.2.3.3.1 of 3GPP TS 26.532 [16].
Upon receipt an HTTP POST request message on Ndcaf_DataReporting_Report service operation, the SNSCE-S shall send HTTP response and may provide the updated configuration as described in clause 4.3.3 and clause 7.2.3.4.1 of 3GPP TS 26.532 [16].
6.2.4	Notify slice modification in Inter-PLMN based slice service continuity
[bookmark: _Toc162966334]6.2.4.1	General
This clause describes the procedures on the client and server side when a notification of slice modification in inter-PLMN based slice service continuity is sent by the server to the client. The notification helps the VAL UE identify an slice modification related to a VAL application when moving into target service area of target PLMN.
Editor’s note [CR#0020, WID: NSCALE]:	The API for this procedure needs to be specified.

[bookmark: _Toc162966335]6.2.4.2	SNSCE server HTTP procedure
In order to notify an slice modification in Inter-PLMN based slice service continuity, the SNSCE-S shall send an HTTP POST request message according to procedures specified in IETF RFC 9110 [8]. In the HTTP POST request message, the SNSCE-S:
a)	shall set the Callback-URI to the URI which was given by SNSCE-C in the configuration update event subscription message specified in 3GPP TS 24.546 [3A] clause 6.2.2.1.2 and A.1.2;
b)	shall include the parameters for:
1)	VAL service ID;
2)	slice identifier;
3)	PLMN ID; and
4)	target service area
	as specified in table A.2-1 of annex A serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 8259 [10]; and
c)	may include the parameter for VAL UE ID list as specified in table A.2-1 of annex A serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 8259 [10].
[bookmark: _Toc162966336]6.2.4.3	SNSCE client HTTP procedure
Upon receiving an HTTP POST request over a callback-URI which was given to SNSCE-S, the SNSCE-C:
a)	shall send an HTTP 200 (OK) message; and
b)	shall notify the VAL client about slice modification in inter-PLMN based slice service continuity for the VAL application identified by VAL service ID.
[bookmark: _Toc162966337]6.3	Off-network procedures
The off-network procedures are out of scope of the present document in this release of the specification.
* * * Next Change * * * *
7	Network slice capability enablement services
7.1	General
The clause describes the procedures of the network slice capability enablement services.
[bookmark: _Toc25306456][bookmark: _Toc26192779][bookmark: _Toc34137057][bookmark: _Toc34137371][bookmark: _Toc34138519][bookmark: _Toc34138762][bookmark: _Toc34395099][bookmark: _Toc45264316][bookmark: _Toc51933205][bookmark: _Toc162966333]7.2	Network slice adaptation service
7.2.1	Service description
7.2.1.1	Overview
The network slice adaptation procedure is a SEAL service of providing network slice capability enablement capabilities for network slice re-mapping from one VAL service to one or more other VAL services, according to 3GPP TS 23.434 [2] and 3GPP TS 23.435 [13]. The network server entity, providing the functionality for the network slice re-mapping, acts as an AF communicating with 5GCN to provide guidance to update and modify the S-NSSAIs and the DNNs of the route selection descriptors of the URSP rules, 3GPP TS 24.526 [3], for one or more application traffics per UE.
NOTE:	In this release, S-NSSAI and DNN are only used as the route selection descriptor.
7.2.2	Service operations 
7.2.2.1	Introduction
The service operation, defined for ETN_Configuration API for network capability configuration, is shown in table 7.2.2.1-1.
Table 7.2.2.1-1: Operations for network capability configuration
	Service operation name
	Description
	Initiated by

	Event_Triggered_Network_Slice_Adaptation
	This service operation is used by SNSCE-C to trigger the event of the network slice configuration.
	SNSCE-C



7.2.2.2	Event_Triggered_Network_Slice_Adaptation
7.2.2.2.1	General
These clauses describe the procedures on the SNSCE-C and SNSCE-S side when an event triggered request for network slice configuration is sent by the SNSCE-C to the SNSCE-S. The event triggered network slice configuration request causes a network slice adaptation and sent by the SNSCE-C acting as application client requesting a new or a change in network slice configuration.
7.2.2.2.2	Network slice adaptation using Event_Triggered_Network_Slice_Adaptation service operation
To request for the network slice adaptation, the SNSCE-C shall send an HTTP PUT request message according to procedures specified in IETF RFC 9110 [8]. In the HTTP PUT request message, the SNSCE-C:
NOTE 1:	How the requested network slice is known by the SNSCE-C is out of scope of this release.
a)	shall set the Request-URI to the URI identifying the SNSCE-S according to the pattern"{apiRoot}/su_nsc/val-services/{valServiceId}/configurations/{configurationId}", where:
1)	{valServiceId} set to the identity of the VAL application; and
2)	{configurationId}set to the identity of slice adaptation configuration,
b)	shall set the "Host" header field to the URI identifying of SNSCE-S and the port information;
c)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [7]; and
d)	shall include a body containing the data type NwSliceAdptEvent as defined in clause 8.1.1.6.2.2,
Upon receipt an HTTP PUT request:
a)	with a Request-URI according to "{apiRoot}/su_nsc/val-services/{valServiceId}/configurations/{configurationId} identifying:
1)	"valServiceId" identifying the VAL application; and
2)	"configurationId" identifying the slice adaptation configuration; and
b)	with a body containing the data type NwSliceAdptEvent as defined in clause 8.1.1.6.2.2, the SNSCE-S shall determine the sender identity of the sender is authorized or not as specified in 3GPP TS 24.547 [4].
If:
a)	the sender is not an authorized user, the SNSCE-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNSCE-S:
1)	shall attempt to update the network S-NSSAI for one or more VAL UEs with the identities listed in the VAL UE list for the VAL service, identified by VAL service ID by using the parameters for requested S-NSSAI, requested DNN, and requested application requirements from the HTTP PUT request message;
NOTE 2:	To update the application traffic, the SNSCE-S can act as an AF and use the reference point N33 as shown in 3GPP TS 23.434 [2] to influence a VAL UE's URSP rules for the application traffic by providing a guidance on the route selection parameters S-NSSAI and DNN as described in clause 4.15.6.10 of 3GPP TS 23.502 [2A].
NOTE 3:	Whether and how the SNSCE-S can update the network S-NSSAI for all VAL UEs for the VAL service, is out of the scope of this release.
2)	shall send the updated network S-NSSAI and any DNN to the PCF, if the update is successful, 3GPP TS 23.434 [2]; and
3)	shall send:
i)	if the request is successfully processed, an HTTP 204 No Content response message indicating the successful status; or 
ii)	if errors occur when processing the request, request, an appropriate error response as specified in clause 8.1.1.7.
7.3	Retrieval of data and information
7.3.1	Service description
7.3.1.1	Overview
The network slice capability enablement procedures is a SEAL service of providing slice capabilities based on 5GS management system services and 5GS network services, according to 3GPP TS 23.435 [13] e.g., retrieving the KQI data of services, the QoE data, the end user information and fault reports from NSCE client, notifying the slice modification and delivering slice information to NSCE client.
The procedures on how the NSCE server retrieves network and service related KQI or performance data, QoE data, and fault information from the NSCE client apply for the following NSCE procedures:
a)	network slice related performance and analytics monitoring job creation request procedure specified in 3GPP TS 23.435 [13] clause 9.7.2.1;
b)	information collection from NSCE server(s) subscribe request and response procedure specified in 3GPP TS 23.435 [13] clause 9.8.2.1;
c)	network slice fault management capability exposure procedure specified in 3GPP TS 23.435 [13] clause 9.15.2.1; and
d)	slice requirements verification and alignment capability exposure procedure specified in 3GPP TS 23.435 [13] clause 9.16.2.1.
The procedures at the SNSCE-Cand SNSCE-S side follow the mechanism specified in clause 5.5 of 3GPP TS 26.531 [15] and HTTP procedures specified in clause 4.3 and clause 7 of 3GPP TS 26.532 [16]. In the procedures, the SNSCE-C acts as the data collection client, and the SNSCE-S acts as data collection AF.
7.3.2	Service operations
7.3.2.1	Introduction
The service operations, defined for the APIs of data collection and reporting service specified in 3GPP TS 26.532 [16], for retrieval of data and information, is shown in table 7.3.2.1-1.
Table 7.3.2.1-1: Operations for retrieval of data and information
	Service operation name
	Description
	Initiated by

	Ndcaf_DataReporting_CreateSession
	This service operation is used by SNSCE-C to obtain the configuration the requested data and information for retrieval.
	SNSCE-C

	Ndcaf_DataReporting_RetrieveSession
	This service operation is used by SNSCE-C to update the configuration of the requested data and information for retrieval.
	SNSCE-C

	Ndcaf_DataReporting_Report
	This service operation is used by SNSCE-C to report the requested data and information for retrieval.
	SNSCE-C



7.3.2.2	Ndcaf_DataReporting_CreateSession
7.3.2.2.1	General
These clauses describe the procedures on the SNSCE-C and SNSCE-S side when a request for obtaining the configuration of the requested data and information for retrieval, is sent by the SNSCE-C to the SNSCE-S.
7.3.2.2.2	Configuration of the requested data and information retrieval using Ndcaf_DataReporting_CreateSession service operation
In order to obtain the configuration of requested data and information for retrieval, the SNSCE-C shall send an HTTP POST request message to invoke Ndcaf_DataReporting_CreateSession service operation as described in clause 3.3.2.2 and clause 7.2.2.3.1 of 3GPP TS 26.532 [16].
Upon receipt an HTTP POST request message on Ndcaf_DataReporting_CreateSession service operation, the SNSCE-S shall send HTTP "201 Created" status code and provide the configuration of requested data and information for retrieval as described in clause 4.3.2.2 and clause 7.2.2.3.1 of 3GPP TS 26.532 [16].
7.3.2.3	Ndcaf_DataReporting_RetrieveSession
7.3.2.3.1	General
These clauses describe the procedures on the SNSCE-C and SNSCE-S side when a request for updating the configuration of the requested data and information for retrieval, is sent by the SNSCE-C to the SNSCE-S.
7.3.2.3.2	Updated configuration of the requested data and information retrieval using Ndcaf_DataReporting_RetrieveSession service operation
In order to update the configuration of requested data and information for retrieval, the SNSCE-C may send an HTTP GET request message to invoke Ndcaf_DataReporting_RetrieveSession service operation as described in clause 4.3.2.3 and clause 7.2.3.3.1 of 3GPP TS 26.532 [16].
Upon receipt an HTTP GET request message on Ndcaf_DataReporting_RetrieveSession service operation, the SNSCE-S shall send HTTP "201 Created" status code and provide the updated configuration, if available, as described in clause 4.3.2.3 and clause 7.2.3.3.1 of 3GPP TS 26.532 [16].
7.3.2.4	Ndcaf_DataReporting_Report
7.3.2.4.1	General
These clauses describe the procedures on the SNSCE-C and SNSCE-S side when a request for reporting the configuration of the requested data and information for retrieval, is sent by the SNSCE-C to the SNSCE-S.
7.3.2.4.2	Reporting the requested data and information retrieval using Ndcaf_DataReporting_Report service operation
After the configuration, the SNSCE-C shall send an HTTP POST request message in accordance with this configuration to invoke Ndcaf_DataReporting_Report service operation as described in clause 4.3.3 and clause 7.2.3.4.1 of 3GPP TS 26.532 [16].
Upon receipt an HTTP POST request message on Ndcaf_DataReporting_Report service operation, the SNSCE-S shall send HTTP "204 No Content" status code and may provide the updated configuration as described in clause 4.3.3 and clause 7.2.3.4.1 of 3GPP TS 26.532 [16].
7.4	Notify slice modification in inter-PLMN based slice service continuity
7.4.1	Service description
Notification for network slice modification for the inter-PLMN based slice service continuity is a SEAL service, which may occur during the inter-PLMN mobility. The notification of the slice modification is sent by the SNSCE-S to the SNSCE-C and is then forwarded to the VAL client by the SNSCE-C.
7.4.2	Service operations
7.4.2.1	Introduction
The service operations, defined for NotifySliceModified API for notifcation of slice modification during the inter-PLMN mobility, is shown in table 7.4.2.1-1.
Table 7.4.2.1-1: Operations for notification of slice modification
	Service operation name
	Description
	Initiated by

	Notify_Slice_Modification
	This service operation is used by SNSCE-S to notify the SNSCE-C of the slice modification during an inter-PLMN mobility due to the inter-PLMN based slice service continuity.
	SNSCE-S



7.4.2.2	Notify_Slice_Modification
7.4.2.2.1	General
These clauses describe the procedures when during an inter-PLMN mobility, a notification of slice modification for the inter-PLMN based slice service continuity, is sent by the SNSCE-Sto the SNSCE-C. The notification helps the VAL UE to identify a slice modification related to a VAL application when moving into target service area of the target PLMN.
7.4.2.2.2	Notification of slice modification using Notify_Slice_Modification service operation
To notify the slice modification for the inter-PLMN based slice service continuity during the inter-PLMN mobility, the SNSCE-S shall send an HTTP POST request message according to procedures specified in IETF RFC 9110 [8] and according to pattern Callback-URI, defined in clause A.1.2 of 3GPP TS 24.546 [3A] with a body containing the data type NotifySliceMod as defined in clause TBD, serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 8259 [10].
Editor's Note:	Definition of data type NotifySliceMod is FFS.
Upon receipt of the HTTP POST request, the SNSCE-C:
a)	if the request is successfully processed, shall send an HTTP 204 No Content message indicating the successful response; or
b)	if errors occur when processing the request, an appropriate error response as specified in clause 8.1.1.7.
* * * End of Changes * * * *

