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* * * First Change * * * *

[bookmark: _Toc160551171]5.5.3.3.2	Error message formatting by the Roaming Intermediary
If a Roaming Intermediary needs to generate an N32-f related error message upon receiving an N32-f response, the Roaming Intermediary shall construct a new N32-f request as defined in clause 5.3.2.3 for a SEPP with the following modifications:
-	the DataToIntegrityProtectBlock (see Table 6.2.5.2.2-1) shall only contain the MetaData with the N32fContextId and messageId of the N32-f response message for which an error was detected.
-	the patch instructions in the modificationsBlock (see Table 6.2.5.2.2-1) shall be based on an  DataToIntegrityProtectBlock only containing the MetaData with the n32fContextId and messageId. 
-	the modifications in the "modificationsBlock" shall result in encoding a N32-c request for N32-f Error Reporting, i.e. it shall contain patch instructions: 
-	adding the requestLine to form an HTTP POST request "{n32c-apiRoot}/n32c-handshake/v1/n32f-error"; the {n32c-apiRoot} shall be set to a dummy N32-c apiRoot defined as the N32-f apiRoot with the authority part prepended with the label "n32c".
EXAMPLE:	If the n32-f apiRoot is https://sepp-n32f.5gc.mnc203.mcc422.3gppnetwork.org:443, the dummy N32-c apiRoot is:
https://n32c.sepp-n32f.5gc.mnc203.mcc422.3gppnetwork.org:443
NOTE:	The dummy N32-c apiRoot in the N32-c message encapsulated in the N32-f request needs not contain addressing information of any actual N32-c service instance of the p-SEPP. Instead, this indicates to the receiving N32-f service instance of the p-SEPP that it needs to look up for a N32-c service instance and route the request towards that N32-c service instance. See step 9 of clause 5.5.3.3.1.
-	adding headers, if applicable; and
-	adding the payload that shall be the content of the N32-f Error Reporting Request, i.e N32fErrorInfo.
-	the modificationsBlock shall contain the JWS signature of the Roaming Intermediary. 
The Roaming Intermediary shall then send its N32-f request towards the p-SEPP, (using the same N32-f apiRoot as the one that was used in the original N32-f request sent to the p-SEPP) possibly via another intermediate Roaming Intermediary.

* * * Next Change * * * *

[bookmark: _Toc160551174]5.5.3.4.2	Error message formatting by the Roaming Intermediary
If a Roaming Intermediary needs to generate a service error message upon receiving an N32-f request, the Roaming Intermediary shall construct a service error response (to be sent within a successful N32-f response) as defined in clause 5.3.2.3 for a SEPP with the following modifications:
-	the DataToIntegrityProtectBlock (see Table 6.2.5.2.3-1) shall only contain metadata with N32-f message ID and N32-f context ID of the N32-f request message;
-	the patch instructions in the modificationsBlock (see Table 6.2.5.2.3-1) shall be based on the intermediary originated DataToIntegrityProtectBlock only containing the MetaData with the N32-f message ID and N32-f context ID. 
-	the modifications in the "modificationsBlock" shall result in encoding the service error response, i.e. it shall contain patch instructions; 
-	adding the statusLine to form the desired service error response (e.g. 403 Forbidden response); 
-	adding SBI headers, if applicable; and
-	adding the payload that shall be the content of the service error response (e.g. ProblemDetails with the reason why the registration request is rejected);
-	the modificationsBlock shall contain the JWS signature of the Roaming Intermediary. 
The Roaming Intermediary shall then send its N32-f response towards the c-SEPP, possibly via another intermediate Roaming Intermediary, encapsulating the service error response.
Editor's note: Roaming Intermediary originated error message e.g. to terminate a session is FFS.

* * * End of Changes * * * *
