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* * * First Change * * * *

[bookmark: _Toc44847570][bookmark: _Toc51845225][bookmark: _Toc51845556][bookmark: _Toc51847076][bookmark: _Toc57022708][bookmark: _Toc160973380]6.10.8.3	Requirements for an SCP or SEPP relaying an HTTP error response
To enable an HTTP client to determine the originator of an HTTP error response, e.g. when an HTTP server does not include a Server header in an HTTP error response, the SCP or SEPP that forwards the HTTP error response towards the HTTP client shall include a Via header in the HTTP error response with the following information:
-	the received-protocol portion of the Via header as defined in clause 7.6.3 of IETF RFC 9110 [11];
-	the type of the network entity forwarding the error, in the received-by portion formatted according to Table 5.2.2.2-2, set to the NFType value as defined in clause 6.1.6.3.3 of 3GPP TS 29.510 [8], i.e. "SCP" or "SEPP";
-	the identity of the network entity forwarding the error, in the received-by portion formatted according to Table 5.2.2.2-2, set to the FQDN of the SCP or SEPP.
NOTE:	The information carried in the Via header can also be useful for trouble-shooting.
EXAMPLE 1: Error forwarded by an SCP: Via: HTTP/2.0 SCP-scp1.operator.com or Via: 2.0 SCP-scp1.operator.com
EXAMPLE 2: Error forwarded by a SEPP: Via: HTTP/2.0 SEPP-sepp1.operator.com or Via: 2.0 SEPP-sepp1.operator.com
The presence of a Via header set to the next hop SCP or SEPP in an HTTP error response shall be an indication for the HTTP client that the next hop SCP or SEPP is not the originator of the error.
A SEPP shall forward unmodified HTTP status codes and application errors that it receives.
[bookmark: _GoBack]NOTE:	When PRINS in N32-f communication is used, an error might also be received from IPX Roaming Intermediary with a HTTP status code identified in Table 5.2.7.1-1, along with the application errors. These errors are handled by the receiving SEPP like any errors from remote SEPP or target NF.
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