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Table 6.1.6.3.7-1: Enumeration NFStatus
	Enumeration value
	Description

	"REGISTERED"
	The NF Instance is registered in NRF and can be discovered by other NFs.
This status may result from new registration of an NF into NRF, or when, e.g. an NF comes out of "SUSPENDED" state after, e.g. re-issue of certificate (see clause 10.6 of 3GPP TS 33.310 [XX]).

	"SUSPENDED"
	The NF Instance is registered in NRF but it is not operative and cannot be discovered by other NFs.
This status may result from a NF Heart-Beat failure (see clause 5.2.2.3.2) or a NF failure, or the expiry/revocation of NF certificate (see clause 10.6 of 3GPP TS 33.310 [XX]) and may trigger restoration procedures (see clause 6.2 of 3GPP TS 23.527 [27]).

	"UNDISCOVERABLE"
	The NF instance is registered in NRF, is operative but cannot be discovered by other NFs.
This status may be set by the NF e.g. in shutting down scenarios where the NF is still able to process requests for existing resources or sessions but cannot accept new resource creation or session establishment. 

	"CANARY_RELEASE"
	The NF instance is registered in NRF, is operative and can be discovered and selected by other NFs under certain conditions (see SelectionConditions, in clause 6.1.6.2.123).

This status may be set by the NF e.g. in upgrade scenarios or during canary testing scenarios where the NF is able to process requests for new resource creation or session establishment under certain conditions (e.g. for a restricted set of users).

(NOTE 2)

	NOTE 1:	An NF instance cannot be discovered by other NFs if the NF status is set to "SUSPENDED" or "UNDISCOVERABLE".
NOTE 2:	A discovered NF instance with NFStatus "CANARY_RELEASE" shall only be selected by an NF Service Consumer if the conditions included in the "selectionConditions" attribute of the NFProfile are evaluated to <true>; if such attribute is not included, the NF instance shall not be selected.
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