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\*\*\* Start of 2nd Change \*\*\*

## 3.1 Definitions

**Secondary node**: As defined in TS 37.340 [51].

**Signalling Monitor Consumer**: This term is defined in 3GPP TS 28.abc

**Signalling Monitor Producer**: This term is defined in 3GPP TS 28.abc

NOTE: The Signalling Monitor Producer and the Signalling Monitor Consumer are left for implementation, with the consideration of being the end-point of the Signalling monitoring interfaces for which security requirements are specified in 5.9.X.

**subscription credential(s):** The set of values in the USIM and in the home operator's network, consisting of at least the long-term key(s) and the subscription identifier SUPI, used to uniquely identify a subscription and to mutually authenticate the UE and 5G core network.

\*\*\* Start of 2nd Change \*\*\*

### 5.9.1 Trust boundaries

It is assumed for the set of requirements in this sub-clause that mobile network operators subdivide their networks into trust zones. Subnetworks of different operators are assumed to lie in different trust zones. Messages that traverse trust boundaries shall follow the requirements in sub-clause 5.9.2 to 5.9.x of the present document, if not protected end to end by NDS/IP as specified in TS 33.210 [3].

\*\*\* Start of 3rd Change \*\*\*

### 5.9.X Requirements for Monitoring 5GC Signaling Traffic

#### 5.9.X.1 Security requirements for the configuration of signalling monitoring

The 5G shall support mutual authentication between the Signalling Monitor Producer at the 5GC (for configuration/activation of the functionality) and the Signalling Monitor Consumer in charge of the signalling traffic monitoring management.

The 5G shall support authorization to the Signalling Monitor Consumer in charge of the signalling traffic monitoring management.

NOTE 1: Local policy-based authorization should be supported by the Signalling Monitor Producer, according to 3GPP TS 28.533.

The 5G shall support integrity protection, replay protection and confidentiality protection for communication between the Signalling Monitor Producer at the 5GC and the Signalling Monitor Consumer in charge of the signalling traffic monitoring management.

NOTE 2: If interface between the Signalling Monitor Producer and the Signalling Monitor Consumer in charge of the signalling traffic monitoring management is trusted (e.g. physically protected), it is for the PLMN-operator to decide whether to apply integrity protection, replay protection and confidentiality protection for communication.

#### 5.9.X.2 Security requirements for the streaming of signalling monitoring data

The 5G shall support mutual authentication between the Signalling Monitor Producer at the 5GC and the Monitoring system.

NOTE: The Monitoring system is outside the scope of this specification.

The 5G shall provide confidentiality protection, integrity protection and replay protection of the interface between the Signalling Monitor Producer at the 5GC and the Monitoring system.

\*\*\* End of Changes \*\*\*