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The UE uses this procedure to deregister from the registered PLMN as shown in Figure 4.2.2.3.2-1.


Figure 4.2.2.3.2-1: UE-initiated Deregistration
1.	The UE sends NAS message Deregistration Request (5G-GUTI, Deregistration type (e.g. Switch off), Access Type, [Unavailability Period Duration], [NAS message container]) to the AMF.
	Access type indicates whether the Deregistration procedure applies to the 3GPP access, to the non-3GPP access, or to both if the 3GPP access and non-3GPP access of the UE are served by the same AMF (refer to TS 23.501 [2]). The AMF shall invoke the Deregistration procedure for the target access indicated by the UE.
	If the UE and network support Unavailability Period and an event is triggered in the UE that would make the UE unavailable for a period of time, the UE includes Unavailability Period Duration as described in clause 5.4.1.4 of TS 23.501 [2].
	The NAS message container shall be included if the UE is sending a Deregistration Request message as an Initial NAS message and the UE has a valid 5G NAS security context and the UE needs to send non-cleartext IEs, see clause 4.4.6 of TS 24.501 [25]. If the UE does not need to send non-cleartext IEs, the UE shall send a Deregistration Request message without including the NAS message container.
1a.	[Conditional] If the Deregistration Request message was not sent integrity protected or integrity protection verification failed, the NAS security initiation is performed as described in TS 33.501 [15], the UE includes the full Deregistration Request message as defined in TS 24.501 [25].
2.	[Conditional] AMF to SMF (or V-SMF): Nsmf_PDUSession_ReleaseSMContext (SM Context ID).
	If the UE has no established PDU Session over the target access indicated in step 1, then steps 2 to 5 are not executed. All PDU Sessions over the target access(es), which belong to the UE are released by the AMF sending Nsmf_PDUSession_ReleaseSMContext Request (SM Context ID) message to the SMF (or V-SMF) for each PDU Session. If the AMF determines that the secondary RAT usage reporting is required for the PDU Session, the AMF shall execute step 7 and 8 and then wait for the completion of step 8 to receive the secondary RAT usage data from the NG-RAN. After that, steps 2 to 6 in this procedure are performed to e.g. release the PDU Session(s).
	For home routed roaming case, the V-SMF initiates the release of the PDU Session at the H-SMF by invoking the Nsmf_PDUSession_Release request.
3.	[Conditional] The SMF (or H-SMF) releases all resources e.g. the IP address / Prefix(es) that were allocated to the PDU Session and releases the corresponding User Plane resources:
3a.	[Conditional] The SMF (or H-SMF) sends N4 Session Release Request (N4 Session ID) message to the UPF(s) of the PDU Session. The UPF(s) shall drop any remaining packets of the PDU Session and release all tunnel resource and contexts associated with the N4 Session.
3b.	[Conditional] The UPF(s) acknowledges the N4 Session Release Request by the transmission of an N4 Session Release Response (N4 Session ID) message to the SMF.
4.	[Conditional] The SMF (or V-SMF) responds with Nsmf_PDUSession_ReleaseSMContext Response message.
	For home routed roaming case, the H-SMF responds to the V-SMF with a Nsmf_PDUSession_Release response. The V-SMF releases the corresponding User Plane resources. The V-SMF responds to AMF with Nsmf_PDUSession_ReleaseSMContext Response message.
5a.	[Conditional] If dynamic PCC applied to this session the SMF performs an SM Policy Association Termination procedure as defined in clause 4.16.6.
5b-c.	[Conditional] If it is the last PDU Session the SMF is handling for the UE for the associated (DNN, S-NSSAI), the SMF unsubscribes from Session Management Subscription data changes notification with the UDM by means of the Nudm_SDM_Unsubscribe service operation. The SMF invokes the Nudm_UECM_Deregistration service operation so that the UDM removes the association it had stored between the SMF identity and the associated DNN and PDU Session IdPDU Session ID.
6.	[Conditional] If there is any association with the PCF for this UE and the UE is no more registered over any access, the AMF performs a AMF-initiated AM Policy Association Termination procedure as defined in clause 4.16.3.2 delete the association with the PCF.
6a.	[Conditional] If there is any association with the PCF for this UE and the UE is no more registered over any access, the AMF performs a AMF-initiated UE Policy Association Termination procedure as defined in clause 4.16.13.1 delete the association with the PCF.
7.	[Conditional] The AMF sends NAS message Deregistration Accept to UE depending on the Deregistration type i.e. if Deregistration type is switch-off, AMF does not send Deregistration Accept message.
7a	[Conditional] If Unavailability Period Duration is received from the UE and there is "Loss of Connectivity" monitoring event subscription for the UE, the AMF triggers "Loss of Connectivity" monitoring event report and includes the remaining value of the Unavailability Period Duration.
8.	[Conditional] AMF to AN: N2 UE Context Release Request (Cause)
	If the target access for Deregistration procedure is 3GPP access or both 3GPP access and non-3GPP access and there is N2 signalling connection to NG-RAN, the AMF sends N2 UE Release command to NG-RAN with Cause set to Deregistration to release N2 signalling connection. The details of this step are covered by steps 2 to 4 in the AN Release procedure, as described in clause 4.2.6.
	If the target access for Deregistration procedure is non-3GPP access or both 3GPP access and non-3GPP access and there is N2 signalling connection to the N3IWF/TNGF/W-AGF, the AMF sends N2 UE Release command to N3IWF/TNGF/W-AGF with Cause set to Deregistration to release N2 signalling connection. The details of this step are covered by steps 2 to 5 in the "Deregistration procedure for (un)trusted non-3gpp access", as described in clauses 4.12.3 / 4.12a.3 and in clause 7.2.1 of TS 23.316 [53] for W-5GAN access.
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If UE and AMF successfully negotiate N3 data transfer in addition to Control Plane CIoT 5GS Optimisation based on the Preferred and Supported Network Behaviour as defined in clause 5.31.2 of TS 23.501 [2], then the UE may, e.g. based on the amount of data to be transferred in uplink, initiate N3 data transfer establishment procedure for any PDU session for which Control Plane Only Indicator was not included.
The UE triggered N3 data transfer establishment procedure may be initiated by the UE in CM-IDLE or CM-CONNECTED state and follows the UE triggered Service Request procedure as defined in clause 4.2.3.2 with the following differences.
	Step 1.
	The UE includes in the AN message a Service Request for Control Plane CIoT 5GS Optimisation (List Of PDU Sessions To Be Activated, List Of Allowed PDU Sessions, security parameters, PDU Session status, [NAS message container])).
	The List Of PDU Sessions To Be Activated is provided by UE when the UE wants to activate user plane resources for the PDU Session(s). The UE shall not include PDU sessions for which Control Plane Only Indicator was received in the List Of PDU Sessions To Be Activated. If the UE is camping on NB-IoT, the UE shall construct the List of PDU Sessions To Be Activated to not exceed 2 PDU session(s) with active user plane resources.
	If this procedure is triggered for paging response and the UE has at the same time some user data to be transferred, the UE may decide to request N3 data transfer establishment for one of more PDU sessions. The UE indicates this in the List Of PDU Sessions To Be Activated. Otherwise the UE does not identify any PDU Session in the List Of PDU Sessions To Be Activated.
	Step 4 or 5a.
	Upon reception of Nsmf_PDUSession_UpdateSMContext Request or after SMF initiated SM Policy Association Modification, based on UE request and local policies, the SMF decides whether to establish N3 data transfer for the PDU session. The SMF shall not decide to establish N3 data transfer for a PDU session for which Control Plane Only InidcatorIndicator was received.
	Step 11.
	The SMF indicates in Nsmf_PDUSession_UpdateSMContext Response whether to establish N3 data transfer, i.e. activate Data Radio Bearer and N3 tunnel, for the PDU session.
	Step 12.
	If the RAT type is NB-IoT, the AMF shall ensure that number of PDU Sessions with active user plane resources does not exceed 2. If the AMF decides to not include a PDU Session to be activated in the N2 message, the AMF indicates this to the SMF in step 15 Nsmf_PDUSession_UpdateSMContext Request in the List of PDU Sessions that failed to be established with the failure cause given in the N2 SM information element.
	The AMF includes a NAS service accept for Control Plane CIoT 5GS Optimisation containing information on the PDU sessions with established N3 data transfer, based on the request(s) from the SMF(s) in step 11.
	The network starts using N3 bearers for all DL data on this PDU session. Control Plane CIoT 5GS Optimisation is considered enabled for data transfer for all PDU sessions without established N3 data transfer.
	Step 13.
	The UE starts using N3 bearearsbearers for all UL data on this PDU session.
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This procedure is used in the case of home-routed roaming scenarios.


[bookmark: _CRFigure4_3_2_2_21]Figure 4.3.2.2.2-1: UE-requested PDU Session Establishment for home-routed roaming scenarios
1.	This step is the same as step 1 in clause 4.3.2.2.1.
2.	For NR satellite access, the AMF may decide to verify the UE location as described in clause 5.4.11.4 of TS 23.501 [2].
	As in step 2 of clause 4.3.2.2.1 except that, if the UE does not include an S-NSSAI in the PDU Session request, both a Serving PLMN S-NSSAI (in the Allowed NSSAI or Partially Allowed NSSAI) and its corresponding HPLMN S-NSSAI values are selected by the AMF. Also, the AMF in the serving PLMN selects both an SMF in the Serving PLMN using the S-NSSAI of the Serving PLMN mapping to the S-NSSAIs of the HPLMN used for the PDU Session and additionally, an SMF in the HPLMN using the S-NSSAI of the HPLMN used for the PDU Session, as described in clause 4.3.2.2.3. The AMF may also receive alternative H-SMFs from the NRF. If Control Plane CIoT 5GS Optimisation is enabled for the PDU Session, the AMF selects V-SMF and H-SMF that supports the Control Plane CIoT 5GS Optimisation (see clause 6.3.2 of TS 23.501 [2]). The AMF stores the association of the S-NSSAI(s), the DNN, the PDU Session ID, the SMF ID in VPLMN as well as Access Type of the PDU Session. Whether to perform DNN replacement is based on operator agreement.
	In step 3 of clause 4.3.2.2.1, in local breakout roaming case, if V-SMF responds to AMF indicating that V-SMF is not able to process some part of the N1 SM information, the AMF proceeds with home routed case from this step and may select an SMF in the VPLMN different from the V-SMF selected earlier.
3a.	As in step 3 of clause 4.3.2.2.1 with the addition that:
-	the AMF also provides the identity of the H-SMF it has selected in step 2 and both the VPLMN S-NSSAI from the Allowed NSSAI or Partially Allowed NSSAI and the corresponding S-NSSAI of the HPLMN, which is in the mapping the VPLMN S-NSSAI from the Allowed NSSAI or Partially Allowed NSSAI. The H-SMF is provided when the PDU Session is home-routed. The AMF may also provide the identity of alternative H-SMFs, if it has received in step 2. If the AMF determines to replace the HPLMN S-NSSAI received from the UE with the HPLMN Alternative S-NSSAI or the AMF receives the HPLMN Alternative S-NSSAI and the HPLMN S-NSSAI provided by the UE, the AMF selects the H-SMF based on the HPLMN Alternative S-NSSAI.
-	The V-SMF does not use DNN Selection Mode received from the AMF but relays this information to the H-SMF.
	If the AMF is reusing an already established association with a V-SMF for the PDU Session ID provided by the UE (e.g. when Request Type indicates "existing PDU Session"), the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request.
	The AMF may include the H-PCF ID in this step and V-SMF will pass it to the H-SMF in step 6. This will enable the H-SMF to select the same H-PCF in step 9a.
	If Control Plane CIoT 5GS Optimisation is used for the PDU Session and the "Invoke NEF indication" in the subscription data is set for the S-NSSAI / DNN combination, the AMF includes an "Invoke NEF" flag in Nsmf_PDUSession_CreateSMContext Request.
	If Disaster Roaming service indication is received, the V-SMF stores the indication in PDU session context and includes the indication in charging data. V-SMF may also apply policy and charging control based on the indication according to roaming agreement.
3b:	This step is the same as step 5 of clause 4.3.2.2.1. If the PDU Session Type is Unstructured and the V-SMF received an "Invoke NEF" flag in step 3a, then it skips steps 4 and 5.
4.	The V-SMF selects a UPF in VPLMN as described in clause 6.3.3 of TS 23.501 [2].
5.	The V-SMF initiates an N4 Session Establishment procedure with the selected V-UPF:
5a.	The V-SMF sends an N4 Session Establishment Request to the V-UPF. The V-SMF provides Trace Requirements to the V-UPF if the V-SMF has received Trace Requirements from AMF. If V-SMF supports HR-SBO and receives HR-SBO allowed indication from AMF for this PDU session, V-SMF includes SUPI of the UE, HPLMN DNN and S-NSSAI, and an indication that the UE PDU session is working in HR-SBO mode.
5b.	The V-UPF acknowledges by sending an N4 Session Establishment Response. The CN Tunnel Info is provided to V-SMF in this step.
6.	V-SMF to H-SMF: Nsmf_PDUSession_Create Request (SUPI, GPSI (if available), V-SMF SM Context ID, DNN, S-NSSAI with the value defined by the HPLMN, [HPLMN Alternative S-NSSAI], PDU Session ID, V-SMF ID, V-CN-Tunnel-Info, PDU Session Type, PCO, Number Of Packet Filters, User location information, Access Type, RAT Type, PCF ID, [Small Data Rate Control Status], SM PDU DN Request Container, DNN Selection Mode, Control Plane CIoT 5GS Optimisation Indication, [Always-on PDU Session Requested], AMF ID, Serving Network, [ECS Address Configuration Information asscociatedassociated with PLMN ID of visited network], the QoS constraints from the VPLMN, Satellite backhaul category, Disaster Roaming service indication, [URSP rule enforcement reports]) or Nsmf_PDUSession_Update Request (V-CN-Tunnel-Info, PCO, User location information, Access Type, RAT Type, SM PDU DN Request Container, Control Plane CIoT 5GS Optimisation Indication, [Always-on PDU Session Requested], Serving Network, Satellite backhaul category, [URSP rule enforcement reports]). Protocol Configuration Options may contain information that H-SMF may needs to properly establish the PDU Session (e.g. SSC mode or SM PDU DN Request Container to be used to authenticate the UE by the DN-AAA as defined in clause 4.3.2.3). The H-SMF may use DNN Selection Mode when deciding whether to accept or reject the UE request. If the V-SMF does not receive any response from the H-SMF due to communication failure on the N16 interface, depending on operator policy the V-SMF may create the PDU Session to one of the alternative H-SMF(s) if additional H-SMF information is provided in step 3a, as specified in detail in TS 29.502 [36]. The Small Data Rate Control Status is included if received from the AMF. The Control Plane CIoT 5GS Optimisation Indication is set by the V-SMF, if the PDU Session is intended for Control Plane CIoT 5GS Optimisation. The QoS constraints from the VPLMN are specified in clause 5.7.1.11 of TS 23.501 [2]. The Disaster Roaming service indication is included if the indication is received from AMF in step 3a above.
NOTE 1:	The QoS constraints from the VPLMN are provided by the VPLMN to avoid the risk that V-SMF rejects the PDU Session in step 13 when controlling SLA with the HPLMN.
	V-SMF SM Context ID contains the addressing information it has allocated for service operations related with this PDU Session. The H-SMF stores an association of the PDU Session and V-SMF Context ID for this PDU Session for this UE.
	If the H-SMF needs to use V-SMF services for this PDU Session (invoking Nsmf_PDUSession_Update Request) before step 13, at the first invocation of Nsmf_PDUSession_Update Request the H-SMF provides the V-SMF with the H-SMF SM Context ID it has allocated for service operations related with this PDU Session.
	If the RAT type was included in the message, then the H-SMF stores the RAT type in SM Context.
	ECS Address Configuration Information associated with PLMN ID of visited network is an optional information that may only be provided when HR-SBO is supported for roamers of HPLMN.
	If the V-SMF has an association with the H-SMF for the indicated PDU Session ID, the V-SMF invokes Nsmf_PDUSession_Update Request. Otherwise the V-SMF invokes Nsmf_PDUSession_Create Request.
	If the V-SMF receives the HPLMN Alternative S-NSSAI and the HPLMN S-NSSAI from the AMF, the V-SMF sends both the HPLMN Alternative S-NSSAI and the HPLMN S-NSSAI to the H-SMF.
	If the V-SMF receives the URSP rule enforcement reports from UE, the V-SMF provides the URSP rule enforcement reports from roaming UE to H-SMF.
7-12b.	These steps are the same as steps 4-10 in clause 4.3.2.2.1 with the following differences:
-	These steps are executed in Home PLMN;
-	If the S-NSSAI of this PDU Session is subject to network slice usage control, according to operator's policy the H-SMF configures the PDU Session inactivity timer in the H-UPF as described in clause 5.15.15 of TS 23.501 [2]. Otherwise, the H-SMF does not provides the inactivity timer to the H-UPF as described in step 10a in clause 4.3.2.2.1.
-	If the QoS constraints from the VPLMN is provided in step 6 and PCF is deployed, the H-SMF provides the QoS constraints from the VPLMN to PCF. The PCF takes this into account when making policy decisions. In case dynamic PCC is not deployed, the SMF takes this into account when generating the default QoS rule.
-	Step 5 of clause 4.3.2.2.1 is not executed.
-	If Disaster Roaming service indication is received, the SMF stores the indication in PDU session context and includes the indication in charging data. H-SMF may also apply policy and charging control based on the indication according to roaming agreement.
	When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in TS 23.503 [20].
12c.	This step is the same as step 16c in clause 4.3.2.2.1 with the following difference:
-	The H-SMF registers for the PDU Session with the UDM using Nudm_UECM_Registration (SUPI, DNN, S-NSSAI with the value defined by the HPLMN, PDU Session ID).
13.	H-SMF to V-SMF: Nsmf_PDUSession_Create Response (QoS Rule(s), QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), PCO including session level information that the V-SMF is not expected to understand, selected PDU Session Type and SSC mode, Reliable Data Service Support, H-CN Tunnel Info, QFI(s), QoS profile(s), Session-AMBR, Reflective QoS Timer (if available), information needed by V-SMF in the case of EPS interworking such as the PDN Connection Type, User Plane Policy Enforcement, [ECS Address Configuration Information for the serving PLMN]).
	If the PDU Session being established was requested to be an always-on PDU Session, the H-SMF shall indicate to the V-SMF whether the request is accepted or not via the Always-on PDU Session Granted indication in the response message to V-SMF. If the PDU Session being established was not requested to be an always-on PDU Session but the H-SMF determines that the PDU Session needs to be established as an always-on PDU Session, the H-SMF shall indicate it to the V-SMF by including Always-on PDU Session Granted indication that the PDU Session is an always-on PDU Session.
	The information that the H-SMF may provide is the same than defined for step 11 of Figure 4.3.2.2.1-1.
	The H-CN Tunnel Info contains the tunnel information for uplink traffic towards H-UPF.
	Multiple QoS Rules and QoS Flow level QoS parameters for the QoS Flow(s) associated with the QoS rule(s) may be included in the Nsmf_PDUSession_Create Response.
	The V-SMF may apply VPLMN policies related with the SLA negotiated with the HPLMN or with QoS values supported by the VPLMN to evaluate the QoS parameters received from H-SMF; such policies may result in that V-SMF does not accept the PDU Session or does not accept some of the QoS Flows requested by the H-SMF. If the V-SMF does not accept the PDU Session, the V-SMF triggers the V-SMF initiated PDU Session Release procedure from step 1b-3b as defined in clause 4.3.4.3. When the V-SMF accepts at least one QoS flow, it transfers (via the AMF) the corresponding N2 (and NAS) request towards the 5G AN (and the UE) but does not issue requests for the QoS Flow(s) it has rejected due these policies. The V-SMF notifies the H-SMF about the rejected QoS Flows in step 23 below.
NOTE 2:	QoS enforcement in V-UPF is not expected on the QoS parameters received from H-SMF.
	If Control Plane CIoT 5GS Optimisation is enabled for the PDU Session, certain information, e.g. H-CN tunnel info, is not provided in the response to V-SMF.
	V-SMF stores the indication of Small Data Rate Control applicability on this PDU Session, if it is received in Nsmf_PDUSession_Create Response.
13a-13b.	The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF may provide N4 rules to the V-UPF for this PDU Session, including rules to forward UL traffic to the H-UPF.
14-18.	These steps are the same as steps 11-15 in clause 4.3.2.2.1 with the following differences:
-	These steps are executed in Visited PLMN;
-	The V-SMF stores an association of the PDU Session and H-SMF ID for this PDU Session for this UE;
-	If the H-SMF indicates the PDU Session can be established as an always-on PDU Session, the V-SMF shall further check whether the PDU Session can be established as an always-on PDU Session based on local policies. The V-SMF notifies the UE whether the PDU Session is an always-on PDU Session or not via the Always-on PDU Session Granted indication in the PDU Session Establishment Accept message.
-	If the N2 SM information indicates failure of user plane resource setup and the V-SMF rejected the PDU session establishment as described in step 15 in clause 4.3.2.2.1, step 19 is skipped and instead the V-SMF releases the N4 Session with V-UPF.
-	If an alternative H-SMF is selected for the PDU Session and the corresponding selected alternative H-SMF ID has not been previously provided to the AMF, the V-SMF provides the selected alternative H-SMF ID to the AMF.
NOTE 3:	The selected alternative H-SMF ID can be provided to AMF earlier, e.g. in step 8 if PDU Session Authentication/Authorization is performed.
-	If Control Plane CIoT 5GS Optimisation is enabled for the PDU Session, steps 19, 20 and 23 below are omitted.
19a.	The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF may provide N4 rules to the V-UPF for this PDU Session, including rules to forward DL traffic to the AN.
19b.	The V-UPF provides a N4 Session Modification Response to the V-SMF.
	After this step, the V-UPF delivers any down-link packets to the UE that may have been buffered for this PDU Session.
20.	This step is the same as step 17 in clause 4.3.2.2.1 with the following differences:
-	The SMF is a V-SMF. The H-SMF and V-SMF subscribe to UE reachability event from AMF.
21.	This step is same as step 18 in clause 4.3.2.2.1. In addition, if during the procedure, after step 14, the PDU Session establishment is not successful as specified in step 15 of clause 4.3.2.2.1, the V-SMF triggers the V-SMF initiated PDU Session Release procedure from step 1b-3b as defined in clause 4.3.4.3.
22.	H-SMF to UE, via H-UPF and V-UPF in VPLMN: In the case of PDU Session Type IPv6 or IPv4v6, the H-SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the H-UPF and V-UPF. If the Control Plane CIoT 5GS Optimisation is enabled for this PDU session the V-UPF forwards the IPv6 Router Advertisement to the V-SMF for transmission to the UE using the Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation procedures (see clause 4.24.2).
23.	If the V-SMF received in step18 an indication that the (R)AN has rejected some QFI(s) or if the V-SMF has rejected some QFI(s) in step 13, the V-SMF notifies the H-SMF via a Nsmf_PDUSession_Update Request. The H-SMF is responsible of updating accordingly the QoS rules and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) in the UE.
24.	This step is the same as step 20 in clause 4.3.2.2.1 with the following differences:
-	this step is executed in the Home PLMN;
-	the SMF also deregisters for the given PDU Session using Nudm_UECM_Deregistration (SUPI, DNN, PDU Session ID). The UDM may update corresponding UE context by Nudr_DM_Update (SUPI, Subscription Data, UE context in SMF data).
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The UE or network requested PDU Session Modification procedure (non-roaming and roaming with local breakout scenario) is depicted in figure 4.3.3.2-1.


Figure 4.3.3.2-1: UE or network requested PDU Session Modification (for non-roaming and roaming with local breakout)
1.	The procedure may be triggered by following events:
1a.	(UE initiated modification) The UE initiates the PDU Session Modification procedure by the transmission of an NAS message (N1 SM container (PDU Session Modification Request (PDU session ID, Packet Filters, Operation, Requested QoS, Segregation, 5GSM Core Network Capability, Number Of Packet Filters, [URSP rule enforcement reports], [Always-on PDU Session Requested], [Requested Non-3GPP Delay Budget])), PDU Session ID, UE Integrity Protection Maximum Data Rate, [Port Management Information Container]) message. Depending on the Access Type, if the UE was in CM-IDLE state, this SM-NAS message is preceded by the Service Request procedure. The NAS message is forwarded by the (R)AN to the AMF with an indication of User location Information. The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N1 SM container (PDU Session Modification Request)).
	When the UE requests specific QoS handling for selected SDF(s), the PDU Session Modification Request includes Packet Filters describing the SDF(s), the requested Packet Filter Operation (add, modify, delete) on the indicated Packet Filters, the Requested QoS and optionally a Segregation indication. The Segregation indication is included when the UE recommends to the network to bind the applicable SDF(s) on a distinct and dedicated QoS Flow e.g. even if an existing QoS Flow can support the requested QoS. The network should abide by the UE request, but is allowed to proceed instead with binding the selected SDF(s) on an existing QoS Flow.
NOTE 1:	Only one QoS Flow is used for traffic segregation. If UE makes subsequent requests for segregation of additional SDF(s), the additional SDF(s) are multiplexed on the existing QoS Flow that is used for segregation.
	The UE shall not trigger a PDU Session Modification procedure for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN.
	The PS Data Off status, if changed, shall be included in the PCO in the PDU Session Modification Request message.
	For a PDU Session which was established in the EPS, when the UE moves from EPS to 5GS for the first time, the UE includes an Always-on PDU Session Requested indication in the PDU Session Modification Request message if it wants to change the PDU Session to an always-on PDU Session.
	If UE supports to report URSP rule enforcement to network, when the UE associates a newly detected application to an existing PDU Session based on URSP evaluation result and the matched URSP rule included the Indication for reporting URSP rule enforcement, the UE may initiate PDU Session Modification procedure to provide URSP rule enforcement report as described in clause 6.6.2.4 of TS 23.503 [20].
	When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in TS 23.503 [20].
	The 5GSM Core Network Capability is provided by the UE and handled by SMF as defined in clause 5.4.4b of TS 23.501 [2].
	The UE Integrity Protection Maximum Data Rate indicates the maximum data rate up to which the UE can support UP integrity protection. It is set as defined in TS 23.501 [2].
	The Number Of Packet Filters indicates the number of supported packet filters for signalled QoS rules as described in clause 5.17.2.2.2 of TS 23.501 [2].
	When it moves from EPS to 5GS for the first time, a UE that supports EAS re-discovery as described in clause 6.2.3.3 of TS 23.548 [74], may indicate so in the PCO.
	When it moves from EPS to 5GS for the first time, a UE that hosts the EDC functionality shall indicate in the PCO its capability to support the EDC functionality (see clause 5.2.1 of TS 23.548 [74]).
	Port Management Information Container may be received from DS-TT and includes DS-TT port related management information as defined in clause 5.28.3 of TS 23.501 [2].
1b.	(PCF initiated SM Policy Association Modification) The PCF performs a PCF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.2 to notify SMF about the modification of policies. This may e.g. have been triggered by a policy decision or upon AF requests, e.g. Application Function influence on traffic routing as described in step 5 in clause 4.3.6.2 or AF to provide Port management information Container.
	If QoS Monitoring is requested by the AF, the PCF generates the QoS Monitoring policy for the corresponding service data flow and provides the policy in the PCC rules to the SMF in this step.
	If Periodicity is provided by the AF, the PCF provides the Periodicity information in the PCC rules. Based on operator's local policies, the PCF sends to the SMF an indication in the PCC Rule to perform N6 Traffic Parameter Measurements for N6 Jitter and, if not received from the AF, also UL and/ or DL Periodicity measurements.
	The PCF may provision a PDU Set Control Information and Protocol Description as described in clause 6.1.3.27.4 of TS 23.503 [20] within PCC Rules based on the information provided by the AF and/or the local operator policies.
	The PCF may provision a Data Burst Handing Information and DL Protocol Description as described in clause 6.3.1 of TS 23.503 [20] within PCC Rules based on the information provided by the AF and/or the local operator policies.
1c.	(SMF requested modification) The UDM updates the subscription data of SMF by Nudm_SDM_Notification (SUPI, Session Management Subscription Data). The SMF updates the Session Management Subscription Data and acknowledges the UDM by returning an Ack with (SUPI).
1d.	(SMF requested modification) The SMF may decide to modify PDU Session. This procedure also may be triggered based on locally configured policy or triggered from the (R)AN (see clause 4.2.6 and clause 4.9.1). It may also be triggered if the UP connection is activated (as described in Service Request procedure) and the SMF has marked that the status of one or more QoS Flows are deleted in the 5GC but not synchronized with the UE yet. It may also be triggered to update QoS profile in the NG RAN and PDU Set information marking in the PSA UPF upon completion of mobility procedure as defined in clause 5.37.5.3 of TS 23.501 [2].
	If interworking with TSN deployed in the transport network is supported and either the UPF supports CN-TL or NG-RAN supports AN-TL (see clause 4.4.8 of TS 23.501 [2]), the procedure may be triggered due to reception of Status group from TN CNC.
	The SMF may decide to modify PDU Session to send updated ECS Address Configuration Information to the UE as defined in clause 6.5.2 of TS 23.548 [74].
	The SMF may decide to modify PDU Session to send updated DNS server address to the UE as defined in clause 6.2.3.2.3 of TS 23.548 [74].
	The SMF may decide to modify PDU Session to send the EAS rediscovery indication to the UE as defined in clause 6.2.3.3 of TS 23.548 [74].
	If the SMF receives one of the triggers in step 1b ~ 1d, the SMF starts SMF requested PDU Session Modification procedure.
1e.	(AN initiated modification) (R)AN shall indicate to the SMF when the AN resources onto which a QoS Flow is mapped are released irrespective of whether notification control is configured. (R)AN sends the N2 message (PDU Session ID, N2 SM information) to the AMF. The N2 SM information includes the QFI, User location Information and an indication that the QoS Flow is released. The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N2 SM information).
	(AN initiated notification control) If notification control is configured for a GBR QoS Flow, (R)AN sends a N2 message (PDU Session ID, N2 SM information) to SMF when the (R)AN decides the QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again, respectively. The N2 SM information includes the QFI and an indication that the QoS targets for that QoS Flow cannot be fulfilled or can be fulfilled again, respectively. When QoS targets cannot be fulfilled, the N2 SM information indicates a reference to the Alternative QoS Profile matching the values of the QoS parameters that the NG-RAN is currently fulfilling as specified in clause 5.7.2.4 of TS 23.501 [2]. If the QoS Flow has a TSCAI including Capability for BAT adaptation and without Burst Arrival Time, the N2 SM information can also include a BAT offset as described in clause 5.27.2.5 of TS 23.501 [2]. The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N2 SM information). If the PCF has subscribed to the event, SMF reports this event to the PCF for each PCC Rule for which notification control is set in step 2.
1f.	(AMF initiated modification) If the UE supports CE mode B and use of CE mode changes from restricted to unrestricted or vice versa in the Enhanced Coverage Restriction information in the UE context in the AMF and the UE has already established PDU sessions, then the AMF shall trigger a PDU session modification to the SMFs serving the UE's PDU sessions when the AMF determines that NAS-SM timer shall be updated due to the change of Enhanced Coverage Restriction and include the extended NAS-SM indication only if use of CE mode B is now unrestricted in the Enhanced Coverage Restriction information in the UE context in the AMF.
	If the AMF, based on configuration, is aware that the UE is accessing over a gNB using GEO satellite backhaul and GEO Satellite ID needs to be updated to the SMF, the AMF may, based on configuration, include the latest GEO Satellite ID as described in clause 5.43.2 of TS 23.501 [2].
1g.	(AMF initiated modification) the AMF informs the SMF of updates of the NWDAF ID(s) used for UE related Analytics and corresponding Analytics ID(s). Also, If the PCF request notification of SM Policy Association and there is any PDU Session established to that DNN, S-NSSAI [PCF binding information, notification of SM Policy Association establishment Indication].
1h.	(AMF initiated modification) When the AMF determines that the S-NSSAI is to be replaced with an Alternative S-NSSAI (as described in clause 5.15.19 of TS 23.501 [2]), the AMF invokes Nsmf_PDUSession_UpdateSMContext Request (SM Context ID, S-NSSAI, Alternative S-NSSAI) to the SMF of the PDU session associated with the S-NSSAI.
	(AMF initiated modification) When the AMF determines that the S-NSSAI is subject to area restriction, e.g. when the S-NSSAI is configured with an NS-AoS, or when the S-NSSAI is present in the Partially Allowed NSSAI, the AMF invokes Nsmf_PDUSession_UpdateSMContext Request (SM Context ID, S-NSSAI, Slice Area Restriction indication) to the SMF indicating that the PDU Session is subject to area restriction for the S-NSSAI. If the S-NSSAI is replaced with the Alternative S-NSSAI, the AMF checks the area restriction only for the Replaced S-NSSAI for this PDU Session.
	Based on the extended NAS-SM timer indication, the SMF shall use the extended NAS-SM timer setting for the UE as specified in TS 24.501 [25].
2.	The SMF may need to report some subscribed event to the PCF by performing an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1. This step may be skipped if PDU Session Modification procedure is triggered by step 1b or 1d. If dynamic PCC is not deployed, the SMF may apply local policy to decide whether to change the QoS profile.
	The PCF may generate SDF Templates in PCC rules based on the reported Connection Capabilities, as described in clause 6.1.6 in TS 23.503 [20].
NOTE 2:	The mapping between Connection Capability and SDF templates in the PCC rule is implementation specific.
	Steps 2a to 7 are not invoked when the PDU Session Modification requires only action at a UPF (e.g. gating).
2a.	The SMF may update the UPF with N4 Rules related to new or modified QoS Flow(s).
NOTE 3:	This allows the UL packets with the QFI of a new or modified QoS Flow to be transferred.
	If the SMF initiated the PDU Session Modification procedure in step 1b due to PCF initiated SM Policy Association Modification that adds one or more PCC Rule(s) with a TSC Assistance Container and if interworking with TSN deployed in the transport network is supported, the SMF may instruct the UPF to assign or remove a distinct N3 tunnel end point address for the QoS Flow(s) assigned with a TSC Assistance Container.
	If the SMF initiated the PDU Session Modification procedure in step 1d due to reception of Status group from TN CNC, the SMF includes a TL-Container with a set-request to the N4 Session Modification request that is sent to the UPF, as described in clause 5.28a.2 of TS 23.501 [2].
	If the SMF initiated the PDU Session Modification procedure in step 1b due to PCF initiated SM Policy Association Modification that adds one or more PCC Rule(s) with UL and/or DL Periodicity, the SMF composes the TSCAI with the periodicity information.
	If the SMF initiated the PDU Session Modification procedure in step 1b due to PCF initiated SM Policy Association Modification that adds one or more PCC Rule(s) with an indication to perform N6 Traffic Parameter measurements (e.g. the N6 Jitter range associated with the DL Periodicity, and the UL/DL periodicity), the SMF instructs the UPF to perform N6 Traffic Parameter measurement associated with the DL Periodicity for the QoS Flow, as described in clause 5.37.8.2 of TS 23.501 [2].
	If N6 Traffic Parameter measurements are requested and DL Periodicity is received in the PCC Rule, the SMF shall include the DL Periodicity as well as the indication of N6 Traffic Parameter measurement in the request to the UPF, see clause 5.8.5.11 of TS 23.501 [2].
	If the PCC Rule includes a Protocol Description and PDU Set QoS parameters for DL and the SMF decides to enable PDU Set Identification and marking for PDU Set based Handling by PSA UPF, the SMF should provide the Protocol Description information and PDU Set Marking indication to the UPF and request the UPF to mark the PDU Set Information in each PDU belonging to the PDU Sets as described in clause 5.37.5.2 and 5.8.5.4 of TS 23.501 [2].
	If the SMF decides to enable End of Data Burst marking by PSA UPF, the SMF should request the UPF to mark End of Data Burst as described in clause 5.37.8.3 of TS 23.501 [2] . If the PCC Rule includes a Protocol Description, the SMF should provide the Protocol Description information to the UPF.
	If the PDU Set information marking has been activated in the UPF for a QoS flow, the SMF may request the UPF to stop the marking of the PDU Set information based on the indication from the RAN or PCF, e.g. if the Target RAN does not support the PDU Set based handling as described in clause 5.37.5.3 of TS 23.501 [2].
	If the PCF initiated SM Policy Association Modification that adds one or more PCC Rule(s) with PDU Set Control Information, the SMF performs PDU Set based QoS handling, see clause 5.37.5 of TS 23.501 [2].
	If redundant transmission has not been activated to the PDU session and the SMF decides to perform redundant transmission for the QoS Flow, the SMF indicates to the UPF to perform packet duplication and elimination for the QoS Flow.
	If redundant transmission has been activated on the PDU Session and the SMF decides to stop redundant transmission, the SMF indicates the UPF to release the CN Tunnel Info which is used as the redundancy tunnel of the PDU Session and also indicates the UPF to stop packet duplication and elimination for the corresponding QoS Flow(s).
NOTE 4:	The method to perform elimination and reordering on RAN/UPF based on the packets received from the two GTP-U tunnels is up to RAN/UPF implementation. The two GTP-U tunnels are terminated at the same RAN node and UPF.
	If redundant transmission has not been activated to the PDU Session and the SMF decides to perform redundant transmission for the QoS Flow with two I-UPFs between the PSA UPF and the NG-RAN, the SMF sends a N4 Session Establishment Request message to the I-UPFs including UL CN Tunnel Info of the PSA UPF and a request to allocate CN Tunnel Info.
	SMF may make use of Redundant Transmission Experience analytics provided by NWDAF, when SMF takes a decision whether to perform redundant transmission, or stop redundant transmission if it had been activated, as described in clause 6.13 of TS 23.288 [50].
	If the AMF initiated the PDU Session Modification procedure in step 1h due to network slice replacement with the Alternative S-NSSAI and if the SMF determines that the PDU Session is retained, the SMF sends N4 Session Modification request message to the UPF to replace the S-NSSAI with the Alternative S-NSSAI, as described in clause 5.15.19 of TS 23.501 [2].
2b.	The UPF(s) respond to the SMF. If redundant transmission has not been activated to the PDU session and the SMF indicated the UPF to perform packet duplication and elimination for the QoS Flow in step 2a, the UPF allocates an additional CN Tunnel Info. The additional CN Tunnel Info is provided to the SMF.
	If redundant transmission has not been activated to the PDU Session and the SMF decides to perform redundant transmission for the QoS Flow with two I-UPFs in step 2a, the UPFs allocate CN Tunnel Info. The CN Tunnel Info of each I-UPF is provided to the SMF.
	If interworking with TSN deployed in the transport network is supported and the UPF supports CN-TL and received a TL-Container with a set-request from the SMF/CUC in step 2a (see clause 4.4.8 of TS 23.501 [2]), the UPF/CN-TL includes a TL-Container with a set-response to the N4 Session Modification response, as described in clause 5.28a.2 of TS 23.501 [2].
	If requested by SMF in step 2a, the PSA UPF will initiate N4 Session Level reporting for N6 Traffic Parameter Measurement Report as described in clause 4.4.2.2. If N6 Traffic Parameter(s) are available then the response to the SMF in this step may include the N6 Traffic Parameter(s) (e.g., the N6 Jitter range associated with the DL Periodicity, and the UL/DL periodicity) for the QoS Flow (see clause 5.37.8.2 of TS 23.501 [2]). The SMF composes the TSCAI with the received N6 Traffic Parameters.
3a.	For UE or AN initiated modification or AMF initiated modification, the SMF responds to the AMF through Nsmf_PDUSession_UpdateSMContext Response ([N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), [Alternative QoS Profile(s)], Session-AMBR], [CN Tunnel Info(s)]), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule(s) and associated UL Protocol Description(s) (if available), QoS rule operation, QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), Session-AMBR, [Always-on PDU Session Granted], [Port Management Information Container], [Non-3GPP QoS Assistance Information Container]))). See clause 5.7 of TS 23.501 [2] for the QoS Profile, Alternative QoS Profile and QoS rule and QoS Flow level QoS parameters. Alternative QoS Profile is only valid for AN initiated modification.
	If the PDU Session Modification was requested by the UE to modify a PDU Session to an always-on PDU Session, the SMF shall include an Always-on PDU Session Granted indication in the PDU Session Modification Command to indicate whether the PDU Session is to be changed to an always-on PDU Session or not via the Always-on PDU Session Granted indication in the PDU Session Modification Command.
	The N2 SM information carries information that the AMF shall provide to the (R)AN. It may include the QoS profiles and the corresponding QFIs to notify the (R)AN that one or more QoS flows were added, or modified. It may include only QFI(s) to notify the (R)AN that one or more QoS flows were removed. The SMF may indicate for each QoS Flow whether redundant transmission shall be performed by a corresponding redundant transmission indicator. If the SMF decides to activate redundant transmission in step 2a, the SMF includes the allocated additional CN Tunnel Info in the N2 SM information. If the SMF decides to perform redundant transmission for new QoS Flow with two I-UPFs in step 2a, the SMF includes the allocated CN Tunnel Info of the two I-UPFs in the N2 SM information. If the PDU Session Modification was triggered by the (R)AN Release in step 1e the N2 SM information carries an acknowledgement of the (R)AN Release. If the PDU Session Modification was requested by the UE for a PDU Session that has no established User Plane resources, the N2 SM information provided to the (R)AN includes information for establishment of User Plane resources. For Network Slice Replacement if the SMF determines that the PDU Session is to be retained, the S-NSSAI in N2 SM information is set to Alternative S-NSSAI.
-	If the SMF has received a Requested Non-3GPP Delay Budget for a QoS flow from the PEGC, the SMF may adjust the dynamic CN PDB signalled to the NG-RAN as defined in clause 5.44.3.4 of TS 23.501 [2].
	If redundant transmission has been activated on the PDU Session and the SMF decides to stop redundant transmission in step 2a, the SMF indicates the (R)AN to release the AN Tunnel and stop packet duplication and elimination associated with the redundancy tunnel of the PDU Session.
	The N1 SM container carries the PDU Session Modification Command that the AMF shall provide to the UE. It may include the QoS rules and associated UL Protocol Description(s) (if available), QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) and corresponding QoS rule operation and QoS Flow level QoS parameters operation to notify the UE that one or more QoS rules were added, removed or modified. If the PCF provides the PCC rules with Protocol Description for UL in step 2, based on operator policy, the SMF may additionally provide the Protocol Description for UL with the associated QoS rule as described in clause 5.37.5.1 of TS 23.501 [2].
	For the AMF initiated the PDU Session Modification procedure in step 1h due to network slice replacement, and if the SMF determines that the PDU Session is to be retained, the SMF includes the Alternative S-NSSAI in the PDU Session Modification Command to the UE and a cause value indicating that the S-NSSAI of the PDU Session is replaced with the Alternative S-NSSAI.
	If the AMF initiated the PDU Session Modification procedure in step 1h due to network slice replacement and if the PDU Session is SSC mode 3 and if the SMF determines that the PDU Session is to be re-established on the Alternative S-NSSAI, the SMF includes the Alternative S-NSSAI in the PDU Session Modification Command to the UE and a cause value indicating that a PDU Session re-establishment on the Alternative S-NSSAI is required. The UE re-establishes a new PDU Session on the Alternative S-NSSAI, as described in clause 5.15.19 in TS 23.501 [2]. If the PDU Session is SSC mode 1 or SSC mode 2, the SMF may initiate release of the PDU Session as described in clause 4.3.4.2.
	If port number and a Port Management Information Container have been received from PCF in Step 2 and the port number matches the port number assigned for the DS-TT port for this PDU session, then SMF includes the Port Management Information Container in the N1 SM container.
	The SMF may need to send transparently through NG-RAN the PDU Session Modification Command to inform the UE about changes in the QoS parameters (i.e. 5QI, GFBR, MFBR) that the NG-RAN is currently fulfilling after the SMF receives QoS Notification Control as defined in clause 5.7.2.4 of TS 23.501 [2]. When the SMF sends on the PDU Session Modification Command transparently through NG-RAN, the N2 SM information is not included as part of the Namf_Communication_N1N2MessageTransfer.
	If the UE indicated in the PCO that it supports the EDC functionality, the SMF may indicate to the UE either that the use of the EDC functionality is allowed for the PDU Session or that the use of the EDC functionality is required for the PDU Session (see clause 5.2.1 of TS 23.548 [74]).
	Based on the S-NSSAI and DNN for PIN, the SMF may provide the UE with per QoS-flow Non-3GPP QoS Assistance Information in the N1 SM container.
	If SMF receives the indication indicating that the PDU Session is subject to area restriction for the S-NSSAI, and if SMF has not subscribed before, the SMF subscribes to "UE mobility event notification" event for reporting UE presence in Area of Interest by providing the S-NSSAI as an indicator for the Area Of Interest (see clauses 5.6.11 and 5.3.4.4 of TS 23.501 [2]).
	If SMF does not receive the indication indicating that the PDU Session is subject to area restriction for the S-NSSAI, and if the SMF has subscribed the "UE mobility event notification" event in the AMF before, the SMF may unsubscribe "UE mobility event notification" event in the AMF.
3b.	For SMF requested modification, the SMF invokes Namf_Communication_N1N2MessageTransfer ([N2 SM information] (PDU Session ID, QFI(s), QoS Profile(s), [Alternative QoS Profile(s)], Session-AMBR, [CN Tunnel Info(s)], QoS Monitoring indication, QoS Monitoring reporting frequency, QoS monitoring parameter), [TSCAI(s)], TL-Container(s), [ECN marking for L4S indicator(s)]), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule(s) and associated UL Protocol Description(s) (if available), QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), QoS rule operation and QoS Flow level QoS parameters operation, Session-AMBR))).
-	For each QoS Flow, the SMF may at most request one of the following to the NG-RAN:
-	ECN marking for L4S indicator at NG-RAN in the case of ECN marking for L4S in RAN as described in clause 5.37.3 of TS 23.501 [2]; or
-	Congestion information monitoring as described in clauses 5.45.3 and 5.37.4 of TS 23.501 [2]; or
-	provide information for ECN marking for L4S at UPF in the case of ECN marking for L4S by PSA UPF as described in clause 5.37.3 of TS 23.501 [2].
	If the SMF initiated the PDU Session Modification procedure in step 1b due to PCF initiated SM Policy Association Modification that adds one or more PCC Rule(s) with a TSC Assistance Container and if interworking with TSN deployed in the transport network is supportesupported, the SMF may instruct the NG-RAN to assign or remove a distinct N3 tunnel end point address for the QoS Flow(s) assigned with a TSC Assistance Container.
	The SMF may indicate for each QoS Flow whether redundant transmission shall be performed by a corresponding redundant transmission indicator. If the SMF decides to activate redundant transmission in step 2a, the SMF includes the allocated additional CN Tunnel Info in the N2 SM information. If the SMF decides to perform redundant transmission for new QoS Flow with two I-UPFs in step 2a, the SMF includes the allocated CN Tunnel Info of the two I-UPFs in the N2 SM information.
	If redundant transmission has been activated on the PDU Session and the SMF decides to stop redundant transmission in step 2a, the SMF indicates the (R)AN to release the AN Tunnel and stop packet duplication and elimination associated with the redundancy tunnel of the PDU Session.
	The SMF indicates the request for QoS Monitoring for the QoS Flow according to the information received from the PCF in step 1b, or based on SMF local policy, e.g. when the RAN rejected the creation of a specific QoS Flow. In the case of receiving the QoS Monitoring indication, the RAN enables the RAN part of UL/DL packet delay measurement for the QoS Flow and the QoS Monitoring reporting frequency is used by RAN to determine the packet delay measurement frequency of the RAN part. In the case of receiving a congestion information request, RAN initiates reporting of UL and/or DL QoS Flow congestion information to PSA UPF as defined in clause 5.45.3 of TS 23.501 [2]. The TSCAI is defined in clause 5.27.2 of TS 23.501 [2].
	If the SMF initiated the PDU Session Modification procedure in step 1d due to reception of Status group from TN CNC, the SMF includes a TL-Container with a set-request to the N2 SM information, as described in clause 5.28a.2 of TS 23.501 [2].
	If the UE is in CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the Namf_Communication_N1N2MessageTransfer and steps 4, 5, 6 and 7 are skipped. When the UE is reachable e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE context with the UE.
	If the PCF provides the PCC rules with Protocol Description for UL in step 2, based on operator policy, the SMF may provide the Protocol Description(s) for UL with the associated QoS rule(s) as described in clause 5.37.5.1 of TS 23.501 [2].
3c.	For SMF requested modification due to updated SMF-Associated parameters from the UDM, the SMF may provide the SMF derived CN assisted RAN parameters tuning to the AMF. The SMF invokes Nsmf_PDUSession_SMContextStatusNotify (SMF derived CN assisted RAN parameters tuning) towards the AMF. The AMF stores the SMF derived CN assisted RAN parameters tuning in the associated PDU Session context for this UE.
3d.	For SMF requested modification due to updated NWDAF ID, the SMF informs the AMF of updates of the NWDAF ID(s) used for UE related Analytics and corresponding Analytics ID(s).
4.	The AMF may send N2 ([N2 SM information received from SMF], NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.
5.	The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in the case of a NG-RAN, an RRC Connection Reconfiguration may take place with the UE modifying the necessary (R)AN resources related to the PDU Session or if only N1 SM container is received in step 4 from AMF, RAN transports only the N1 SM container to the UE.
	The (R)AN may consider the updated CN assisted RAN parameters tuning to reconfigure the AS parameters.
	As part of this, the N1 SM container is provided to the UE. If the N1 SM container includes a Port Management Information Container then the UE provides the container to DS-TT.
	If new DNS server address is provided to the UE in the PCO, the UE can refresh all EAS(s) information (e.g. DNS cache) bound to the PDU Session, based on UE implementation as described in clause 6.2.3.2.3 of TS 23.548 [74].
6.	The (R)AN may acknowledge N2 PDU Session Request by sending a N2 PDU Session Ack (N2 SM information (List of accepted/rejected QFI(s), AN Tunnel Info, PDU Session ID, Secondary RAT usage data, TL-Container(s), BAT offset, Periodicity, established QoS Flows status (active/not active) (for one of the following: congestion information monitoring, ECN marking for L4S at PSA UPF, ECN marking for L4S at NG-RAN), PDU Set Based Handling Support Indication), User location Information) Message to the AMF. In the case of Dual Connectivity, if one or more QFIs were added to the PDU Session, the Master RAN node may assign one or more of these QFIs to a NG-RAN node which was not involved in the PDU Session earlier. In this case the AN Tunnel Info includes a new N3 tunnel endpoint for QFIs assigned to the new NG-RAN node. Correspondingly, if one or more QFIs were removed from the PDU Session, a (R)AN node may no longer be involved in the PDU Session anymore and the corresponding tunnel endpoint is removed from the AN Tunnel Info. The NG-RAN may reject QFI(s) if it cannot fulfil the User Plane Security Enforcement information for a corresponding QoS Profile, e.g. due to the UE Integrity Protection Maximum Data Rate being exceeded. When receiving the request for QoS Monitoring, the (R)AN may indicate its rejection to perform QoS Monitoring, e.g. due to the (R)AN load condition. The (R)AN may reject the addition or modification of a QoS Flow, e.g. due to handling of the UE-Slice-MBR as described in clause 5.7.1.10 of TS 23.501 [2]. If the (R)AN rejects the addition or modification of a QoS Flow, the SMF is responsible of updating the QoS rules and QoS Flow level QoS parameters associated to that QoS Flow in the UE accordingly. NG-RAN includes the PDU Set Based Handling Support Indication in N2 SM information as defined in clause 5.37.5.3 of TS 23.501 [2]
	If the PLMN has configured secondary RAT usage reporting, the NG-RAN node may provide RAN Usage Data Report. The User Location Information shall include the serving cell's ID and if Dual Connectivity is activated for the UE, the PSCell ID.
	If the redundant transmission has not been activated to the PDU session and the SMF indicates to the RAN that one of the QoS Flow shall perform redundant transmission, the RAN includes an additional AN tunnel info in N2 SM information.
	If interworking with TSN deployed in the transport network is supported and the NG-RAN supports AN-TL and received a TL-Container with a set-request from the SM/CUC in step 3b (see clause 4.4.8 of TS 23.501 [2]), the NG-RAN/AN-TL includes a TL-Container with a set-response to the N2 SM information, as described in clause 5.28a.2 of TS 23.501 [2].
	If the NG-RAN has determined a BAT offset and optionally a periodicity as described in clause 5.27.2.5 of TS 23.501 [2], the NG-RAN provides the BAT offset and optionally the periodicity in the N2 SM information.
7.	The AMF forwards the N2 SM information and the User location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.
	If the N2 SM information indicates failure of whole N2 SM request (i.e. no part of the N2 SM request is successful in (R)AN), the SMF assumes that the NAS PDU, if provided in step 3, was not forwarded by NG-RAN to UE, as described in TS 38.413 [10]. In this case, if the PDU Session modification is UE triggered the SMF shall reject the PDU session modification by including a N1 SM container with a PDU Session Modification Reject message (see clause 8.3.3 of TS 24.501 [25]) in the Nsmf_PDUSession_UpdateSMContext Response in step 7b. Step 8 is skipped in this case.
	Otherwise, the SMF assumes that the NAS PDU was sent to UE successfully. If the (R)AN rejects QFI(s), the SMF is responsible of updating the QoS rules and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) in the UE accordingly, i.e. the SMF shall trigger a separate NAS PDU Session Modification procedure after step 11 to align the SM context of this PDU Session in UE.
8.	The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request message to the UPF (see NOTE 3).
	The SMF may update the UPF with N4 Rules related to new, modified or removed QoS Flow(s), unless it was done already in step 2a.
NOTE 5:	This allows the DL packets of the new or modified QoS Flow to be transferred.
	If an additional AN Tunnel Info is returned by RAN in step 6, the SMF informs the UPF about this AN Tunnel Info for redundant transmission. In the case of redundant transmission with two I-UPFs, the SMF provides AN Tunnel Info to two I-UPFs. If CN Tunnel Info of two I-UPFs is allocated by the UPFs in step 2b, the SMF also provides the DL CN Tunnel Info of two I-UPFs to the UPF (PSA).
	If the QoS Monitoring is enabled for the QoS Flow, the SMF provides the N4 rules containing the QoS Monitoring policy generated according to the information received in step 1b to the UPF via the N4 Session Modification Request message as defined in clause 5.45 of TS 23.501 [2].
	If port number and a Port Management Information Container have been received from PCF in Step 2 and the port number matches the port number of the NW-TT port for this PDU session, then SMF includes the Port Management Information Container in the N4 Session Modification Request. If the N4 Session Modification Request includes a Port Management Information Container, then UPF also includes a Port Management Information Container in the N4 Session Modification Response.
	If SMF decides to enable ECN marking for L4S by PSA UPF, a QoS Flow level ECN marking for L4S indicator shall be sent by SMF to PSA UPF over N4 as described in clause 5.37.3.3 of TS 23.501 [2].
	If the N2 SM information includes the PDU Set Based Handling Support Indication and there are PCC Rules with PDU Set QoS parameters for DL, SMF configures PSA UPF to activate PDU set identification and marking for the QoS flow as described in clause 5.37.5.3 of TS 23.501 [2].
9.	The UE acknowledges the PDU Session Modification Command by sending a NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command Ack, [Port Management Information Container])) message.
10.	The (R)AN forwards the NAS message to the AMF.
11.	The AMF forwards the N1 SM container (PDU Session Modification Command Ack) and User Location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.
	If the SMF initiated modification is to delete QoS Flows (e.g. triggered by PCF) which do not include QoS Flow associated with the default QoS rule and the SMF does not receive response from the UE, the SMF marks that the status of those QoS Flows is to be synchronized with the UE.
	If interworking with TSN deployed in the transport network is supported, for any QoS Flow including a TSC Assistance Container, the SMF/CUC derives the merged stream requirements as described in Annex M of TS 23.501 [2]. If AN-TL and CN-TL are supported, the SMF/CUC uses the information provided in the get-responses stored during the PDU Session Establishment procedure to derive the merged stream requirements. The SMF/CUC interacts with the CNC deployed in the transport network and provides the merged stream requirements in the Talker and Listener groups to the TN CNC. The TN CNC uses the merged stream requirements as input to select respective path(s) and calculate schedules in TN.
	Based on the processing results, the TN CNC provides a Status group that contains the merged end station communication-configuration back to the SMF/CUC.
12.	The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request (N4 Session ID) message to the UPF. For a PDU Session of Ethernet PDU Session Type, the SMF may notify the UPF to add or remove Ethernet Packet Filter Set(s) and forwarding rule(s).
NOTE 6:	The UPFs that are impacted in the PDU Session Modification procedure depends on the modified QoS parameters and on the deployment. For example in the case of the session AMBR of a PDU Session with an UL CL changes, only the UL CL is involved. This note also applies to the step 8.
13.	If the SMF interacted with the PCF in step 1b or 2, the SMF notifies the PCF whether the PCC decision could be enforced or not by performing an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1. If the trigger for 5GS Bridge/Router information available is armed and the SMF received a Port Management Information Container from either UE or UPF, then SMF provides the Port Management Information Container and the port number of the related port to the PCF in this step, as described in clause 5.28.3.2 of TS 23.501 [2]. If the trigger for 5GS Bridge/Router information available is armed and the SMF received the User Plane node Management Information Container from UPF, then the SMF provides the User Plane node Management Information Container to the PCF as described in clause 5.28.3.2 of TS 23.501 [2]. If trigger for Notification on BAT offset is armed and the SMF received BAT offset and/or Periodicity from the RAN, then the SMF provides the BAT offset and/or Periodicity to the PCF as described in clause 5.27.2.5 of TS 23.501 [2].
	SMF notifies any entity that has subscribed to User Location Information related with PDU Session change.
	If step 1b is triggered to perform Application Function influence on traffic routing by step 5 in clause 4.3.6.2, the SMF may reconfigure the User Plane of the PDU Session as described in step 6 in clause 4.3.6.2.
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Figure 4.3.4.2-1 captures both the UE Requested PDU Session Release procedure and the network requested PDU Session Release procedure. The procedure allows the UE to request the release of one PDU Session. The procedure also allows the AMF, the SMF or the PCF to initiate the release of a PDU Session. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the AMF, the SMF, the UPF and the PCF are located in the visited network.


[bookmark: _CRFigure4_3_4_21]Figure 4.3.4.2-1: UE or network requested PDU Session Release for non-roaming and roaming with local breakout
1.	The procedure is triggered by one of the following events:
1a.	(UE requested) The UE initiates the UE Requested PDU Session Release procedure by the transmission of an NAS message (N1 SM container (PDU Session Release Request (PDU session ID)), PDU Session ID) message. The NAS message is forwarded by the (R)AN to the AMF with an indication of User Location Information. This message is relayed to the SMF corresponding to the PDU Session ID via N2 and the AMF. The AMF invokes the Nsmf_PDUSession_UpdateSMContext service operation and provides the N1 SM container to the SMF together with User Location Information (ULI) received from the (R)AN.
NOTE 1:	Depending on the Access Type, when the UE is in CM-IDLE state, the UE can trigger a Service Request procedure before being able to release the PDU Session.
1b.	(PDU Session Release initiated by the PCF) The PCF may invoke an SM Policy Association Termination procedure as defined in clause 4.16.6 to request the release of the PDU Session.
1c.	The AMF may invoke the Nsmf_PDUSession_ReleaseSMContext service operation to request the release of the PDU Session in the case of mismatch of PDU Session status between UE and AMF or other cases where neither N1 nor N2 SM signalling is needed before the releasing of SM context.
NOTE 2:	The AMF invokes the Nsmf_PDUSession_ReleaseSMContext service operation when the AMF determines to release the PDU Session due to S-NSSAI is removed from Allowed NSSAI and the AMF separately updates the UE with a PDU Session status without the PDU Session, in a Registration Accept as specified in clause 4.2.2.2.2.
1d.	(R)AN may decide to indicate to the SMF that the PDU Session related resource is released, e.g. when all the QoS Flow(s) of the PDU Session are released.
NOTE 3:	In this case, it's up to SMF to decide whether to keep the PDU Session with user plane connection deactivated or release the PDU Session.
1e.	(PDU Session Release initiated by the SMF).
	The SMF may decide to release a PDU Session under the following scenarios:
-	Based on a request from the DN (cancelling the UE authorization to access to the DN);
-	Based on a request from the UDM (subscription change) or from the CHF;
-	If the SMF received an event notification from the AMF that the UE is out of LADN service area;
-	Based on locally configured policy (e.g. the release procedure may be related with the UPF re-allocation for SSC mode 2 / mode 3);
-	If the SMF is notified by the (R)AN that the PDU Session resource establishment has failed during mobility procedure;
-	The SMF initiates release of an emergency PDU Session when the UPF reports detection of PDU Session inactivity for a specified period as specified in clause 4.4.2.2;
-	Based on PDU Session inactivity report from the UPF if the S-NSSAI of a PDU Session for non-roaming subscribers is subject to usage control as described in clause 5.15.15 of TS 23.501 [2]; or
-	If the SMF is notified by the AMF that the S-NSSAI of the PDU Session with SSC mode 1 or SSC mode 2 is to be replaced with Alternative S-NSSAI, and if the SMF determines that a new PDU Session is to be established on the Alternative S-NSSAI, the SMF initiates release of the PDU Session, as described in clause 5.15.19 of TS 23.501 [2].
1f.	The AMF may invoke the Nsmf_PDUSession_UpdateSMContext service operation with a release indication to request the release of the PDU Session where:
-	N1 signalling is needed and N2 SM signalling may be needed before releasing the SM context with appropriate cause value (e.g. due to a change of the set of network slices for a UE where a network slice instance is no longer available as described in clause 5.15.5.2.2 of TS 23.501 [2];
-	The AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure fails as specified in clause 4.2.9.2;
-	The AAA Server triggered Slice-Specific Authorization Revocation takes place as specified in clause 4.2.9.4;
-	AMF determines that Control Plane Only indication associated with PDU Session is not applicable any longer as described in clause 5.31.4.1 of TS 23.501 [2]);
-	The MBSR authorization state is changed from "authorized" to "not authorized" as described in clause 5.35A.4 of TS 23.501 [2];
-	The Network Slice instance is congested or not available as described in clause 5.15.5.3 of TS 23.501 [2].
-	There is no LADN service area for the DNN and S-NSSAI of the PDU session and the AMF determines to configure the LADN service area configured per LADN DNN and S-NSSAI for the associated DNN and S-NSSAI (e.g. due to notification from UDM or local configuration update);
-	The PDU session is subject to LADN per LADN DNN and S-NSSAI and the AMF determines the LADN service area for the DNN and S-NSSAI is removed (e.g. due to notification from UDM or local configuration update).
	If the SMF receives one of the triggers in step 1a, 1b, 1c, 1e, or 1f, the SMF starts PDU Session Release procedure. If the cause value in step 1f indicates the Network Slice instance is congested or not available, the SMF triggers the impacted UE(s) to establish new PDU session(s) associated with the same S-NSSAI by using the procedures for PDU Session(s) of SSC mode 2 or SSC mode 3 as defined in clause 4.3.5.
	If interworking with TSN deployed in the transport network is supported the SMF/CUC shall initiate the release of TN streams via UNI.
2.	The SMF releases the IP address / Prefix(es) that were allocated to the PDU Session and releases the corresponding User Plane resources:
2a.	The SMF sends an N4 Session Release Request (N4 Session ID) message to the UPF(s) of the PDU Session. The UPF(s) shall drop any remaining packets of the PDU Session and release all tunnel resource and contexts associated with the N4 Session.
	If interworking with TSN deployed in the transport network is supported and the UPF supports CN-TL and TN streams are associated with the PDU session, the SMF/CUC shall initiate to the CN-TL the deletion of TN stream configurations.
2b.	The UPF(s) acknowledges the N4 Session Release Request by the transmission of an N4 Session Release Response (N4 Session ID, [Small Data Rate Control Status], [APN Rate Control Status]) message to the SMF.
	If UPF/CN-TL has performed the deletion of TN stream based on the request received from the SMF/CUC in step 2a, the UPF/CN-TL shall confirm the deletion of TN stream configurations.
	The UPF includes Small Data Rate Control Status if the PDU Session used Small Data Rate Control.
	If a NEF has been selected as anchor of the Control Plane CIoT 5GS Optimisation enabled PDU session which is Unstructured PDU Session Type as described in clause 4.3.2.2 and the SMF-NEF Connection is released for this PDU Session.
	If interworking with TSN deployed in the transport network is supported and the NG-RAN supports AN-TL and TN streams are associated with the released PDU session, the SMF/CUC shall initiate to the AN-TL the deletion of TN stream configurations.
NOTE 4:	If there are multiple UPFs associated with the PDU Session (e.g. due to the insertion of UL CL or Branching Point, or redundant I-UPFs if the redundant I-UPFs are used for URLLC), the Session Release Request procedure (steps 2a and 2b) is done for each UPF. In order to avoid charging of PDUs that later get dropped, the SMF performs the N4 Session Release first with the UPF(s) performing usage reporting, before releasing the other UPF(s) that forward traffic for the same user plane resources.
3	If the PDU Session Release is initiated by the PCF and SMF and the SMF has been notified by the AMF that UE is unreachable, e.g. due to the UE is in MICO mode or periodical registration failure, the procedure continues in step 11 by SMF notifying the AMF that the PDU Session is released by invoking the Nsmf_PDUSession_SMContextStatusNotify. The rest of step 3 and the steps 4-10 are skipped.
	If the PDU Session Release procedure was triggered by steps 1a, 1b, 1d or 1e above, the SMF creates an N1 SM including PDU Session Release Command message (PDU Session ID, Cause, Alternative S-NSSAI). The Cause may indicate a trigger to establish a new PDU Session with the same characteristics (e.g. when procedures related with SSC mode 2 are invoked). .If the cause value indicates that a PDU Session re-establishment on the Alternative S-NSSAI is required the PDU Session Release Command message also includes the Alternative S-NSSAI. The UE establishes a new PDU Session on the Alternative S-NSSAI, as described in clause 5.15.19 of TS 23.501 [2].
	If the User Plane connection of the PDU Session is activated, the message sent by the SMF to the AMF shall include N2 SM Resource Release request. If the User Plane connection of the PDU Session is not activated, the message sent by the SMF to the AMF shall not include N2 SM Resource Release request.
NOTE 5:	SSC modes are defined in clause 5.6.9 of TS 23.501 [2].
3a.	(If the PDU Session Release is initiated by the UE in step 1a or has been triggered by (R)AN in step 1d) The SMF responds to the AMF with the Nsmf_PDUSession_UpdateSMContext response (N2 SM Resource Release request, N1 SM container (PDU Session Release Command)). N2 SM Resource Release request is included if the PDU Session Release is initiated by the UE and if the UP connection of the PDU Session is active. Neither N2 SM Resource Release request nor N1 SM container is included if the PDU Session Release is triggered by (R)AN and the SMF decides to keep the PDU session with user plane connection deactivated and the subsequent steps are skipped.
3b.	If the PDU Session Release is initiated by the SMF or the PCF, the SMF invokes the Namf_Communication_N1N2MessageTransfer service operation (N1 SM container (PDU Session Release Command), skip indicator).
	If the UP connection of the PDU Session is active, the SMF shall also include the N2 Resource Release request (PDU Session ID) in the Namf_Communication_N1N2MessageTransfer, to release the (R)AN resources associated with the PDU Session.
	The "skip indicator" tells the AMF whether it may skip sending the N1 SM container to the UE (e.g. when the UE is in CM-IDLE state). SMF includes the "skip indicator" in the Namf_Communication_N1N2MessageTransfer except when the procedure is triggered to change PDU Session Anchor of a PDU Session with SSC mode 2.
	If the UE is in CM-IDLE state and "skip indicator" is included in the Namf_Communication_N1N2MessageTransfer service operation or if the UE is in CM-IDLE state and "skip indicator" is not included in the Namf_Communication_N1N2MessageTransfer service operation but the AMF detects that the UE context contains Paging Restriction Information indicating that all paging is restricted, the AMF acknowledges the step 3b by sending an Namf_Communication_N1N2MessageTransfer Response message ("N1 SM Message Not Transferred") to SMF and steps 4 to 10 are skipped.
3c.	If the PDU Session Release is initiated by the AMF in step 1c, i.e. the SMF received the Nsmf_PDUSession_ReleaseSMContext Request from the AMF, the SMF responds to the AMF with the Nsmf_PDUSession_ReleaseSMContext response, optionally including the Small Data Rate Control Status and APN Rate Control Status.
	If the UPF included APN Rate Control Status and/or Small Data Rate Control Status in step 2 then the SMF includes APN Rate Control and/or Small Data Rate Control Status and the AMF stores the Small Data Rate Control Status and/or the APN Rate Control Status in the UE context in AMF.
	The AMF and SMF shall remove all contexts (including the PDU Session ID) associated with the PDU Session which are indicated as released at the UE. The SMF shall remove any event subscriptions on the AMF by the SMF that becomes no more needed due to the PDU Session Release. The steps 4 to 11 are skipped.
3d.	If the PDU Session Release is initiated by the AMF in step 1f, i.e. the SMF received the Nsmf_PDUSession_UpdateSMContext Request from the AMF with a release indication to request the release of the PDU Session, the SMF responds to the AMF with the Nsmf_PDUSession_UpdateSMContext Response which may contain the N1 SM container (PDU Session Release Command) to release the PDU session at the UE.
	If the UP connection of the PDU Session is active, the Nsmf_PDUSession_UpdateSMContext Response shall also include the N2 Resource Release request (PDU Session ID) to release the (R)AN resources associated with the PDU Session.
4.	If the UE is in CM-IDLE state and "N1 SM delivery can be skipped" is not indicated, the AMF initiates the network triggered Service Request procedure to transmit the NAS message (PDU Session ID, N1 SM container) to the UE and the steps 6, 7 are skipped.
	If the message received from the SMF in step 3 does not include N2 SM Resource Release request, the AMF transmits the NAS message (PDU Session ID, N1 SM container) to the UE and the steps 6, 7 are skipped.
	If the PDU Session is Control Plane CIoT 5GS Optimisation enabled, the SMF shall not include N2 SM Resource Release request in the message sent to the AMF, the AMF transmits the NAS message (PDU Session ID, N1 SM container) to the UE and the steps 6, 7 are skipped.
	If the UE is in CM-CONNECTED state and the received message from the SMF in step 3 includes N2 SM Resource Release request, the AMF transfers the SM information received from the SMF in step 4 (N2 SM Resource Release request, N1 SM container) to the (R)AN.
	If the message from the SMF includes Small Data Rate Control Status then the AMF stores it in the UE Context in AMF.
5.	When the (R)AN has received an N2 SM request to release the AN resources associated with the PDU Session it issues AN specific signalling exchange(s) with the UE to release the corresponding AN resources.
	In the case of a NG-RAN, the NAS message is sent to the UE in an RRC message which may take place with the UE releasing the NG-RAN resources related to the PDU Session. If NG-RAN resources do not need to be released (i.e. the User Plane of the PDU Session is deactivated), the NAS message is sent to the UE in an RRC message which does not release the NG-RAN resources related to the PDU Session.
	During this procedure, the (R)AN sends any NAS message (N1 SM container (PDU Session Release Command)) received from the AMF in step 45.
	For PDU Session for non-roaming subscribers, if the S-NSSAI of the released PDU Session is subject to network slice usage control as described in clause 5.15.15 of TS 23.501 [2] and there is no other PDU Session using the S-NSSAI over which the Access Type the PDU Session was released, the UE starts slice deregistration inactivity timer for the S-NSSAI over the Access Type if the UE received slice deregistration inactivity timer for the S-NSSAI for that the Access Type.
6.	[Conditional] If the (R)AN had received a N2 SM request to release the AN resources, the (R)AN acknowledges the N2 SM Resource Release Request by sending an N2 SM Resource Release Ack (User Location Information, Secondary RAT usage data) Message to the AMF.
	If the PLMN has configured secondary RAT usage reporting, the NG-RAN node may provide RAN Usage Data Report.
	If NG-RAN/AN-TL has performed the deletion of TN stream based on the request received from the SMF/CUC in step 3, the NG-RAN/AN-TL shall confirm the deletion of TN stream configurations.
7a.	The AMF invokes the Nsmf_PDUSession_UpdateSMContext (N2 SM Resource Release Ack (Secondary RAT usage data), User Location Information) to the SMF.
7b.	The SMF responds to the AMF with an Nsmf_PDUSession_UpdateSMContext response.
8.	The UE acknowledges the PDU Session Release Command by sending a NAS message (PDU Session ID, N1 SM container (PDU Session Release Ack)) message over the (R)AN.
9.	[Conditional] The (R)AN forwards the NAS message from the UE by sending a N2 NAS uplink transport (NAS message (PDU Session ID, N1 SM container (PDU Session Release Ack)), User Location Information) to the AMF.
10a.	The AMF invokes the Nsmf_PDUSession_UpdateSMContext (N1 SM container (PDU Session Release Ack, User Location Information) to the SMF.
10b.	The SMF responds to the AMF with an Nsmf_PDUSession_UpdateSMContext response.
	Steps 8-10 may happen before steps 6-7.
11.	If steps 3a, 3b or 3d were performed, the SMF waits until it has received replies to the N1 and N2 information provided in step 3, as needed.
	The SMF invokes Nsmf_PDUSession_SMContextStatusNotify to notify AMF that the SM context for this PDU Session is released. If the UPF included Small Data Rate Control Status and/or APN Rate Control Status in step 2 then the SMF includes Small Data Rate Control Status and/or APN Rate Control Status in its request to the AMF in this step. The AMF releases the association between the SMF ID and the PDU Session ID, DNN, as well as S-NSSAI and stores the Small Data Rate Control Status and/or the APN Rate Control Status in the UE context in AMF. The SMF shall remove any event subscriptions on the AMF that becomes no more needed due to the PDU Session Release.
NOTE 6:	The UE and the 5GC will get synchronized about the status of the (released) PDU Session at the next Service Request or Registration procedure.
	For PDU Session for non-roaming subscribers, if the S-NSSAI of the released PDU Session is subject to network slice usage control and if the SMF indicates cause of slice inactivity and there is no other PDU Session using the S-NSSAI over which the Access Type the PDU Session was released, then AMF may remove the S-NSSAI from the Allowed NSSAI or start slice deregistration inactivity timer for the S-NSSAI for that Access Type as described in clause 5.15.15.3 of TS 23.501 [2]. If the AMF did not provide slice deregistration inactivity timer of the S-NSSAI to the UE for the Access Type and S-NSSAI is removed from Allowed NSSAI, the AMF triggers UE Configuration Update procedure to provide the new Allowed NSSAI to the UE.
12.	If Dynamic PCC applied to this session the SMF invokes an SM Policy Association Termination procedure as defined in clause 4.16.6 to delete the PDU Session.
13.	SMF notifies any entity that has subscribed to User Location Information related with PDU Session change.
14.	If it is the last PDU Session the SMF is handling for the UE for the associated (DNN, S-NSSAI), the SMF unsubscribes from Session Management Subscription data changes notification with the UDM by means of the Nudm_SDM_Unsubscribe (SUPI, DNN, S-NSSAI) service operation. The UDM may unsubscribe the subscription notification from UDR by Nudr_DM_Unsubscribe (SUPI, Subscription Data, Session Management Subscription data, DNN, S-NSSAI).
15.	The SMF invokes the Nudm_UECM_Deregistration service operation including the DNN and the PDU Session IDd. The UDM removes the association it had stored between the SMF identity and the associated DNN and PDU Session IdPDU Session ID. The UDM may update this information by Nudr_DM_Update (SUPI, Subscription Data, UE context in SMF data).
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This procedure is used in the case of home-routed roaming scenarios.


[bookmark: _CRFigure4_3_4_31]Figure 4.3.4.3-1: UE or network requested PDU Session Release for home-routed roaming
1.	The procedure is triggered by one of the following events:
1a.	(UE initiated release) As in step 1a of clause 4.3.4.2 with the addition that:
-	the V-SMF initiates N4 Session Modification to instruct the V-UPF to stop forwarding uplink traffic; and
-	the V-SMF invokes the Nsmf_PDUSession_Update Request (SM Context ID, information from the SM message from the UE e.g. PCO, "Trigger PDU Session Release" indication, Time zone, User Location Information) service operation to request the H-SMF to release the PDU Session. The H-SMF responds to the request immediately.
1b.	(Serving network initiated release) The serving network initiates the PDU Session Release during UE or serving network initiated Deregistration procedure as specified in clause 4.2.2.3. There is no NAS SM message between the UE and the V-SMF in this case. This step is the same as step 1c in clause 4.3.4.2, with the addition that:
-	the V-SMF initiates N4 Session Modification to instruct the V-UPF to stop forwarding uplink traffic; and
-	the V-SMF initiates the release of the PDU Session at the H-SMF by invoking the Nsmf_PDUSession_Release request.
	The serving network also initiates the PDU Session Release where neither N1 nor N2 SM signalling is needed before releasing the SM context as in step 1c in clause 4.3.4.2 if e.g. due to the set of network slices for a UE changes where a network slice instance is no longer available (e.g. as described in clause 5.15.5.2.2 of TS 23.501 [2], or the AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure fails as specified in clause 4.2.9.2 or the AAA Server triggered Slice-Specific Authorization Revocation takes place as specified in clause 4.2.9.4).
1c.	(HPLMN initiated release) This step is the same as step 1b in clause 4.3.4.2, with the addition that:
-	the H-SMF initiates N4 Session Modification to instruct the H-UPF to stop forwarding downlink traffic.
1d.	This step is the same as step 1d in clause 4.3.4.2, with the addition that:
-	the V-SMF initiates N4 Session Modification to instruct the V-UPF to stop forwarding uplink traffic; and
-	the V-SMF invokes the Nsmf_PDUSession_Update Request towards H-SMF.
1e.	(HPLMN initiated release) This step is the same as step 1e in clause 4.3.4.2, with the addition that:
-	if the H-SMF is notified by the V-SMF that the HPLMN S-NSSAI of the PDU Session with SSC mode 1 or SSC mode 2 is to be replaced with Alternative HPLMN S-NSSAI and if the H-SMF determines that a new PDU Session is to be established on the Alternative HPLMN S-NSSAI, the H-SMF initiates release of the PDU Session, as described in clause 5.15.19 of TS 23.501 [2];
-	the H-SMF initiates N4 Session Modification to instruct the H-UPF to stop forwarding downlink traffic.
1f.	This step is the same as step 1f in clause 4.3.4.2, with the addition that:
-	the V-SMF initiates N4 Session Modification to instruct the V-UPF to stop forwarding uplink traffic; and
-	the V-SMF invokes the Nsmf_PDUSession_Update Request towards H-SMF.
	If the SMF receives one of the triggers in step 1a, 1c, 1e or 1f, the H-SMF starts PDU Session Release procedure.
	When a SMF above initiates N4 Session Modification to instruct the UPF to stop forwarding traffic this means also to stop taking into account the traffic for usage monitoring.
2a-2b.	(UE-, (R)AN- or Serving network initiated) This step is performed in case the PDU Session Release is triggered by a message from V-SMF. These steps are the same as steps 2a-2b in clause 4.3.4.2. The SMF is the SMF in HPLMN.
NOTE 1:	This step 2a-2b can correspond to steps 1a, 1b, 1d, 1f.
3a.	(UE or HPLMN initiated release) The H-SMF prepares the SM Release PDU Session Command message and initiates the PDU Session Release towards the UE by invoking the Nsmf_PDUSession_Update Request service operation towards the V-SMF. The Nsmf_PDUSession_Update Request contains necessary information to build the SM Release PDU Session Command by the V-SMF towards the UE (for example a Release Cause or PCO).
	For network slice replacement as in step 1e, the H-SMF includes Alternative HPLMN S-NSSAI and a cause value indicating that a new PDU Session re-establishment on the Alternative HPLMN S-NSSAI is required.
3b.	(Serving network initiated release) The H-SMF responds to the PDU release request from the V-SMF with a Nsmf_PDUSession_Release response.
	If the UPF included Small Data Rate Control Status in step 2 then the SMF includes Small Data Rate Control Status in the request to the AMF.
	If the Control Plane CIoT 5GS Optimisation is enabled for this PDU Session, the steps 4a and 4b are skipped.
4a-4b.	The V-SMF releases the corresponding User Plane resources. This includes the same procedure in step 2 but controlled from the SMF in VPLMN.
5-13.	These steps are the same as steps 3-10 in clause 4.3.4.2, with the addition that:
-	In step 5c, for network slice replacement, based on information from H-SMF, the PDU Session Release Command message may include Alternative HPLMN S-NSSAI and/or Alternative VPLMN S-NSSAI and a cause value indicating that a PDU Session re-establishment on the Alternative HPLMN S-NSSAI and/or Alternative VPLMN S-NSSAI is required.
14.	(UE or HPLMN initiated release) The V-SMF responds to the Nsmf_PDUSession_Update Request invoked at step 3a and confirms the PDU Session Release. The Nsmf_PDUSession_Update response may carry information such as PCO received from the UE in SM PDU Session Release Accept. as well as User Location Information, Time Zone and Secondary RAT Usage Data.
15a.	(UE or HPLMN or Serving network initiated release) The H-SMF releases the SM policy control association with the PCF by invoking the SM Policy Association Termination procedure defined in clause 4.16.6. For serving network initiated PDU Session Release case, this step happens between step 1b and step 3b.
15b-15c.	(HPLMN initiated release) In case the PDU Session Release is HPLMN-initiated (i.e. triggers in 1c, 1e), the H-SMF releases the corresponding User Plane resources. This includes the same procedure as in step 2.
15d.	As in step 15 of clause 4.3.4.2, the SMF invokes the Nudm_UECM_Deregistration service operation.
NOTE 2:	Step 15d does not necessarily take place after step 15c.
16.	(UE or HPLMN initiated release) The H-SMF shall remove all contexts associated with the PDU Session:
16a.	The H-SMF requests the V-SMF to release all contexts associated with the PDU Session by invoking the Nsmf_PDUSession_StatusNotify (Release) operation.
[bookmark: _CR4_3_5]16b.	The V-SMF requests the AMF to release all contexts associated with the PDU Session by invoking the Nsmf_PDUSession_SMContexStatusNotify (Release). The AMF releases the association between the SMF ID and the PDU Session ID.
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This procedure allows for Ethernet PDU Sessions to change the PDU Session Anchor (PSA) while the session remains set up. Originally the Ethernet PDU Session goes via the Source UPF acting as the PSA. The Ethernet context which contains all Ethernet specific information including the MAC address of the UE and possibly its VLAN tag(s) is reported from the Source PSA UPF to the SMF. It is possible to report multiple MAC addresses (with their VLAN tag(s)) if these are reachable via the UE.
The SMF determines whether and when a serving PDU Session anchor for an Ethernet PDU Session needs to be changed and selects the Target PSA UPF, establishes the N4 session at the Target PSA UPF. The information within the Ethernet context is sent to the Target UPF. Based on the information in the Ethernet context, the Target PSA UPF may take action to update the Ethernet forwarding in the data network.


[bookmark: _CRFigure4_3_5_81]Figure 4.3.5.8-1: Ethernet PDU Session Anchor Relocation
Initially, the Ethernet PDU Session is established with the user data going via the Source UPF. The Source UPF acts as the PSA.
1.	The Source UPF reports the Ethernet context which contains all Ethernet specific information including the MAC address of the UE and possibly its VLAN tag(s) that the UPF has learned from the UE side to the SMF. In the case of any changes in the Ethernet context, the change is updated to the SMF so that the SMF maintains an up-to-date state of the Ethernet context. This signalling is realized based on N4 reporting.
2.	The UPF's report is acknowledged.
3-5. In the case of handover, the RAN handover preparation and execution is followed by path switch signalling to the AMF and corresponding signalling to SMF, as defined in clause 4.9.1.2.
6.	The SMF decides that the PSA is to be changed for the Ethernet PDU Session and selects the Target UPF that will act as the new PSA. The decision may be triggered by a mobility event, such as receiving the message in step 5.
7.	The Target UPF N4 session is established. The SMF provides the N3 tunnel endpoint used by RAN.
8.	The establishment of the new N4 session is acknowledged from the Target UPF to the SMF. The UPF provides its N3 tunnel endpoint.
9-10.	In the case of handover, the SMF signals to the RAN via the AMF to provide the Path Switch Request Ack, which includes the update of the uplink N3 tunnel endpoint to the target UPF. This signalling is defined in clause 4.9.1.2. In steps 9-10, an indication is sent from the SMF via the AMF to the RAN node indicating that the RAN node should not expect to receive an end marker packet. The RAN node may skip trying to reorder the downlink packets.
11-12.	If there is no handover and the UE is in connected mode, the SMF sends PDU Session Modify Request message to the RAN via the AMF, which includes the update of the uplink N3 tunnel endpoint to the target UPF. The RAN acknowledges the message. The RAN node does not need to to reorder the downlink packets.
NOTE 1:	Due to the change in the end to end path, packet re-ordering can occur both for the handover and no handover cases. If necessary, upper layer protocols can ensure in sequence delivery.
	After steps 9-10 or 11-12, uplink Ethernet frames pass via the target UPF. Downlink Ethernet frames may continue to be delivered from the source UPF to the RAN node. In the case of handover, the Ethernet frames are forwarded from the source RAN node to the target RAN node.
13-14.	The SMF sends an N4 Session Modification Request to the Target UPF which includes the information in Ethernet context (i.e. MAC address and VLAN tag(s)) and a trigger for updating the Ethernet forwarding (next step). The Target UPF acknowledges by an N4 Session Modification Response.
15.	The Target UPF may assist in the update of Ethernet forwarding tables of Ethernet switches in the DN via a variety of mechanisms, the use of which are specific to the DN and the specification of which are out-of-scope for 3GPP.
NOTE 2:	The UPF acting as a switch in the DN, can for example issue a Gratuitous ARP (GARP) containing the MAC address(es) of the UE that has switched to the new anchor, or the UPF can send an unsolicited Neighbor Discovery Protocol (NDP) Neighbor Advertisement message indicating the UE MAC addresses, or the UPF can generate a uplink Ethernet frame with the UE's MAC addresses as source MAC addresses (and possibly its VLAN tag(s)) and configurable payload which will be dropped by endhosts, or the UPF can send another message or Ethernet frame compatible with DN protocols.
	In the case of a central controller in the Ethernet network which sets the forwarding tables, the central controller can be instructed that the given MAC address is reachable at the new location.
	When multiple MAC addresses are present in the Ethernet context, the update of the Ethernet forwarding is performed for each MAC address.
16.	The N4 session is released at the Source UPF. The source UPF may wait for a configurable period before it stops delivering downlink Ethernet frames for the given PDU Session.
17.	The N4 session release is acknowledged from the Source UPF to the SMF.
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To support the delivery of URSP rule in EPS as described in clause 6.1.2.2.3 of TS 23.503 [20], the PCF for the PDU Session may establish a UE Policy Association towards the PCF for the UE.
This procedure may be triggered by the following procedures:
1.	UE requested bearer resource modification.
2.	5GS to EPS handover or 5GS to EPS Idle Mode mobility.


Figure 4.11.0a.2a.5-1: UE Policy Association establishment procedure
In the non-roaming case, the V-PCF for the UE is not involved, and the PCF for the PDU Session interacts with the PCF for the UE. For the Home Routed roaming scenario, the V-PCF for the UE is not involved and the H-PCF for the PDU Session interacts with the H-PCF for the UE. For the LBO roaming scenario, the V-PCF for the PDU Session interacts with the V-PCF for the UE and the V-PCF for the UE interacts with the H-PCF for the UE.
The procedure is based on clause 4.16.11.1 for a UE in 5GC with the following differences:
1.	The PCF for the PDU Session determines the need of establishment of a UE Policy Association when:
-	A UE Policy Container is received from the UE during SM Policy Association Update at UE requested bearer resource modification as described in clause 4.11.0a.2a.2.1; or
-	During 5GS to EPS mobility as described in clause 4.11.0a.2a.2.2.
2.	Same as step 2 in clause 4.16.11, with the following exceptions:
	The PCF for the PDU Session includes the UE Policy Container in case of SM Policy Association update at UE requested bearer resource modification or 5GS to EPS Mobility indication in case of SM Policy Association update at 5GS to EPS mobility.
	For LBO roaming the V-PCF for the PDU Session discovers and selects an instance of the V-PCF for the UE based on the available PCF instances obtained from the NRF or locally configured information in the V-PCF, depending on operator's policies, as described in clause 6.3.7.1 of TS 23.501 [2]. The V-PCF for the PDU Session contacts the V-PCF for the UE and steps 3 and 4 are executed.
	For non-roaming or Home Routed roaming the (H-)PCF for the PDU Session contacts the (H-)PCF for the UE and step5 follows.
3.	Same as step 3 in clause 4.16.11.1, with the following exceptions:
	The UE Policy Container is received at SM Policy Association instead of initial registration. When the UE Policy Association is being established due to 5GS to EPS mobility as described in clause 4.11.0a.2a.2.2, the V-PCF for a UEPCF for the UE in the VPLMN needs to discover and select the same H-PCF for a UEPCF for the UE that is serving the UE in the H-PLMN for 5GS by querying the BSF in the HPLMN. This is to be able to recover the information about the list of PSIs in the UE and the subscribed PCRTs from former UE Policy Association for the UE in 5GS as described in step 6. Therefore, the V-PCF for a UEPCF for the UE in the VPLMN needs first to discover the BSF in the HPLMN.
NOTE 1:	For Home Routed roaming, the V-PCF for a UEPCF for the UE is not involved, therefore in this roaming scenario it is not possible to retrieve the Application guidance on URSP Rule for inbound roamers of the PLMN and provide it to the H-PCF for the UE to be used as input for the generation of the URSP rules for the UE as described in clause 6.6.2.2.3 of TS 23.503 [20].
4.	Same as in clause 4.16.11.1.
5.	Same as in clause 4.16.11.1 step 5, with the following exceptions:
	The subscription to notification of N1 message delivery of policy information to the UE using Namf_Communication_N1N2MessageSubscribe service is not applicable.
6.	The Same as step 6 in clause 4.16.11.1, with the following difference:
	If "5GS to EPS Mobility" indication was received in Npcf_UEPolicyControl_Create in step 2 instead, the (H-)PCF recovers the information about the list of PSIs for the UE, the subscribed PCRTs in 5GS from former UE Policy Association for the UE and the indication about the support of provisioning of URSP rules in EPS. If the UE does not support the provisioning of URSPs in EPS, the H-PCF rejects the establishment of the UE Policy Association.
NOTE 2:	In LBO roaming the V-PCF for a UEPCF for the UE may trigger the establishment of the UE Policy Association for a UE that does not support the provisioning of URSP in EPS, as described in step 4a in clause 4.11.0a.2a.2.2.
	The (H-)PCF provides the UE Policy Container in the Npcf_UEPolicyControl_UpdateNotify Request.
7.	Same as in clause 4.16.11.
NOTE 3:	Steps 8 and 9 are executed only in LBO roaming scenario.
8.	The V-PCF for the UE forwards the UE Policy Container to the V-PCF for the PDU Session by invoking Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Request. The V-PCF for the UE checks the size limit as described in clause 6.1.2.2.2 of TS 23.503 [20].
9.	The V-PCF for the PDU Session sends a response to the V-PCF for the UE.
10.	If the UE provides a UE Policy Container with the result of the URSP update to the PCF for the PDU Session as described in clause 4.11.0a.2a.2.3 the PCF for the PDU Session forwards the UE Policy Container to the (V-) PCF for the UE invoking Npcf_UEPolicyControl_Update Request.
11.	The (V-) PCF for the UE sends a response to the (V-) PCF for the PDU Session.
NOTE 4:	Steps 12 and 13 are executed only in LBO roaming.
12.	The V-PCF for the UE forwards the notification response to the H-PCF by invoking Npcf_UEPolicyControl_Update Request.
13.	The H-PCF sends a response to the V-PCF for the UE.
[bookmark: _CR4_11_0a_2a_6][bookmark: _Toc162423878]4.11.0a.2a.6	UE Policy Association Modification initiated by the PCF for the UE
The following impacts are applicable to clause 4.16.12.2 (UE Policy Association Modification initiated by the PCF procedure):
	In the non-roaming case, the V-PCF is not involved, the AMF is replaced by the PCF for the PDU Session, and the role of the H-PCF is performed by the PCF for the UE.
	For the Home Routed roaming scenarios, the V-PCF is not involved, the AMF is replaced by the H-PCF for the PDU Session, and the role of the H-PCF is performed by the H-PCF for the UE.
	For the LBO roaming scenarios, the AMF is replaced by the V-PCF for the PDU Session, the role of the V-PCF is performed by the V-PCF for the UE and the role of the H-PCF is performed by the H-PCF for the UE.
-	Steps 1a, 1c, 2a, 2c and 2d: These steps are not applicable for Home Routed roaming, since the V-PCF is not involved.
-	Step 3: The (H-)PCF may create the UE policy container including UE policy information as defined in clause 6.1.2.2.2 of TS 23.503 [20]. The (H-) PCF checks whether the UE Policy Association for the UE is established for a UE in EPS by checking the RAT-Type of the UE Policy Association and in this case the (H-)PCF may send the UE Policy Container in the Npcf_UEPolicyControl_UpdateNotify Request. The (H-)PCF may provide updated PCRTs over the UE policy association.
	For Home Routed roaming, the V-PCF for a UEPCF for the UE is not involved, therefore the Service Parameters provided by the AF from the VPLMN are not used by the H-PCF as input for the generation of the URSP rules.
NOTE:	Steps 5 and 6 are executed only in LBO roaming.
-	Step 5: In case the UE Policy Association is for a UE in EPS, the (V-) PCF for the UE provides the UE Policy Container and/or policy control triggers to the (V-) PCF for the PDU Session.
-	Step 6: The (V-) PCF for the PDU session sends a response to the (V-) PCF for the UE.
-	Steps 7, 8 and 9 are replaced by steps 10-13 of procedure UE Policy Association Establishment in EPS from clause 4.11.0a.2a.5.
[bookmark: _CR4_11_0a_2a_7][bookmark: _Toc162423879]4.11.0a.2a.7	UE Policy Association Modification initiated by the PCF for aPCF for the PDU Session
This procedure addresses the scenario where a Policy Control Request Trigger condition is met by the PCF for aPCF for the PDU Session.
The procedure is based on the one defined in clause 4.16.12.1.1 with the following differences:
	In the non-roaming case, the V-PCF is not involved, the AMF is replaced by the PCF for the PDU Session, and the role of the H-PCF is performed by the PCF for the UE.
	For the Home Routed roaming scenarios, the V-PCF is not involved, the AMF is replaced by the H-PCF for the PDU Session, and the role of the H-PCF is performed by the H-PCF for the UE.
	For the LBO roaming scenarios, the AMF is replaced by the V-PCF for the PDU Session, the role of the V-PCF is performed by the V-PCF for the UE and the role of the H-PCF is performed by the H-PCF for the UE.
-	Step 1: Same as in clause 4.16.12.1.1 step 1, with the following exceptions:
	In LBO roaming the V-PCF for the PDU Session contacts the V-PCF for the UE and steps 2 and 3 are executed. The V-PCF for the UE contacts with the H-PCF for the UE discovered during the establishment of the UE Policy association as described in clause 4.11.0a.2a.5.
	For non-roaming or Home Routed roaming the (H-)PCF for the PDU Session contacts the (H-)PCF for the UE and step 4 follows.
-	Steps 2, 3,4: Same as in clause 4.16.12.1.1.
-	Step 5: The (H-)PCF may create the UE policy container including UE policy information as defined in clause 6.6 of TS 23.503 [20]. The (H-) PCF checks whether the UE Policy Association for the UE is established for a UE in EPS by checking the RAT-Type of the UE Policy Association and in this case the (H-)PCF may send the UE Policy Container in the Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Request.
-	Step 6: Same as in clause 4.16.12.1.1.
[bookmark: _CR4_11_0a_2a_8]-	Steps 7, 8 and 9 are replaced by steps 10-13 of procedure UE Policy Association Establishment in EPS from clause 4.11.0a.2a.5.
>>>>NEXT CHANGE <<<<
[bookmark: _CR4_11_0a_2a_9][bookmark: _Toc162423881]4.11.0a.2a.9	UE Policy Association termination initiated by the PCF for a UEPCF for the UE
The procedure is based on clause 4.16.13.2 (UE Policy Association Termination initiated by the PCF procedure) with the following differences:
	In the non-roaming case, the V-PCF is not involved, the AMF is replaced by the PCF for the PDU Session, and the role of the H-PCF is performed by the PCF for the UE.
	For the LBO roaming scenarios, the AMF is replaced by the V-PCF for the PDU Session, the role of the V-PCF is performed by the V-PCF for the UE.
	In the Home Routed roaming scenario, the V-PCF is not involved. The AMF is replaced by the PCF for PDU Session in HPLMN, and the role of the H-PCF for the UE is performed by the PCF for the UE in HPLMN.
	When the UE is in EPS, the UE Policy Association has been established by the (V-) PCF for PDU Session as described in clause 4.11.0a.2a.5.
-	Step 4: Change the AMF to the PCF for PDU Session. The PCF for UE may notify the PCF for PDU Session of the removal of the UE Policy Association via Npcf_UEPolicyControl_UpdateNotify service operation.
-	Step 5: Change the AMF to the PCF for PDU Session.
-	Step 6: Change AMF to the PCF for PDU Session and refer to the step 2 to step 5 in clause 4.11.0a.2a.8.
[bookmark: _CR4_11_0a_3][bookmark: _Toc20204064][bookmark: _Toc27894752][bookmark: _Toc36191819][bookmark: _Toc45192908][bookmark: _Toc47592540][bookmark: _Toc51834621]>>>>NEXT CHANGE <<<<
[bookmark: _CR4_11_1][bookmark: _Toc162423890]4.11.0a.10	UE requested bearer resource modification procedure
To support URSP Provisioning in EPS, the following enhancement to clause 5.4.5 of TS 23.401 [13] applies:
-	Steps 1, if the UE received the Indication of URSP Provisioning Support in eEPS in ePCO from SMF+PGW-C in the PDN Connectivity Accept message (as described in clause 4.11.0a.5), the UE includes the UE Policy Container ePCO in the Request Bearer Resource Modification message.
-	Step 4 (replaced by SM Policy Association Modification procedure as described in clause 4.11.0a.2a.2.1), SMF+PGW-C forwards the UE Policy Container received from the UE to the PCF for the PDU Session, which triggers UE Policy Association establishment as specified in clause 4.11.0a.2a.5.
>>>>NEXT CHANGE <<<<
[bookmark: _CR4_11_1_2_1][bookmark: _Toc20204067][bookmark: _Toc27894755][bookmark: _Toc36191822][bookmark: _Toc45192911][bookmark: _Toc47592543][bookmark: _Toc51834624][bookmark: _Toc162423895]4.11.1.2.1	5GS to EPS handover using N26 interface
Figure 4.11.1.2.1-1 describes the handover procedure from 5GS to EPS when N26 is supported.
In the case of handover to a shared EPS network, the source NG-RAN determines a PLMN to be used in the target network as specified by TS 23.501 [2]. The source NG-RAN shall indicate the selected PLMN ID to be used in the target network to the AMF as part of the TAI sent in the HO Required message.
In the case of handover from a shared NG-RAN, the AMF may provide the MME with an indication that the 5GS PLMN is a preferred PLMN at later change of the UE to a 5GS shared networks.
During the handover procedure, as specified in clause 4.9.1.3.1, the source AMF shall reject any SMF+PGW-C initiated N2 request received since handover procedure started and shall include an indication that the request has been temporarily rejected due to handover procedure in progress.
Upon reception of a rejection for an SMF+PGW-C initiated N2 request(s) with an indication that the request has been temporarily rejected due to handover procedure in progress, the SMF+PGW-C behaves as specified in TS 23.401 [13].


[bookmark: _CRFigure4_11_1_2_11]Figure 4.11.1.2.1-1: 5GS to EPS handover for single-registration mode with N26 interface
The procedure involves a handover to EPC and setup of default EPS bearer and dedicated bearers for QoS Flows that have EBI assigned, in EPC in steps 1-16 and re-activation, if required, of dedicated EPS bearers for non-GBR QoS Flows that have no EBI assigned, in step 19. This procedure can be triggered, for example, due to new radio conditions, load balancing or in the presence of QoS Flow for normal voice or IMS emergency voice, the source NG-RAN node may trigger handover to EPC.
For Ethernet and Unstructured PDU Session Types, the PDN Type Ethernet and non-IP respectively are used, when supported, in EPS.
When EPS supports PDN Type non-IP but not PDN type Ethernet, PDN type non-IP is used also for Ethernet PDU sessions. The SMF shall also set the PDN Type of the EPS Bearer Context to non-IP in this case. After the handover to EPS, the PDN Connection will have PDN Type non-IP, but it shall be locally associated in UE and SMF to PDU Session Type Ethernet or Unstructured respectively.
In the roaming home routed case, the SMF+PGW-C always provides the EPS Bearer ID and the mapped QoS parameters to UE. The V-SMF caches the EPS Bearer ID and the mapped QoS parameters obtained from H-SMF for this PDU session. This also applies in the case that the HPLMN operates the interworking procedure without N26.
NOTE 1:	The IP address preservation cannot be supported, if SMF+PGW-C in the HPLMN doesn't provide the mapped QoS parameters.
1.	NG-RAN decides that the UE should be handed over to the E-UTRAN. If NG-RAN is configured to perform Inter RAT mobility due to IMS voice fallback triggered by QoS flow setup and request to setup QoS flow for IMS voice was received, NG-RAN responds indicating rejection of the QoS flow establishment because of mobility due to fallback for IMS voice via N2 SM information and triggers handover to E-UTRAN. The NG-RAN sends a Handover Required (Target eNB ID, Direct Forwarding Path Availability, Source to Target Transparent Container, inter system handover indication) message to the AMF. NG-RAN indicates bearers corresponding to the 5G QoS Flows for data forwarding in Source to Target Transparent Container.
	If the source NG RAN and target E-UTRAN support RACS as defined in TS 23.501 [2], the Source to Target transparent container need not carry the UE radio access capabilities (instead the UE Radio Capability ID is supplied from the CN to the target E-UTRAN). However, if the source NG-RAN has knowledge that the target E-UTRAN might not have a local copy of the Radio Capability corresponding to the UE Radio Capability ID (i.e. because the source NG-RAN had itself to retrieve the UE's Radio Capability from the AMF) then the source NG-RAN may also send some (or all) of the UE's Radio Capability to the target E-UTRAN (the size limit based on configuration). In the case of inter-PLMN handover, when the source NG-RAN and target E-UTRAN support RACS as defined in TS 23.501 [2] and TS 23.401 [13] and the source NG-RAN determines that the target PLMN does not support the UE Radio Capability ID assigned by the source PLMN based on local configuration, then the source NG-RAN includes the UE radio access capabilities in the Source to Target transparent container.
	Direct Forwarding Path Availability indicates whether direct forwarding is available from the NG-RAN to the E-UTRAN. This indication from NG-RAN can be based on e.g. the presence of IP connectivity and security association(s) between the NG-RAN and the E-UTRAN.
	If the handover is triggered due to Emergency fallback, the NG-RAN may forward the Emergency indication to the target eNB in the Source to Target Transparent Container and the target eNB allocates radio bearer resources taking received indication into account.
2a-2c.	The AMF determines from the 'Target eNB Identifier' IE that the type of handover is Handover to E-UTRAN. The AMF selects an MME as described in clause 4.3.8.3 of TS 23.401 [13].
	The AMF determines for a PDU Session whether to retrieve context including mapped UE EPS PDN Connection from the V-SMF (in the case of HR roaming) or the SMF+PGW-C (in the case of non roaming or LBO roaming) as follows:
-	If the AMF determines that one or more of the EBI(s) can be transferred, the AMF sends Nsmf_PDUSession_ContextRequest to the V-SMF or SMF+PGW-C and includes in the message EBI value(s) if any that cannot be transferred.
-	The EBI values(s) that cannot be transferred is determined by the AMF if the target MME does not support 15 EPS bearers, i.e. the AMF determines the EBI values in range 1-4 as not to be transferred to EPS and if there are still more than 8 EBI values associated with PDU Sessions, the AMF then determines EBI value(s) not to be transferred to EPS based on S-NSSAI and ARP as specified in clause 5.17.2.2.1 of TS 23.501 [2].
-	The AMF does not retrieve the context for a PDU Session that cannot be transferred to EPS due to no EBI allocated, or allocated EBIs not transferrable, or combination of the two.
	When the AMF sends Nsmf_PDUSession_ContextRequest the AMF provides also the target MME capability to the V-SMF or the SMF+PGW-C to allow it to determine whether to include EPS Bearer context for Ethernet PDN Type or non-IP PDN Type or not.
	When the AMF sends Nsmf_PDUSession_ContextRequest to the V-SMF or the SMF+PGW-C, the AMF indicates whether the target MME supports User Plane Integrity Protection with EPS.
NOTE 2:	The AMF knows the MME capability to support 15 EPS bearers, Ethernet PDN type and/or non-IP PDN type or not through local configuration. The AMF knows the MME capability to support User Plane integrity protection through local configuration but the actual EPS support may depend on the target E-UTRAN coverage (see step 14).
	When Nsmf_PDUSession_Context Request is received in the V-SMF or the SMF+PGW-C, the V-SMF or the SMF+PGW-C provides context that includes the mapped EPS PDN Connection as follows:
-	If there is EBI list not to be transferred and the EBI value of the QoS Flow associated with the default QoS Rule is included in that list, the V-SMF or the SMF+PGW-C shall not return the PDN Connection context (which implies the whole PDU Session is not transferred to EPS), otherwise if the EBI value of the QoS Flow associated with the default QoS Rule is not included in EBI list not to be transferred, the V-SMF or PGW C+SMF shall not provide the EPS bearer context(s) mapped from QoS Flow(s) associated with the EBI list not to be transferred.
-	For PDU Sessions with PDU Session Type Ethernet, if the UE and target MME supports Ethernet PDN type, the V-SMF or the PGW C+SMF provides Context for Ethernet PDN Type, otherwise if the target MME does not support Ethernet Type but support non-IP Type, the V-SMF or the PGW C+SMF provides Context for non-IP PDN Type. For PDU Sessions with PDU Session Type Unstructured, the V-SMF or the SMF+PGW-C provides Context for non-IP PDN Type.
-	If the UP integrity protection policy for the EPS bearer context is set to "Required", the V-SMF or the PGW C+SMF shall not provide the EPS bearer context unless the MME capability indicates support for User Plane Integrity Protection with EPS and the UE supports User Plane Integrity Protection with EPS.
	In the case of non roaming or LBO roaming, when Nsmf_PDUSession_ContextRequest is received in PGW C+SMF, if the SMF+PGW-C determines that EPS Bearer Context can be transferred to EPS and the CN Tunnel Info for EPS bearer(s) have not been allocated before, the SMF+PGW-C sends N4 Session modification to the PGW-U+UPF to establish the CN tunnel for each EPS bearer and provides EPS Bearer Contexts to AMF, as described in step 8 of clause 4.11.1.4.1. The PGW-U+UPF is ready to receive the uplink packet from E-UTRAN.
	This step is performed with all the SMF+PGW-Cs corresponding to PDU Sessions of the UE which are associated with 3GPP access and have at leasetleast one EBI(s) determined to be transferred to EPS.
NOTE 2:	The AMF knows the MME capability to support 15 EPS bearers, Ethernet PDN type and/or non-IP PDN type or not through local configuration.
	In home routed roaming scenario, the UE's EPS PDN Contexts are obtained from the V-SMF. If Small Data Rate Control applies on PDU Session, the V-SMF retrieves the SM Context, including Small Rate Control Status information from the H-SMF using Nsmf_PDUSession_Context Request.
3.	The AMF sends a Forward Relocation Request as in step 3 in clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13], with the following modifications and clarifications:
-	Parameter "Return preferred" may be included. Return preferred is an optional indication by the MME of a preferred return of the UE to the 5GS PLMN at a later access change to a 5GS shared network. An MME may use this information as specified by TS 23.501 [2].
-	The SGW address and TEID for both the control-plane or EPS bearers in the message are such that target MME selects a new SGW.
-	The AMF determines, based on configuration and the Direct Forwarding Path Availability, the Direct Forwarding Flag to inform the target MME whether direct data forwarding is applicable.
-	The AMF includes the mapped SM EPS UE Contexts for PDU Sessions with and without active UP connections.
-	Subject to operator policy if the secondary RAT access restriction condition is the same for EPS and 5GS, the AMF may set EPS secondary RAT access restriction condition based on the UE's subscription data.
4-5.	Step 4 and 4a respectively in clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13].
6.	Step 5 (Handover Request) in clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13] with the following modification:
-	Handover Request may contain information Handover Restriction List with information about PLMN IDs as specified by clause 5.2a of TS 23.251 [35] for eNodeB functions.
-	The target eNB should establish E-RABs indicated by the list of EPS bearer to be setup provided by the MME, even if they are not included in the source to target container.
7-9.	Step 5a through 7 in clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13].
10a.	If data forwarding applies, the AMF sends the Nsmf_PDUSession_UpdateSMContext Request (data forwarding information) to the SMF+PGW-C. If multiple SMF+PGW-Cs serves the UE, the AMF maps the EPS bearers for Data forwarding to the SMF+PGW-C address(es) based on the association between the EPS bearer ID(s) and PDU Session ID(s). In home-routed roaming case, the AMF requests the V-SMF to create indirect forwarding tunnel if indirect forwarding applies.
10b.	If indirect data forwarding applies, the SMF+PGW-C may select an intermediate PGW-U+UPF for data forwarding. The SMF+PGW-C maps the EPS bearers for Data forwarding to the 5G QoS flows based on the association between the EPS bearer ID(s) and QFI(s) for the QoS flow(s) in the SMF+PGW-C and then sends the QFIs, Serving GW Address(es) and TEID(s) for data forwarding to the PGW-U+UPF. The CN Tunnel Info is provided by the PGW-U+UPF to SMF+PGW-C in this response. In home-routed roaming case, the V-SMF selects the V-UPF for data forwarding.
	The SMF+PGW-C deactivates PDU Set based handling at PGW-U+UPF if it is activated during the UE was registered to 5GS as described in clause 5.37.5.3 of TS 23.501 [2].
10c.	The SMF+PGW-C returns an Nsmf_PDUSession_UpdateSMContext Response (Cause, Data Forwarding tunnel Info, QoS flows for Data Forwarding). Based on the correlation between QFI(s) and Serving GW Address(es) and TEID(s) for data forwarding, the PGW-U+UPF maps the QoS flow(s) into the data forwarding tunnel(s) in EPC.
11.	The AMF sends the Handover Command to the source NG-RAN (Transparent container (radio aspect parameters that the target eNB has set-up in the preparation phase), Data forwarding tunnel info, QoS flows for Data Forwarding). The source NG-RAN commands the UE to handover to the target Access Network by sending the HO Command. The UE correlates the ongoing QoS Flows with the indicated EPS Bearer IDs to be setup in the HO command. The UE locally deletes the PDU Session if the QoS Flow associated with the default QoS rule in the PDU Session does not have an EPS Bearer ID assigned. If the QoS Flow associated with the default QoS rule has an EPS Bearer ID assigned, the UE keeps the PDU Session (PDN connection) and for the remaining QoS Flow(s) that do not have EPS bearer ID(s) assigned, the UE locally deletes the QoS rule(s) and the QoS Flow level QoS parameters if any associated with those QoS Flow(s) and notifies the impacted applications that the dedicated QoS resource has been released. The UE deletes any UE derived QoS rules. The EPS Bearer ID that was assigned for the QoS flow of the default QoS rule in the PDU Session becomes the EPS Bearer ID of the default bearer in the corresponding PDN connection.
	If indirect data forwarding is applied, Data forwarding tunnel info includes CN tunnel info for data forwarding per PDU session. For the QoS Flows indicated in the "QoS Flows for Data Forwarding", NG-RAN initiate data forwarding via to the PGW-U+UPF based on the CN Tunnel Info for Data Forwarding per PDU Session. Then the PGW-U+UPF maps data received from the data forwarding tunnel(s) in the 5GS to the data forwarding tunnel(s) in EPS and sends the data to the target eNodeB via the Serving GW.
	If direct data forwarding is applied, Data forwarding tunnel info includes E-UTRAN tunnel info for data forwarding per EPS bearer. NG-RAN initiate data forwarding to the target E-UTRAN based on the Data Forwarding Tunnel Info for Data Forwarding per EPS bearer.
12-12c.	Step 13 to step 14 from clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13] with the following clarification:
-	The AMF requests the release of the PDU Session which is associated with 3GPP access and not expected to be transferred to EPC, i.e. the AMF requests the release of:
-	PDU Session(s) whose corresponding SMF+PGW-C(s) are not contacted by AMF for SM context because the AMF determines that none of EBI(s) for the PDU Session can be transferred to EPS at step 2a; and
-	PDU Session(s) for which the SM context retrieval failed at step 2c.
12d.	The AMF acknowledges MME with Relocation Complete Ack message. A timer in AMF is started to supervise when resource in NG-RAN shall be released.
12e.	In the case of home routed roaming, the AMF invokes Nsmf_PDUSession_ReleaseSMContext Request (V-SMF only indication) to the V-SMF. This service operation request the V-SMF to remove only the SM context in V-SMF, i.e. not release PDU Session context in the SMF+PGW-C.
	If indirect forwarding tunnel(s) were previously established, the V-SMF starts a timer and releases the SM context on expiry of the timer. If no indirect forwarding tunnel has been established, the V-SMF immediately releases the SM context and its UP resources for this PDU Session in V-UPF locally.
13.	Step 15 from clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13].
14a.	Step 16 (Modify Bearer Request) from clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13] with the following clarification:
-	If the PDU Session (PDN connection) has QoS Flows that do not have EPS bearer ID(s) assigned, or QoS Flow(s) for which the mapped EPS bearers are not included in Modify Bearer Request, the SMF+PGW-C deletes the PCC rule(s) associated with those QoS Flows and informs the PCF about the removed PCC rule(s). If there are QoS Flow(s) with PCC rule(s) that do not have allocated TFT packet filters, the SMF+PGW-C deletes those PCC rule(s) and informs the PCF about the removed PCC rule(s).
NOTE 4:	If the QoS flow is deleted, the IP flows of the deleted QoS rules will continue flowing on the default EPS bearer if it does not have an assigned TFT. If the default EPS bearer has an assigned TFT, the IP flows of the deleted QoS Flow may be interrupted until step 19 when dedicated bearer activation is triggered by a request from the PCF.
	The SMF+PGW-C may need to report some subscribed event to the PCF by performing an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.
	If the MME does not indicate support of User Plane integrity protection, or the new eNB does not support User Plane integrity protection, or the UE does not support User Plane Integrity Protection with EPS and the UP integrity protection policy is set to "Required" then the SMF+PGW-C releases the bearers associated with the PDN CONNECTION.
15.	The SMF+PGW-C initiates a N4 Session Modification procedure towards the UPF+PGW-U to update the User Plane path, i.e. the downlink User Plane for the indicated PDU Session is switched to E-UTRAN. The SMF+PGW-C releases the resource of the CN tunnel for PDU Session in UPF+PGW-U.
16.	Step 16a (Modify Bearer Response) from clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13]. At this stage the User Plane path is established for the default bearer and the dedicated EPS bearers between the UE, target eNodeB, Serving GW and the PGW-U+UPF. The SMF+PGW-C uses the EPS QoS parameters as assigned for the dedicated EPS bearers during the QoS Flow establishment. SMF+PGW-C maps all the other IP flows to the default EPS bearer (see NOTE 4).
	If indirect forwarding tunnel(s) were previously established, the SMF+PGW-C starts a timer, to be used to release the resource used for indirect data forwarding.
17.	Step 17 from clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13].
18.	The UE initiates a Tracking Area Update procedure as specified in step 18 of clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13].
	This includes the deregistration of the old AMF for 3GPP access from the HSS+UDM as specified in clause 4.11.1.5.3. Any registration associated with the non-3GPP access in the old AMF is not removed (i.e. an AMF that was serving the UE over both 3GPP and non-3GPP accesses does not consider the UE as deregistered over non 3GPP access and will remain registered and subscribed to subscription data updates in UDM).
NOTE 5:	The behaviour whereby the HSS+UDM cancels location of CN node of the another type, i.e. AMF, is similar to HSS behaviour for MME and Gn/Gp SGSN registration (see TS 23.401 [13]). The target AMF that receives the cancel location from the HSS+UDM is the one associated with 3GPP access.
	When the UE decides to deregister over non-3GPP access or the old AMF decides not to maintain a UE registration for non-3GPP access anymore, the old AMF then deregisters from UDM by sending a Nudm_UECM_Deregistration service operation, unsubscribes from Subscription Data updates by sending an Nudm_SDM_Unsubscribe service operation to UDM and releases all the AMF and AN resources related to the UE.
19.	If PCC is deployed, the PCF may decide to provide the previously removed PCC rules to the SMF+PGW-C again thus triggering the SMF+PGW-C to initiate dedicated bearer activation procedure. This procedure is specified in clause 5.4.1 of TS 23.401 [13] with modification captured in clause 4.11.1.5.4. This step is applicable for PDN Type IP or Ethernet, but not for non-IP PDN Type.
20.	Step 21 from clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13].
21.	In the case of home routed roaming, at the expiry of the timer at V-SMF started at step 12e, the V-SMF locally releases the SM context and the UP resource for the PDU Session including the resources used for indirect forwarding tunnel(s) that were allocated at step 10.
	In non-roaming or local breakout roaming, if SMF+PGW-C has started a timer in step 16, at the expiry of the timer, the SMF+PGW-C sends N4 Session Modification Request to PGW-U+UPF to release the resources used for the indirect forwarding tunnel(s) that were allocated at step 10.
	When the timer set in step 12d expires, AMF also sends a UE Context Release Command message to the source NG RAN. The source NG RAN releases its resources related to the UE and responds with a UE Context Release Complete message.
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Figure 4.11.1.3.3-1 describes the mobility registration procedure from EPS to 5GS when N26 is supported for idle and connected states.


[bookmark: _CRFigure4_11_1_3_31]Figure 4.11.1.3.3-1: EPS to 5GS mobility for single-registration mode with N26 interface
1.	The Registration procedure is triggered, e.g. the UE moves into NG-RAN coverage. Step 2 to 9 except step 5, 6 and 8 follow the Registration procedure in clause 4.2.2 with following enhancement.
2.	The UE sends Registration Request with registration type set to "Mobility Registration Update".
	The UE includes 5G-GUTI mapped from EPS GUTI as the old GUTI, the native 5G-GUTI (if available) as additional GUTI and indicating that the UE is moving from EPC. The UE includes the UE Policy Container containing the list of PSIs, indication of UE support for ANDSP and OSId if available.
	When the Registration Request is triggered due to UE mobility from EPS to 5GS, if the UE has locally deleted the EPS bearer which has allocated 5GS parameters and the EPS bearer status has not been synchronized with the network, the UE shall include the EPS bearer status in the Registration Request. If the UE has not received mapped 5GS QoS parameters from the network for PDN connection(s), the UE locally releases those PDN connection(s).
	The Additional GUTI is provided both in Idle state and Connected state, if available. The Additional 5G-GUTI enables the AMF to retrieve the UE's MM context from the old AMF (if available). The UE includes the S-NSSAIs associated with the established PDN connections in the Requested NSSAI in RRC and NAS (as described in clause 5.15.7 of TS 23.501 [2]). In the case of Configured NSSAI applicable to this PLMN or an Allowed NSSAI are not present in the UE, the associated HPLMN S-NSSAI(s) shall be provided in the mapping of Requested NSSAI in the NAS as described in clause 5.15.5.2.1 TS 23.501 [2].
	In the case of idle mode mobility the UE additionally includes a TAU request message integrity protected using the EPS security context (for further security verification by the MME) in the Registration Request. If the UE holds a native 5G-GUTI for this PLMN then the UE also includes the GUAMI part of the native 5G-GUTI in RRC to enable the NG-RAN to route the Registration Request to the same AMF (if available) and otherwise the UE provides in RRC signalling a GUAMI mapped from the EPS GUTI and indicates it as "Mapped from EPS".
	The UE integrity protects the Registration Request message using a 5G security context (if available).
3-4.	Steps 2-3 of clause 4.2.2.2.2 are performed.
	In the case of idle mode mobility, the AMF derives S-NSSAIs values for the Serving PLMN based on the S-NSSAIs values for the HPLMN, received in NAS Registration Request, associated with the established PDN connections, the AMF may send the S-NSSAIs values for the HPLMN to NSSF by invoking Nnssf_NSSelection_Get service operation and NSSF provides corresponding S-NSSAIs values for VPLMN to AMF.
NOTE 1:	In connected mode mobility, the AMF devices S-NSSAIs values during the handover procedure.
Steps 5 and 8 are not performed when this procedure is part of EPS to 5GS handover.
5a.	[Conditional] This step is only performed for IDLE mode mobility. The AMF derives the MME address and 4G GUTI from the old 5G-GUTI and sends Context Request to MME including EPS GUTI mapped from 5G-GUTI and the TAU request message according to TS 23.401 [13]. The MME validates the TAU message.
5b.	[Conditional] If step 5a is performed, step 5 from clause 5.3.3.1 (Tracking Area Update procedure with Serving GW change) in TS 23.401 [13] is performed with the modification captured in clause 4.11.1.5.3.
	The AMF converts the received EPS MM Context into the 5GS MM Context. The received EPS UE context includes IMSI, ME Identity, UE EPS security context, UE Network Capability and EPS Bearer context(s) and may also include LTE-M Indication. The MME EPS Bearer context includes for each EPS PDN connection the IP address and FQDN for the S5/S8 interface of the SMF+PGW-C and APN. If the SCEF connection is invoked, the MME EPS Bearer context includes the SCEF+NEF ID of the PDN connection, EBI, APN, User Identity. The AMF disregards any LTE-M Indication received in the EPS UE context and instead takes into account the LTE M Indication received from NG-RAN, at step 1.
	The AMF can determine the whether the UE is performing Inter-RAT mobility to or from NB-IoT based on the received "TAI of last TAU" in the EPC MM Context and the RAT Type used for the Registration Request.
	If the Context Response includes the FQDN for the S5/S8 interface of the SMF+PGW-C, the AMF queries the NRF in serving PLMN by issuing the Nnrf_NFDiscovery_Request including the FQDN for the S5/S8 interface of the SMF+PGW-C and the NRF provides the IP address or FQDN of the N11/N16 interface of the SMF+PGW-C.
	If the Context Response includes an SCEF+NEF ID, the AMF performs the SMF selection.
	The Context Response may include new information Return Preferred. Return Preferred is an indication by the MME of a preferred return of the UE to the last used EPS PLMN at a later access change to an EPS shared network. Based on the Return Preferred indication, the AMF may store the last used EPS PLMN ID in UE Context.
	If the AMF cannot retrieve the address of the corresponding SMF for a PDN connection, it will not move the PDN connection to 5GS.
	Step 6 is performed only if the AMF is different from the old AMF and the old AMF is in the same PLMN as the AMF.
6a.	[Conditional] If the UE includes the 5G-GUTI as Additional GUTI in the Registration Request message, the AMF sends message to the old AMF. The old AMF validates the Registration request message.
	The AMF retrieves UE's SUPI and MM Context, event subscription information by each consumer NF and the list of SM PDU Session ID/associated SMF ID for the UE using one of the following three options:
-	AMF may invoke the Namf_Communication_UEContextTransfer to the old AMF identified by the additional 5G-GUTI; or
-	if the old AMF and the AMF are in the same AMF Set and UDSF is deployed, AMF may invoke Nudsf_UnstructuredDataManagement_Query service operation for the UE identified by the additional 5G-GUTI from the UDSF; or
-	if the old AMF and the AMF are in the same AMF Set, AMF may use implementation specific means to share UE context.
6b.	[Conditional] If step 6a is performed, the response is performed as described in step 5 in clause 4.2.2.2.2. If a native 5G security context for 3GPP access is available in the AMF (or has been retrieved in step 6a), the AMF may continue to use this security context. Otherwise, the AMF shall either derive a mapped security context from the EPS security context obtained from the MME or initiate an authentication procedure to the UE.
	If the new AMF determines that the UE has emergency PDU Session and the AMF is configured to allow emergency services for unauthenticated UE, the new AMF behaves as follows:
-	If the UE has only an emergency PDU Session, the AMF either skips the authentication and security procedure in step 7 or accepts that the authentication may fail and continues the Mobility Registration Update procedure; or
-	If the UE has both emergency and non emergency PDU Sessions and authentication fails, the AMF continues the Mobility Registration Update procedure and deactivates all the non-emergency PDU Sessions as specified in clause 4.3.4.2.
NOTE 2:	The new AMF can determine if a PDU Session is used for emergency service by checking whether the DNN matches the emergency DNN.
7.	[Conditional] If the AMF determines to initiate the authentication procedure to the UE in step 6b (e.g. the AMF can not obtain the UE MM context from AMF or other reasons), steps 8-9 of clause 4.2.2.2.2 are optionally performed.
7a.	In the case of idle mode mobility, the AMF decide whether a new AMF needs to be selected. If a new AMF is to be selected, the AMF reroute the Registration request to the new AMF as described in clause 4.11.1.3.4, where the initial AMF refers to the AMF.
8.	[Conditional] If step 5b is performed and the AMF accepts to serve the UE, the AMF sends Context Acknowledge (Serving GW change indication) to MME according to TS 23.401 [13].
9.	Steps 11-12 of clause 4.2.2.2.2 are optionally performed.
10.	Void.
11.	Steps 13-14e of clause 4.2.2.2.2 are performed: This includes that if an MM context is retrieved from the old AMF in step 6 (i.e. corresponding to an existing UE registration for non-3GPP access in 5GC), then the AMF indicates to the UDM that the AMF identity to be registered in the UDM applies to both 3GPP and non-3GPP accesses by sending separate/independent Nudm_UECM_Registration service operations for "3GPP Access" and "non-3GPP Access".
12.	Void.
13.	Void.
14-14f.	Step 16 of clause 4.2.2.2.2 (AM Policy Association Establishment) is optionally performed.
	In the home-routed roaming case and connected state mobility, based on the S-NSSAI value for the Serving PLMN of the PDU Session(s), the AMF decides whether V-SMF change is needed or not.
-	If the V-SMF reallocation is not needed and if the two values (i.e. the S-NSSAI value configured in AMF for interworking and S-NSSAI value for the Serving PLMN) are different, the AMF invokes Nsmf_PDUSession_UpdateSMContext (PDU Session ID, S-NSSAI value for the Serving PLMN).
-	If V-UPF is not changed, the V-SMF updates 5G AN with the new S-NSSAI of VPLMN by sending a N2 SM message to 5G AN via AMF.
-	If V-UPF is changed, the V-SMF performs procedure as specified in clause 4.23.4.2 with the difference that I-SMF/I-UPF in clause 4.23.4.2 is replaced by V-SMF/V-UPF and with the following modification:
-	In step 11 of clause 4.2.3.2 referenced by clause 4.23.4.2, the V-SMF includes in N2 SM information with the new S-NSSAI of the VPLMN.
-	If the V-SMF change is needed, the AMF performs as the case of I-SMF change defined in clause 4.23.4.3 with the difference that I-SMF in clause 4.23.4.3 is replaced by V-SMF and with following modifications:
-	In step 3 of clause 4.23.4.3, the AMF sends indication of no NG-RAN change to the new V-SMF.
-	In step 4a of clause 4.23.4.3, when the new V-SMF retrieves SM context from the old V-SMF, the new V-SMF sends indication of no NG-RAN change as it is received in step 3.
-	In step 4b of clause 4.23.4.3, as the old V-SMF receives the indication of no NG-RAN change, the old V-SMF returns additional N3 tunnel information of NG-RAN.
-	In step 6 of clause 4.23.4.3, the new I-SMF should reuse the N3 tunnel information of NG-RAN received from old I-SMF/SMF.
-	In step 9 of clause 4.23.4.3, when the new V-SMF sends a Nsmf_PDUSession_CreateSMContext Response, the new V-SMF includes PDU Session Resource Modify in N2 SM information.
	In the home-routed roaming case and idle state mobility, the AMF selects a default V-SMF per PDU Session and invokes Nsmf_PDUSession_CreateSMContext service operation of the V-SMF to create an association with the AMF. It includes UE EPS PDN Connection, MSISDN as a GPSI if received from MME, H-SMF ID, S-NSSAI and indicates all the PDU Session(s) to be re-activated as received in the Registration request message along with List Of PDU Sessions To Be Activated. The S-NSSAI is the S-NSSAI configured in AMF for interworking, which is associated with default V-SMF. The V-SMF creates the association and based on the received SMF ID, the V-SMF invokes Nsmf_PDUSession_Create request service operation of the H-SMF and provides the information received from the AMF. Before invoking Nsmf_PDUSession_Create service operation, the V-SMF request the V-UPF to provide the CN tunnel info.
	In the home-routed roaming case and idle state mobility, the V-SMF provides the QoS constraints of the VPLMN to the H-SMF.
	The subsequent handling is performed as follows:
-	The H-SMF finds the corresponding PDU Session based on the PDN Connection Context in the request. The H-SMF initiates N4 Session modification procedure to establish the CN tunnel for the PDU Session. The tunnel info for PDU Session is allocated by PGW-U+UPF and provided to the SMF+PGW-C. The H-SMF responds V-SMF with the PDU Session ID corresponding to the PDN Connection Context in the request, the allocated EBI(s) information, the S-NSSAI of the PDU Session, S-NSSAI of HPLMN, UE EPS PDN connection(s) and other PDU session parameters, such as PDU Session Type, Session AMBR in the Nsmf_PDUSession_Create response.
-	The V-SMF updates its SM contexts and returns a Nsmf_PDU_Session_CreateSMContextResponse message including the information received from the H-SMF. The V-SMF updates the V-UPF of the CN tunnel info of SMF+PGW-C. The V-SMF also includes the N2 SM Context in the response message sent to the AMF if the corresponding PDU Session is in the received List Of PDU Sessions To Be Activated. The V-SMF stores an association of the PDU Session ID and the H-SMF ID. The AMF stores the V-SMF ID and it also stores S-NSSAI and the allocated EBI(s) associated to the PDU Session ID. Based on the S-NSSAI value for the Serving PLMN of the PDU Session(s) the AMF decides whether V-SMF relocation is needed or not.
-	If V-SMF relocation is not needed and if the two values (i.e. the S-NSSAI value configured in AMF for interworking and S-NSSAI value for the Serving PLMN) are different, the AMF sends the S-NSSAI value for the Serving PLMN to V-SMF by invoking Nsmf_PDUSession_UpdateSMContext service operation. If V-UPF change is not needed, the V-SMF updates NG RAN with the S-NSSAI value for the Serving PLMN via N2 SM message. If V-UPF change is needed, the V-SMF performs procedure as specified in clause 4.23.4.2 with the difference that I-SMF/I-UPF is replaced with V-SMF/V-UPF and with the following modification:
-	In step 11 of clause 4.2.3.2 referenced by clause 4.23.4.2, the V-SMF includes in N2 SM information with the new S-NSSAI of the VPLMN.
-	If V-SMF relocation is needed, the AMF performs V-SMF relocation as defined in clause 4.23.4.3.
	In the case of home-routed roaming scenario, the V-SMF may apply VPLMN policies as described in TS 23.501 [2], clause 5.17.1.3.
	In non-roaming and LBO cases and idle state mobility, AMF invokes Nsmf_PDUSession_CreateSMContext Request (UE EPS PDN Connection) service operation of the SMF+PGW-C and indicates all the PDU Session(s) to be re-activated as received in the Registration request message along with List Of PDU Sessions To Be Activated. This step is performed for each PDN Connection and the corresponding SMF+PGW-C address/ID in the UE context the AMF received in Step 6.
	The SMF+PGW-C finds the corresponding PDU Session based on the PDN Connection Context in the request.
	If the P-GW-C+SMF (H-SMF in the case of home-routed roaming case) determines that seamless session continuity from EPS to 5GS is not supported for the PDU Session, (e.g. if PDU Session ID was not received by the SMF+PGW-C for the PDN connection or PDU Session ID was received but mapped 5GS parameters were not provided to the UE due to 5GS interworking not supported), then it does not provide SM information for the corresponding PDU Session but includes the appropriate cause code for rejecting the PDU Session transfer within the N2 SM Information. The PDN connection(s) not further transferred to 5GC are locally released at the SMF+PGW-C.
	Otherwise, if session continuity from EPS to 5GS is supported for the PDU Session, the SMF+PGW-C finds the corresponding PDU Session based on the PDN Connection Context in the request. The SMF+PGW-C initiates N4 Session modification procedure to establish the CN tunnel for the PDU Session. If the SMF+PGW-C has not yet registered for this PDU Session ID, the SMF+PGW-C registers with the UDM using Nudm_UECM_Registration (SUPI, DNN, PDU Session ID) for a given PDU Session as in step 4 of PDU Session Establishment Procedure in clause 4.3.2. The tunnel info for PDU Session is allocated by PGW-U+UPF and provided to the SMF+PGW-C. The SMF+PGW-C updates its SM contexts and returns the AMF a Nsmf_PDUSession_CreateSMContext Response message including the PDU Session ID corresponding to the PDN Connection Context in the request, the allocated EBI(s) information, the S-NSSAI of the PDU Session and the N2 SM Context if the corresponding PDU Session is in the received List Of PDU Sessions To Be Activated. The AMF stores an association of the PDU Session ID and the SMF ID, S-NSSAI and the allocated EBI(s) associated to the PDU Session ID. Based on the allocated EBI(s) information received from all the related SMF+PGW-C for this UE, an EPS bearer status, which reflects all existing EPS bearer, is generated by the AMF.
NOTE 3:	For Connected State mobility registration, the release of CN tunnels for EPS bearers and UDM registration for the session corresponding to the PDU session is performed in the handover execution phase.
	If the PDN Type of a PDN Connection in EPS is non-IP and it was originally established as Ethernet PDU Session when UE was camping in 5GS (known based on local context information that was set to PDU Session Type Ethernet in UE and SMF), the PDU Session Type in 5GS shall be set to Ethernet by the SMF and UE. If the PDN type of a PDN Connection in EPS is non-IP and is locally associated in UE and SMF to PDU Session Type Unstructured, the PDU Session Type in 5GS shall be set to Unstructured by the SMF and UE.
NOTE 4:	If the non-IP PDN Type is originally established as Ethernet PDU Session, it means that Ethernet PDN Type is not supported in EPS.
	If the AMF has received the EPS Bearer Status in the Registration Request from UE, the AMF shall send the EPS Bearer Status to all corresponding SMF+PGW-Cs. If the SMF+PGW-C receives the EPS Bearer Status from AMF, the SMF+PGW-C shall check whether the EPS bearer(s) has been deleted by UE but not notified to network. If yes, the SMF+PGW-C shall release those EPS bearer(s), the corresponding 5G QoS Rule(s) and the QoS Flow level QoS parameters locally.
	If the SCEF+NEF ID is provided to the SMF, the SMF establishes the SMF-NEF connection as described in steps 2-3 from clause 4.25.2, the SMF provides the SCEF+NEF ID, EBI, APN, User Identity to the SCEF+NEF and the SCEF+NEF updates the SM contexts and returns the NEF ID, PDU Session ID, DNN and User Identity to the SMF.
	If the UE is performing Inter-RAT mobility to or from NB-IoT, the (H-)SMF will maintain, reconnect, release or leave PDU Session handling to the local VPLMN policy in the case of roaming for each PDU session according to the "PDU Session continuity at inter RAT mobility" subscription information. If the (H-)SMF does not have "PDU Session continuity at inter RAT mobility" for a PDU session, the (H-)SMF retrieves it from the UDM before determining any action. The SMF may use local policy to determine the handling a PDU Session if "PDU Session continuity at inter RAT mobility" cannot be retrieved from the UDM.
	After the step 14a, the SMF+PGW-C receives the SM context create request from AMF and the SMF+PGW-C awares that the UE returns back from EPS. When the SMF+PGW-C notifies the PCF for the PDU session of changing RAT from EPS to 5GS, the PCF for the PDU session checks if there exists a UE policy association in EPS for the UE and in that case, request the termination of such UE Policy Association to the PCF for a UEPCF for the UE.
15 - 16a.	HSS+UDM cancels the location of the UE in the MME as defined in steps 13 - 14 from clause 5.3.3.1 (Tracking Area Update procedure with Serving GW change) in TS 23.401 [13]. Subsequently, the steps 18 - 19 from clause 5.3.3.1 (Tracking Area Update procedure with Serving GW change) in TS 23.401 [13] are also executed with the following modification:
	According to configuration, for the PDN connections which are anchored in a standalone PGW, the MME initiates PDN connection release procedure as specified in TS 23.401 [13].
17-18.	These steps follow the steps 21, 21b and 22 of Registration procedure in clause 4.2.2.2.2.
	The Registration Accept message shall include the updated 5G-GUTI to be used by the UE in that PLMN over any access. If the active flag was included in the Registration request, The AMF may provide NG-RAN with a Mobility Restriction List taking into account the last used EPS PLMN ID and the Return preferred indication. The Mobility Restriction List contains a list of PLMN IDs as specified by TS 23.501 [2]. The Allowed NSSAI in the Registration Accept message shall contain at least the S-NSSAIs corresponding to the active PDN Connection(s) and the corresponding mapping to the HPLMN S-NSSAIs.
	The AMF shall include the EPS bearer status, which is generated at step 14, in the Registration Accept message. Based on the received EPS bearer status information, the UE shall check whether there are QoS Flow(s) existing locally but no associated EPS bearer(s) in the received EPS bearer status. The UE shall locally delete the 5G QoS Rule(s) and QoS Flow level QoS parameters of the QoS Flow(s) if the associated EPS bearer(s) do not exist in the received EPS bearer status.
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[bookmark: _CR4_11_1_5_4_2]4.11.1.5.4.2	UE or MME Requested PDN Disconnection
The procedure as specified in clause 5.10.3 of TS 23.401 [13] applies with the following modification:
Step 8.	(RRC Connection Reconfiguration): On receiving the NAS Deactivate EPS Bearer Context Request(LBI) message, if the UE has mapped 5G parameters for the PDU session, the UE deletes the corresponding mapped 5GS PDU session.
In addition if the SMF+PGW-C has registered to HSS+UDM for this PDN connection before, the SMF+PGW-C invokes the Nudm_UECM_Deregistration service operation to notify the UDM to remove the association between the SMF+PGW-C identity and the associated DNN and PDU Session IdPDU Session ID as described in the step 12 of clause 4.3.4.2. If there is no PDN connection for the associated (DNN, S-NSSAI) handled by the SMF+PGW-C, the SMF+PGW-C unsubscribes from Session Management Subscription data changes notification with the HSS+UDM by means of the Nudm_SDM_Unsubscribe (SUPI, DNN, S-NSSAI) service operation as described in step 12 of clause 4.3.4.2.
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[bookmark: _CRFigure4_11_4_11]Figure 4.11.4.1-1: Handover from EPC/ePDG to 5GS
0.	Initial status: one or more PDN Connections have been established between the UE and the EPC/ePDG via untrusted non-3GPP access as specified in clauses 7.2.4 and 7.6.3 of TS 23.402 [26] with modification described in clauses 4.11.4.3.3 and 4.11.4.3.5.
1.	For the UE to move its PDU session(s) from EPC/ePDG to 5GC/3GPP access, the UE's behaviour is as follows:
-	If the UE is operating in single-registration mode (as described in clause 5.17.2.1 of TS 23.501 [2]) and the UE is attached to EPC/E-UTRAN:
-	the UE behaves as specified in clause 4.11.1 or clause 4.11.2 and gets registered to 5GC via 3GPP access.
-	otherwise i.e. either the UE is operating in single registration mode and is not attached to EPC/E-UTRAN, or the UE is operating in dual registration mode; and
-	if the UE is already registered in 5GS via 3GPP access, the UE skips to step 2.
-	otherwise (i.e. UE is not registered in 5GS via 3GPP access), the UE performs Registration procedure of type initial registration in 5GS via 3GPP access as described in clause 4.2.2.2.
2.	The UE initiates a UE requested PDU Session Establishment via 3GPP Access acordingaccording to clause 4.3.2.2 and includes the "Existing PDU Session" indication or "Existing Emergency PDU Session" and the PDU Session ID.
	For Request Type "Existing PDU Session", the UE provides a DNN, the PDU Session ID and S-NSSAI corresponding to the existing PDN connection it wants to transfer from EPC/ePDG to 5GS. The S-NSSAI and PLMN ID sent to the UE are set in the same way as for EPS to 5GS mobility as specified in clause 5.15.7.1 of TS 23.501 [2].
	If the Request Type indicates "Existing Emergency PDU Session", the AMF shall use the Emergency Information containing SMF+PGW-C FQDN for the S2b interface it has received from the HSS+UDM. The SMF+PGW-C FQDN was sent by PGW-C when the Emergency PDN connection was established in EPC via ePDG and the AMF shall use the S-NSSAI locally configured in Emergency Configuration Data.
3.	The combined PGW+SMF/UPF initiates a PDN GW initiated Resource Allocation Deactivation with GTP on S2b as described in clause 7.9.2 of TS 23.402 [26] to release the EPC and ePDG resources when S6b is used. When S6b is not used between SMF+PGW-C and AAA, impacts to step 5 of TS 23.402 [26] Figure 7.9.2-1 are captured in clause 4.11.4.3.6.
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This clause applies to scneariosscenarios when ePDG is connected to SMF+PGW-C and S6b in not used. It is applicable for procedures specified in TS 23.402 [26] including mobility between EPC/ePDG and EPC/EUTRAN and also for mobility between EPC/ePDG and 5GS.
When S6b, as specified in TS 23.402 [26], is not deployed between SMF+PGW-C and AAA and the UE creates and deletes a PDN connection via ePDG connected to SMF+PGW-C, the registration and de-registration of PDN GW is performed on the N10 interface instead of the S6b interface.
If SMF+PGW-C is selected for a UE that does not support 5GC NAS, the SMF+PGW-C determines the PDU Session ID and S-NSSAI in the same way as for PDN connection via EPC/EUTRAN as specified in clause 4.11.0a.5.
For roaming scenario with local-breakout (TS 23.501 [2], Figure 4.3.4.2.1), the use of N10 interface instead of S6b interface may be based on support of this feature from HSS+UDM to SMF+PGW-C on N10 interface.
The specific impacts to procedures in clauses 7 and 8 of TS 23.402 [26] are as follows:
7.2.4	Initial Attach with GTP on S2b
-	Instead of Step C.1 in Figure 7.2.4-1 of TS 23.402 [26], step 16c (Nudm_UECM_Registration with an optional indication that access is from ePDG) from Figure 4.3.2.2.1-1 are performed between the SMF+PGW-C and HSS+UDM. Based on this indication, the HSS+UDM does not send notification of PGW-C assignment on SWx to AAA.
7.2.5	Initial Attach for emergency session (GTP on S2b)
-	Instead of step 5 in Figure 7.2.5-1 of TS 23.402 [26], step 16c (Nudm_UECM_Registration with an optional indication that access is from ePDG) from Figure 4.3.2.2.1-1 are performed between the SMF+PGW-C and HSS+UDM. Based on this indication, the HSS+UDM does not send notification of PGW-C assignment on SWx to AAA.
	The indication of access from ePDG is forwarded on the interface between UDM and HSS.
7.4.3	UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with GTP on S2b
7.4.3.1	Non-Roaming, Home Routed Roaming and Local Breakout Case
-	Instead of Step A.2 in Figure 7.4.3-1 of TS 23.402 [26], step 12 (Nudm_UECM_Deregistration) from Figure 4.3.4.2-1 is performed between the SMF+PGW-C and HSS+UDM.
7.4.4	HSS/AAA-initiated Detach Procedure with GTP on S2b
7.4.4.1	Non-Roaming, Home Routed Roaming and Local Breakout Case
-	Instead of step 3 in Figure 7.4.1-1 of TS 23.402 [26] (referenced by Figure 7.4.4-1 of TS 23.402 [26]), Step 12 (Nudm_UECM_Deregistration) from Figure 4.3.4.2-1 is performed between the SMF+PGW-C and HSS+UDM
7.9.2	PDN GW initiated Resource Allocation Deactivation with GTP on S2b
-	Instead of step 5 in Figure 7.9.2-1 of TS 23.402 [26], Step 12 (Nudm_UECM_Deregistration) from Figure 4.3.4.2-1 is performed between the SMF+PGW-C and HSS+UDM.
8.6.1.1	General Procedure for GTP based S5/S8 for E-UTRAN Access
-	Step 18 of clause 8.6.1.1 of TS 23.402 [26] refers to clause 7.9.2 of TS 23.402 [26]. The Nudm_UECM_Deregistration in the impacted referenced clause 7.9.2 above is not performed as resources in the SMF+PGW-C are not released.
8.6.2.1	3GPP Access to Untrusted Non-3GPP IP Access Handover with GTP on S2b
-	In Step B.2 of clause 8.6.2.1 of TS 23.402 [26], if the registration of the SMF+PGW-C in the HSS+UDM is not already done, step 16c (Nudm_UECM_Registration with an optional indication that access is from ePDG) from Figure 4.3.2.2.1-1 is performed between the SMF+PGW-C and HSS+UDM.
The impacts to procedure in clause 4.11.4.1 (Handover from EPC/ePDG to 5GS) are as follows:
-	For step 0, the impacts to clause 7.2.4 of TS 23.402 [26] are captured above.
-	In step 2, if the Request Type indicates "Existing Emergency PDU Session", the AMF shall use the Emergency Information containing SMF+PGW-C FQDN for the S2b interface and the S NSSAI locally configured in Emergency Configuration Data.
-	In step 3, the impacts to clause 7.9.2 of TS 23.402 [26] are captured above. Nudm_UECM_Deregistration is not performed by SMF+PGW-C, as resources in the SMF+PGW-C are not released.
The impacts to procedures in clause 4.11.4.2 (Handover from 5GS to EPC/ePDG) are as follows:
-	For step 2, impacts to clause 8.6.2.1 (3GPP Access to Untrusted Non-3GPP IP Access Handover with GTP on S2b) of TS 23.402 [26] are captured above and Step 16c of Figure 4.3.2.2.1-1 is not performed as SMF+PGW-C already registered in the HSS+UDM when the UE is in 5GS.
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[bookmark: _CRFigure4_12_31]Figure 4.12.3-1: Deregistration procedure for untrusted non-3gpp access
1.	The Deregistration procedure is triggered by one of the events:
1a.	For UE-initiated Deregistration as in steps from 1 to 7 of Figures 4.2.2.3.2-1.
1b.	For network initiated deregistration as in steps from 1 to 6 of Figure 4.2.2.3.3-1.
If the UE is in CM-CONNECTED state either in 3GPP access, non-3GPP access or both,
-	the AMF may explicitly deregister the UE by sending a Deregistration request message ( Deregistration type, access type set to non-3GPP) to the UE as in step 2 of Figure 4.2.2.3.3-1.
-	the UDM may want to request the deletion of the subscribers RM contexts and PDU Sessions with the reason for removal set to subscription withdrawn to the registered AMF as in step 1 of Figure 4.2.2.3.3-1.
2.	AMF to N3IWF: The AMF sends a N2 Context UE Release Command message to the N3IWF with the cause set to Deregistration to release N2 signalling as defined in step 4 of clause 4.12.4.2.
3.	N3IWF to UE: The N3IWF sends INFORMATIONAL Request (Delete payload) message to the UE. The Delete payload is included to indicate the release of the IKE SA.
4.	UE to N3IWF: The UE sends an empty INFORMATIONAL Response message to acknowledge the release of the IKE SA as described in RFC 7296 [3]. Non-3GPP access specific resources are released including the IKEv2 tunnel (and the associated IPSec IPsec resources) and the local UE contexts in N3IWF (N3 tunnel Id).
5.	N3IWF to AMF: The N3IWF acknowledges the N2 UE Context Release Command message by sending N2 UE Context Release Complete message to the AMF as defined in step 7 of clause 4.12.4.2.
>>>>NEXT CHANGE <<<<
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This procedure is used to release the N2 signalling connection and the N3 User Plane connection. If the procedure is initiated by the AMF the IKEv2 SA for a UE is being released. The procedure will move the UE from CM-CONNECTED to CM-IDLE in AMF and all UE related context information is deleted in the N3IWF.
Both N3IWF-initiated and AMF-initiated UE context release in the N3IWF procedures are shown in Figure 4.12.4.2-1.


[bookmark: _CRFigure4_12_4_21]Figure 4.12.4.2-1: Procedure for the UE context release in the N3IWF
1.	The UE has already registered in the 5GC and may have established one or multiple PDU Sessions.
2.	The N3IWF detects that the UE is not reachable.
3.	The N3IWF sends a N2 UE Context Release Request message to the AMF This step is equivalent to step 1b of Figure 4.2.6-1.
NOTE:	AN Release procedure can also be triggered by an AMF internal event and in that case step 2 and step 3 do not take place.
4.	AMF to N3IWF: If the AMF receives the N2 UE Context Release Request from N3IWF or if due to an internal AMF event the AMF wants to release N2 signalling, the AMF sends an N2 UE Context Release Command (Cause) to the N3IWF. The cause indicated is cause from step 3 or a cause due to internal AMF event. This step is equivalent to step 2 of Figure 4.2.6-1.
5.	If the IKEv2 tunnel has not been released yet, the N3IWF performs the release of the IPsec tunnel as defined in RFC 7296 [3] indicating to release the IKE SA and any Child IPSec IPsec SA if existing. The N3IWF sends to the UE the indication of the release reason if received in step 4.
6.	The UE sends an empty INFORMATIONAL Response message to acknowledge the release of the IKE SA as described in RFC 7296 [3]. The N3IWF deletes the UE's context after receiving the empty INFORMATIONAL Response message.
7.	N3IWF to AMF: The N3IWF confirms the release of the UE-associated N2-logical connection by returning N2 UE Release Complete (list of PDU Session ID(s) with active N3 user plane) to the AMF as in step 4 defined in clause 4.2.6. The AMF marks the UE as CM-IDLE state in untrusted non-3GPP access.
8.	For each of the PDU Sessions in the N2 UE Context Release Complete, the steps 5 to 7 in clause 4.2.6 are performed (PDU Session Update SM Context). After the AMF receives the Nsmf_PDUSession_UpdateSMContext Response as in step 7 of clause 4.2.6, the AMF considers the N3 connection as released. If list of PDU Session ID(s) with active N3 user plane is included in step 3, then this step is performed before step 4.
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Clause 4.12.7 specifies how a UE or network can release a PDU Session via an untrusted non-3GPP Access Network. The UE requested PDU Session Release procedure via Untrusted non-3GPP access applies in non-roaming, roaming with LBO as well as in home-routed roaming scenarios.
For non-roaming and LBO scenarios, if the UE is simultaneously registered to a 3GPP access in a PLMN different from the PLMN of the N3IWF, the functional entities in the following procedures are located in the PLMN of the N3IWF. For home-routed roaming scenarios, the AMF, V-SMF and associated UPF in VPLMN in the following procedure is located in the PLMN of the N3IWF.
NOTE:	If the UE is simultaneously registered to 3GPP access in the same PLMN as non-3GPP access, when non-3GPP access is not available to the UE (e.g. due to out of non-3GPP access coverage) or UE is in CM-IDLE for non-3GPP access, the UE may perform the PDU Session Release procedure via 3GPP access as described in clause 4.3.4.


[bookmark: _CRFigure4_12_71]Figure 4.12.7-1: UE Requested PDU Session Release via Untrusted non-3GPP access
1.	One or more PDU Sessions are already established for the UE using the procedure described in clause 4.12.2.
2.	The UE sends a NAS message (N1 SM container (PDU Session Release Request), PDU Session ID) to the AMF via the N3IWF as defined in clause 4.3.4.
3.	For non-roaming and roaming with LBO, the steps 1a (from AMF) to 4 according to the PDU Session Release procedure defined in clause 4.3.4.2 are executed. For home-routed roaming, the steps 1a (from AMF) to step 7 according to the PDU Session Release procedure defined in clause 4.3.4.3 are executed.
4.	This step is the same as step 4 in clause 4.3.4.2 (non-roaming and LBO) and step 6 in clause 4.3.4.3 (home-routed roaming).
	If the message received from the SMF does not include N2 SM Resource Release request, the AMF sends N2 Downlink NAS transport (N1 SM container (PDU Session Release Command), PDU Session ID,CauseID, Cause) message to the N3IWF and steps 5 to 8 are skipped.
5.	Upon receiving AN session release request message from the AMF, the N3IWF triggers the release of the corresponding Child SA by sending INFORMATIONAL EXCHANGE (Delete Payload) to the UE. Delete payload is included in the message listing the SPIs of the Child SAs to be deleted to this PDU Session as described in RFC 7296 [3].
6.	The UE responds with INFORMATIONAL EXCHANGE (Delete Payload) message. Delete payload is included for the paired SAs going in the other direction as described in RFC 7296 [3].
7.	This step is the same as step 6 in 4.3.4.2 (non-roaming and LBO) and step 8 in clause 4.3.4.3 (home-routed roaming).
8.	For non-roaming and roaming with LBO, steps 7 according to the PDU Session Release procedure defined in clause 4.3.4.2 are executed. For home-routed roaming, step 9-10 according to the PDU Session Release procedure defined in clause 4.3.4.3 are executed.
9.	The N3IWF delivers the NAS message (N1 SM container (PDU Session Release Command), PDU Session ID, Cause) to the UE.
10.	The UE sends a NAS message (N1 SM container (PDU Session Release Ack), PDU Session ID) to the N3IWF.
11.	This step is the same as step 9 in 4.3.4.2 (non-roaming and LBO) and step 11 in clause 4.3.4.3 (home-routed roaming).
	Steps 5 and 9 may happen consecutively. Step 10 may happen before step 6.
12.	For non-roaming and roaming with LBO, all steps after step 10 in the PDU Session Release procedure defined in clause 4.3.4.2 are executed. In the case of home-routed roaming, all steps after step 12 in the PDU Session Release procedure defined in clause 4.3.4.3 are executed.
The network requested PDU Session Release procedure via Untrusted non-3GPP access is the same as the network requested PDU Session Release Procedure specified in clause 4.3.4.2 (for Non-Roaming and Roaming with Local Breakout) with the following differences:
-	The (R)AN corresponds to an N3IWF.
-	In step 5 the N3IWF upon receiving N2 SM request to release the AN resources associated with the PDU Session from the AMF, the N3IWF triggers the release of the corresponding Child SA to the UE as specified in step 5 and 6, in Figure 4.12.7-1.
-	User Location Information is not included in the step 6, 7a, 9, 10a and 12 of the procedure.
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The UE connects to a trusted non-3GPP Access Network (TNAN) and it also registers to 5GC over via this TNAN, by using the EAP-based procedure shown in the figure 4.12a.2.2. This procedure is very similar with the 5GC registration procedure over untrusted non-3GPP access in clause 4.12.2.2. The link between the UE and the TNAN can be any data link (L2) that supports EAP encapsulation, e.g. PPP, PANA, Ethernet, IEEE 802.3, IEEE 802.11, etc. The interface between the TNAP and TNGF is an AAA interface.


[bookmark: _CRFigure4_12a_2_21]Figure 4.12a.2.2-1: Registration via trusted non-3GPP access
0.	The UE which is not operating in SNPN access mode for Yt interface selects a PLMN and a TNAN for connecting to this PLMN by using the Trusted Non-3GPP Access Network selection procedure specified in clause 6.3.12 of TS 23.501 [2]. During this procedure, the UE discovers the PLMNs with which the TNAN supports trusted connectivity (e.g. "5G connectivity").
	The UE operating in SNPN access mode for Yt interface selects an SNPN and a TNAN for connecting to this SNPN by using the Trusted Non-3GPP Access Network selection procedure specified in clause 5.30.2.13 of TS 23.501 [2]. During this procedure, the UE discovers the SNPNs with which the TNAN supports trusted connectivity (e.g. "5G connectivity").
NOTE 1:	In this Release, it is assumed that when the trusted non-3GPP access is a trusted WLAN access, the UE is configured (e.g. with the WLANSP rules defined in TS 23.503 [20]) to select an TNAN(SSID and TNGF) associated with a non-3GPP Tracking Area, which supports one or more of the UE's subscribed S-NSSAIs.
1.	A layer-2 connection is established between the UE and the TNAP. In the case of IEEE Std 802.11 [48], this step corresponds to an 802.11 Association. In the case of PPP, this step corresponds to a PPP LCP negotiation. In other types of non-3GPP access (e.g. Ethernet), this step may not be required.
[bookmark: MCCTEMPBM_00000012]2-3.	An EAP procedure is initiated. EAP messages are encapsulated into layer-2 packets, e.g. into IEEE 802.3/802.1x packets, into IEEE 802.11/802.1x packets, into PPP packets, etc. The NAI provided by the UE not operating in SNPN access mode for Yt interface indicates that the UE requests "5G connectivity" to a specific PLMN (e.g. NAI = "<any_username>@nai.5gc. mnc<MNC>.mcc<MCC>.3gppnetwork.org"). In the case of WLAN access, if the UE has an MPS subscription, the UE shall also include an indication of its MPS subscription in the username part of the NAI as per TS 23.003 [33]. The NAI provided by the UE operating in SNPN access mode for Yt interface indicates that the UE request "5G connectivity" to a specific SNPN (e.g. NAI = "<any_username>@nai.5gc. nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org"). If the WLANSP rule contains information including TNGF ID to use for specific slices and the UE supports such information, the UE builds the realm of NAI taking the TNGF ID into account (e.g. NAI = "<any_username>@ tngfid<TNGF ID>. nai.5gc. mnc<MNC>.mcc<MCC>.3gppnetwork.org"). This NAI triggers the TNAP to send an AAA request to a TNGF, which operates as an AAA proxy. Between the TNAP and TNGF the EAP packets are encapsulated into AAA messages. The AAA request also include the TNAP identifier, which can be treated as the User Location Information defined in clause 5.6.2 of TS 23.501 [2]. In order to support usage of the TNAP identifier defined in TS 23.316 [53], when a 5G-RG acts as a TNAP , the W-5GAN may, as defined in clause 5.6.2 of TS 23.501 [2], provide the 5G RG civic address information in the TNAP identifier.
NOTE 2:	In this Release, it is assumed that when the trusted non-3GPP access is a trusted WLAN access, the TNAP selects a TNGF based on the realm (e.g. MCC, MNC and TNGF ID) provided by the UE and also based on the SSID selected by the UE. In a deployment a TNGF may be reached over different SSID(s) where the TNGF supports a Tracking Area and be associated with a set of slices, or an SSID may provide access to one or more TNGF(s), where each of these TNGF(s) can support a different Tracking Area and a different set of slices.
NOTE 3:	Based on operator policy, after receiving the indication of MPS subscription from the UE, the TNAN can treat this UE with priority.
4-10.	An EAP-5G procedure is executed as the one specified in clause 4.12.2.2 for the untrusted non-3GPP access with the following modifications:
-	The registration request may contain an indication that the UE supports TNGF selection based on the slices the UE wishes to use over trusted non-3GPP access (i.e. that the UE supports Extended WLANSP rule).
-	A TNGF key (instead of an N3IWF key) is created in the UE and in the AMF after the successful authentication. The TNGF key is transferred from the AMF to TNGF in step 10a (within the N2 Initial Context Setup Request). The TNGF derives a TNAP key, which is provided to the TNAP. The TNAP key depends on the non-3GPP access technology (e.g. it is a Pairwise Master Key in the case of IEEE Std 802.11 [48]). How these security keys are created, it is specified in TS 33.501 [15].
-	In step 5 the UE shall include the Requested NSSAI in the AN parameters only if allowed, according to the conditions defined in clause 5.15.9 of TS 23.501 [2], for the trusted non-3GPP access. The UE shall also include a UE Id in the AN parameters, e.g. a 5G-GUTI if available from a prior registration to the same PLMN or SNPN. If the UE in SNPN access mode for Yt interface performs the Registration procedure for UE onboarding, the UE shall include an indication in the AN parameters that the connection request is for onboarding.
-	In the N2 message sent in step 6b, the TNGF includes a UE Location Information (ULI)including the TNAP ID and the UE IP address based on information received in step 3. If the ULI includes the IP address, this is set to a "null" IP address (e.g. 0.0.0.0) because the UE is not yet assigned an IP address. If the TNGF has received the the TNAP ID in step 3 over Ta, the TNGF includes the TNAP ID within UE Location Information (ULI) sent to AMF. After the UE is assigned an IP address, the TNGF includes this address in subsequent N2 messages. This N2 message also includes the Selected PLMN ID and optionally the Selected NID and the Establishment cause.
NOTE 4:	The Selected NID is present when the UE connects to an SNPN via Trusted non-3GPP access.
-	If the UE in SNPN access mode for Yt interface performs the Registration procedure for UE onboarding, the interaction between AMF and AUSF (step 8a and step 8c in Figure 4.12a.2.2-1) is replaced with step 9-1 or step 9-2 or step 9-3 in Figure 4.2.2.2.4-1, depending on the 5GC architecture that is used for UE onboarding.
-	After receiving the TNGF key from AMF in step 10a, the TNGF shall send to UE an EAP-Request/5G-Notification packet containing the "TNGF Contact Info", which includes the IP address of TNGF. After receiving an EAP-Response/5G-Notification packet from the UE in step 10c, the TNGF shall send message 10d containing the EAP-Success packet.
11.	The TNAP key is used to establish layer-2 security between the UE and TNAP. In the case of IEEE Std 802.11 [48], a 4-way handshake is executed, which establishes a security context between the WLAN AP and the UE that is used to protect unicast and multicast traffic over the air.
12.	The UE receives IP configuration from the TNAN, e.g. with DHCP.
13.	At this point, the UE has successfully connected to the TNAN and has obtained IP configuration. The UE sets up a secure NWt connection with the TNGF as follows:
	The UE initiates an IKE_INIT exchange using the IP address of TNGF received during the EAP-5G signalling, in step 10b. Subsequently, the UE initiates an IKE_AUTH exchange and provides its identity. The identity provided by the UE in the IKEv2 signalling should be the same as the UE Id included in the AN parameters in step 5. This enables the TNGF to locate the TNGF key that was created before for this UE, during the authentication in step 8. The TNGF key is used for mutual authentication. NULL encryption is negotiated between the UE and the TNGF, as specified in RFC 2410 [49].
	In step 13c, the TNGF provides to UE (a) an "inner" IP address, (b) a NAS_IP_ADDRESS and a TCP port number and (c) a DSCP value. After this step, an IPsec SA is established between the UE and TNGF. This is referred to as the "signalling IPsec SA" and operates in Tunnel mode. Operation in Tunnel mode enables the use of MOBIKE [40] for re-establishing the IPsec SAs when the IP address of the UE changes during mobility events. All IP packets exchanged between the UE and TNGF via the "signalling IPsec SA" shall be marked with the above DSCP value. The UE and the TNAP may map the DSCP value to a QoS level (e.g. to an EDCA Access Class [48]) supported by the underlying non-3GPP Access Network. The mapping of a DSCP value to a QoS level of the non-3GPP Access Network is outside the scope of 3GPP.
	Right after the establishment of the "signalling IPsec SA", the UE shall setup a TCP connection with the TNGF by using the NAS_IP_ADDRESS and the TCP port number received in step 13c. The UE shall send NAS messages within TCP/IP packets with source address the "inner" IP address of the UE and destination address the NAS_IP_ADDRESS. The TNGF shall send NAS messages within TCP/IP packets with source address the NAS_IP_ADDRESS and destination address the "inner" IP address of the UE.
	This concludes the setup of the NWt connection between the UE and the TNGF. All subsequent NAS messages between UE and TNGF are carried over this NWt connection (i.e. encapsulated in TCP/IP/ESP).
14.	After the NWt connection is successfully established, the TNGF responds to AMF with an N2 Initial Context Setup Response message.
15.	The AMF determines the allowed subset of the Requested NSSAI that is allowed by the Subscribed S-NSSAI(s); the AMF may detect that the TNGF used by the UE is not compatible with this allowed subset and based on operator's policy configured in the AMF, the AMF determines whether a different TNGF should be used. If the UE supports slice-based TNGF selection and the AMF determines to use a different TNGF, then the AMF proceeds with steps 17-21. Otherwise, i.e. if the AMF determines to use the selected TNGF that supports part of allowed the subset, the AMF proceeds with step 16. In this case, steps 17-21 are skipped.
NOTE 5:	The criteria for the AMF to determine that the TNGF used by the UE is not compatible with the subset of the requested NSSAI that is allowed by the subscribed S-NSSAI(s) is based on local AMF policies. For example the AMF can determine that the TNGF used by the UE is compatible as soon as there is one supported slice in common.
16.	The NAS Registration Accept message is sent by the AMF and is forwarded to UE via the established NWt connection. Now the UE can use the TNAN (a) to transfer non-seamless offload traffic and (b) to establish one or more PDU Sessions.
[bookmark: _Toc51834705][bookmark: _Toc20204139][bookmark: _Toc27894827][bookmark: _Toc36191897][bookmark: _Toc45192987][bookmark: _Toc47592619]Steps 17 to 21 correspond to the case where the AMF has detected that TNGF used by the UE is not compatible with the subset of the requested NSSAI that is allowed by the subscribed S-NSSAI(s).
17.	If the UE Registration Request contains an indication that the UE supports TNGF selection based on the slices the UE wishes to use over trusted non-3GPP access and AMF is able to select a UE PCF that supports UE policies for slice specific trusted access selection, the AMF may trigger UE policy association establishment if a suitable UE policy association does not exist yet.
	Then the AMF triggers the UE PCF to update the UE policies for slice specific trusted access selection by either indicating the request in Npcf_UEPolicyControl_Create or, if a UE policy already exists, by issuing a Npcf_UEPolicyControl_Update. The AMF requests the PCF to receive a notification when the PCF has completed the update of these UE policies.
NOTE 6:	The UE is assumed to inform PCF whether the UE supports Extended WLANSP or ANDSP as part of the UE policy update procedure. Details will be specified by CT WG1.
18.	The PCF updates the UE policies for slice specific trusted access selection according to the procedure defined in figure 4.2.4.3-1.
19.	When the update of these policies is completed, the PCF notifies the AMF by invoking Npcf_UEPolicyControl_UpdateNotify.
20.	The AMF sends via the TNGF a UE Registration Reject indicating that the selected TNGF was not appropriate for the requested slices that the UE is allowed to access to. The AMF may provide target TNAN information (SSID, TNGF ID) to the UE within the Registration Reject message indicating the UE to build the NAI based on the TNGF ID.
NOTE 7:	The AMF may determine a target TNGF that supports the subset of the requested NSSAI that is allowed by the subscribed S-NSSAI(s) based on the list of supported TAs and the corresponding list of supported slices for each TA obtained in N2 interface management procedures as specified in TS 38.413 [10] and considering UE location.
21.	If supported by the UE and if the UE received target TNAN information in step 20, the UE connects to the target TNAN, otherwise the UE may perform TNAN selection again using the updated WLANSP rule received in step 18. If the target TNAN information includes TNGF ID, the UE shall build the NAI based on TNGF ID. The UE uses the target TNAN information in the Registration Reject only for the TNAN selection directly following the rejected registration and UE shall not store it for future use.
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Figure 4.12b.2-1 illustrates how the N5CW device can connect to a trusted WLAN Access Network and simultaneously register to a 5G core network. A single EAP-based authentication procedure is executed for connecting the N5CW device to the trusted WLAN Access Network and for registering the N5CW device to the 5G core network.


[bookmark: _CRFigure4_12b_21]Figure 4.12b.2-1: Initial registration and PDU session establishment
0.	The N5CW device selects a PLMN (or SNPN) and a trusted WLAN that supports "5G connectivity-without-NAS" to this PLMN (or SNPN) by using the procedure specified in clause 6.3.12a and clause 5.30.2.15 of TS 23.501 [2] for access to PLMN and SNPN, respectively.
Steps 1-10:	Initial registration to 5GC.
1.	The N5CW device associates with the selected trusted WLAN and the EAP authentication procedure is initiated.
2.	The N5CW device provides its Network Access Identity (NAI). The Trusted WLAN Access Point (TWAP) selects a Trusted WLAN Interworking Function (TWIF), e.g. based on the received realm and sends an AAA request to the selected TWIF.
	If the N5CW device has not registered over 3GPP access to 5GC of the selected PLMN or SNPN when the above procedure is initiated, then the NAI includes the SUCI as specified in clause 28.7.7 of TS 23.003 [33]. For example, when accessing a PLMN the NAI can have the following format: NAI=type1.rid678.schid0.useriduser17@nai.5gc-nn.mnc<MNC>.mcc<MCC>.3gppnetwork.org. If the selected PLMN is VPLMN, the N5CW device should use the decorated NAI format as specified in clause 28.7.9 of TS 23.003 [33] to indicate to TWAN which is the selected VPLMN, for example, NAI=nai.5gc-nn.mnc<MNC_Home>.mcc<MCC_Home>.3gppnetwork.org!type1.rid678.schid0.useriduser17@nai.5gc-nn.mnc<MNC_visited>.mcc<MCC_visited>.3gppnetwork.org.
	If the N5CW device has registered to 5GC over 3GPP access to 5GC of the selected PLMN or SNPN (i.e. it is also a 5G UE) when the above procedure is initiated, then the NAI includes the 5G-GUTI assigned to N5CW device over 3GPP access. This enables the TWIF in step 4a below to select the same AMF as the one serving the N5CW device over 3GPP access.
	If the N5CW device accesses to SNPN with the credentials owned by Credentials Holder, the decorated NAI as specified in clause 28.7.9 of TS 23.003 [33] should be provided. For example, NAI=nai.5gc-nn.nid<NID_Home>.mnc<MNC_Home>.mcc<MCC_Home>.3gppnetwork.org!type1.rid678.schid0.useriduser17@nai.5gc-nn.nid<NID_visited>.mnc<MNC_visited>.mcc<MCC_visited>.3gppnetwork.org.
	The NAI provided by the N5CW device in step 2b indicates that the N5CW device wants "5G connectivity-without-NAS" towards a specific PLMN or SNPN (i.e. the PLMN or SNPN selected in step 0). For example, when accessing a PLMN, the NAI can have the following format: NAI=<5G-GUTI>@nai.5gc-nn.mnc<MNC>.mcc<MCC>.3gppnetwork.org or NAI=nai.5gc-nn.mnc<MNC_Home>.mcc<MCC_Home>.3gppnetwork.org!type1.rid678.schid0.useriduser17@nai.5gc-nn.mnc<MNC_visited>.mcc<MCC_visited>.3gppnetwork.org, the N5CW device indicating that it wants "5G connectivity-without-NAS" (5gc-nn) to the PLMN with MCC=<MCC> and MNC=<MNC> and to the PLMN with MCC=<MCC_visited> and MNC=<MNC_visited>.
3.	The TWIF creates a 5GC Registration Request message on behalf of the N5CW device. The TWIF uses default values to populate the parameters in the Registration Request message, which are the same for all N5CW devices. The Registration type indicates "Initial Registration".
	If the TWIF receives a Decorated NAI, in Registration Request message the TWIF send the NAI which corresponds to the HPLMN by removing the decoration, for example NAI=type1.rid678.schid0.useriduser17@ nai.5gc-nn.mnc<MNC_Home>.mcc<MCC_Home>.3gppnetwork.org.
4.	The TWIF selects an AMF by using the 5G-GUTI in the NAI, or selects the AMF of the VPLMN indicates by the realm of the decoration in the Decorated NAI, for example "mnc<MNC_visited>.mcc<MCC_visited>.3gppnetwork.org" or selects the AMF by using the local configuration. TWIF sends an N2 message to the AMF including the Registration Request, the User Location and an AN Type.
	If the N5CW device provides a Decorated NAI to the TWIF, the TWIF shall select the AMF in the visited PLMN/SNPN as per decoration part and remove the decoration part from the Decorated NAI (i.e. change the format to NAI format of SUCI as defined in clause 28.7.7 of TS 23.003 [33]) and provides it to AMF in the Registration Request. For example, if the NAI is "nai.5gc-nn.nid<NID_Home>.mnc<MNC_Home>.mcc<MCC_Home>.3gppnetwork.org!type1.rid678.schid0.useriduser17@nai.5gc-nn.nid<NID_visited>.mnc<MNC_visited>.mcc<MCC_visited>.3gppnetwork.org.", the TWIF selects the AMF in the SNPN corresponding to "nai.5gc-nn.nid<NID_visited>.mnc<MNC_visited>.mcc<MCC_visited>.3gppnetwork.org." and provides the AMF in the Registration Request with the NAI of "type1.rid678.schid0.useriduser17@ nai.5gc-nn.nid<NID_Home>.mnc<MNC_Home>.mcc<MCC_Home>.3gppnetwork.org".
5.	The AMF triggers an authentication procedure by sending a request to AUSF indicating the AN type.
6.	An EAP authentication procedure takes place between the N5CW device and AUSF. Over the N2 interface, the EAP messages are encapsulated within NAS Authentication messages. The type of EAP authentication procedure is specified in TS 33.501 [15].
NOTE:	The SUPI used for authentication does not take the format of Decorated NAI.
7.	After a successful authentication, the AUSF sends to AMF the EAP-Success message and the created SEAF key. The AMF derives an AN key from the received SEAF key.
8.	The NAS Security Mode Command (SMC) is sent from the AMF to the TWIF. The selected NAS security algorithms of integrity protection and ciphering are set to NULL.
9.	The AMF sends an N2 Initial Context Setup Request and provides the AN key to TWIF. In turn, the TWIF derives a Pairwise Master Key (PMK) from the AN key and sends the PMK key and the EAP-Success message to the Trusted WLAN Access Point, which forwards the EAP-Success to the N5CW device. The PMK is the key used to secure the WLAN air-interface communication according to IEEE Std 802.11 [48]. A layer-2 or layer-3 connection is established between the Trusted WLAN Access Point and the TWIF for transporting all user-plane traffic of the N5CW device to TWIF. This connection is later bound to an N3 connection that is created for this N5CW device.
10.	Finally, the AMF sends a Registration Accept message to TWIF. At this point, the N5CW device is connected to the WLAN Access Network and is registered to 5GC.
Steps 20-21:	PDU Session Establishment.
20.	The TWIF creates a PDU Session Establishment Request message on behalf of the N5CW device and sends this message to AMF. This may be triggered by receiving an IP configuration request (e.g. DHCP Offer/Request) from the N5CW device. The TWIF may use default values to populate the parameters in the PDU Session Establishment Request message, but may also skip some PDU session parameters and let the AMF or the SMF determine these parameters based on the N5CW device subscription information received during the registration procedure. This way, default PDU session parameters can be used per N5CW device.
	The value of the PDU Session id provided by TWIF in step 20c shall always be the same. It will be a value reserved for the PDU sessions requested by the TWIF and it will be different from the values that can be used by the N5CW device when requesting a PDU session over 3GPP access. This way, the PDU session id provided by the TWIF cannot be the same with the PDU Session IdPDU Session ID of any PDU session established by the N5CW device over 3GPP access.
21.	The AMF sends upon request of the SMF an N2 PDU Session Request message to TWIF in order to reserve the appropriate Access Network resources. This N2 message includes the PDU Session Establishment Accept message. In step 21b, the TWIF may reserve WLAN access resources for the user-plane communication between the N5CW device and TWIF. If and how this resource reservation is performed is outside the scope of 3GPP.
	After the establishment of the PDU session, the TWIF assigns IP configuration data to N5CW device (e.g. with DHCP). The IP address assigned to N5CW device is the IP address allocated to the PDU session.
Step 25:	User plane communication.
	The TWIF binds the N5CW device-specific L2/L3 connection created in step 9g with the N3 connection created in step 21. All user-plane traffic sent by the N5CW device is forwarded to TWIF via the L2/L3 connection and then to UPF via the N3 connection. The TWIF operates as a Layer-2 relay.
	The TWIF may receive URSP rules (see TS 23.503 [20]), which indicate the traffic that should be offloaded locally by TWIF (sent outside the PDU session) and the traffic that should be sent inside the PDU session.
The above procedure supports only one PDU session per N5CW device whose parameters are either configured for all N5CW devices in the TWIF or are derived from default values in the N5CW device subscription.
[bookmark: _Toc20204152]If the TWIF is co-located with one or more local UPFs then:
-	In step 20c (N2 Uplink NAS Transport), the TWIF may send a TWIF Identities parameter to AMF. The TWIF Identities parameter contains a list of identifiers (i.e. FQDNs or IP addresses) of N3 terminations supported by the TWIF.
-	If received by the AMF, it shall forward it to the SMF when invoking Nsmf_PDUSessionCreateSMContext i.e. at the establishment of the PDU Session. The SMF may use this information to select a local UPF for the PDU Session.
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This procedure is used to transfer QoS Flows to and from Secondary RAN Node. During this procedure, the SMF and UPF are never re-allocated. The UPF referred in this clause 4.14.1 is the UPF which terminates N3 interface in the 5GC. The presence of IP connectivity between the UPF and the Master RAN node, as well as between the UPF and the Secondary RAN node is assumed.
If QoS Flows for multiple PDU Sessions need to be transferred to or from Secondary RAN Node, the procedure shown in the Figure 4.14.1-1 below is repeated for each PDU Session.


[bookmark: _CRFigure4_14_11]Figure 4.14.1-1: NG-RAN initiated QoS Flow mobility procedure
1.	The Master RAN node sends a N2 QoS Flow mobility Indication (PDU Session ID, QFI(s), AN Tunnel Info, User Location Information) message to the AMF. AN Tunnel Info includes the new RAN tunnel endpoint for the QFI(s) for which the AN Tunnel Info shall be modified. The User Location Information shall include the serving cell's ID and if Dual Connectivity is activated for the UE, the PSCell ID.
2.	AMF to SMF: Nsmf_PDUSession_UpdateSMContext reques Request (N2 QoS Flow mobility Indication message PDU Session ID).
3.	The SMF sends an N4 Session Modification Request (PDU Session ID(s), QFI(s), AN Tunnel Info for downlink user plane) message to the UPF.
4.	The UPF returns an N4 Session Modification Response (CN Tunnel Info for uplink traffic) message to the SMF after requested QFIs are switched.
NOTE:	Step 7 can occur any time after receipt of N4 Session Modification Response at the SMF.
5.	SMF to AMF: Nsmf_PDUSession_UpdateSMContext response (N2 SM information (CN Tunnel Info for uplink traffic)) for QFIs of the PDU Session which have been switched successfully. If none of the requested QFIs have been switched successfully, the SMF shall send an N2 QoS Flow mobility Failure message.
6.	In order to assist the reordering function in the Master RAN node and/or Secondary RAN node, for each affected N3 tunnel the UPF sends one or more "end marker" packets on the old tunnel immediately after switching the tunnel for the QFI. The UPF starts sending downlink packets to the Target NG-RAN.
7.	The AMF relays message 5 to the Master RAN node.
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The network capability exposure comprises
-	Exposure of network events externally as well as internally towards core network NFs;
-	Exposure of provisioning capability towards external functions;
-	Exposure of policy and charging capabilities towards external functions;
-	Exposure of core network internal capabilities for analytics.
-	Exposure of analytics to external party.
-	Retrieval of data from external party by NWDAF.
-	Exposure of number of registered UEs and/or established PDU Sessions for a network slice that is subject to Network Slice Admission Control towards core network NFs or external party.
-	Exposure of Member UE selection assistance information including list(s) of candidate UEs based on the UE list provided by the AF and possibly additional information that fulfil some Member UE filtering criteria provided by the AF.
When subscribing to event reporting the NF consumer(s) provide:
-	One or multiple Event ID(s). An Event ID identifies the type of event being subscribed to (e.g. PDU Session Release, UE mobility out of an Area of Interest, etc.).
-	Event Filter Information: Provides Event Parameter Types and Event Parameter Value(s) to be matched against, in order to meet the condition for notifying the subscribed Event ID e.g. the Event Parameter Type could be "Area of interest" and Event Parameter Value list could be list of TAs; The Event Filter depends on the Event ID. The Event Filter Information is provided per Event ID(s) being subscribed to: within a subscription different Event ID(s) may be associated with different Event Filter Information.
-	Event Reporting Information described in the Table 4.15.1-1 below. Within a subscription all Event ID(s) are associated with a unique Event Reporting Information.
-	Target of Event Reporting: this may indicate a specific UE or PDU Session, a group of UE(s) or any UE (i.e. all UEs), Within a subscription all Event ID (s) are associated with the same Target of Event Reporting (possibly corresponding to multiple UE or multiple PDU Sessions).
-	A Notification Target Address (+ Notification Correlation ID) allowing the Event Receiving NF to correlate notifications received from the Event provider with this subscription. A subscription is associated with an unique Notification Target Address (+ Notification Correlation ID). In the case that the NF consumer subscribes to the NF producer on behalf of other NF, the NF consumer includes the Notification Target Address(+Notification Correlation ID) of other NF for the Event ID which is to be notified to other NF directly and the Notification Target Address(+Notification Correlation ID) of itself for the Subscription change related event notification. Each Notification Target Address(+ Notification Correlation ID) is associated with related (set of) Event ID(s).
-	An Expiry time represents the time upto which the subscription is desired to be kept as active. The NF service consumer may suggest an Expiry time and provide to the NF service producer. Based on the operator's policy, the NF service producer decides whether the subscription can be expired. If the subscription can be expired, the NF service producer determines the Expiry time and provide it in the response to the NF service consumer. If the event subscription is about to expire based on the received Expiry time and the NF service consumer wants to keep receiving notifications, the NF service consumer update the subscription with the NF service producer in order to extend the Expiry time. Once the Expiry time associated with the subscription is reached, the subscription becomes invalid at the NF service producer. If the NF service consumer wants to keep receiving notifications, it shall create a new subscription with the NF service producer.
When the subscription is accepted by the Event provider NF, the consumer NF receives from the event provider NF an identifier (Subscription Correlation ID) allowing to further manage (modify, delete) this subscription.
NOTE 1:	The Notification Correlation ID is allocated by the consumer NF that subscribes to event reporting and the Subscription Correlation ID is allocated by the NF that notifies when the event is met. Both correlation identifiers can be assigned the same value, although in principle they are supposed to be different, as they are optimized for finding the subscription related context within each NF.
The consumer NF may use an operation dedicated to subscription modification to add or remove Event ID(s) to this subscription or to modify Event Filter Information.
Events are subscribed by the consumer NF(s) by providing Event Filters. The contents of the Event Reporting Information along with the presence requirement of each information element is described in Table 4.15.1-1.
[bookmark: _CRTable4_15_11]Table 4.15.1-1: Event Reporting Information
	Event Reporting Information Parameter
	Description
	Presence requirement

	Event reporting mode
	Mode of reporting - e.g. reporting up to a maximum number of reports, periodic reporting along with periodicity, variable reporting periodicity, reporting up to a maximum duration, reporting when threshold is reached.
	mandatory
(see NOTE 7)

	Maximum number of reports
	Maximum number of reports after which the event subscription ceases to exist.
	(see NOTE 1)

	Maximum duration of reporting
	Maximum duration after which the event subscription ceases to exist.
	(see NOTE 1)

	Immediate reporting flag
	The Event provider NF notifies the current status of the subscribed event, if available, immediately to the consumer NF.
	

	Variable reporting periodicity information (0..N)
	List of variable measurement information.
	(see NOTE 7)

	> Reporting periodicity
	Reporting periodicity.
	(see NOTE 7)

	>Condition
	The corresponding condition related to Reporting periodicity e.g. load of NF service producer.
	(see NOTE 7)

	Sampling ratio
	Percentage of sampling (1%..100%) among impacted UEs.
	optional
(see NOTE 2)

	Partitioning criteria
	Criteria for partitioning UEs before applying sampling ratio.
	optional
(see NOTE 2)

	Group Reporting Guard Time
	Parameter for group-based monitoring configuration to indicate the time for which the Monitoring Event Reporting(s) related with the UEs in a group can be aggregated before sending them to the consumer NF.
	Optional

	Deactivate notification flag
	Indicates to the Event provider NF that the notification of the available events shall be muted until the Event consumer NF provides the retrieval notification flag to retrieve the events stored.
	Optional (see NOTE 8)

	Retrieval notification flag
	Indicates to the Event provider NF to send the notification to the Event consumer NF with the stored events and mutes again the notification of future events.
	Optional (see NOTE 8)

	Muting Exception Instructions
	Indicates to an Event provider NF instructions for the subscription and stored events when an exception (e.g. full buffer) occurs at the Event provider.
	Optional
(see NOTE 6 and NOTE 8)

	Granularity of dynamics
	The maximum amount of dynamics in the event which allows to skip an event notification.
	optional
(see NOTE 3)

	Reporting type
	Event provider NF reports only when the events differs from the previously notified event.
	optional
(see NOTE 4)

	Reporting Threshold
	Threshold values indicate conditions on the level to be reached for the reporting.
	Optional
(see NOTE 5)

	NOTE 1:	The requester shall include 2) Maximum number of reports or 3) Maximum duration of reporting, or both, depending on 1) Event reporting mode.
NOTE 2:	Parameter only applicable to certain event IDs reporting metrics (e.g. Number of UEs present in a geographical area) used and used e.g. by the NWDAF for data collection.
NOTE 3:	The Granularity of dynamics includes 1) the range of scalar value, 2) the list of events identification, or 3) the previous notification. The range of scalar value is only applicable to the event depicted as number (e.g. the number of UE), the others is applicable to the event depicted as identification (e.g. UE location, UE identification).
NOTE 4:	The differences in event includes the events have been newly appeared, disappeared and changed from the previous notification.
NOTE 5:	This parameter is included only if the Event reporting mode indicates reporting when threshold is reached.
NOTE 6:	This parameter is included only if the "Deactivate notification flag" is set.
NOTE 7:	If the requester includes "variable reporting periodicity", then reporting periodicity changes depending on e.g. load of NF service producer; otherwise the reporting periodicity is fixed.
NOTE 8:	The support of this parameter is only required for services where NWDAF and/or DCCF are among the example consumers. It is expected that this parameter is used only if the Event Consumer NF is NWDAF or DCCF.



NOTE 2:	Explicit unsubscribe by the NF consumer is still possible.
Maximum number of reports is applicable to the subscription to one UE or a group of UE(s). When the subscription is applied to a group of UE(s), the initial value of the parameter is applied to each individual member UE. The count of number of reports is per UE and per Event Type granularity also for group member UE.
Maximum duration of reporting is applicable to the subscription to one UE, a group of UE(s) or any UE. When the subscription is applied to a group of UE(s), this parameter applies to each group member UE. When the subscription is applied to any UE, this parameter applies to all the impacted UEs.
If for a given subscription Maximum duration of reporting is included then the subscription is cancelled locally in the NF as soon as Maximum duration of reporting is reached. If the Maximum number of reports is reached for a given subscription, the NEF cancels the subscription in the affected NFs. If both Maximum Number of reports and Maximum duration of reporting are included then the subscription expires or is cancelled as soon as one of the conditions is met.
Sampling ratio is applicable to subscription targeting a group of UEs or any UE. When a sampling ratio is provided, a random subset is selected among the target UEs according to the sampling ratio and only the events related to this subset are reported. A UE remains selected until it is no longer managed by the event provider NF. A UE newly managed by the NF may be selected.
Partitioning criteria are applicable to subscription targeting a group of UEs or any UE and may be used when sampling ratio is used. These criteria are used to instruct the NF on how to group the UEs before applying the sampling ratio. When partitioning criteria are provided, the NF groups the targeted UEs (i.e. creates sub-populations/strata) based on the partition criteria parameter. Then, from each sub-population/stratum, the NF selects a subset of UEs by sampling randomly from each sub-population according to the sampling ratio. For a given type of partitioning criteria, the UE belongs to a single sub-population/stratum as long as it is served by the NF. The types of Partitioning Criteria are described in Table 4.15.1-2:
[bookmark: _CRTable4_15_12]Table 4.15.1-2: Types of Partitioning Criteria
	Types of Partitioning Criteria

	Type Allocation Code

	Subscriber PLMN ID

	Geographical area, i.e. list(s) of TAI(s)

	S-NSSAI

	DNN



Group Reporting Guard Time is an optional parameter for group-based monitoring configuration to indicate the time for which the Monitoring Event Reporting(s) related with the UEs in a group can be aggregated before sending them to the consumer NF. The value of the Group Reporting Guard time should be set less than the Maximum duration of reporting. For the continuous monitoring reporting, unless the Maximum duration of reporting has been reached, the Group Reporting Guard timer is restarted when it expires. If the time left until the Maximum duration of reporting is less than the Group Reporting Guard Time, then the Group Reporting Guard timer shall be set to expire when the Maximum duration of reporting expires. If the Maximum duration of reporting is expired, the Group Reporting Guard Time, if running, shall be considered to expire and aggregated Monitoring Event Reporting(s) is sent to destination immediately.
Deactivation notification flag and retrieval notification flag enable the mute storage of events for a limited size of events at the Event provider NF, thus reducing the number of notifications and the overall signalling between the Event provider NF and the Event consumer NF. Usage of these parameters is further specified in clause 6.2.7 of TS 23.288 [50].
Muting Exception Instructions specify actions to be taken by the Event provider NF if the Deactivation notification flag is set and an exception occurs at the Event Producer NF (e.g. the Event provider can no longer buffer notifications because storage space is no longer available). The actions are specified in clause 6.2.7 of TS 23.288 [50].
Granularity of dynamics indicates negligible changes in the target event of the subscription for which notification is not required. The changes in the Granularity of dynamics are depicted as the range of scalar value (x, y) where it means [the previously notified scalar value - x, the previously notified scalar value + y), the list of event identification(s) (e.g. list of SUPI(s)), or the previous notification. If the Granularity of dynamics is provided, the provider NF shall send the notification only when the changes in the target event are not described in the Granularity of dynamics, except for the first notification.
Reporting type is a parameter to reduce the data volume of notification. If the Reporting type is provided, the provider NF shall notify the events that have been newly appeared, disappeared and changed compared to the previous notification, except for the first notification.
Table 4.15.1-1 indicates the presence requirements for the Event Reporting Information.
Corresponding notifications contain at least the Notification Correlation ID together with the Event ID and the individual target (e.g. UE or PDU Session ID) associated with the notification.
If the NF service consumer decides to terminate the event subscription, it unsubscribes the event subscription by sending unsubscription an unsubscribe request to the event provider NF. After receiving an unsubscribe unsubscription request from the NF service consumer, the event provider NF terminates the event subscription.
If the NF service consumer has subscribed to group-based monitoring, then the NF service consumer may subsequently unsubscribe to the whole group or one or more identified group member UEs. Such partial cancellation of group-based monitoring does not affect the other group member UEs, but it only cancels the monitoring event subscription for the identified group member UEs. Partial cancellation of group-based monitoring can be caused by the following reasons:
-	UE's subscription is discontinued in the UDM;
-	UE's authorisation to the subscribed event type is revoked;
-	The subscribing NF explicitly unsubscribes to monitoring of selected UE(s); or
-	UE is removed from the monitoring target group that was identified in monitoring subscription.
If the NF service consumer has subscribed to group-based monitoring and later new group member UEs are added to the group, then the NF service consumer may also subsequently add monitoring event subscription for the new group member UEs.
The following clauses describe the external exposure of network capabilities and core network internal event and capability exposure.
When the immediate reporting flag is set, the first corresponding event report is included in the subscription response message, if corresponding information is available at the reception of the subscription request of the event.
During Monitoring Event Subscription as in clause 4.15.3, Parameter Provisioning as in clause 4.15.6, NIDD configuration as in clause 4.25.3 and Enhanced Coverage Restriction Control as in clause 4.27.1, the optional parameter MTC Provider Information is a reference parameter that may be provided by AF or determined by NEF based on which AF it communicates with. The MTC Provider Information identifies the MTC Service Provider and/or MTC Application.
NOTE 3:	The MTC Provider Information can be used by Service Providers for, e.g. to distinguish their different customers.
[bookmark: _Toc20204191][bookmark: _Toc27894880][bookmark: _Toc36191958][bookmark: _Toc45193048][bookmark: _Toc47592680][bookmark: _Toc51834767]NOTE 4:	The MTC Provider Information is an optional parameter. The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g. based on the requesting AF).
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[bookmark: _CR4_15_3_2_1][bookmark: _Toc20204196][bookmark: _Toc27894885][bookmark: _Toc36191963][bookmark: _Toc45193053][bookmark: _Toc47592685][bookmark: _Toc51834772][bookmark: _Toc162424049]4.15.3.2.1	AMF service operations information flow
The procedure is used by the NF to subscribe to notifications and to explicitly cancel a previous subscription. Cancelling is done by sending Namf_EventExposure_UnSubscribe request identifying Subscription Correlation ID. The notification steps 3 and 4 are not applicable in cancellation case.


[bookmark: _CRFigure4_15_3_2_11]Figure 4.15.3.2.1-1: Namf_EventExposure_Subscribe, Unsubscribe and Notify operations
1.	A NEF sends a request to subscribe to a (set of) Event ID(s) in AMF in Namf_EventExposure_Subscribe request. The NEF could be the same NF subscribing to receive the event notification reports (i.e. Event Receiving NF) or it could be a different NF. The NEF subscribes to one or several Event(s) (identified by Event ID) and provides the associated notification endpoint of the Event Receiving NF. If the NEF itself is not the Event Receiving NF, the NEF shall additionally provide the notification endpoint of itself besides the notification endpoint of Event Receiving NF. Each notification endpoint is associated with the related (set of) Event ID(s). This is to assure the NEF can receive the notification of subscription change related event (e.g. SubscripiontSubscription Correlation ID Change).
	Event Reporting information defines the type of reporting requested. If the reporting event subscription is authorized by the AMF, the AMF records the association of the event trigger and the requester identity.
2.	AMF acknowledges the execution of Namf_EventExposure_Subscribe.
3.	[Conditional - depending on the Event] The AMF detects the monitored event occurs and sends the event report by means of Namf_EventExposure_Notify message, to the notification endpoint of the Event Receiving NF.
4.	[Conditional- depending on the Event] The AMF detects the subscription change related event occurs, e.g. Subscription Correlation ID change due to AMF reallocation, it sends the event report by means of Namf_EventExposure_Notify message to the NEF.
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[bookmark: _CR4_15_3_2_10_1]4.15.3.2.10.1	Reported value(s) aggregated at NEF
This procedure depicts the case of an AF subscribing to receive the registered number of UEs, or the number of PDU sessions in a specific S-NSSAI. The procedure handles the case when there is a single NSACF in the PLMN responsible for the S-NSSAI (single Service Area) or when there are multiple NSACFs responsible for the S-NSSAI in the PLMN (multiple Service Areas).


[bookmark: _CRFigure4_15_3_2_10_11]Figure 4.15.3.2.10.1-1: Reported value(s) aggregated at NEF per network slice notification procedure
1.	To subscribe or unsubscribe for the number of UEs or the number of PDU Sessions per network slice notification with the NEF, the AF sends Nnef_EventExposure Subscribe/Unsubscribe Request (Event ID, Event Filter, Event Reporting information, S-NSSAI) message to the NEF. The Event ID parameter defines the subscribed event ID, i.e. Number of Registered UEs or Number of Established PDU Sessions. The Event Filter parameter defines the S-NSSAI, in case of a trusted AF or AF-Service-Identifier as defined in TS 29.522 [87] for an untrusted AF, for which reporting is required. The Event Reporting information parameter defines the mode of reporting, which includes threshold reporting with a threshold value or periodic reporting with included periodicity time interval. The S-NSSAI is the slice for which the subscription is requested
	The AF may request one-time reporting or immediate reporting.
NOTE 1:	When immediate reporting but not for one-time reporting is requested, the subscription is maintained after returning the report to the AF. When one-time reporting is requested, the subscription is terminated right after returning the report to the AF.
	Notifications related to the threshold based subscriptions behave as follows:
-	A single notification is sent only when the number of registered UEs or the number of established PDU Sessions reaches the threshold. A single notification is sent every time there is a change from being below the threshold to reach the threshold.
-	A single notification is sent only once when the number of registered UEs or the number of established PDU Sessions go below the threshold after reaching it. A single notification is sent every time there is a change from reaching the threshold to coming down below the threshold.
2.	The NEF confirms with Nnef_EventExposure_Subscribe/Unsubscribe Response message to the AF. This message may include the event reporting, if available in the NEF and immediate reporting or one-time reporting was requested by the AF. In the case of Untrusted AF, the NEF includes the AF-Service-Identifier corresponding to the S-NSSAI in the returned notification.
	If immediate reporting or one-time reporting is requested, step 2 occurs after step 5 and the subscription response contains the immediate or one-time report. For the case of one-time reporting, no subscription is created at the NEF/NSACF.
3.	The NEF may query the NRF to find the NSACF(s) responsible for the requested S-NSSAI. If needed, the NEF translates the AF-Service-Identifier to the corresponding S-NSSAI prior to performing the query.
4.	If the NEF has not already subscribed to the event from the NSACF for the requested S-NSSAI, the NEF initiates the request Nnsacf_SliceEventExposure_Subscribe/Unsubscribe Request (Event ID, Event Filter, Event Reporting information, immediate reporting, S-NSSAI) to all the NSACFs supporting the requested S-NSSAI. The NEF stores the AF requested Event Reporting Information. If multiple NSACFs are selected for the requested S-NSSAI, the NEF may set the Event Reporting Information to periodic in its request to the NSACFs. If single NSACF is selected, the NEF sets the Event Reporting Information identical to the received request from the AF. The NEF also sets the Event ID and Event Filter identical to the received request from the AF
NOTE 2:	The period chosen is selected by the NEF based on its internal logic.
5.	The NSACF(s) confirms with Nnsacf_SliceEventExposure_Subscribe/Unsubscribe Response message to the NEF. This message may include the event reporting if available at NSACF and immediate reporting or one-time reporting was requested by the NEF.
6.	When the reporting condition for a subscribed event is fulfilled, the NSACF triggers a notification towards the NEF.
7.	The NSACF sends the Nnsacf_SliceEvent Exposure_Notify (Event ID, Event Reporting information) message to the NEF. If the subscription is for event based notification (e.g. based on the monitored event reaching a threshold value), the Event Reporting information parameter contains confirmation for the event fulfilment. If the subscription is for periodic notification or for immediate reporting, the Event Reporting information parameter provides information for the current number of UEs registered with a network slice (e.g. represented in percentage of the maximum number of the UEs registered with the network slice) or information for the current number of PDU Sessions on a network slice (e.g. represented in percentage of the maximum number of the UEs established on the network slice).
8.	When a single NSACF is returned from the discovery procedure, the NEF sends the Nnef_EventExposure_Notify (Event ID, Event Reporting information) message since the reporting condition is fulfilled. In the case of Untrusted AF, the NEF includes the AF-Service-Identifier corresponding to the S-NSSAI in the returned notification.
9.	When multiple NSACFs are selected for the requested NSSAI the NEF performs the aggregation from reporting NSACF(s) and maintain the overall usage of the S-NSSAI for the selected NSACFs as long as the subscription is active.
NOTE 3:	If multiple NSACFs are selected for the requested S-NSSAI, the NEF continuously updates the aggregated information to be able to fulfil the incoming subscription request from the AF.
10.	When multiple NSACFs are selected for the requested S-NSSAI and when the reporting condition for a subscribed event by the AF is fulfilled, the NEF sends Nnef_EventExposure_Notify (Event ID, Event Reporting information) message towards the AF. In case of untrusted AF; the NEF includes the AF-Service-Identifier corresponding to the S-NSSAI in the returned notification.
If the hierarchical NSAC architecture is deployed in the PLMN for the NSAC of an S-NSSAI and the number of UEs, number of UE with at least one PDU session/PDN connection, or number of PDU Sessions are aggregated at NEF, the same procedure as above can be reused. In this case Primary NSACF behaves as a normal NSACF.
>>>>NEXT CHANGE <<<<
[bookmark: _CR4_15_3_2_11][bookmark: _Toc162424062]4.15.3.2.11	Network-initiated explicit event notification subscription cancel procedure
The procedure is used by the UDM to delete an event notification subscription (see clause 4.15.1).


[bookmark: _CRFigure4_15_3_2_111]Figure 4.15.3.2.11-1: Network-initiated event subscription removal procedure
0.	An event notification subscription procedure according to clause 4.15.3.2.2 or clause 4.15.3.2.2 has already executed successfully.
1-1a.	If UE subscription is withdrawn in UDM, UE authorisation to the subscribed monitoring event or UE is removed from the subscribed target group, the UDM triggers Nudm_EventExposure_Notify towards the associated notification endpoint indicating the removal of the event notification along with the time stamp. The NEF may store the information in the UDR along with the time stamp using either Nudr_DM_Create or Nudr_DM_Update service operation as appropriate.
	In order to remove certain UEs in a group of UEs for which there is an event notification subscription, the UDM provides impacted UE information (e.g. SUPI, MSISDN or External Identity) to the NEF and indicates the removal of the event notification subscription for these UE(s).
2a-2b.	If UE subscription information changes (e.g. UE group information changes), the UDM sends Nudm_SDM_Notification request to related serving AMF(s) to update event notification subscription information. If the UE was a group member of a previous accepted group-based event notification subscription, the AMF shall stop the event notifications for the impacted UEs. If Maximum number of Reports is applied, the AMF shall set the number of reports of the indicated UE(s) to Maximum Number of Reports.
	If UE subscription data is withdrawn, the UDM sends Nudm_UECM_DeregistrationNotification request to related serving AMF(s) to remove UE subscription information. If the UE was a group member of a previous accepted group-based event notification subscription, the AMF shall keep the accepted group-based event notification subscription unless all UEs subscriptions in the group are withdrawn.
3.	The NEF sends Nnef_EventExposure_Nofity Notify to the AF reporting event received by Nudm_EventExposure_Notify.
	If the NEF receives UE Identifier(s) in step 1 for a group-based event notification subscription and the Maximum Number of Reports applies to the group-based event notification subscription, the NEF sets the number of reports of the indicated UE(s) to Maximum Number of Reports. The NEF sends Nnef_EventExposure_Notify to the AF and includes MSISDN(s) or External Identifier(s). If NEF determines that the reporting for the group is complete based on the update above, the NEF deletes the associated event notification subscription and requests that the UDM deletes the related event notification subscription for the group.
[bookmark: _CR4_15_3_2_12]>>>>NEXT CHANGE <<<<
[bookmark: _CR4_16_11_1][bookmark: _Toc162424180]4.16.11.1	General
The UE Policy Association Establishment procedure, which may be performed for a UE registered in the same AMF or different AMFs for 3GPP access and non-3GPP access, concerns the following scenarios:
1.	UE initial registration with the network.
2.	The AMF relocation with PCF change in handover procedure and registration procedure.
3.	UE registration with 5GS when the UE moves from EPS to 5GS and there is no existing UE Policy Association between AMF and PCF for this UE.
In Non-roaming case, the H-PCF may interact with the CHF in HPLMN to make a decision about UE Policies based on spending limits.


[bookmark: _CRFigure4_16_111]Figure 4.16.11-1: UE Policy Association Establishment
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF interacts with the V-PCF:
1.	The AMF establishes UE Policy Association with the (V-)PCF when a UE Policy Container is received from the UE. If a UE Policy Container is not received from the UE, the AMF may establish UE Policy Association with the (V-)PCF based on AMF local configuration.
NOTE 1:	In roaming scenario, the AMF local configuration can indicate whether UE Policy delivery is needed based on the roaming agreement with home PLMN of the UE.
2.	The AMF sends a Npcf_UEPolicyControl Create Request with the following information: SUPI, may include Access Type and RAT, PEI, ULI, UE time zone, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), the Internal-Group-ID-list and UE Policy Container (the list of stored PSIs, operating system identifier, Indication of UE support for ANDSP, indication of UE capability of reporting URSP rule enforcement to network, indication of support of URSP delivery in EPS). In roaming scenario, based on operator policies, the AMF may provide to the V-PCF the PCF ID of the selected H-PCF. The V-PCF contacts the H-PCF. In roaming case, steps 3 and 4 are executed, otherwise step 5 follows.
	If the AMF, based on configuration, is aware that the UE is accessing over a gNB using satellite backhaul, the AMF includes the Satellite backhaul category as described in clause 5.43 of TS 23.501 [2].
3.	The V-PCF forwards the information received from AMF in step 2 to the H-PCF. When a UE Policy Container is received at initial registration, the H-PCF may store the PEI, the OSId, indication of UE capability of reporting URSP rule enforcement to network, indication of support of URSP delivery in EPS or the indication of UE support for ANDSP in the UDR using Nudr_DM_Create including DataSet "Policy Data" and Data Subset "UE context policy control data".
	The V-PCF may retrieve the Application guidance on URSP Rule for inbound roamers of the PLMN of the SUPI, if not available, using Nudr_DM_Query or Nudr_DM_Subscribe including the Data Set "Application Data" and Data Subset "Service Specific Information" and DataKey set to "PLMN ID(s) of inbound roamers".
	The V-PCF may retrieve the Application guidance on URSP Rule for inbound roamers of the PLMN of the SUPI, if not available, using Nudr_DM_Query or Nudr_DM_Subscribe including the Data Set "Application.
4.	The H-PCF sends a Npcf_UEPolicyControl Create Response to the V-PCF. The H-PCF may provide the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl Create Response. Before sending the response, the H-PCF may determine that the decision about UE policy control depends on the status of the policy counters available at the CHF and if such reporting is not established for the subscriber, the H-PCF initiates an Initial Spending Limit Report Retrieval as defined in clause 4.16.8.2. If policy counter status reporting is already established for the subscriber and the H-PCF determines that the status of additional policy counters are required, the H-PCF initiates an Intermediate Spending Limit Report Retrieval as defined in clause 4.16.8.3.
	The (H-)PCF in roaming and the PCF in non-roaming may register to the BSF as the PCF serving this UE, if not already registered at the AM Policy Association establishment. This is performed by using the Nbsf_Management_Register operation, providing as inputs the UE SUPI/GPSI and the PCF identity.
5.	The (V-) PCF sends a Npcf_UEPolicyControl Create Response to the AMF. The (V-)PCF relays the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl Create Response.
	The (V-)PCF also subscribes to notification of N1 message delivery of policy information to the UE using Namf_Communication_N1N2MessageSubscribe service which is not shown in this figure.
6.	The (H-)PCF gets policy subscription related information and the latest list of PSIs from the UDR using Nudr_DM_Query service operation (SUPI, Policy Data, UE context policy control data, Policy Set Entry) if either or both are not available and makes a policy decision. The (H-)PCF may get the PEI, the OSId, indication of UE capability of reporting URSP rule enforcement to network or the indication of UE support for ANDSP in the UDR using Nudr_DM_Query including DataSet "Policy Data" and Data Subset "UE context policy control data" if the AMF relocates and the PCF changes. In the roaming scenario, the H-PCF may provide the indication of UE support for ANDSP to the V-PCF, if the indication was not present in the Npcf_UEPolicyControl Create request from V-PCF and the H-PCF gets this information from the H-UDR. The (H-)PCF may get the 5G VN group data and 5G VN group membership for each Internal-Group-ID received from the AMF using Nudr_DM_Query (Internal-Group-Id, Subscription Data, 5G VN Group Configuration). The (H-)PCF may store the 5G VN group data and 5G VN group membership for later use for other SUPIs that belong to the same Internal-Group-ID. The (H-)PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DM_Subscribe (Policy Data, SUPI, DNN, S-NSSAI, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting), UE context policy control data) service. The (H-)PCF may request notifications from the UDR on changes in the 5G VN group data or 5G VN group membership associated to each of the Internal-Group-Id provided to the PCF by invoking Nudr_DM_Subscribe (Subscription Data, 5G VN Group Configuration, Internal Group ID, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting)) service. The (H-)PCF creates the UE policy container including UE policy information as defined in clause 6.6 of TS 23.503 [20] and in the case of roaming H-PCF provides the UE policy container in the Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Request. In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
7.	The V-PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Response.
NOTE 2:	Step 6 (and step 7) can be omitted. Then the (H-)PCF creates the UE policy container including UE polices in step 2 (in the case of non-roaming) or step 3 (in the case of roaming). This means that the potential interactions with UDR as in step 6 will have to be executed in step 2 (non-roaming) or step 3 (roaming).
8.	The (V-)PCF triggers UE Configuration Update Procedure in clause 4.2.4.3 to sends the UE policy container including UE policy information to the UE. The (V-)PCF checks the size limit as described in clause 6.1.2.2.2 of TS 23.503 [20].
9.	If the V-PCF received notification of the reception of the UE Policy container then the V-PCF forwards the notification response of the UE to the H-PCF using Npcf_UEPolicyControl_Update Request.
	If the V-PCF is notified by the V-UDR about the Service Specific Information applicable to inbound roamers from the HPLMN of the UE as specified in clause 4.15.6.10, the V-PCF provides the Service Parameters to the H-PCF.
10.	The H-PCF sends a response to the V-PCF. If the V-PCF received a UE Policy Container step 8 will follow.
[bookmark: _CR4_16_12][bookmark: _Toc20204255][bookmark: _Toc27894947][bookmark: _Toc36192028][bookmark: _Toc45193118][bookmark: _Toc47592750][bookmark: _Toc51834837][bookmark: _Toc162424181]4.16.12	UE Policy Association Modification
[bookmark: _CR4_16_12_1][bookmark: _Toc20204256][bookmark: _Toc27894948][bookmark: _Toc36192029][bookmark: _Toc45193119][bookmark: _Toc47592751][bookmark: _Toc51834838][bookmark: _Toc162424182]4.16.12.1	UE Policy Association Modification initiated by the AMF
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This procedure addresses the scenario where a Policy Control Request Trigger condition is met.


[bookmark: _CRFigure4_16_12_1_11]Figure 4.16.12.1.1-1: UE Policy Association Modification initiated by the AMF
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the roaming case, the AMF interacts with the V-PCF and the H-PCF interacts with the V-PCF.
1.	When a Policy Control Request Trigger condition is met the AMF updates UE Policy Control Association and provides information on the conditions that have changed to the PCF. The AMF sends a Npcf_UEPolicyControl Update Request with the following information: UE Policy Association ID associated with the SUPI defined in TS 29.525 [58] and the Policy Control Request Trigger met. In roaming scenario, based on operator policies, the AMF may provide to the V-PCF the PCF ID of the selected H-PCF. The V-PCF contacts the H-PCF.
	See clause 6.1.2.5 of TS 23.503 [20] and clause 4.2.3.2 of TS 29.525 [58] for more details on Policy Control Request Trigger.
	In the roaming case, steps 2 and 3 are executed, otherwise step 4 follows.
2.	The V-PCF forwards the information received from AMF in step 1 to the (H-)PCF.
3.	The H-PCF replies to the V-PCF. In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
4.	The (V-) PCF sends a Npcf_UEPolicyControl Update Response to the AMF.
5.	The (H-)PCF may create the UE policy container including UE policy information as defined in clause 6.6 of TS 23.503 [20]. In the case of roaming the H-PCF may include the UE policy container in the Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Request.
6.	The (V-)PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Response.
	Steps 7, 8 and 9 are the same as steps 8, 9 and 10 of procedure UE Policy Association Establishment in clause 4.16.11.
[bookmark: _CR4_16_12_1_2][bookmark: _Toc20204258][bookmark: _Toc27894950][bookmark: _Toc36192031][bookmark: _Toc45193121][bookmark: _Toc47592753][bookmark: _Toc51834840][bookmark: _Toc162424184]4.16.12.1.2	UE Policy Association Modification with old PCF during AMF relocation
This procedure addresses the scenario where a UE Policy Association Modification with the old PCF during AMF relocation.


[bookmark: _CRFigure4_16_12_1_21]Figure 4.16.12.1.2-1: Policy Association Modification with the old PCF during AMF relocation
This procedure addresses both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the roaming case, the AMF interacts with the V-PCF and the V-PCF interacts with the H-PCF.
1.	[Conditional] When the old AMF and the new AMF belong to the same PLMN, the old AMF transfers to the new AMF the UE Policy Association information including policy control request trigger(s) and the PCF ID(s). For the roaming case, the new AMF receives both V-PCF ID and H-PCF ID.
2.	Based on local policies, the new AMF decides to re-use the UE policy association for the UE Context with the (V-)PCF and contacts the (V)-PCF identified by the PCF ID received in step 1.
NOTE:	The scenario that only the H-PCF is reused by the new AMF but the V-PCF is not reused is not considered in this Release.
3.	The new AMF sends Npcf_UEPolicyControl_Update to the (V-)PCF to update the UE policy association with the (V-)PCF. If a Policy Control Request Trigger condition is met, the information matching the trigger condition may also be provided by the new AMF.
	In the roaming case, step 4 and 5 are executed, otherwise step 6 follows.
4.	The V-PCF forwards the information received from new AMF in step 3 to the (H-)PCF.
5.	The H-PCF replies to the V-PCF. In non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
6.	The (V-)PCF updates the stored information provided by the old AMF with the information provided by the new AMF. The (V-)PCF sends a Npcf_UEPolicyControl Update Response to the AMF.
7.	The (H-)PCF may create the UE policy container including UE policy information as defined in clause 6.6 of TS 23.503 [20]. In the case of roaming the H-PCF may include the UE policy container in the Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Request.
8.	The V-PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Response.
	Steps 9, 10 and 11 are the same as steps 8, 9 and 10 of procedure UE Policy Association Establishment in clause 4.16.11.
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This procedure is used to update UE policy and/or UE policy triggers.
In the non-roaming case, the H-PCF may interact with the CHF in HPLMN to make a decision about UE Policies based on spending limits.


[bookmark: _CRFigure4_16_12_21]Figure 4.16.12.2-1: UE Policy Association Modification initiated by the PCF
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. In the roaming case, the H-PCF provides UE policy decision and provides the policy to the AMF via V-PCF.
1a and 1b.	If (H-)PCF subscribed to notification of subscriber´s policy data change or 5G VN Group Configuration (5G VN group data, 5G VN group membership) change and a change is detected, the UDR notifies that the subscriber´s policy data of a UE or 5G VN Group Configuration (5G VN group data, 5G VN group membership) has been changed.
	The UDR notifies the (H-)PCF of the updated policy control subscription information profile via Nudr_DM_Notify (Notification correlation Id, Policy Data, either UE context policy control data or Policy Set Entry data or both, SUPI), or
	The UDR notifies the (H-)PCF of the updated 5G VN Group Configuration (5G VN group data, 5G VN group membership) via Nudr_DM_Notify (Notification correlation Id, 5G VN Group Configuration, Internal-Group-Identifier), or
	The (V-)UDR notifies the (V-)PCF of the updated policy control subscription information profile via Nudr_DM_Notify (Notification correlation Id, Policy Data, PolicySetEntry Data. PLMN ID).
	The (V-)UDR notifies the (V-)PCF of the updated Service Parameters via Nudr_DM_Notify.
1c and 1d.	PCF determines locally that UE policy information needs to be sent to the UE.
1e	The CHF notifies the (H-)PCF about the change of the status of the subscribed policy counters available at the CHF for that subscriber.
2a and 2b.	The PCF makes the policy decision. If the group data is updated, the (H-) PCF checks the UE Policy Associations for those SUPIs within the Internal-Group-Id and may need to perform step 3 to step 9 for each UE Policy Association that needs to be updated with new UE Policies sent to each UE. In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
2c and 2d.	In the roaming case, the V-PCF may provide the updated Service Parameters received from the V-UDR as specified in clause 4.15.6.10 to the H-PCF using the Npcf_UEPolicyControl_Update Request. The H-PCF sends a response to the V-PCF.
3.	The (H-)PCF may create the UE policy container including UE policy information as defined in clause 6.1.2.2.2 of TS 23.503 [20]. In the case of roaming, the H-PCF may send the UE policy container in the Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Request. The H-PCF may provide updated policy control triggers for the UE policy association. If there is the received Service Parameters from the V-PCF in step 2, the H-PCF may take the Service Parameters obtained from V-PCF to generate URSP rules applicable in the VPLMN as specified in clause 4.15.6.10.
4.	The V-PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Response.
5.	The (V-)PCF provides the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl UpdateNotifyNpcf_UEPolicyControl_UpdateNotify Request to the AMF. In the case of roaming, the V-PCF may also provide UE policy information to the UE. The V-PCF may also provide updated policy control triggers for the UE policy association to the AMF.
6.	The AMF sends a response to (V-)PCF.
	Steps 7, 8 and 9 are the same as steps 8, 9 and 10 of procedure UE Policy Association Establishment in clause 4.16.11.
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[bookmark: _CR4_16_14_2_1][bookmark: _Toc162424192]4.16.14.2.1	Management of access and mobility related policy information at start and stop of application traffic
This procedure applies when the AF provides a service coverage area or the indication of high throughput associated with the Application IdentiferIdentifier(s).


[bookmark: _CRFigure4_16_14_2_11]Figure 4.16.14.2.1-1: Management of access and mobility related policy information at start and stop of application traffic
1.	The AMF establishes an AM Policy Association for retrieving access and mobility related policy information, e.g. RFSP index value, as described in clause 4.16.1.2.
2.	If the access and mobility related policy information depends on the application in use, then depending on operator policies in the PCF, the PCF may subscribe to the BSF, then step 3 follows, or provides its PCF binding information to the AMF in step 1 with the indication to be notified about the PCF for the PDU Session for a DNN, S-NSSAI, then step 4 follows.
3.	The PCF for the UE determines that access and mobility related policy information (e.g. RFSP index value) depends on the detection of one or more application(s) in use, the DNN, S-NSSAI used to access each Application Id is configured in the PCF or retrieved from the UDR as part of the Application Data Set, then subscribes to the BSF to be notified when a PCF for the PDU Session for this SUPI is registered in the BSF, by invoking Nbsf_Management_Subscribe (SUPI, list of (DNN, S-NSSAI)(s)). Steps 4 and 5 are repeated for each PCF registered for a PDU Session to a (DNN, S-NSSAI) included in the Nbsf_Management.
4.	The SMF establishes a SM Policy Association as described in clause 4.16.4. The allocated UE address/prefix, SUPI, DNN, S-NSSAI and the PCF address is registered in the BSF, as described in clause 6.1.1.2.2 of TS 23.503 [20].
5a.	If the PCF for the UE subscribed to the BSF, then the BSF notifies that a PCF for the PDU Session is registered in the BSF, by invoking Nbsf_Management_Notify (DNN, S-NSSAI, UE address(es), PCF address, PCF instance id, PCF Set ID, level of binding). When there are multiple PDU Sessions to the same (DNN, S-NSSAI) the BSF provides multiple notification to the PCF.
5b.	If the PCF for the UE sent the request to notify that a PCF for the PDU Session is available to the AMF in step 1, then the PCF for the PDU Sessions sends Npcf_PolicyAuthorization_Notify (EventID set to SM Policy Association established, UE address, PCF address, PCF instance is, PCF Set ID) to the PCF indicated in the PCF binding information provided by the SMF.
6.	The PCF for the UE subscribes to notifications of event "start/stop of application traffic" as defined in clause 6.1.3.18 of TS 23.503 [20], using Npcf_PolicyAuthorization_Subscribe (UE address, EventId, EventFilter set to "list of Application Identifiers") to the PCF for the PDU Session to the DNN, S-NSSAI. The PCF for the PDU Session then generates PCC Rules including the Application Identifier in the SDF template, if there are multiple Application Identifiers included in the Npcf_PolicyAuthorization, the PCF generates PCC Rules for each Application Identifier. The response includes the NotificationCorrelationId.
7.	The PCF installs PCC Rules and the Policy Control Request Trigger to detect "start/stop of application traffic" in the SMF.
8.	The SMF detects that the Policy Control Request Trigger is met, then reports the start/stop of application traffic to the PCF serving the PDU Session.
9.	The PCF for the UE is notified on the start/stop of application traffic by Npcf_PolicyAuthorization_Notify (NotificationCorrelationId, EventId set to "start/stop of application traffic", EventInformation including the ApplicationId). When the reporting of start and stop of a list of Application(s) was requested, the PCF for the PDU Session provides multiple notification to the PCF for the UE.
10.	The PCF checks operator policies and then may change access and mobility related policy information (e.g. RFSP index value) based on the reporting of start/stop of application traffic.
11.	The SM Policy Association is terminated as described in clause 4.16.6. The allocated UE address/prefix, SUPI, DNN, S-NSSAI and the PCF address are deregistered in the BSF.
12a.	If the PCF for the UE subscribed to the BSF, then the BSF notifies that the PCF serving a PDU Session is deregistered in the BSF, by invoking Nbsf_Management_Notify (Binding Identifier for the PDU Session).
12b.	If the PCF for the UE sent the request to notify that a PCF for the PDU Session is available to the AMF in step 1, then the PCF for the PDU Session sends Npcf_PolicyAuthoritation_Notify ((EventID set to SM Policy Association termination, Notification Correlation Id).
NOTE:	The PCF for the UE may subscribe to the notifications of newly registered PCF for the PDU Session and subscribe to the "start/stop of application traffic detection" events for multiple applications with different application identifiers. When PCF receives the notifications for multiple applications, the PCF for the UE can determine which access and mobility related policy information to apply based on local configuration and operator policy.
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[bookmark: _CRFigure4_17_71]Figure 4.17.7-1: NF/NF service status subscribe/notify in the same PLMN
1.	The NF service consumer subscribes to be notified of newly registered/updated/deregistered NF instances along with its NF services. The NF service consumer invokes Nnrf_NFManagement_NFStatusSubscribe Request from an appropriate configured NRF in the same PLMN.
2.	The NRF authorizes the Nnrf_NFManagement_NFStatusSubscribe Request. Based on the profile of the expected NF/NF service and the type of the NF service consumer, the NRF determines whether the NF service consumer is allowed to subscribe to the status of the target NF instance(s) or NF service instance(s).
3.	If allowed, the NRF acknowledges the execution of Nnrf_NFManagement_NFStatusSubscribe Request.
4.	NRF notifies about newly registered/updated/deregistered NF instances along with its NF services to the subscribed NF service consumer.
NOTE 1:	The NF service consumer unsubscribes to receive NF status notifications by invoking Nnrf_NFManagement_NFStatusUnSubscribe service operation.
NOTE 2:	When the NF or NF service intanceinstance becomes unavailable, the NRF invokes Nnrf_NFManagement_NFStatusNotify service to notify the NF service consumer based on the subscription.
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In the case that the NF service consumer intends to subscribe to the status of NF/NF service instance(s) in home PLMN, the NRF in serving PLMN needs to request "NF status subscribe" service from NRF in the home PLMN. The notification is sent from the NRF in the home PLMN to the NF service consumer in the serving PLMN without the involvement of the NRF in the serving PLMN. The procedure is depicted in the figure below:


[bookmark: _CRFigure4_17_81]Figure 4.17.8-1: NF/NF service status subscribe/notify across PLMNs
NOTE 1:	The NRF in the home PLMN communicates with the NRF and the NF consumer in the serving PLMN via the SEPPs in the respective PLMNs. For the sake of clarity, SEPPs are not depicted in the flow.
1.	The NF service consumer in the serving PLMN invokes Nnrf_NFManagement_NFStatusSubscribe Request from an appropriate configured NRF in the serving PLMN.
2.	The NRF in serving PLMN identifies NRF in home PLMN (hNRF) based on the home PLMN ID and it requests Nnrf_NFManagement_NFStatusSubscribe service from NRF in home PLMN. As the NRF in the serving PLMN triggers the Nnrf_NFManagement_NFStatusSubscribe service on behalf of the NF service consumer, the NRF in the serving PLMN shall not replace the information of the service requester NF, i.e. NF consumer ID, in the status subscribe Request message it sends to the hNRF.
3.	The NRF in serving PLMN acknowledges the execution of Nnrf_NFManagement_NFStatusSubscribe Request to the NF consumer in the serving PLMN.
4.	NRF in the home PLMN notifies about newly registered/updated/deregistered NF instances along with its NF services to the subscribed NF service consumer in the serving PLMN.
NOTE 2:	The NF service consumer unsubscribes to receive NF status notifications by invoking Nnrf_NFManagement_NFStatusUnSubscribe service operation.
NOTE 3:	When the NF or NF service intanceinstance becomes unavailable, the NRF in the home PLMN invokes Nnrf_NFManagement_NFStatusNotify service to notify the NF service consumer in the serving PLMN based on the subscription.
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When the NF service consumer communicates with the NF service producer, the producer may return a binding indication to the consumer. The consumer stores the received binding indication and uses it for the subsequent requests concerning the data context.


[bookmark: _CRFigure4_17_12_21]Figure 4.17.12.2-1: Binding created as part of service response
1.	If Direct Communication is used, the NF service consumer selects the NF service producer and sends the request to the selected NF service producer. If Indirect Communication without delegated discovery is used, the NF service consumer selects the NF service producer set or instance and sends the request to the selected NF service producer via the SCP; if the NF serviverservice consumer only selects the NF service producer set, it provides the necessary selection parameters and the SCP selects the NF service producer instance. If Indirect Communication with delegated discovery is used, the NF service consumer sends the request to the SCP and provides within the service request to the SCP the discovery and selection parameters necessary to discover and select a NF service producer.
2.	The NF service producer sends a response to the NF service consumer. In the response the NF service producer may include a binding indication. If the NF service consumer receives a resource information and binding indication as specified in Table 6.3.1.0-1 of TS 23.501 [2], it uses them for subsequent requests regarding the concerned resource. Otherwise, the procedure ends here.
3.	The NF service consumer uses the binding indication and resource information received in the previous step for subsequent requests regarding the concerned resource. If indirect communication with delegated discovery is used, the NF service consumer includes a Routing Binding Indication with the same contents as the received Binding Indication. If indirect communication without delegated discovery is used, the NF service consumer also includes the Routing Binding Indication with the same contents as the received Binding Indication unless the NF service consumer performs a reselection. The SCP shall route the service request using the Routing Binding Indication and resource information sent from the NF service consumer.
4.	The NF service producer sends a response to the consumer. The NF service producer may respond with an updated binding indication, different to the one received in the previous response.
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[bookmark: _CR4_22_2_4_1][bookmark: _Toc162424254]4.22.2.4.1	General
This clause applies to the case where, for a PDU Session, multi-access connectivity via both EPC (over non-3GPP access) and 5GC (over 3GPP access) is supported and allowed in the UE and network. In this case, multi-access connectivity using ATSSS via both non-3GPP access to EPC and 3GPP access to 5GC may be provided as described in this clause.
For this scenario, the general principles for ATSSS as described in clause 5.32 of TS 23.501 [2] apply, with the additions provided in this clause 4.22.2.43.
A Multi-Access PDU Session may be extended with user-plane resources via an associated PDN Connection on non-3GPP access in EPC. This enables a scenario where a MA PDU Session can simultaneously be associated with user-plane resources on non-3GPP access network connected to EPC and 3GPP access connected to 5GC. Such a PDN Connection in EPS would thus be associated with multi-access capability in the UE and PGW-C+SMF.
The UE may operate in either single-registration mode or dual-registration mode in 3GPP access. Irrespective of whether the UE operates in single-registration mode or dual-registration mode in 3GPP access, it is assumed that the UE supports simultaneous registrations for 3GPP access in 5GC and non-3GPP access in EPC.
The ATSSS rules are provided from the PGW-C+SMF to the UE via SM NAS signalling over 5GC, as described in clause 5.32.2 of TS 23.501 [2]. ATSSS rules may be provided via the EPC.
After the establishment of a MA PDU Session and setting up user-plane resources in non-3GPP access in EPC and 3GPP access in 5GC, the UE distributes the uplink traffic across the two access networks as described in clause 5.32.1 of TS 23.501 [2]. Similarly, the PDU Session Anchor UPF performs distribution of downlink traffic across the two access networks as described in clause 5.32.1 of TS 23.501 [2].
The PMF protocol may be used via any user plane connection, i.e. via non-3GPP access in EPC or 3GPP access in 5GC.
The PCF functionality to support ATSSS, as described in clause 5.32.1 of TS 23.501 [2] and TS 23.503 [20] applies also in the case of interworking with EPC.
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For the non roaming or LBO roaming case, the procedure defined in clause 4.3.4.3 (UE or network requested PDU Session Release for Home-routed Roaming) is used to release the PDU Session, with the V-SMF and V-UPF are replaced by I-SMF and I-UPF and H-SMF and H-UPF are replaced by SMF and UPF(PSA) respectively. Also if the ULCL/BP is included in the data path, in step 1 the I-SMF releases the local UPF (PSA) and includes N4 information in the Nsmf_PDUSession_Release or Nsmf_PDUSession_Update Request request respectively.
For AMF triggers PDU Session Release procedure in Registration procedure (see step 17 of clause 4.2.2.2.2) and Deregistration procedure (see step 2 of clause 4.2.2.3.2), if I-SMF is used for the session, the AMF invokes PDU Session Release operation towards the I-SMF, then I-SMF releases the PDU Session towards SMF.
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[bookmark: _CRFigure4_23_5_41]Figure 4.23.5.4-1: SMF triggered I-SMF selection or removal
1.	The PCF sends to the SMF PCC rule(s) which may include DNAI(s) for the PDU sessions by invoking Npcf_SMPolicyControl_UpdateNotify service operation.
	Based on the received DNAI(s), the SMF may subscribe to UE mobility event notification from the AMF (e.g. UE moves into or out of Area of Interest corresponding to the received DNAI(s)).
	The SMF may determine the target DNAI(s) which are applicable to the current UE location and which can be based on common DNAI (if applicable) as described in TS 23.548 [74]. Then the SMF may decide a target DNAI finally.
NOTE:	It is also possible that the SMF determines that there is no any target DNAI can be used based on PCC rule(s), e.g. when the updated PCC rules removes previously provided DNAI(s).
2.	The SMF invokes a Nsmf_PDUSession_SMContextStatusNotify service operation (or Nsmf_PDUSession_StatusNotify) in the following cases:
-	if the SMF (or the associated old I-SMF) cannot serve the target DNAI, or
-	if an I-SMF is used for the PDU Session and the SMF decides that the DNAI currently served by I-SMF is no longer be used for the PDU Session anymore hence the existing I-SMF is not needed, or
-	if an I-SMF is used for the PDU Session and the SMF decides that the SMF itself can serve the target DNAI hence the existing I-SMF is not needed.
	The content of the message includes the target DNAI information. The target DNAI information which indicates that the I-SMF selection or removal is expected and may include a target DNAI. This is to trigger the AMF to (re)select a suitable I-SMF, or remove the existing I-SMF (if the AMF decides that the SMF can serve the Target DNAI, or the AMF receive a target DNAI information without including target DNAI) for the PDU Session. The target DNAI is used for selecting (I-)SMF, which controls UPF connecting to that DNAI.
	If there is an I-SMF serving the PDU session, the SMF invokes Nsmf_PDUSession_StatusNotify and then the I-SMF invokes Nsmf_PDUSession_SMContextStatusNotify message to send the target DNAI information for existing PDU session to AMF.
3.	If the I-SMF selection or removal is expected, the AMF selects a new I-SMF which can serve the target DNAI or remove the existing I-SMF (if the AMF decides that the SMF can serve the Target DNAI, or if the AMF receiveSreceives a target DNAI information without including target DNAI) for the existing PDU Session as described in clause 5.34.3 of TS 23.501 [2].
4.	The AMF sends a Nsmf_PDUSession_CreateSMContext Request to the new I-SMF as described in step 3 of clause 4.23.4.3, or to the SMF as described in step 10 of clause 4.23.4.3, with the following enhancement:
	The AMF includes target DNAI received from SMF in the message. When the UE is in CONNECTED state the AMF also include indication of no NG-RAN change.
5.	The procedure described in clauses 4.23.4.3 (case: I-SMF insertion or I-SMF change) starting from step 4 takes place with the following difference:
	In step 4a, the (target) new I-SMF sends the indication of no NG-RAN change to the old I-SMF or SMF as it is received from AMF.
	In step 4b, when the old I-SMF or SMF receives indication of no NG-RAN change it include the additional Downlink Tunnel Info of NG-RAN in the SM context of the PDU Session.
	In step 5, the I-SMF selects the I-UPF based on target DNAI.
	In step 6, the target I-SMF should reuse the downlink Tunnel Info of serving RAN node if received from old I-SMF/SMF as described in clause 4.23.4.3.
	In step 9, if the new I-SMF receives the Downlink Tunnel Info of NG-RAN, the N2 SM information includes PDU Session Resource Modification message.
	The procedure described in clause 4.23.4.3 (case: I-SMF removal) starting from step 11 takes place with the following difference:
	In step 11a, the SMF sends an indication of no NG-RAN change to the old I-SMF as it received from AMF.
	In step 11b, when the old I-SMF receives indication of no NG-RAN change it include the additional Downlink Tunnel Info of NG-RAN in the SM context of the PDU Session.
	In step 12, the SMF selects a new I-UPF based on target DNAI.
	In step 16, if the SMF receives the Downlink Tunnel Info of NG-RAN, the N2 SM information includes PDU Session Resource Modification message.
	If the UE is in IDLE state the step 17-21 are skipped. Steps 17a and 17b are still performed to release the old I-SMF.
6.	[Conditional] In the case that I-SMF insertion or I-SMF change is performed in step 5, the PSA and UL CL/BP controlled by I-SMF is inserted as described from steps 2 to 11 in figure 4.23.9.1-1 with the following difference:
	In step 2, the I-SMF selects a new PDU Session Anchor (PSA2) based on the target DNAI received in step 4.
	For the case of I-SMF removal, the PSA and UL CL/BP controlled by SMF is inserted as described from steps 2 to 8 in Figure 4.3.5.4-1 with the following difference:
	In step 2, the SMF selects a new PDU Session Anchor (PSA2) based on the target DNAI if received in step 4.
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4.23.7.3.2	Preparation phase


[bookmark: _CRFigure4_23_7_3_21]Figure 4.23.7.3.2-1: Inter NG-RAN node N2 based handover, preparation phase, with I-SMF insertion/change/removal
1.	Steps 1-3 in clause 4.9.1.3.2 are performed.
2.	For PDU sessions in the UE context, the Target AMF determines whether a (new) Target I-SMF needs to be selected based on Target UE location and service area of the SMF or of the old I-SMF. If Target I-SMF needs to be selected, the AMF selects a Target I-SMF as described in clause 5.34.3 of TS 23.501 [2]. If the UE moves from the service area of the I-SMF to the service area of the SMF, the I-SMF will be removed.
The rest of steps are performed for PDU sessions requested to be handed over, i.e. the PDU Sessions with active UP connections.
Case: I-SMF insertion, or I-SMF change, step 3~8 are skipped for I-SMF removal case.
3.	T-AMF to Target I-SMF: Nsmf_PDUSession_CreateSMContext (PDU Session ID, Target ID, T-AMF ID, SM Context ID).
	The SM Context ID points to the source I-SMF in the case of I-SMF change or to SMF in the case of I-SMF insertion.
Case: I-SMF change, steps 4 are skipped for I-SMF insertion case.
4a.	(I-SMF change case) Target I-SMF to Source I-SMF: Target I-SMF retrieves SM Context from the source I-SMF by invoking Nsmf_PDUSession_Context Request (SM context type, SM Context ID).
	The Target I-SMF uses SM Context ID received from T-AMF for this service operation. SM context type indicates that the requested information is all SM context, i.e. PDN Connection Context and 5G SM context. The SM Context ID is used by the recipient of Nsmf_PDUSession_Context Request in order to determine the targeted PDU Session.
4b.	Source I-SMF to Target I-SMF: Nsmf_PDUSession_Context Response. The source I-SMF responds with the requested SM context.
Case: I-SMF insertion, steps 5 are skipped for I-SMF change case.
5a.	Target I-SMF to SMF: Target I-SMF retrieves SM Context from the SMF by invoking Nsmf_PDUSession_Context Request (SM context type, SM Context ID).
	The Target I-SMF uses SM Context ID received from T-AMF for this service operation. SM context type indicates that the requested information is all SM context, i.e. PDN Connection Context and 5G SM context. The SM Context ID is used by the recipient of Nsmf_PDUSession_Context Request in order to determine the targeted PDU Session.
5b.	Void.
5c.	Void.
5d.	SMF to Target I-SMF: Nsmf_PDUSession_Context Response. The SMF responds with the requested SM context.
6.	The Target I-SMF selects a Target I-UPF: Based on the received SM context, e.g. S-NSSAI and UE location information, the Target I-SMF selects a Target I-UPF as described in clause 6.3.3 of TS 23.501 [2].
7a.	The Target I-SMF to Target I-UPF: N4 Session Establishment Request.
	An N4 Session Establishment Request message is sent to the Target I-UPF, providing Packet detection, enforcement and reporting rules to be installed on the Target I-UPF. The UL CN Tunnel Info (on N9) of UPF (PSA) for this PDU Session, which is used to setup N9 tunnel, is also provided to the Target I-UPF.
7b.	Target I-UPF to Target I-SMF or SMF: N4 Session Establishment Response.
	The Target I-UPF sends an N4 Session Establishment Response message to the Target I-SMF with DL CN Tunnel Info (i.e. N9 tunnel info) and UL CN Tunnel Info (i.e. N3 tunnel info).
Case: I-SMF insertion, step 7c~7f are skipped for I-SMF change case.
7c.	Target I-SMF to SMF: Nsmf_PDUSession_Create Request (PDU Session ID, HO Preparation Indication).
7d.	[Conditional] SMF to UPF (PSA): N4 Session Modification Request.
	If different CN Tunnel Info need be used by PSA UPF, i.e. the CN Tunnel Info for N3 and N9 are different, the SMF request CN tunnel information from UPF.
7e.	[Conditional] UPF(PSA) to SMF: N4 Session Modification Response.
	The UPF (PSA) sends an N4 Session Modification Response message to the SMF with CN Tunnel Info (on N9).
7f.	SMF to Target I-SMF: Nsmf_PDUSession_Create Response (PDU Session ID, CN Tunnel Info of UPF(PSA) for N9).
	The Target I-SMF provides the CN Tunnel Info of UPF(PSA) for N9 to Target I-UPF via N4 Session Modification.
8.	The Target I-SMF to T-AMF: Nsmf_PDUSession_CreateSMContext Response (PDU Session ID, N2 SM Information, Reason for non-acceptance).
	If N2 handover for the PDU Session is accepted, the Target I-SMF includes in the Nsmf_PDUSession_CreateSMContext Response the N2 SM Information containing the N3 UP address and the UL CN Tunnel ID of the UPF and the QoS parameters.
Case: I-SMF removal, step 9~13 are skipped for I-SMF insertion, or I-SMF change case.
9.	T-AMF to SMF: Nsmf_PDUSession_CreateSMContext (PDU Session ID, Target ID, T-AMF ID, SM Context ID). The SM Context ID points to the source I-SMF.
10.	The SMF selects a Target I-UPF if the UE is not in the service area of the PDU Session Anchor UPF. The SMF selects a Target I-UPF as described in clause 6.3.3 of TS 23.501 [2].
11a.	[Conditional] SMF to UPF(PSA): N4 Session Modification Request.
	If the Target I-UPF was not selected (i.e. the service area of PSA covers UE location) and different CN Tunnel Info (on N3) need to be used by PSA, the SMF sends N4 Session Modification Request to UPF(PSA).
11b.	[Conditional] UPF(PSA) to SMF: N4 Session Modification Response. The PSA UPF sends UL CN Tunnel Info (i.e. N3 tunnel info) to SMF.
12a:	[Conditional] SMF to Target I-UPF: N4 Session Establishment Request.
	If a Target I-UPF is selected by SMF in step 10, the SMF sends N4 Session Establishment Request to Target I-UPF.
	An N4 Session Establishment Request message is sent to the Target I-UPF, providing Packet detection, enforcement and reporting rules to be installed on the Target I-UPF. The UL CN Tunnel Info (on N9) of UPF (PSA) for this PDU Session, which is used to setup N9 tunnel, is also provided to the Target I-UPF.
12b.	[Conditional]Target I-UPF to SMF: N4 Session Establishment Response. The Target I-UPF sends an N4 Session Establishment Response message to the SMF with DL CN Tunnel Info (i.e. N9 tunnel info) and UL CN Tunnel Info (i.e. N3 tunnel info).
13.	SMF to T-AMF: Nsmf_PDUSession_CreateSMContext Response (PDU Session ID, N2 SM Information, Reason for non-acceptance).
	If N2 handover for the PDU Session is accepted, the Target I-SMF includes in the Nsmf_PDUSession_CreateSMContext Response the N2 SM Information containing the N3 UP address and the UL CN Tunnel ID of the UPF and the QoS parameters.
14.	Same as step 8-10 clause 4.9.1.3.2 are performed.
Case: I-SMF insertion, or I-SMF change, step 15~23 are skipped for I-SMF removal case.
15.	T-AMF to Target I-SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID, N2 SM response received from T-RAN).
	The Target I-SMF stores the N3 tunnel info of T-RAN from the N2 SM response if N2 handover is accepted by T-RAN.
16a.	[Conditional]Target I-SMF to Target I-UPF: N4 Session modification request (T-RAN SM N3 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect forwarding).
	Indirect forwarding may be performed via a UPF which is different from the Target I-UPF, in which case the Target I-SMF selects another UPF for indirect forwarding.
16b.	[Conditional]Target I-UPF to Target I-SMF: N4 Session Modification Response (Target I-UPF N9 forwarding Information list).
	The Target I-UPF allocates Tunnel Info and returns an N4 Session Modification Response message to the Target I-SMF.
	The Target I-UPF SM N9 forwarding info list includes Target I-UPF N9 address, Target I-UPF N9 Tunnel identifiers for forwarding data.
Case: I-SMF change, step 17~19 are skipped for I-SMF insertion case.
17.	[Conditional]Target I-SMF to Source I-SMF: Nsmf_PDUSession_UpdateSMContext Request.
	Target I-SMF invokes Nsmf_PDUSession_UpdateSMContext Request (Target I-UPF SM N9 forwarding Information list, Operation type) to the source I-SMF in order to establish the indirect forwarding tunnel. The Target I-SMF uses the SM Context ID received from Target AMF for this service operation. The Operation type indicates the establishment of forwarding tunnel(s) for indirect forwarding.
18a.	[Conditional]The source I-SMF initiates a N4 session modification request (Target I-UPF SM N9 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect forwarding) to the source I-UPF to establish indirect forwarding tunnel.
	Indirect forwarding may be performed via a UPF which is different from the Source I-UPF.
18b.	[Conditional]The source I-UPF to source I-SMF: N4 Session Modification Response (source I-UPF SM N3 forwarding Information list).
19.	[Conditional]Source I-SMF to Target I-SMF: Nsmf_PDUSession_UpdateSMContext response (Source I-UPF SM N3 forwarding Information list).
Case: I-SMF insertion, step 20~22 are skipped for I-SMF change case.
20.	[Conditional]Target I-SMF to SMF: Nsmf_PDU Session_UpdateSMContext.
	The Target I-SMF invokes Nsmf_PDUSession_UpdateSMContext Request (Target I-UPF SM N9 forwarding Information list, Operation type) to the SMF in order to establish the indirect forwarding tunnel. The Target I-SMF uses the SM Context ID received from Target AMF for this service operation. The Operation type indicates the establishment of forwarding tunnel(s) for indirect forwarding.
21a.	[Conditional]The SMF initiates a N4 session modification request (UPF SM N9 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect forwarding) to the UPF(PSA) to establish indirect forwarding tunnel.
	Indirect forwarding may be performed via a UPF which is different from the UPF(PSA).
21b	[Conditional] The UPF(PSA) to SMF: N4 Session Modification Response (UPF SM N3 forwarding Information list).
22.	[Conditional] The SMF to Target I-SMF: Nsmf_PDUSession_UpdateSMContext response (UPF SM N3 forwarding Information list).
23.	Target I-SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (N2 SM Information).
	Target I-SMF creates an N2 SM information containing the DL forwarding Tunnel Info to be sent to the S-RAN by Source AMF via the Target AMF. Target I-SMF includes this information in the Nsmf_PDUSession_UpdateSMContext response. The DL forwarding Tunnel Info can be one of the following information:
-	If direct forwarding applies, then Target I-SMF includes the T-RAN N3 forwarding information received in step 15.
-	If the indirect forwarding tunnel is setup, then the SMF includes Source I-UPF forwarding information containing the N3 UP address and the Tunnel ID of the Source I-UPF.
Case: I-SMF removal, step 24~30 are skipped for I-SMF insertion, or I-SMF change case.
24.	T-AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID, N2 SM response received from T-RAN).
	The SMF stores the N3 tunnel info of T-RAN from the N2 SM response if N2 handover is accepted by T-RAN.
25a.	[Conditional] SMF to UPF (PSA): N4 Session modification Request.
	If the Target I-UPF is not selected (i.e. the service area of PSA covers UE location), the SMF sends N4 Session modification request to UPF(PSA) to allocate DL forwarding tunnel(s).
	Indirect forwarding may be performed via a UPF which is different from the UPF(PSA), in which case the SMF selects another UPF for indirect forwarding.
25b.	[Conditional] UPF (PSA) to SMF: N4 Session Modification Response (UPF N9 forwarding Information list).
26a.	[Conditional] SMF to Target I-UPF:
	If the Target I-UPF is selected, the SMF sends N4 Session modification request to Target I-UPF to allocate DL forwarding tunnel(s) for indirect forwarding;
	Indirect forwarding may be performed via a UPF which is different from the Target I-UPF, in which case the SMF selects another UPF for indirect forwarding.
26b.	[Conditional] Target I-UPF to SMF: N4 Session Modification Response (Target I-UPF N9 forwarding Information list).
27.	[Conditional] SMF to Source I-SMF: Nsmf_PDUSession_UpdateSMContext.
	The SMF invokes Nsmf_PDUSession_UpdateSMContext Request (SM N9 forwarding Information list, Operation type) to the source I-SMF in order to establish the indirect forwarding tunnel. The SMF uses the SM Context ID received from T-AMF for this service operation. The Operation type indicates the establishment of forwarding tunnel(s) for indirect forwarding.
28a.	[Conditional] Source I-SMF to Source I-UPF: N4 Session Modification Request.
	The source I-SMF initiates a N4 session modification request (Target I-UPF SM N9 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect forwarding) to the source I-UPF to establish indirect forwarding tunnel.
	Indirect forwarding may be performed via a UPF which is different from the Source I-UPF.
28b.	[Conditional]The source I-UPF to source I-SMF: N4 Session Modification Response (source I-UPF SM N3 forwarding Information list).
29.	[Conditional]The source I-SMF to SMF: Nsmf_PDUSession_UpdateSMContext response (Source I-UPF SM N3 forwarding Information list).
30.	SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (N2 SM Information).
	The SMF creates an N2 SM information containing the DL forwarding Tunnel Info to be sent to the S-RAN by the Source AMF via the Target AMF. The DL forwarding Tunnel Info can be one of the following information:
-	If direct forwarding applies, then the SMF includes the T-RAN N3 forwarding information the SMF received in step 24.
-	If the indirect forwarding tunnel is setup, then the SMF includes Source I-UPF forwarding information containing the N3 UP address and the Tunnel ID of the Source I-UPF.
31.	Same as step 12 in clause 4.9.1.3.2 is performed.
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4.23.9.1	Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
This clause describes a procedure to add a PDU Session Anchor and Branching Point or UL CL controlled by I-SMF.


[bookmark: _CRFigure4_23_9_11]Figure 4.23.9.1-1: Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
1.	UE has an established PDU Session with a UPF including the PDU Session Anchor 1, which is controlled by SMF. The I-SMF and an I-UPF controlled by I-SMF have already been inserted for the PDU Session. Events described in item 1 and 2 of clause 4.23.9.0 have taken place.
2.	At some point, using the list of DNAI(s) of interest for this PDU Session received from the SMF, the I-SMF decides to establish a new PDU Session Anchor e.g. due to UE mobility. The I-SMF selects a UPF and using N4 establishes the new PDU Session Anchor 2 (PSA2) of the PDU Session. During this step:
-	(if needed) the PSA2 CN Tunnel Info of the local N9 termination on the PSA2 may be determined,
-	In the case of IPv6 multi-homing applies to the PDU Session, a new IPv6 prefix corresponding to PSA2 is allocated by the I-SMF or by the UPF supporting the PSA2.
3.	The I-SMF may select a UPF that will be acting as UL CL or Branching Point and replace the current I-UPF.
	If a new UPF that will act as UL CL/Branching Point is selected (i.e. the existing I-UPF is replaced), the I-SMF uses N4 establishment to provide the 5G AN Tunnel Info, the PSA1 and (where applicable) PSA2 CN Tunnel Info to the new UPF.
NOTE 1:	If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then steps 2 and 3 can be merged.
4.	The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of UL CL or Branching Point insertion, IPv6 prefix @PSA2, DNAI(s) supported by PSA2, DL Tunnel Info of the new UL CL/Branching Point, if any) to SMF. Whether the UL CL/Branching Point and PSA2 are supported by the same UPF is transparent to the SMF. Multiple local PSAs (i.e. PSA2) may be inserted at one time, each corresponds to a DNAI and/or an IPv6 prefix in the case of multi-homing.
	The I-SMF informs the SMF that a UL CL or Branching Point is inserted, the I-SMF provides DNAI(s) supported by PSA2 to the SMF. The DL Tunnel Info of UL CL/Branching Point is provided to SMF if a new UPF is selected to replace I-UPF in step 3.
	In the case of IPv6 multi-homing PDU Session, the IPv6 prefix @PSA2 is also provided to SMF.
	The SMF performs the Session Management Policy Modification procedure as defined in clause 4.16.5 to provide the new allocated IPv6 prefix to the PCF. The SMF may also send a notification to the AF, as described in clause 4.3.6.3.
	The DNAI(s) supported by PSA2 may be used by the SMF to determine which PCC rules are to be applied at UPF(s) controlled by the I-SMF. The SMF acknowledges the Nsmf_PDUSession_Update from the I‑SMF
5.	If a new DL Tunnel Info of UL CL/ Branching Point has been provided in step 4, the SMF updates the PSA1 via N4 with the CN Tunnel Info for the downlink traffic. Now the downlink packets from PSA1 are sent to UE via the new UPF which will act as Branching Point/UL CL. The SMF may also update the forwarding rules in PSA1 if some traffic is to be moved to UPFs controlled by I-SMF.
6.	The SMF provides I-SMF with N4 information for the PSA and for the UL CL with a SMF initiated Nsmf_PDUSession_Update Request (set of (N4 information, involved DNAI), Indication of no DNAI change, Indication of no local PSA change)). The SMF generates N4 information for local traffic handling based on PCC rules and CHF requests that will be enforced by UPFs controlled by I-SMF. The N4 information for local traffic handling corresponds to N4 rules (PDR, FAR, URR, QER, etc.) related with the support of a DNAI. This is described in clause 5.34.6 of TS 23.501 [2]. N4 information for local traffic handling may indicate information (as the 5G AN Tunnel Info) that the SMF does not know and that the I-SMF needs to determine itself to build actual rules sent to the UPF(s). If the rule is applied to the local PSA, the N4 information includes the associated DNAI.
	If the "Indication of application relocation possibility" or "UE IP address preservation indication" attributes are included in the PCC rule, the SMF includes the corresponding Indication of no DNAI change and Indication no local PSA change respectively.
	If the CN Tunnel Info at the PSA1 has changed, the SMF may also provide its new value.
	The I-SMF uses N4 information for local traffic handling received from the SMF as well as 5G AN Tunnel Info received from the 5G AN via the AMF and local configuration to determine N4 rules to send to the UPF(s) it is controlling.
7.	The I-SMF updates the PSA2 via N4 providing N4 rules determined in step 6. It also provides the Branching Point or UL CL CN Tunnel Info for down-link traffic if the PSA2 and the UL CL/Branching Point are supported by different UPF(s).
8. The I-SMF updates the Branching Point or UL CL via N4 providing N4 rules determined in step 6.
NOTE 2:	If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then step 7 and step 8 can be merged.
9.	The I-SMF Issues a Nsmf_PDUSession_Update Response to SMF that may include N4 information received from the local UPF(s).
10.	Steps 6-8 of clause 4.3.5.4 are performed. In the case of IPv6 multi-homing PDU Session, the SMF notifies the UE of the IPv6 prefix @PSA2 and updates the UE with IPv6 multi-homed routing rule via a PSA controlled by the SMF.
NOTE 3:	Step 6 of clause 4.3.5.4 is skipped if the current I-UPF is selected to act as Branching Point or UL CL.
11.	If a new UPF is selected to replace I-UPF in step 3, the I-SMF uses N4 Release to remove the I-UPF of the PDU Session. The I-UPF releases resources for the PDU Session.
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4.26.5.3	SMF Context Transfer procedure, LBO or no Roaming, no I-SMF
In the case of dynamic IP address assignment (IPv4 address and/or IPv6 prefix), the procedure in figure 4.26.4.1.1-1 assumes that, if the UE IP address is received from Old SMF, the control of the IP address(es) assigned by Old SMF is moved to New SMF by O&M procedures. New SMF is in full control of the concerned IP address(es) when the transfer is complete.
NOTE 1:	If UPF has the IP point of presence from the DNN, the same UPF is used.


[bookmark: _CRFigure4_26_4_1_11]Figure 4.26.4.1.1-1: Context transfer of a PDU session
1.	SM context transfer is triggered, e.g. by OAM to Old SMF including SUPI, PDU session ID and New SMF ID or SMF set ID. The SMF selection by using SMF set ID not applicable when the IP range is managed by SMF.
2.	[Conditional - depending on current subscription] Old SMF subscribes to events when UE status becomes CM-IDLE or CM-CONNECTED with RRC_INACTIVE state (Namf_EventExposure_Subscribe).
3.	[Conditional - depending on the event] The AMF detects the monitored event occurs and sends the event report by means of Namf_EventExposure_Notify message, to Old SMF.
4.	From Old SMF to AMF Nsmf_PDUSession_SMContextStatusNotify (SMF transfer indication, Old SMF ID, New SMF ID or SMF set ID from Step 1, PDU Session ID, SUPI, SM Context ID).
5.	AMF, or SCP if delegated discovery is used, uses New SMF ID or SMF set ID to select New SMF and sends Nsmf_PDUSession_CreateSMContext request (PDU Session ID, Old SMF ID, SM Context ID in Old SMF, UE location info, Access Type, RAT Type, Operation Type, SMF transfer indication). The same PDU Session ID as received in step 4 is used. If the AMF receives the service request from the UE for the PDU session(s) affected by this procedure the AMF delays the transaction with the SMF until the step 13 completes. If the AMF receives the UE context transfer request from the other AMF due to the UE mobility, the AMF defers the response until the step 13 completes. Also, to avoid infinite waiting time, the AMF starts a locally configured guard timer upon sending the request to the SMF and the AMF decides the procedure has failed at expiry of the guard timer.
NOTE 2:	Either delay or failure of the SM Context transfer may incur timeout or failure in UE procedure(s).
6.	From New SMF to Old SMF SMF Nsmf_PDUSession_ContextRequest request (SM Context type, SM Context ID, SMF transfer indication). If New SMF is not capable to transfer this SM Context (e.g. it is not responsible for the IP range), steps 9 to 12 are skipped.
7.	Old SMF releases the N4 session with the UPF by sending a flag notifying the UPF about the expected re-establishment of the N4 session for the same PDU session. Based on this, if supported, the UPF should delay the release of the N4 session up to step 10.2 to allow for uninterrupted packet handling until the N4 session is re-established by New SMF.
8.	From Old SMF to New SMF Nsmf_PDUSession_ContextRequest response (SM Context or endpoint address where New SMF can retrieve SM Context). The SM Context includes the IP address(es) if the PDU session is of type IPv4, IPv6 or IPv4v6, or the Ethernet MAC address(es) if the PDU session if of type Ethernet as well as the UPF to be selected by New SMF. Old SMF starts a timer to monitor the SMF context transferring process.
9.	[Conditional] If dynamic PCC is used for the PDU Session, New SMF sets up a new policy association towards PCF.
10.1.	UPF receives a N4 session establishment request for the same PDU session from step 7. The parameters from step 8 and if applies, step 9 are used.
10.2.	New SMF performs a full re-establishment of the N4 session, establishing a new N4 session. All information related to the N4 session of Old SMF that is not used by the N4 session of New SMF is removed from UPF if not already done.
11.	New SMF registers to UDM. The information stored at the UDM includes SUPI, SMF identity and the associated DNN and PDU Session ID.
12.	New SMF subscribes to subscription changes for the UE.
13.	From New SMF to AMF: Nsmf_PDUSession_CreateSMContext response. If this response indicates a redirect (e.g. another SMF in the set), the procedure moves to step 5 with the indicated endpoint address as target.
14.	UDM notifies Old SMF that it is deregistered for the PDU Session by sending Nudm_UECM_DeregistrationNotification, optionally including New SMF ID
15.	[Conditional] If 14 was not received and the timer from step 8 expires, Old SMF re-establishes the N4 session. The UPF may for the purpose use the information stored in step 7. In this case, the procedure ends here.
16.	[Conditional] If Nudm_UECM_DeregistrationNotification in step 14 was received, Old SMF removes its policy association with PCF. Any changes to the QoS rules need to be sent to the UE when it becomes active.
17.	Old SMF releases any internal resources corresponding to the indicated PDU session. Subscribers to SMContextStatusNotify for the transferred SM context are notified of the context transfer and optionally of the new location of the transferred SM context.
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5.2.2.5.3	Namf_Location_EventNotify service operation
Service operation name: Namf_Location_EventNotify
Description: Provides UE location related event information related to emergency sessions or deferred location to the consumer NF.
Input, Required: Type of location related event (e.g. emergency session initiation, deferred location for the UE available event, activation of location for periodic or triggered location, mobility of a target UE to a new AMF or MME for a deferred location), UE Identification (SUPI or PEI).
Input, Optional: GPSI, Geodetic Location, Local Location including Coordinate ID, Civic Location, Indoor/Outdoor indicatioindication, Position methods used, Notification Target address, Notification Correlation ID, address of a new AMF or MME or MSC server Identity for 5G-SRVCC as specified in TS 23.216 [81], achieved Location QoS Accuracy.
Output, Required: None.
Output, Optional: None.
See steps 5 and 8 of clause 6.10.1 and step 19 of clause 6.3.1 of TS 23.273 [51] and clause 6.5.4 of TS 23.216 [81] for examples of usage of this service operation.
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[bookmark: _CR5_2_3_2_3][bookmark: _Toc162424454]5.2.3.2.3	Nudm_UECM_Deregistration service operation
Service operation name: Nudm_UECM_Deregistration.
Description: The NF consumer requests the UDM to delete the information related to the NF in the UE context. When the consumer is AMF, this implies that the subscriptions to be notified when the NF is deregistered in UDM (i.e. Nudm_UECM_DeregistrationNotification) are also removed.
Inputs, Required: SUPI, NF type, Access Type, PDU Session IdPDU Session ID (if NF Type is SMF), Analytics ID(s) (if NF Type is NWDAF).
-	Access Type is included only when the NF type indicates AMF or SMSF.
Inputs, Optional: None.
Outputs, Required: Result Indication.
Outputs, Optional: None.
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5.2.3.3	Nudm_SubscriberDataManagement (SDM) Service
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Subscription data types used in the Nudm_SubscriberDataManagement Service are defined in Table 5.2.3.3.1-1 below.
[bookmark: _CRTable5_2_3_3_11]Table 5.2.3.3.1-1: UE Subscription data types
	Subscription data type
	Field
	Description

	Access and Mobility Subscription data (data needed for UE
	GPSI List
	List of the GPSI (Generic Public Subscription Identifier) used both inside and outside of the 3GPP system to address a 3GPP subscription (see NOTE 9).

	Registration and Mobility Management)
	Internal Group ID-list
	List of the subscribed internal group(s) that the UE belongs to.

	
	Subscribed UE-AMBR
	The maximum aggregated uplink and downlink MBRs to be shared across all Non-GBR QoS Flows according to the subscription of the user.

	
	Subscribed UE-Slice-MBR(s)
	List of maximum aggregated uplink and downlink MBRs to be shared across all GBR and Non-GBR QoS Flows related to the same S-NSSAI according to the subscription of the user. There is a single uplink and a single downlink value per S-NSSAI.

	
	Subscribed S-NSSAIs
	The Network Slices that the UE subscribes to. In the roaming case, it indicates the subscribed Network Slices applicable to the Serving PLMN (NOTE 11).
For a subscribed S-NSSAI subject to NSAC for the registered number of UE, the applicable NSAC admission mode is included as described in clause 4.2.11.5.2.

	
	Default S-NSSAIs
	The Subscribed S-NSSAIs marked as default S-NSSAI. In the roaming case, only those applicable to the Serving PLMN (NOTE 12).

	
	Slice Usage Policy information
	Includes:
[bookmark: _PERM_MCCTEMPBM_CRPT57010010___2]-	indication the S-NSSAI is on demand; and
-	slice deregistration inactivity timer value.
The AMF uses this information as described in clause 5.15.15 of TS 23.501 [2].
(NOTE 22)

	
	S-NSSAIs subject to Network Slice-Specific Authentication and Authorization
	The Subscribed S-NSSAIs marked as subject to NSSAA. When present, the GPSI list shall include at least one GPSI.

	
	Network Slice Simultaneous Registration Group Information
	Optionally, for each S-NSSAI in the Subscribed S-NSSAIs, one or more value of Network Slice Simultaneous Registration Group(s) (NOTE 11) associated with the S-NSSAI.

	
	Network Slice validity time information
	Optionally, if the Subscribed S-NSSAI is temporarily available network slice, one validity time is associated with this S-NSSAI.

	
	UE Usage Type
	As defined in clause 5.15.7.2 of TS 23.501 [2].

	
	RAT restriction
	3GPP and non-3GPP Radio Access Technology(ies) not allowed the UE to access.

	
	Forbidden area
	Defines areas in which the UE is not permitted to initiate any communication with the network.

	
	Service Area Restriction
	Indicates Allowed Areas in which the UE is permitted to initiate communication with the network and Non-allowed areas in which the UE and the network are not allowed to initiate Service Request or SM signalling to obtain user services.

	
	Core Network type restriction
	Defines whether UE is allowed to connect to 5GC and/or EPC for this PLMN.

	
	CAG information
	The CAG information includes Allowed CAG list and optionally an indication whether the UE is only allowed to access 5GS via CAG cells and each entry in the Allowed CAG list may also be associated with time validity information as defined in clause 5.30.3 of TS 23.501 [2].

	
	CAG information Subscription Change Indication
	When present, indicates to the serving AMF that the CAG information in the subscription data changed and the UE must be updated.

	
	RFSP Index
	An index to specific RRM configuration in the NG-RAN.

	
	Subscribed Periodic Registration Timer
	Indicates a subscribed Periodic Registration Timer value, which may be influenced by e.g. network configuration parameter as specified in clause 4.15.6.3a.

	
	Subscribed Active Time
	Indicates a subscribed active time value, which may be influenced by e.g. network configuration parameter as specified in clause 4.15.6.3a.

	
	MPS priority
	Indicates the user is subscribed to MPS as indicated in clause 5.16.5 of TS 23.501 [2].

	
	MCX priority
	Indicates the user is subscribed to MCX as indicated in clause 5.16.6 of TS 23.501 [2].

	
	AMF-Associated Expected UE Behaviour parameters
	Information on expected UE movement and communication characteristics. See clause 4.15.6.3

	
	Steering of Roaming
	List of preferred PLMN/access technology combinations and/or Credentials Holder controlled prioritized lists of preferred SNPNs and GINs and/or Credentials Holder controlled prioritized lists of preferred SNPNs and GINs for accessing Localized Services (see NOTE 21) or HPLMN/Credentials Holder indication that no change of the above list(s) stored in the UE is needed (see NOTE 3).
Optionally includes an indication that the UDM requests an acknowledgement of the reception of this information from the UE.

	
	SoR Update Indicator for Initial Registration
	An indication whether the UDM requests the AMF to retrieve SoR information when the UE performs Registration with NAS Registration Type "Initial Registration".

	
	SoR Update Indicator for Emergency Registration
	An indication whether the UDM requests the AMF to retrieve SoR information when the UE performs Registration with NAS Registration Type "Emergency Registration".

	
	Network Slicing Subscription Change Indicator
	When present, indicates to the serving AMF that the subscription data for network slicing changed and the UE configuration must be updated.

	
	Provide the UE with the full set of subscribed S-NSSAIs
	Indicates the AMF to provide the UE with the full set of subscribed S-NSSAIs even if they do not share a common NSSRG.

	
	Tracing Requirements
	Trace requirements about a UE (e.g. trace reference, address of the Trace Collection Entity, etc.) is defined in TS 32.421 [39].

	
	Inclusion of NSSAI in RRC Connection Establishment Allowed
	When present, it is used to indicate that the UE is allowed to include NSSAI in the RRC connection Establishment in clear text for 3GPP access.

	
	Service Gap Time
	Used to set the Service Gap timer for Service Gap Control (see clause 5.31.16 of TS 23.501 [2]).

	
	Subscribed DNN list
	List of the subscribed DNNs for the UE (NOTE 1). Used to determine the list of LADN available to the UE as defined in clause 5.6.5 of TS 23.501 [2].

	
	LADN Service Area
	List of Tracking Areas configured per DNN and S-NSSAI within which UE is permitted to initiate Service Request or SM signalling.

	
	UDM Update Data
	Includes a set of parameters see clause 4.20.1 for parameters possible to deliver) to be delivered from UDM to the UE via NAS signalling as defined in clause 4.20 (NOTE 3).

Optionally includes an indication that the UDM requests an acknowledgement of the reception of this information from the UE and an indication for the UE to re-register.

	
	NB-IoT UE priority
	Numerical value used by the NG-RAN to prioritise between UEs accessing via NB-IoT.

	
	Enhanced Coverage Restriction
	Specifies whether CE mode B is restricted for the UE, or both CE mode A and CE mode B are restricted for the UE, or both CE mode A and CE mode B are not restricted for the UE.

	
	NB-IoT Enhanced Coverage Restriction
	Indicates whether Enhanced Coverage for NB-IoT UEs is restricted or not.

	
	IAB-Operation allowed
	Indicates that the subscriber is allowed for IAB-operation as specified in clause 5.35.2 of TS 23.501 [2].

	
	MBSR Operation allowed
	Indicates the subscriber is allowed for MBSR operation as specified in clause 5.35A.4 of TS 23.501 [2]. If present, additional location information (i.e. a list of TAIs or Area Codes that can be interpreted by AMF into TAIs ) and/or time information (including one or more time windows, and/or one or more recurring time periods) may also be present to restrict the MBSR operation to be within the location and time provided.

	
	Charging Characteristics
	It contains the Charging Characteristics as defined in Annex A of TS 32.256 [71].
This information, when provided, shall override any corresponding predefined information at the AMF.

	
	Extended idle mode DRX cycle length
	Indicates a subscribed extended idle mode DRX cycle length value.

	
	PCF Selection Assistance info
	list of combination of DNN and S-NSSAI that indicates that the same PCF needs to be selected for AM Policy Control and SM Policy Control (NOTE 10).

	
	AerialUESubscriptionInfo
	Aerial UE Subscription Information. It contains an Indication on whether Aerial service for the UE is allowed or not.

	
	5G Access Stratum-based Time Synchronization Service Data
	Includes the Access Stratum Time Synchronization Service Authorization to indicate whether the UE should be provisioned with 5G system internal clock timing information over access stratum.

Optionally includes an Uu time synchronization error budget.

Optionally includes one or more periods of start and stop times defining the times when the UE should be provisioned with 5G system internal clock timing information.

Optionally includes a Time Synchronization Coverage Area comprising a list of TAs where the UE shall be provisioned with 5G system internal clock timing information (NOTE 19).

Optionally includes a clock quality detail level to indicate whether and which clock quality information to provide to the UE. It comprises one of the following values: clock quality metrics or acceptable/not acceptable indication.

Optionally includes the clock quality acceptance criteria for the UE. It may be defined based on one or more of the following attributes: time source, traceability to UTC and to GNSS, synchronization state, clock accuracy, frequency stability.

	
	Routing Indicator
	Routing Indicator assigned to the SUPI.

	
	ODB for Packet services
	Operator Determined Barring for Packet Oriented Services. See TS 23.015 [90] and TS 29.503 [52] for the handling of ODB for Packet service parameter.

	
	QMC Configuration information
	The content of QMC Configuration information (e.g. QoE reference, QoE collection entity address, etc.) is defined in TS 28.405 [92].

	
	NCR-Operation allowed
	Indicates that the subscriber is allowed for NCR-operation as specified in clause 5.xx of TS 23.501 [2].

	Slice Selection Subscription data (data needed for 
	Subscribed S-NSSAIs
	The Network Slices that the UE subscribes to. In roaming case, it indicates the subscribed network slices applicable to the serving PLMN (NOTE 11).

	Slice Selection as described in clause 4.2.2.2.3 and
	Default S-NSSAIs
	The Subscribed S-NSSAIs marked as default S-NSSAI. In the roaming case, only those applicable to the Serving PLMN (NOTE 12).

	in clause 4.11.0a.5)
	S-NSSAIs subject to Network Slice-Specific Authentication and Authorization
	The Subscribed S-NSSAIs marked as subject to NSSAA.

	
	Network Slice Simultaneous Registration Group (NSSRG) Information
	Optionally, for each S-NSSAI in the Subscribed S-NSSAIs, the one or more value of Network Slice Simultaneous Registration Group(s) (NOTE 11) associated with the S-NSSAI.

	
	Network Slice validity time information
	Optionally, if the Subscribed S-NSSAI is temporarily available network slice, one validity time is associated with this S-NSSAI.

	SMF Selection
	SUPI
	Key

	Subscription data (data needed for SMF
	SMF Selection Subscription data contains one or more S-NSSAI level subscription data:

	Selection as described
	S-NSSAI
	Indicates the value of the S-NSSAI.

	in clause 6.3.2 of
	Subscribed DNN list
	List of the subscribed DNNs for the UE (NOTE 1).

	TS 23.501 [2])
	Default DNN
	The default DNN if the UE does not provide a DNN (NOTE 2).

	
	DNN(s) subject to aerial services
	List of DNNs that are used for aerial services (e.g. UAS operations or C2, etc.) as described in TS 23.256 [80]. (see NOTE 13).

	
	LBO Roaming Information
	Indicates whether LBO roaming is allowed per DNN, or per (S-NSSAI, subscribed DNN). (NOTE 16)

	
	HR-SBO allowed indication
	Indicates whether Session Breakout for HR Session in VPLMN is allowed per DNN, or per (S-NSSAI, subscribed DNN).
(NOTE 17)

	
	Interworking with EPS indication list
	Indicates whether EPS interworking is supported per (S-NSSAI, subscribed DNN).

	
	Same SMF for Multiple PDU Sessions to the same DNN and S-NSSAI
	Indication whether the same SMF for multiple PDU Sessions to the same DNN and S-NSSAI is required.

	
	Invoke NEF indication
	When present, indicates, per S-NSSAI and per DNN, that NEF based infrequent small data transfer shall be used for the PDU Session (see NOTE 8).

	
	SMF information for static IP address/prefix
	When static IP address/prefix is used, this may be used to indicate the associated SMF information per (S-NSSAI, DNN).

	UE context in SMF
	SUPI
	Key.

	data
	PDU Session IdPDU Session ID(s)
	List of PDU Session IdPDU Session ID(s) for the UE.

	
	For emergency PDU Session IdPDU Session ID:

	
	Emergency Information
	The SMF+PGW-C FQDN for emergency session used for interworking with EPC.

	
	For each non-emergency PDU Session IdPDU Session ID:

	
	DNN
	DNN for the PDU Session.

	
	SMF
	Allocated SMF for the PDU Session. Includes SMF IP Address and SMF NF Id.

	
	SMF+PGW-C FQDN
	The S5/S8 SMF+PGW-C FQDN used for interworking with EPS (see NOTE 5).

	
	PCF ID
	The PCF ID serving the PDU Session/PDN Connection.

	SMS Management Subscription data (data needed by
	SMS parameters
	Indicates SMS parameters subscribed for SMS service such as SMS teleservice, SMS barring list

	SMSF for SMSF Registration)
	Trace Requirements
	Trace requirements about a UE (e.g. trace reference, address of the Trace Collection Entity, etc.) is defined in TS 32.421 [39].
This information is only sent to a SMSF in HPLMN.

	
	Routing Indicator
	Routing Indicator assigned to the SUPI.

	SMS Subscription data
	SMS Subscription
	Indicates subscription to any SMS delivery service over NAS irrespective of access type.

	(data needed in AMF)
	
	

	UE Context in SMSF data
	SMSF Information
	Indicates SMSF allocated for the UE, including SMSF address and SMSF NF ID.

	
	Access Type
	3GPP or non-3GPP access through this SMSF

	Session Management Subscription data (data needed for PDU
	GPSI List
	List of the GPSI (Generic Public Subscription Identifier) used both inside and outside of the 3GPP system to address a 3GPP subscription.

	Session Establishment)
	Internal Group ID-list
	List of the subscribed internal group(s) that the UE belongs to.

	
	Trace Requirements
	Trace requirements about a UE (e.g. trace reference, address of the Trace Collection Entity, etc…) is defined in TS 32.421 [39].
This information is only sent to a SMF in the HPLMN or one of its equivalent PLMN(s).

	
	Routing Indicator
	Routing Indicator assigned to the SUPI.

	
	Session Management Subscription data contains one or more S-NSSAI level subscription data:

	
	S-NSSAI
	Indicates the value of the S-NSSAI.
For a subscribed S-NSSAI subject to NSAC for the established PDU session number, the applicable NSAC admission mode is included as described in clause 4.2.11.5.2.

	
	Subscribed DNN list
	List of the subscribed DNNs for the S-NSSAI (NOTE 1).

	
	Slice Usage Policy information
	Includes:
[bookmark: _PERM_MCCTEMPBM_CRPT57010011___2]-	indication the S-NSSAI is on demand; and
-	PDU Session inactivity timer value.
The SMF uses this information as described in clause 5.15.15 of TS 23.501 [2].
(NOTE 22).

	
	ODB for Packet services
	Operator Determined Barring for Packet Oriented Services. See TS 23.015 [90] and TS 29.503 [52] for the handling of ODB for Packet service parameter.

	
	For each DNN in S-NSSAI level subscription data:

	
	DNN
	DNN for the PDU Session.

	
	Aerial service indication
	Indicates whether the DNN is used for aerial services (e.g. UAS operations or C2, etc.) as described in TS 23.256 [80].

	
	Framed Route information
	Set of Framed Routes. A Framed Route refers to a range of IPv4 addresses / IPv6 Prefixes to associate with a PDU Session established on this (DNN, S-NSSAI).
See NOTE 4.

	
	IP Index information
	Information used for selecting how the UE IP address is to be allocated (see clause 5.8.2.2.1 of TS 23.501 [2]).

	
	Allowed PDU Session Types
	Indicates the allowed PDU Session Types (IPv4, IPv6, IPv4v6, Ethernet and Unstructured) for the DNN, S-NSSAI. See NOTE 6.

	
	Default PDU Session Type
	Indicates the default PDU Session Type for the DNN, S-NSSAI.

	
	Allowed SSC modes
	Indicates the allowed SSC modes for the DNN, S-NSSAI.

	
	Default SSC mode
	Indicate the default SSC mode for the DNN, S-NSSAI.

	
	Interworking with EPS indication
	Indicates whether interworking with EPS is supported for this DNN and S-NSSAI.

	
	5GS Subscribed QoS profile
	The QoS Flow level QoS parameter values (5QI and ARP) for the DNN, S-NSSAI (see clause 5.7.2.7 of TS 23.501 [2]).

	
	Charging Characteristics
	It contains Charging Characteristics as defined in Annex A clause A.1 of TS 32.255 [45]. This information, when provided, shall override any corresponding predefined information at the SMF.

	
	Subscribed-Session-AMBR
	The maximum aggregated uplink and downlink MBRs to be shared across all Non-GBR QoS Flows in each PDU Session, which are established for the DNN, S-NSSAI.

	
	Static IP address/prefix
	Indicate the static IP address/prefix for the DNN, S-NSSAI.

	
	User Plane Security Policy
	Indicates the security policy for integrity protection and encryption for the user plane.

	
	PDU Session continuity at inter RAT mobility
	Provides for this DDN, S-NSSAI how to handle a PDU Session when UE the moves to or from NB-IoT. Possible values are: maintain the PDU session; disconnect the PDU session with a reactivation request; disconnect PDU session without reactivation request; or to leave it to local VPLMN policy.

	
	NEF Identity for NIDD
	When present, indicates, per S-NSSAI and per DNN, the identity of the NEF to anchor Unstructured PDU Session. When not present for the S-NSSAI and DNN, the PDU session terminates in UPF (see NOTE 8).

	
	NIDD information
	Information such as External Group Identifier, External Identifier, MSISDN, or AF Identifier used for SMF-NEF Connection.

	
	SMF-Associated Expected UE Behaviour parameters
	Parameters on expected characteristics of a PDU Session their corresponding validity times as specified in clause 4.15.6.3.

	
	SMF-Associated Application-Specific Expected UE Behaviours parameters
	Parameters characterise the foreseen behaviour of a UE for a specific application as specified in clause 4.15.6.3f.

	
	Suggested number of downlink packets
	Parameters on expected PDU session characteristics as specified in clauses 4.15.3.2.3b and 4.15.6.3a.

	
	ATSSS information
	Indicates whether MA PDU session establishment is allowed.

	
	Secondary authentication indication
	Indicates that whether the Secondary authentication/authorization (as defined in clause 5.6 of TS 23.501 [2]) is required for PDU Session Establishment or PDN Connection Establishment as specified in clause 4.3.2.3 and clause H.2. (see NOTE 14)

	
	DN-AAA Server UE IP address allocation indication
	Indicates that whether the SMF is required to request the UE IP address from the DN-AAA Server (as defined in clause 5.6 of TS 23.501 [2]) for PDU Session Establishment or or PDN Connection Establishment as specified in clause 4.3.2.3 and clause H.2.

	
	DN-AAA Server addressing information
	If at least one of secondary DN-AAA authentication, DN-AAA authorization or DN-AAA UE IP address allocation is required by subscription data, the subscription data may also contain DN-AAA Server addressing information.

	
	Edge Configuration Server Address Configuration Information
	Consists of one or more ECS Configuration Information as defined in clause 8.3.2.1 of TS 23.558 [83]. The ECS Configuration Information sent by UDM to SMF is associated with the PLMN ID where the UE is roaming on. (see NOTE 20)

	
	API based secondary authentication indication
	Indicates that whether the API based Secondary authentication/authorization (as defined in clause 5.2.3 of TS 23.256 [80]) is required for PDU Session Establishment or PDN Connection Establishment as specified in clause 4.3.2.3 and clause H.2 (see NOTE 14).

	
	UE authorization for EAS discovery via EASDF
	Indicates whether the UE is authorized to use 5GC assisted EAS discovery via EASDF (as defined in TS 23.548 [74]).

	
	HR-SBO authorization indication
	Indicates whether the VPLMN is authorized for Home Routed Session Breakout (HR-SBO) (see NOTE 17 and NOTE 18).

	Identifier translation
	SUPI
	Corresponding SUPI for input GPSI.

	
	(Optional) MSISDN
	Corresponding GPSI (MSISDN) for input GPSI (External Identifier). This is optionally provided for legacy SMS infrastructure not supporting MSISDN-less SMS. The presence of an MSISDN should be interpreted as an indication to the NEF that MSISDN shall be used to identify the UE when sending the SMS to the SMS-SC via T4.

	
	GPSI
	Corresponding GPSI for input SUPI and associated application information (e.g. Application Port ID) (NOTE 15).

	Intersystem continuity Context
	(DNN, PGW FQDN) list
	For each DNN, indicates the SMF+PGW-C which support interworking with EPC.

	LCS privacy
(data needed by GMLC)
	LCS privacy profile data
	Provides information for LCS privacy classes and Location Privacy Indication (LPI) as defined in clause 5.4.2 of TS 23.273 [51]

	LCS mobile origination
(data needed by AMF)
	LCS Mobile Originated Data
	When present, indicates to the serving AMF which LCS mobile originated services are subscribed as defined in clause 7.1 of TS 23.273 [51].

	User consent (see TS 23.288 [50])
	User consent for UE data collection
	Indicates whether the user has given consent for collecting, distributing and analysing UE related data. User consent is provided per purpose (e.g. analytics, model training).

	UE reachability
	UE reachability information
	Provides, per PLMN, the list of NF IDs or the list of NF sets or the list of NF types authorized to request notification for UE's reachability (NOTE 7).

	V2X Subscription data (see TS 23.287 [73])
	NR V2X Services Authorization
	Indicates whether the UE is authorized to use the NR sidelink for V2X services as Vehicle UE, Pedestrian UE, or both.

	
	LTE V2X Services Authorization
	Indicates whether the UE is authorized to use the LTE sidelink for V2X services as Vehicle UE, Pedestrian UE, or both.

	
	NR UE-PC5-AMBR
	AMBR of UE's NR sidelink (i.e. PC5) communication for V2X services.

	
	LTE UE-PC5-AMBR
	AMBR of UE's LTE sidelink (i.e. PC5) communication for V2X services.

	A2X Subscription data (see TS 23.256 [80])
	NR A2X Services Authorization
	Indicates whether the UE is authorized to use the NR sidelink for A2X services.

	
	LTE A2X Services Authorization
	Indicates whether the UE is authorized to use the LTE sidelink for A2X services.

	
	NR UE-PC5-AMBR for A2X
	AMBR of UE's NR sidelink (i.e. PC5) communication for A2X services.

	
	LTE UE-PC5-AMBR for A2X
	AMBR of UE's LTE sidelink (i.e. PC5) communication for A2X services.

	[bookmark: _PERM_MCCTEMPBM_CRPT57010012___2][bookmark: _PERM_MCCTEMPBM_CRPT16500008___2]ProSe Subscription data (see TS 23.304 [77])
	ProSe Service Authorization
	Indications for whether the UE is authorised to use the 5G ProSe service(s), including:
-	use 5G ProSe Direct Discovery;
-	use 5G ProSe Direct Communication;
-	act as a 5G ProSe Remote UE;
-	serve as a 5G ProSe UE-to-Network Relay;
-	use multi-path communication via direct Uu path and via 5G ProSe Layer-2 UE-to-Network Relay as a 5G ProSe Layer-2 Remote UE;
-	act as a 5G ProSe End UE; and
-	serve as a 5G ProSe UE-to-UE Relay.

	
	ProSe NR UE-PC5-AMBR
	AMBR of UE's NR sidelink (i.e. PC5) communication for ProSe services.

	MBS Subscription data (see TS 23.247 [78])
	MBS Service Authorization
	Indicates whether the UE is authorized to use Multicast MBS service. May also indicate the multicast MBS Session which the UE is allowed to join if the UE is authorized to use multicast MBS Service.

	
	MBS Assistance Information
	Include MBS assistance information for a UE that joins a multicast group.

	Time Synchronization Subscription data (see clause 5.27.1.11 of TS 23.501 [2])
	AF Request Authorization Information
	Includes the AF Request Authorization to indicate whether the UE is authorized for an AF-requested 5G access stratum-based time distribution and (g)PTP-based time distribution services (per DNN/S-NSSAI). The indication is provided separately for each service.

Optionally includes a list of TA(s) which specifies the Authorized Time Synchronization Coverage Area in which an AF may request time synchronization services (NOTE 19).

Optionally, one or more periods of authorized start and stop times, which indicates the allowed time period during which an AF may request time synchronization services.

Optionally, authorized Uu time synchronization error budget, which indicates the limit the AF may request.

Optionally includes information to determine whether the AF may request
-	to provide clock quality metric information to the UE;
-	to provide an acceptable/not acceptable indication to the UE.

Optionally includes one or more sets of the clock quality acceptance criteria for the UE that the AF may request. Clock quality acceptance criteria may be defined using TSS attributes from Table 5.27.1.12-1 of TS 23.501 [2].

	
	Subscribed Time Synchronization Service ID(s)
	Each containing the DNN/S-NSSAI and a reference to a PTP instance configuration pre-configured at the TSCTSF.

Optionally, for each PTP instance configuration, one or more periods of start and stop times defining active times of time synchronization service for the PTP instance.

Optionally, for each PTP instance configuration, a Time Synchronization Coverage Area defining a list of TAs where the (g)PTP-based time synchronization is available for the UEs in the PTP instance (NOTE 19).

Optionally, for each PTP instance configuration, Uu time synchronization error budget.

	Ranging/Sidelink Positioning Subscription data (see TS 23.586 [88])
	Ranging/SL Positioning Service Authorization
	Indicates whether the UE is authorized to use Ranging/SL Positioning Service.

	NOTE 1:	The Subscribed DNN list can include a wildcard DNN.
NOTE 2:	The default DNN shall not be a wildcard DNN.
NOTE 3:	The Steering of Roaming information and UDM Update Data are protected using the mechanisms defined in TS 33.501 [15].
NOTE 4:	Framed Route information and Framed Route(s) are defined in TS 23.501 [2].
NOTE 5:	Depending on the scenario PGW-C FQDN may be for S5/S8, or for S2b (ePDG case).
NOTE 6:	The Allowed PDU Session Types configured for a DNN which supports interworking with EPC should contain only the PDU Session Type corresponding to the PDN Type configured in the APN that corresponds to the DNN.
NOTE 7:	Providing a list of NF types or a list of NF sets may be more appropriate for some deployments, e.g. in highly dynamic NF lifecycle management deployments.
NOTE 8:	For a S-NSSAI and a DNN, the "Invoke NEF Indication" shall be present in the SMF selection subscription data if and only if the "NEF Identity for NIDD" Session Management Subscription Data includes a NEF Identity. When the "NEF Identity for NIDD" Session Management Subscription Data includes a NEF Identity for a S-NSSAI and DNN, the "Control Plane Only Indicator" will always be set for PDU Sessions to this S-NSSAI and DNN (see clause 5.31.4.1 of TS 23.501 [2]).
NOTE 9:	When multiple GPSIs are included in the GPSI list, any GPSI in the list can be used in NSSAA procedures.
NOTE 10:	The same PCF can be selected to serve the UE and to serve one or multiple PDU sessions, each of them is indicated in the list of S-NSSAI, DNN combinations in the PCF Selection Assistance Info. Providing one combination of DNN and S-NSSAI in the PCF Selection Assistance Info is assumed if interworking with EPS is needed. In case multiple PDU sessions to one DNN, S-NSSAI are established in EPS, it is appropriate to select same PCF by configuration or by using existing method, e.g. same PCF selection in usage monitoring.
NOTE 11:	If Network Slice Simultaneous Registration Group information is present and the VPLMN does not support the subscription-based restrictions to simultaneous registration of network slices, the subset of the Subscribed S-NSSAIs defined in clause 5.15.12 of TS 23.501 [2], are included, without providing the NSSRG information.
NOTE 12:	The Default S-NSSAIs (if more than one is present) are associated with common NSSRG values if NSSRG information is present. At least one Default S-NSSAI shall be present in a subscription including NSSRG information.
NOTE 13:	When UUAA is performed in the AMF (as in clause 5.2.2 of TS 23.256 [80]) and UUAA-MM status is FAILED or PENDING, the AMF shall reject PDU session establishment requests from the UE for a DNN that is subject to aerial services.
NOTE 14:	For a DNN in S-NSSAI either a DN-AAA based secondary authentication, or an API based secondary authentication can be configured. When API based authentication of the PDU session is required, Secondary authentication indication shall not be present.
NOTE 15:	A GPSI may be associated with Application Port ID, MTC Provider Information and/or AF Identifier.
NOTE 16:	For non-roaming UE (e.g. accessing SNPN with CH credentials), LBO roaming information does not apply.
NOTE 17:	This information applies only for HR PDU Session.
NOTE 18:	This information is only valid for the current serving network. When Session Breakout for HR Session is authorized, usage of corresponding EAS Deployment Information and AF traffic influence in VPLMN is also authorized.
NOTE 19:	The subscribed Time Synchronization Coverage Area shall be inside of the Allowed Areas as per UE's service area restriction.
NOTE 20:	For roaming UE in a visited PLMN, the corresponding PLMN ID is provided with Edge Configuration Server (ECS) Address Configuration Information.
NOTE 21:	The entries in the Credentials Holder controlled prioritized lists of preferred SNPNs and GINs for accessing Localized Services are associated with a time validity information and optionally a location validity information indicating the conditions allowing the UE to access to localized services in the SNPN or/and location assistance information used to aid the UE where to search for the SNPN as specified in clause 5.30.2.3 of TS 23.501 [2].
NOTE 22:	Only for an S-NSSAI dedicated to a single AF is associated with Slice Usage Policy information. For roaming UE, Slice Usage Policy information does not apply.



[bookmark: _CRTable5_2_3_3_12]Table 5.2.3.3.1-2: Group Subscription data types
	Subscription data type
	Field
	Description

	
Group Identifier translation
	External Group Identifier
	Identifies external group of UEs that the UE belongs to as defined in TS 23.682 [23].

	
	Internal Group Identifier
	Identifies internal group of UEs that the UE belongs to as defined in TS 23.501 [2].

	
	SUPI list
	Corresponding SUPI list for input External Group Identifier.

	
Group Data
(NOTE 1)
	Internal Group Identifier
	Internal identifiers of the group of UEs that the Group Data belongs to.

	
	Group data
	In the case of 5G VN related groups the content of this information contains parameters defined in clause 4.15.6.3b.
In the case of DNN and S-NSSAI specific parameters in the Groups, the content of this information contains parameters defined in clause 4.15.6.3e.

	NOTE 1:	Group Data within Group Subscription Data can be managed using the Shared Data feature defined in TS 29.503 [52]. In that case, Shared Data is identified using Shared Data identifier and can contain additional information than the one defined in this table.



At least a mandatory key is required for each Subscription Data Type to identify the corresponding data. Depending on the use case, for some Subscription Data Types it is possible to use one or multiple sub keys to further identify the corresponding data, as defined in Tables 5.2.3.3.1-3 and 5.2.3.3.1-4 below.
[bookmark: _CRTable5_2_3_3_13]Table 5.2.3.3.1-3: UE Subscription data types keys
	Subscription Data Types
	Data Key
	Data Sub Key

	Access and Mobility Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	SMF Selection Subscription data 
	SUPI
	Serving PLMN ID and optionally NID

	UE context in SMF data
	SUPI
	S-NSSAI

	SMS Management Subscription data 
	SUPI
	Serving PLMN ID and optionally NID

	SMS Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	UE Context in SMSF data
	SUPI
	-

	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	DNN

	
	
	Serving PLMN ID and optionally NID

	Identifier translation
	GPSI
	-

	
	SUPI
	Application Port ID, MTC Provider Information, AF Identifier

	Slice Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	Intersystem continuity Context
	SUPI
	DNN

	LCS privacy
	SUPI
	-

	LCS mobile origination
	SUPI
	-

	User consent
	SUPI
	Purpose

	UE reachability
	SUPI
	-

	V2X Subscription data
	SUPI
	-

	ProSe Subscription data
	SUPI
	-

	MBS Subscription data
	SUPI
	-

	A2X Subscription data
	SUPI
	-

	Ranging/Sidelink Positioning Subscription data
	SUPI
	-



[bookmark: _CRTable5_2_3_3_14]Table 5.2.3.3.1-4: Group Subscription data types keys
	Subscription Data Types
	Data Key
	Data Sub Key

	Group Identifier translation
	External Group Identifier
	-

	
	Internal Group Identifier
	-

	Group Data
	Internal Group Identifier
	-



Wireline access specific subscription data parameters are specified in TS 23.316 [53].
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5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Port Management Information Container for ports on DS-TT or NW-TT, or User plane node Management Information Container.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: GPSI(s) or SUPI(s) if available, Internal Group Identifier, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity information if applicable, flow description information as described in clause 6.1.3.6 of TS 23.503 [20], AF Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, ASP Identifier, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition, spatial validity condition, Information for EAS IP Replacement in 5GC, Indication for EAS Relocation, AF indication for simultaneous connectivity over source and target PSA at edge relocation, EAS Correlation indication, Common EAS IP address, Traffic Correlation ID, FQDN(s) as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 of TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 of TS 23.503 [20], Port Management Information Container and related port number, User plane node Management Information Container, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.3.23 of TS 23.503 [20], TSCTSF parameters provided by the TSCTSF to the PCF as described in clause 6.1.3.23a and clause 6.1.3.23b of TS 23.503 [20], QoS Monitoring parameter(s) as defined in clause 5.45 of TS 23.501 [2], Reporting frequency, Target of reporting and optional an indication of direct event notification as described in clause 6.1.3.21 of TS 23.503 [20], QoS Reference or individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], RT Latency Indication as described in clause 6.1.3.22 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS Reference parameters or Requested Alternative QoS Parameter Sets in a prioritized order), TSC Assistance Container, MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20], Packet Delay Variation requirements as described in clause 6.1.3.26 of TS 23.503 [20], SFC Identifier(s), Metadata, Periodicity as described clauses 6.1.3.22 and 6.3.1 of TS 23.503 [20], PDU Set QoS Parameters as described in clause 5.7.7 of TS 23.501 [2], Protocol Description as described in clause 5.37.5 or 5.37.8.3 of TS 23.501 [2], Data Burst Handing Information as described in clause 6.3.1of TS 23.503 [20], Indication of ECN marking for L4S as described in clause 6.1.3.22 of TS 23.503 [20], Notification Target Address for PMIC/UMIC UPF event, Correlation ID for PMIC/UMIC UPF event, Multi-Modal Service ID together with Multi-modal Service Requirements information for each data flow as described in clause 6.1.3.27.3 of TS 23.503 [20], QoS duration, QoS inactivity interval as described in clause 6.1.3.22 of TS 23.503 [20].
NOTE 1:	When only one DNAI and corresponding routing profile ID(s) and the Indication for EAS Relocation are available, the presented DNAI is the target DNAI as defined in clause 6.3.7 of TS 23.548 [74].
NOTE 2:	A dedicated Notification Target Address for PMIC/UMIC UPF event and Correlation ID for PMIC/UMIC UPF event are provided by the event consumer over Npcf_PolicyAuthorization as the corresponding events are reported by the UPF and not by the PCF. Providing such information indicates that the consumer of the Npcf_PolicyAuthorization (TSN AF, TSCTSF) suppotssupports PMIC/UMIC via Nupf event reporting.
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in clauses 6.1.3.16 and clause 6.1.3.10 of TS 23.503 [20]).
Outputs, Optional: The service information that can be accepted by the PCF.
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5.2.8.2.5	Nsmf_PDUSession_CreateSMContext service operation
Service operation name: Nsmf_PDUSession_CreateSMContext.
Description: It creates an AMF-SMF association to support a PDU Session.
Input, Required: SUPI or PEI, DNN, AMF ID (AMF Instance ID), RAT Type, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.18 of TS 23.501 [2]).
Input, Optional: PEI, S-NSSAI(s), Alternative S-NSSAI, Slice Area Restriction indication, PDU Session IdPDU Session ID, N1 SM container, UE location information, UE Time Zone, AN type, H-SMF identifier/address, list of alternative H-SMF(s) if available, old PDU Session ID (if the AMF also received an old PDU Session ID from the UE as specified in clause 4.3.5.2), Subscription For PDU Session Status Notification, Subscription for DDN Failure Notification, NEF Correlation ID, indication that the SUPI has not been authenticated, PCF ID, PCF Group ID, Same PCF Selection Indication, DNN Selection Mode, UE PDN Connection Context, GPSI, UE presence in LADN service area, indication that "the PDU Session is subject to LADN per LADN DNN and S-NSSAI", GUAMI, backup AMF(s) (if NF Type is AMF), Trace Requirements, Control Plane CIoT 5GS Optimisation indication, Small Data Rate Control Status, APN Rate Control Status. Backup AMF(s) sent only once by the AMF to the SMF in its first interaction with the SMF, UE's Routing Indicator optionally with Home Network Public Key identifier or UDM Group ID for the UE, EPS Interworking indication, EPS Bearer Status. Target ID (for EPS to 5GS handover), "Invoke NEF" flag, target DNAI, additional following for SM context transfer: SMF transfer indication, Old SMF ID, SM context ID in old SMF (see clause 4.26.5.3), HO Preparation Indication, indication of no NG-RAN change. MA PDU request indication, MA PDU Network-Upgrade Allowed indication, Indication on whether the UE is registered in both accesses, Satellite backhaul category, GEO Satellite ID, PVS FQDN(s) and/or PVS IP address(es) and Onboarding Indication in the case of ON-SNPN, Disaster Roaming service indication, HR-SBO allowed indication, Indication of UE supports non-3GPP access path switching.
Output, Required: Result Indication and if successful SM Context ID.
Output, Optional: Cause, PDU Session ID, N2 SM information, N1 SM container, S-NSSAI(s).
When the PDU Session is for Emergency services for a UE without USIM, the AMF provides the PEI and not the SUPI as identifier of the UE. When the PDU Session is for Emergency services of an unauthenticated UE with an USIM, the AMF shall provide both the SUPI and the PEI and shall provide an indication that the SUPI has not been authenticated.
See clause 4.3.2.2.1 clause 4.3.2.2.2 clause 4.11.1.2.2 and clause 4.11.1.3.3 for details on the usage of this service operation.
[bookmark: _Toc20204637]See clauses 4.22.2.1 and 4.22.3 for detailed usage of this service operation for ATSSS.
[bookmark: _Toc27895343][bookmark: _Toc36192446][bookmark: _Toc45193549][bookmark: _Toc47593181][bookmark: _Toc51835268]See clause 6.7 of TS 23.548 [74] for HR-SBO allowed indication.
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5.2.8.3.2A	Nsmf_EventExposure_AppRelocationInfo service operation
Service operation name: Nsmf_EventExposure_AppRelocationInfo
Description: Acknowledge the notification from the SMF regarding UE PDU Session related event(s).
Input Required: Notification Correlation Information, cause code.
The Notification CorrrelationCorrelation Information is provided by the SMF in the event notification.
Cause code indicates this acknowledgement is positive or negative.
Input, Optional: Event specific parameter list as described in clause 5.2.8.3.1, Indication that buffering of uplink traffic should start, Information for EAS IP Replacement in 5GC.
Output Required: None.
Output, Optional: None.
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5.2.13.2.2	Nbsf_Management_Register service operation
Service Operation name: Nbsf_Management_Register
Description: Registers the tuple (UE address(es), SUPI, GPSI, MBS session ID, DNN, S-NSSAI, PCF address(es), PCF instance id, PCF Set ID, level of Binding) for a PDU Session or for a UE.
NOTE 1:	In some cases only subset of these parameters may be registered (e.g. UE address(es) will be registered only if PCF registration is for a PDU Session and for MBS sessions SUPI and GPSI are also not available).
Inputs, Required: [Required, if PCF registration is for a PDU Session], UE address(es), PCF address(es), DNN [Required, if PCF registration is for a PDU Session], S-NSSAI [Required, if PCF registration is for a PDU Session], MBS session ID as defined in TS 23.247 [78] [Required, if PCF registration is for a MBS Session].
UE address can contain IP address/prefix or MAC address as defined in TS 23.501 [2]. It can optionally include Framed Route information. W-5GAN specific UE IP address information is specified in TS 23.316 [53].
Framed Route information is defined in Table 5.2.3.3.1-1.
NOTE 2:	For support of time sensitive communication and time synchronization (as described in clause 5.28.3.2 of TS 23.501 [2]) the UE address contains the DS-TT port MAC address for Ethernet type PDU Session.
Inputs, Conditional: SUPI [Required, if PCF registration is for a UE or required by the local policy in PCF if the registration is for a PDU session, otherwise it is optional].
NOTE 3:	The PCF can be configured to always provide a SUPI to the BSF, e.g. to support UE ID retrieval from the BSF.
Inputs, Optional: GPSI, PCF instance ID and PCF Set ID, level of Binding (see clause 6.3.1.0 of TS 23.501 [2]).
NOTE 4:	DNN and S-NSSAI are not applicable when the PCF registration is for a UE.
NOTE 5:	It is up to stage3 to ensure an unambiguous error proof way for the BSF to differentiate between PCF for aPCF for the PDU Session and PCF for a UEPCF for the UE. This may or may not require providing the BSF additional parameter(s) when a PCF registers itself with the BSF.
Outputs, Required: Result indication, Binding Identifier for a PDU Session, or for a UE, or for an MBS session.
Outputs, Optional: None.
[bookmark: _CR5_2_13_2_3]>>>>NEXT CHANGE <<<<
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Service Operation name: Nbsf_Management_Subscribe
Description: NEF, AF, TSCTSF or PCF for a UEPCF for the UE can subscribe to be notified of newly registered or deregistered PCF for aPCF for the PDU Session. In addition, NEF or AF can subscribe to be notified of newly registered or deregistered PCF for a UEPCF for the UE.
NOTE 1:	If BSF has already the requested information at the time of the subscription, it will accept the subscription request and will immediately provide the results in the Outputs parameters.
Inputs, Required: SUPI, DNN(s) [Required, if PCF subscription is for a PDU Session], S-NSSAI(s) [Required, if PCF subscription is for a PDU Session], callback URI.
Inputs, Optional: GPSI, indication of registration/deregistration per (DNN, S-NSSAI).
Indication of registration/deregistration per (DNN, S-NSSAI) indicates to the BSF to report when the first SM policy association is established and when the last SM policy association is terminated to the same (DNN, S-NSSAI) combination.
NOTE 2:	It is up to stage3 to ensure an unambiguous error proof way for the BSF to differentiate between PCF for aPCF for the PDU Session and PCF for a UEPCF for the UE. This may or may not require providing the BSF additional input parameter(s).
Outputs, Required: When the subscription is accepted: Subscription Correlation ID.
Outputs, Conditional: One or more instance per (DNN, S-NSSAI) of (UE address(es) [If available], PCF address(es) [If available], PCF instance ID [If available], PCF Set ID [If available], level of Binding [If available] (see clause 6.3.1.0 of TS 23.501 [2])) or notification of registration/deregistration per (DNN, S-NSSAI).
NOTE 3:	The parameter UE address(es) is not applicable in the case of PCF for a UEPCF for the UE.
[bookmark: _CR5_2_13_2_7][bookmark: _Toc162424849]5.2.13.2.7	Nbsf_Management_Unsubscribe service operation
Service Operation name: Nbsf_Management_Unsubscribe
Description: NEF, AF, TSCTSF or PCF for a UEPCF for the UE can undo a previous subscription.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: result.
Outputs, Optional: None.
[bookmark: _CR5_2_13_2_8][bookmark: _Toc162424850]5.2.13.2.8	Nbsf_Management_Notify service operation
Service Operation name: Nbsf_Management_Notify
Description: BSF can notify NEF, AF, TSCTSF or PCF for a UEPCF for the UE of newly registered PCF for aPCF for the PDU Session or of deregistered PCF for aPCF for the PDU Session.
Inputs, Required: Notification Correlation Information, One or more instance per (DNN, S-NSSAI) of (UE address(es) [Required, if PCF notification is for a PDU Session], PCF address(es), PCF instance ID [Conditional, if available] and PCF Set ID [Conditional, if available]), level of Binding [Conditional, if available] (see clause 6.3.1.0 of TS 23.501 [2]) or notification of registration/deregistration per (DNN, S-NSSAI).
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.
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Service operation name: Nnssf_NSSAIAvailability_Delete
Description: This service operation enables a NF service consumer (e.g. AMF) to delete the NSSAI availability information stored for the NF service consumer in the NSSF.
Inputs, Required: NfIdNF ID.
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.
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5.2.27.4.2	Ntsctsf_ASTI_Create operation
Service operation name: Ntsctsf_ASTI_Create
Description: Authorize the request, activate the 5G access stratum time distribution.
Inputs, Required: Target for 5G access stratum time distribution (one UE identified by a SUPI or a GPSI, a group of UEs identified by an Internal Group Identifier or an External Group Identifier), AF identifier, mandatory service parameters as described in Table 4.15.9.4-1.
Inputs, Optional: Optional service parameters as described in Table 4.15.9.4-1, subscription for 5G access stratum time distribution status, Notification Target AddessAddress.
Outputs, Required: Operation execution result indication, in successful operation the time synchronization configuration id.
Outputs, Optional: None.
[bookmark: _CR5_2_27_4_3][bookmark: _CRAnnexCinformative]>>>>NEXT CHANGE <<<<
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Generating EPS PDN Connection parameters from 5G PDU Session parameters
This annex specifies how to generate the EPS PDN connection parameters from the 5G PDU Session parameters in SMF+PGW-C.
When the SMF+PGW-C is requested to set up/modify either a PDN connection or a PDU session supporting interworking between EPS and 5GS, the SMF+PGW-C generates the PDN Connection parameters from the PDU session parameters.
When the SMF+PGW-C generates the PDN Connection parameters based on the PDU Session parameters, the following rules hold:
-	PDN type: the PDN type is set to IPv4, IPv6 or IPv4v6 if the PDU Session Type is IPv4, IPv6 or IPv4v6, respectively. The PDN Type is set to Ethernet if the MME, SGW and UE support Ethernet PDN Type, otherwsieotherwise the PDN type is set to Non-IP for Ethernet and Unstructured PDU Session Types
-	EPS bearer ID: the EBI is requested from the AMF during the establishment of a QoS Flow as described in clause 4.11.1.4.1 for PDU Sessions supporting interworking between EPS and 5GS. The EBI is obtained from MME during the establishment of an EPS Bearer (that is triggered by an establishment of a QoS Flow) as defined in TS 23.401 [13] for PDN Connections hosted by SMF+PGW-C. The association between EBI and QoS Flow is stored by the SMF.
-	APN-AMBR: APN-AMBR is set according to operator policy (e.g. taking the Session AMBR into account).
-	EPS QoS parameters (including ARP, QCI, GBR and MBR):
	If QoS Flow is mapped to one EPS bearer, ARP, GBR and MBR of the EPS Bearer is set to the ARP, GFBR and MFBR of the corresponding QoS Flow, respectively. For standardized 5QIs, the QCI is one to one mapped to the 5QI. For non-standardized 5QIs, the SMF+PGW-C derives the QCI based on the 5QI and operator policy.
	A GBR QoS Flow is mapped 1 to 1 to a GBR dedicated EPS Bearer if an EBI has been assigned. After mobility to EPS traffic flows corresponding to GBR QoS Flow for which no EBI has been assigned will continue flowing on the default EPS bearer if it does not have assigned TFT.
	If multiple QoS Flows are mapped to one EPS bearer, the EPS bearer parameters are set based on operator policy, e.g. EPS bearer QoS parameters are set according to the highest QoS of all mapped QoS Flows.
	After mobility to EPS traffic flows corresponding to Non-GBR QoS Flows for which no EBI has been assigned will continue flowing on the default EPS Bearer if it does not have assigned TFT.
[bookmark: _CRAnnexDnormative]>>>>NEXT CHANGE <<<<
[bookmark: _CRE_2][bookmark: _Toc20204759][bookmark: _Toc27895473][bookmark: _Toc36192577][bookmark: _Toc45193685][bookmark: _Toc47593317][bookmark: _Toc51835404][bookmark: _Toc162425001]E.2	Delegated I-SMF discovery


[bookmark: _CRFigureE_2]Figure E.2: Delegated Discovery of I-SMF
The following impacts are applicable to clause 4.23.5 (PDU Session Establishment procedure) to support delegated SMF discovery:
1.	If the AMF supports delegated SMF discovery and is configured to apply it, the AMF sends an Nsmf_PDUSession_CreateSMContext Request together with discovery and selection parameters to a SCP. The discovery and selection parameters include S-NSSAI, DNN, TAI that corresponds to the UE location required SMF capability (e.g. support of ATSSS).
2.	[Optional] The SCP sends an Nnrf_NFDiscovery Request to the NRF. The request includes discovery and selection parameters received from AMF in step 1.
3.	[Optional] The SCP gets Nnrf_NFDiscovery service response. The response may include one or more profile(s) of SMF(s).
	Depending on the available information, the SCP may either execute steps in Case A or in Case B.
Case A There are, either in the NRF response or discovered by the SCP, one or more SMF instances that support Discovery and selection crireriacriteria set by the AMF.
4.	The SCP selects an SMF instance.
5.	The SCP forwards the Nsmf_PDUSession_CreateSMContext Request to the selected SMF instance.
Case B There is, either in the NRF response or discovered by the SCP, no SMF instance that supports Discovery and selection criteria set by the AMF.
6.	The SCP returns an Nsmf_PDUSession_CreateSMContext Response to the AMF with an error 'NF not found'
7.	The AMF sends Nnrf_NFDiscovery Request to the NRF. The AMF may indicate the maximum number of SMF instances to be returned by the NRF.
8.	The AMF gets Nnrf_NFDiscovery service response with one or more profile(s) of SMF(s).
9.	The AMF selects an SMF instance endpoint.
10.	The AMF builds a Nsmf_PDUSession_CreateSMContext Request that contains the endpoint (e.g. URI) of the selected SMF in the body of the request. If the AMF supports delegated SMF discovery and is configured to apply it, the AMF sends the Nsmf_PDUSession_CreateSMContext Request to a SCP together with Discovery and selection parameters that include S-NSSAI, TAI that corresponds to the UE location, i.e. parameter for I-SMF selection.
11.	[Optional] The SCP sends an Nnrf_NFDiscovery Request to the NRF. The request includes Discovery and selection parameters received from AMF (including the TAI that corresponds to the UE location).
12.	[Optional] The SCP gets Nnrf_NFDiscovery service response. The response may include one or more profile(s) of I-SMF(s).
13.	The SCP selects an I-SMF instance that supports the TAI.
14.	The SCP forwards the Nsmf_PDUSession_CreateSMContext Request received from the AMF to the selected I-SMF instance.
15.	If the I-SMF does not support delegated SMF discovery or is not configured to apply it (Case A), the I-SMF sends Nsmf_PDUSession_Create Request directly to the SMF. Otherwise (Case B), the I-SMF sends the Nsmf_PDUSession_Create Request to the SCP but adds Discovery & Selection parameter set to the SMF endpoint received from AMF. In both cases the I-SMF uses the received endpoint (e.g. URI) of the selected SMF to construct the target destination to be addressed.
NOTE:	The Nsmf_PDUSession_Create Request sent by the I-SMF in Case A and in Case B is the same apart from the Discovery & Selection parameter. The Nsmf_PDUSession_Create Request received by the SMF in Case A and in Case B is the same.
16.	The SCP forwards the Nsmf_PDUSession_Create Request to the selected SMF instance indicated in step 15.
The procedure continues as described in clause 4.3.2.2.2 from Step 7.
Difference comparing to procedure defined in clause 4.3.2.2.2, the V-SMF and V-UPF are replaced by I-SMF and I-UPF and H-SMF and H-UPF are replaced by SMF and UPF(PSA) respectively. Also only the S-NSSAI with the value defined by the serving PLMN is sent to the SMF.
When the I-SMF responds to AMF with Nsmf_PDUSession_CreateSMContext Response as in clause 4.3.2.2.2 in Step 3b, if the AMF has not stored the SMF Service Area for the I-SMF, the AMF shall obtain the SMF Service Area for the concerned I-SMF from the NRF using the Nnrf_NFManagement_NFStatusSubscribe service operation.
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[bookmark: _CRFigureE_3]Figure E.3: Delegated Discovery of PCF in the Home Routed Scenario
1.	The AMF sends Nnrf_NFDiscovery Request to the V-NRF in order to discover a PCF in HPLMN. The AMF may indicate the maximum number of H-PCF instances to be returned by the NRF.
2.	The NRF in VPLMN and NRF in HPLMN interact using the Nnrf_NFDiscovery service. See step 2 in clause 4.17.5.
3.	The AMF gets Nnrf_NFDiscovery service response with one or more profile(s) of PCF(s) in HPLMN.
4.	The AMF selects a PCF instance in HPLMN.
5.	The AMF builds a Npcf_UEPolicyControl Request that contains the H-PCF ID in the body of the request. If the AMF supports delegated PCF discovery and is configured to apply it, the AMF forwards the Npcf_UEPolicyControl Request to the selected SCP in VPLMN .together with Discovery & Selection parameter set to V-PCF instance ID.
6.	The SCP in VPLMN selects the corresponding (V-)PCF instance for UE policy association based on Discovery & Selection parameter received from the AMF.
7.	The SCP in VPLMN forwards the Npcf_UEPolicyControl Request to the selected PCF instance in VPLMN.
8.	If the V-PCF does not support delegated PCF discovery or is not configured to apply it (Case A), the V-PCF sends Npcf_UEPolicyControl Request to the selected PCF instance. Otherwise (Case B), the V-PCF sends the Npcf_UEPolicyControl Request to a SCP in VPLMN but adds Discovery & Selection parameter set to H-PCF ID.
9.	The SCP in VPLMN sends an Npcf_UEPolicyControl Request to the selected PCF instance in HPLMN indicated in step 8.
>>>>NEXT CHANGE <<<<
[bookmark: _CRH_2_1][bookmark: _Toc162425014]H.2.1	Secondary authentication and authorization by DN-AAA at PDN Connection Establishment
In the figure H.2.1-1, the execution of the secondary authentication and authorization by DN-AAA is specified. The procedure assumes that:
-	The APN is associated with the selection of a SMF+PGW-C to serve APN(s) that require secondary authentication and authorization by DN-AAA at PDN connection establishment.
-	The SMF+PGW-C is configured with local policies indicating that the APN requires secondary authentication and authorization by DN-AAA at PDN connection establishment.


[bookmark: _CRFigureH_2_11]Figure H.2.1-1: EAP-based secondary authentication and authorization by DN-AAA at PDN connection establishment
0.	As steps 1 - 13 of Figure 5.3.2.1-1 in TS 23.401 [13] (Attach Request) or as steps 1 to 3 of Figure 5.10.2 in TS 23.401 [13] (UE requested PDN connectivity) with following modifications: The UE may indicate in PCO its capability to support EAP-based secondary DN authentication over EPC if the UE included the PDU Session IdPDU Session ID in PCO. The UE may also include the DN-specific identity.
1.	The SMF+PGW-C gets subscription data from UDM as defined in step 4 of Figure 4.3.2.2.1-1 (not shown in Figure H.2.1-1). The procedure assumes that SMF configuration or subscription data from UDM require EAP-based secondary authentication and authorization by DN-AAA.
	Secondary DN authorization may be invoked as described in TS 29.561 [63]. During this step the DN-AAA may provide an IP address for the UE and other DN authorization data as described in clause 5.6.6 of TS 23.501 [2].
2a.	If dynamic PCC is to be used for the PDU Session, the SMF+PGW-C performs an SM Policy Association Establishment procedure as defined in clause 4.16.4 and if Secondary DN authorization has been invoked in step 1, provides to the PCF the PDN Connection parameters received from the DN AAA at step 1 as described in step 5 of Figure 4.3.2.3-1. In this step the SMF+PGW-C may retrieve the PDU Session related policy information and the PCC rule(s) from the PCF, e.g. the authorized Session AMBR.
2b.	UPF selection and N4 session establishment is executed with the difference that the SMF+PGW-C configures the UPF+PGW-U to block any UE traffic over the PDN Connection (until the Secondary DN authentication and authorization has been done and is successful).
3.	Steps 15-24 in Figure 5.3.2.1-1 of TS 23.401 [13] or steps 5-16 in Figure 5.10.2 of TS 23.401 [13].
	During the Attach procedure, at step 15 in Figure 5.3.2.1-1 of TS 23.401 [13] or during UE requested PDN connectivity in step 5 in Figure 5.10.2 of TS 23.401 [13], the SMF+PGW-C includes in PCO, an Indication to the UE that "UpLink Data is NOT ALLOWED" on the PDN connection. The UE shall not send Uplink data to the network, until it receives an indication further from the network that "UpLink Data is ALLOWED".
NOTE:	How the Indication that Uplink data allowed/not allowed is carried in PCO is defined in TS 24.501 [25].
4.	[Conditional] The PGW-C+SMF initiates EAP-based authentication by sending EAP-Request as described in step 2 of Figure 4.3.2.3-1.
5.	Multiple round-trip messages as required by the authentication method used by DN-AAA may follow. The PCO including the authentication message from the DN-AAA is transferred to the UE by the SMF+PGW-C in Update Bearer Request and then over S1 by Downlink NAS Transport (steps 4b-4d). The response from the UE is transferred to the SMF+PGW-C in an Uplink NAS Transport over S1 and Update Bearer Response (steps 4e-4g) over EPS.
6.	Secondary authentication and authorization by DN-AAA procedure continues as described in step 4 of Figure 4.3.2.3-1.
7.	The SMF+PGW-C updates the N4 rules in the UPF+PGW-U to allow traffic over the PDN Connection. If dynamic PCC is to be used for the PDU Session and the SMF+PGW-C received DN Authorization information from the DN-AAA as part of step 5 or 6 that is different compared to the value received in step 2, the SMF+PGW-C contacts the PCF to update the PDN Connection as described in step 5 of Figure 4.3.2.3-1
8.	The SMF+PGW-C updates the UE by invoking the PDN GW initiated bearer modification without QoS update procedure (figure 5.4.3-1 of TS 23.401 [13]) initiated by sending an Update Bearer Request message to the SGW. The PCO includes an indication that "UpLink Data is ALLOWED". The UE confirms the update (see clause 5.4.3 of TS 23.401 [13]).
	If the UE IP address is to be delivered to the UE over user plane (via Router advertisement or DHCP) then the UE IP address is only delivered to the UE after step 8.
9.	As in step 6 of Figure 4.3.2.3-1.
The DN-AAA Server may revoke the authorization for a PDN connection or update DN authorization data for a PDN connection. According to the request from DN-AAA Server, the SMF+PGW-C may release or update the PDN connection.
At any time after the PDN connection establishment, the DN-AAA Server or SMF+PGW-C may initiate Secondary Re-authentication procedure for the PDN connection as described in clause 4.3.2.3. Steps 4a-4h are performed to transfer the Secondary Re-authentication message between the DN-AAA Server and the UE. The Secondary Re-authentication procedure may start from step 4a (DN-AAA initiated Secondary Re-authentication procedure) or step 4b (SMF+PGW-C initiated Secondary Re-authentication procedure).
During Secondary Re-authentication, if the SMF+PGW-C receives an indication from the MME that the UE is unreachable then it informs the DN-AAA Server that UE is not reachable for re-authentication. Based on this indication from SMF+PGW-C, the DN-AAA Server may decide to keep the PDN connection or request to release it.
DN-AAA may initiate DN-AAA Re-authorization without performing re-authentication based on local policy. DN-AAA Re-authorization procedure may involve steps 5 and 6 of Figure H.2.1-1 above.
During Secondary Re-authentication/Re-authorization, if the SMF+PGW-C receives DN Authorization Profile Index and/or DN authorized Session AMBR, the SMF+PGW-C reports the received value(s) to the PCF (as described in TS 23.501 [2]) by triggering the Policy Control Request Trigger as described in TS 23.503 [20].
>>>>END OF CHANGES<<<<
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