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Abstract of the contribution: This contribution is to provide a new solution to address KI#2 of the TR.
1. Introduction
KI#2 in the TR 23.700-13 addresses reachability and paging of Ambinet IoT devices. This contribution proposes a solution to address paging and reachability of Ambinet IoT devices that have very low power levels.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-13.
* * * * First Change * * * *
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	
	Key Issues

	Solutions
	Key Issue #1
	Key Issue #2
	Key Issue #3

	#1
	
	X
	

	#2
	
	X
	

	#3
	X
	X
	X

	#4
	X
	X
	X

	#5
	
	X
	X

	#6
	X
	X
	X

	#7
	X
	X
	

	#8
	X
	X
	

	#9
	X
	X
	X

	#10
	X
	X
	

	#11
	
	
	X

	#12
	X
	X
	X

	#Y
	
	X
	X


* * * * Next Change * * * *
6.Y
Solution #Y: Reachability refrain indication from the UE 
6.Y.1
Description
Ambient IoT devices are expected to be resource constrained with some devices needing to harvest energy from waves in the surrounding in order to communicate with the network. In terms of energy or power levels, the AIoT may go through different phases as follows:

· A period where more energy level is available e.g. during the day the AIoT may use solar power and hence is in a better to communicate with the device at this time
· A period where the energy level is critically low e.g. at night when the AIoT device may be using energy from a capacitor and the energy level is almost depleted, and hence this is not an ideal period for communication with the AIoT device.

The knowledge of the AF about these events can help the AF determine the best time to communiate with the AIoT device as otherwise the device’s power may be completely used such that the UE may take much more time to harvest energy and become available again for communication.

The AF may request the UE, via the 3GPP sytem, to report changes in its power sources e.g. the UE indicates when it is using solar energy vs energy from capacitor, etc. The AF may determine to communicate with the AIoT more frequently when using solar energy as an example.

On the other hand, when the AIoT has critically low energy level given a particular power source e.g. capacitor, then paging the UE frequently may completely deplete its energy and put it out of service. In this case, the AIoT device can gracefully request the network to refrain from further paging for some time, where this time is either explicitly indicated or set to a pre-determined duration. This time can help the ambient IoT device to harvest energy for future communication.
This solution therefore introduces procedures by which the ambient IoT device informs the network to of changes in its power source, or informs the network to refrain from paging and following which the network will not page the device even if so required by the AF. 
6.Y.2
Procedures
6.Y.2.1
Procedure for refrain indication to the network

Figure 6.Y.2.1-1 shows the procedure by which the Ambient IoT device indicates to the network to refrain from paging the device due to critically low energy levels. This procedure may is not dependent on the previous procedure. It can be used when the UE is using any power source such that the UE’s current power level is critically low.
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Figure 6.Y.2.1.1: Procedure to refrain paging. 

1)
The AF submits a request to the NEF for an operation which may be an INVENTORY or COMMAND (e.g. read/write, etc) for an identified AIoT device.
2)
The NEF authorizes the request with the UDM.

3)
If authorized, the NEF forwards the request to the AMF (or to an equivalent function that handles AIoT devices).

4)
The AMF requests the RAN to page the AIoT device.

5)
The RAN pages the AIoT device which receives the INVENTORY or COMMAND operation.

6)
The AIoT device may be in a critically low energy level. The AIoT device responds to the paging by either rejecting the paging or accepting the paging. However due to the critically low energy level, the AIoT device includes a reachability refrain request indicating to the network that further reachability or paging for this device should be held off for a certain time. The time duration may be provided by the device as T_refrain, or the time duration may be determined in the network based on local policies or a default value. The UE does not expect to be paged during this time and hence may not monitor for paging messages.

7)
The RAN forwards the UE response. The response may be a paging reject, or may be a positive response that is a response to the INVENTORY or COMMAND operation. However, the response also indicates a request to refrain from paging the UE optionally for a provided time T_refrain.

7a)
The AMF refrains from paging the UE for a period of T_refrain as received from the UE or determined based on local policies or based on a default value.

8)
The AMF forwards the UE response to the NEF, where the response may be a rejection of the request or a successful operation. However the response also indicates a request to refrain from paging the UE optionally for a provided time T_refrain.

9)
The NEF forwards the response or the outcome to the AF. The response may be a rejection of the request or a successful operation. However the response also indicates a request to refrain from paging the UE optionally for a provided time T_refrain. The NEF may also reject further requests to page the UE for the period of T_refrain.
6.Y.2.2
Procedure for reporting a change in power source

Figure 6.Y.2.2-1 shows the procedure by which the Ambient IoT device reports to the AF changes in its power source type as requested by the AF which is aware of the different power sources the AIoT may use e.g. solar energy, capacitor, etc.
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Figure 6.Y.2.2-1: Procedure to report a change in power source. 

1) The AF submits a request to the NEF for a UE to report a change in its power source. The change may be any change of power source, or may be specific change e.g. from one particular souce, say solar, to another particular source, say capacitor, etc.

2) The NEF authorizes the request with the UDM.

3) If authorized, the NEF forwards the request to the AMF (or to an equivalent function that handles AIoT devices).

4) The AMF sends a request to the UE for monitoring and reporting a change in power source that is used by the AIoT as requested by the AF.

5) The UE starts monitoring for a change in the power source being used based on the request received. The UE monitors for any change of power source, or a specific change e.g. from one particular souce, say solar, to another particular source, say capacitor, etc, based on the indication from the network.

6) Upon change of power source, the UE detects the event.

7) The UE reports the detected event of change in power source.

8) The AMF forwards the change in power source event for the UE to the NEF.

9) The NEF forwards change in power source event for the UE to the AF. The AF may use this information to either increase or decrease its communiation with the AIoT. For example, when using a capacitor, the AF may reduce its communication rate as compared to when the AIoT is using a solar power source.

6.Y.3
Impacts on services, entities and interfaces
Editor's Note:
The impacts on services, entities and interfaces are FFS.

* * * * End of Changes * * * *
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