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Abstract: This new solution introduces a unified API between 5GC and an AF to incorporate both topology 1 and topology 2 scenarios. 
1. Introduction/Discussion
For AIoT Operations, for example, inventory, the location where the service is performed is a key input to the request. A deployed Ambient IoT system may use both Topology 1 (BS Readers) and Topology 2 (UE Readers). 5GC needs to determine which readers will be used to fulfil a request. When a request is made, the 5GC could be provided with something like a GPS area to choose readers within, but this can be difficult to determine with sufficient accuracy (e.g. consider readers attached to different sides of the same wall), so another way to describe target readers is required.
Many other systems, for example WiFi management systems, allow grouping and those groups being the target of the operations (e.g. in the WiFi example APs located on the 3rd floor maybe a group and the same configuration applied to that group/APs, regardless of the exact model of AP). The management systems are not aware of, for example, the physical locations or relationships between the APs. 
The solution groups readers into Target Sets and those Target Sets can then be the target for AF requests, such as Inventory and all reader topologies can be included in a Target Set, therefore allowing a unified NEF API to support topology 1 and topology 2. 
It is expected that the management of the Target Sets will be done by the operator and/or the AF owner via an operator management interface, and take into account information outside of 3GPP to determine and manage the Target Sets (for example, physical locations, building plans etc). 
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-13.
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6.X	Solution #X: Unified API for Topology 1 and Topology 2 for an AF
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There are two connectivity topologies are studied:
-	Topology 1: BS <--> Ambient IoT Device;
-	Topology 2: BS <--> intermediate node <--> Ambient IoT Device: Only a UE can act as an intermediate node which is under the network control.
Different topologies will use different types of reader (BS Reader or UE Reader) to interact with an Ambient IoT Device. When an AF request is made, according to the topology, 5GC triggers the corresponding procedure to complete the AF request. In order to enable flexible deployment, a unified interface between AF and 5GC is proposed so that based on the unified API message sent from the AF, 5GC can determine the corresponding reader type(s) and the following procedure(s).
To align the topologies a Target Set is used, which can be used to identify which readers an AF request targets. In each Target Set, there is 1 or more readers of any type (i.e. the Target Set can contain only BS Readers or only contain UE Readers or a mixture of both reader types). The 3rd Party and operator co-ordinately determine which readers are in which Target Set, based on the deployment location of readers, and allocate the Target Set ID as part of the service agreements between the operator and the 3rd party. For example, A Target Set can be configured based on location (e.g. readers located by warehouse door, or a floor of a building, etc), while a different Target Set can be configured to be a specific reader (e.g. specific mobile UE Reader, etc). One reader can be included in multiple Target Sets. The Target Set information is pre-configured in the 5GC and the 5GC can use the Reader information in the Target Set to locate the Reader that is going to handle the AF AIoT service request.
The coordination between the operator and 3rd Party/AF to determine which readers are in a Target Set is not in scope and likely to be a deployment specific service offered by the operator.
Target Set: 1 or more readers which are grouped to perform the Ambient IoT service operation.
Target Set ID: An identifier of the Target Set.
When an AF request is made, 5GC determines the reader(s) to use for the request based on the Target Set ID included in the request from the 3rd Party AF and therefore knows the reader type (i.e. BS Reader or UE Reader). If the reader is a BS Reader, procedure such as those in solutions#X,Y,Z are performed. If the reader is a UE Reader, procedures such as those in solution #X,Y,Z are performed. If the Target Set includes both BS Readers and UE Readers, the procedure corresponding to each reader type will be performed respectively.
NOTE:	The procedure to support AIoT service between 5GC and AIoT Device via Reader is not in this solution scope.


Figure 6.x.1.1-1 Target Set Overview
As can be seen from Figure 6.x.1.1, a Target Set contains a list of Readers, and for each Reader its type is identified and any additional constraints which determine whether the Reader can be used. The constraints have to be satisfied in order for Reader to be used. If a constrain it not met, the Reader is not considered for the operation.
The constraints could be aspects like location, time, etc. For example, if there is a mobile reader, but it should only be used if it is in a specific location (e.g. while in a specific location), or used at a specific time of day (e.g. during a shift), then these constraints can be checked by 5GC. 
The exact details of constrains are expected to be operator policy or deployment specific.
6.x.1.2 	Example Target Sets
The Target Sets can be constructed between the operator and the AF and allows the AF to target specific cases. For example, consider deployment such as shown in Figure 6.x.1.2-1, there can be many different areas an AF may wish to target with a, for example, inventory.


Figure 6.x.1.2-1: Example Target Sets Plan
For example, the AF/Operator could create the following Target Sets, based on known reader locations and constraints.
	Target Set ID: (Name)
	Reader(s)
	Constraints

	Target Set ID 1
(“Holding Area”)
	BS Reader 5
	-

	
	BS Reader 6
	-

	
	UE Reader 1
	In Holding Area

	
	UE Reader 2
	In Holding Area

	Target Set ID 2
(“Door A”)
	BS Reader 1
	-

	Target Set ID 3
(“Loading Area Exits”)
	BS Reader 1
	-

	
	BS Reader 2
	-

	
	BS Reader 3
	-

	
	BS Reader 4
	-

	Target Set ID 4 
(“Mobile Reader 1”)
	UE Reader 1
	Between 9am and 9pm

	Target Set ID 5
(“Mobile Reader 2”)
	UE Reader 2
	Between 9am and 9pm

	Target Set ID 6
(“Loading Area”)
	BS Reader 7
	-

	
	UE Reader 3
	-


Table 6.x.1.2-1: Example Target Sets
In the above example Target Sets, if an Inventory indicated:
- 	Target Set ID 1 then BS Reader 5 & BS Reader 6 would always be used, and if UE Reader 1 and/or UE Reader 2 were in the Holding Area would additionally be used. 
- 	Target Set ID 2, then just uses BS Reader 1. This could be used to determine when AIoT Device moves into/out of the Loading Area (and similar principle can be applied to other doors with other Sets). 
-	Target Set ID 3, then BS Reader 1, BS Reader 2, BS Reader 3 and BS Reader 4 would be used. This could be used, for example, to determine AIoT Devices entering/leaving an area.
- 	Target Set 4, then only UE Reader 1 would be used if it was between 9am and 5pm, otherwise the Target Set is empty and the operation will fail. This can be used when, for example, the operation is initiated by the user of the mobile US Reader 1. 
- 	Etc.
If, for example, GPS location descriptions were used to select BS Readers, it can be seen that they would have to have extremely high accuracy, BS Reader 5 and BS Reader 7 could be situated a couple of centimetres apart in absolute terms, but because of building construction never cover the same area, which could lead to ambiguous or misleading results.
6.X.1.2	NEF IoT Services
This solution takes the NEF Inventory service operation captured in Solution #17 as baseline/example to illustrate how the Target Set parameter can be provided to 5GC and how 5GC could additionally provide additional information in the responses. The principle can be applied to any solution. 
The NEF supports a new Nnef_AIoT service with the operations described in table 6.17.2.3-1.
6.X.1.2.1	Inventory service operation
6.X.1.2.1.1	Nnef_AIoT_Inventory service operation
Service operation name: Nnef_AIoT_Inventory
Description: The inventory operations for the Nnef_AIoT service allows the consumer to request to perform an inventory device operation for an AIoT device or a group of AIoT devices via a set of reader(s).
Inputs, Required: None.
Inputs, Optional: Target Set ID
Outputs, Required: Status, Correlation Information.
6.X.1.2.1.2	Nnef_AIoT_Inventory_Notification service operation
Service operation name: Nnef_AIoT_InventoryNotification
Description: Inventory results from a requested inventory operation.
Inputs, Required: Correlation Information.
Outputs, Required: Correlation Information, Status, List AIoT Devices ID(s).
6.X.2	Procedures
The example procedure below shows how 5GC determines the readers requested in the AFs request and depending on type interacts with a BS Reader or UE Reader or both types to fulfil the request.


[bookmark: _Toc157661587][bookmark: _Toc160698673][bookmark: _Toc164844067]Figure 6.X.2-1: Procedure for unified API between 5GC and AF to support AIoT service
1.	AF sends a service request to NEF to trigger an Ambient IoT service operation. A Target Set ID is included in the request as specified.
2.	NEF sends a service request to the AIoT function (e.g. AIoTMF as defined in clause 6.17) including the Target Set ID. Based on the Target Set ID, the 5GC determines the reader(s) and the reader type(s) to perform the service operation, including checking whether the reader has any constraints that must be satisfied.
3.	Based on the reader type for each reader determined in step 2, following procedure(s) are triggered:
a)	If the reader is BS Reader, a procedure to interact with BS Readers as described in other solutions is used to fulfil the request.
b)	If the reader is UE Reader, a procedure to interact with UE Readers as described in other solutions is used to fulfil the request

6.X.3	Impacts on services, entities and interfaces
5GC:
- The service operations exposed need to include a Target Set ID
- 5GC needs to determine which readers are used based on the Target Set
RAN/BS Readers:
- None.
UE Reader:
- None
AIoT Device:
- None
* * * * End of changes * * * *
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