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Abstract: Initial conclusion of KI#9 on enhancement for XR related network information exposure is proposed in this paper.  
1. Introduction
In draft TR 23.700-70, there are 3 candidate solutions agreed on enhancement for XR related network information exposure as following: 
-	In Sol#19, the Alternative QoS Profiles are extended to include the PDU Set QoS parameters. In case of QNC enabled, the QNC together with the reference to the matching Alternative QoS Profile can be exposed by the AF via the control plane or the user plane. 
-	In Sol#33, the available data rate for (non-)GBR QoS Flow can be exposed by the NG-RAN to the AF via the control plane or the user plane.
-	In Sol#34, the PDU Set delay and PDU Set Loss Rate are proposed to be measured and reported to the AF.
Based on the summary above, this paper intends to propose the initial conclusion for KI#9 in this paper.  
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-70.
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[bookmark: _Toc165020775] 8.x	Conclusions for Key Issue #9
The following aspects are concluded as principles for the normative work:
-	For exposure of QNC together with “reference to the Alternative QoS Profile” via the user plane, the framework of User Plane Direct 5GS Information Exposure defined in clause 5.20d of TS 23.501 is reused:
-	Based on the AF input and/or local configuration, the PCF/SMF may indicate the NG-RAN to report the QoS notification together with the “reference to the Alternative QoS Profile” to the UPF via the GTP-U header of UL packets. 
-	UPF further exposes the QoS notification together with “reference to the Alternative QoS Profile” to the AF directly or via the local NEF reusing . 
-	The NEF/PCF/SMF reuses the “reference to the Alternative QoS Profile” provided by the AF, i.e. the altQoSParamSetRef [X].
-	For exposure of available data rate via control plane or user plane:
-	Based on the AF requests, the PCF instructs SMF to enable the available data rate report and exposure.
-	Following the instruction of SMF, 
-	The NG-RAN reports available data rate to the SMF, and the SMF further sends the available data rate to the PCF then AF. or, 
-	The NG-RAN reports the available data rate to the UPF via the GTP-U header of UL packets and UPF further exposes the available data rate to the AF directly or via the local NEF. 
Editor’s Note: The conclusion may be refined based on the feedback from RAN WGs.
* * * * End of changes * * * *
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