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Abstract of the contribution: This contribution is to update the solution#5 on the aspects on the authorization info.
1. Introduction
In the architecture assumption part,
-
the MWAB may connect to an NG-RAN of a PLMN or an SNPN;
-
the MWAB-gNB may broadcast a PLMN ID that is different to the PLMN ID of the PLMN that the MWAB-UE is connected to;

It is possible that the PLMN ID the MWAB-gNB broadcasts is not in the set of the PLMN IDs the gNB broadcasts. And MWAB-UE’s network is not aware of which PLMN ID information the MWAB-gNB broadcasts.
The following EN is also linked to this.

Editor's note:
Whether the MWAB-UE optionally also indicates the PLMN(s) for which it may want to act as MWAB-gNB to the network is FFS

It is proposed that the MWAB-UE’s network has the control of the PLMN ID information the MWAB-gNB can broadcast.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-06.
* * * * First Change * * * *
6.5
Solution #5: Authorization and Change of Authorization of a MWAB and configuration of a MWAB

6.5.1
General

This is a Solution addressing Key Issue #2: Authorization of a MWAB and configuration of MWAB.
6.5.2
Functional descriptions

The solution is based on this outline:

-
The MWAB-UE optionally includes a MWAB indication in the Registration request, in the UE MM Core Network Capability defined in clause 5.3.4 of TS 23.501 [2]. Alternatively, or in addition, the MWAB-UE may be configured by the HPLMN a specific (set of) S-NSSAI(s) associated with the MWAB operation, and the MWAB-UE includes the S-NSSAI in the Registration Request.

-
During registration, the AMF retrieves subscription data and the UDM provides to the AMF in subscription data, the MWAB authorized indication with optional location and time availability if the SUPI is authorized for MWAB operation.

-
The MWAB-UE is either accepted or rejected, if it is rejected it shall only register if the cause code and received information from AMF allows. If it is accepted, then if establishes a PDU session to obtain connectivity to an OAM server.

-
At any time the AMF can change authorization status for the MWAB by means of UE configuration update. If a MWAB is changing to not authorized from authorized the MWAB-gNB triggers handover of the UEs it serves to other cells of other gNBs. Then MWAB-UE may release the NG related PDU sessions. The AMF may also release the PDU sessions of the MWAB-UE if it is configured to do so after a certain amount of time. The MWAB then stops service (which may cause any remaining UEs that could not be handed over to experience RLF, unless the MWAB had released their RRC connection before going out of service).

6.5.3
Procedures

6.5.3.1
MWAB service authorization and MWAB gNB configuration


[image: image1.emf]MWAB-gNB MWAB-UE gNB AMF SMF OAM UDM

5. MWAB-UE provides the IP 

address to the MWAB-gNB to 

obtain OAM configuration, PLMN 

ID, TAC and cell Id of the serving 

gNB

MWAB

2. AMF retrieves subscription data and checks if the SUPI is authorized to act as MWAB

4. MWAB-UE establishes a PDU session to connect to OAM server

6. MWAB-gNB connects with OAM server and OAM server configures the MWAB

7. MWAB-gNB continues 

with establishment of any 

other PDU sessions for B/

H and establishes the 

connections to AMFs for 

NG-AP as instructed 

based on configuration

1. Registration Request (MWAB indication)

3. Registration Accept (MWAB Operation allowed indication)


Figure 6.5.3.1-1: MWAB service authorization and initial MWAB-gNB configuration

1.
The MWAB-UE registers and optionally includes in the UE MM Core network capability defined in clause 5.3.4 of TS 23.501 [2] an indication it is intending to act as MWAB, optionally also indicate the PLMN(s) for which it may want to act as MWAB-gNB to network. It is assumed the MWAB-UE is configured with a list of PLMNs it is not allowed to register with and any Preferred PLMNs list as usual for a UE. Alternatively, or in addition, the MWAB-UE may be configured by the HPLMN with a (set of) S-NSSAI(s) associated with the MWAB operation and requests it in the registration procedure.


Editor's note:
The need of the indication on NAS MM capability is FFS.

2.
The AMF retrieves the subscription data and checks whether the UE is authorized to act as MWAB by checking presence of MWAB Operation Allowed and any related location and time information. The AMF provides a default S-NSSAI for MWAB-UE if no S-NSSAI was requested by the MWAB-UE. The MWAB-UE also obtains any Configured NSSAI as applicable.

3.
If the MWAB-UE subscription allows, the MWAB-UE is accepted and an indication that MWAB operation is allowed along with MWAB information is sent to the MWAB-UE, and the Allowed NSSAI including the S-NSSAI(s) for MWAB operation as applicable. The MWAB information includes:

a)
MWAB-Authorized. Additionally, the area and time the UE is authorized optionally for per PLMN, the PLMN ID or SNPN ID information optionally TAC and cell ID the MWAB-gNB can broadcast in the current serving PLMN; or

b)
MWAB-Unauthorized, additionally the area and time the UE is not authorized optionally per PLMN for.


The AMF may also send registration reject (if the UE is not allowed to remain registered in PLMN) to the MWAB-UE and indicate the MWAB information as MWAB-Unauthorized, additionally the area and time the UE is not authorized optionally for the PLMN.

Editor's note:
Whether per PLMN MWAB information has to be provided to UE is FFS.
4.
If UE is authorized for MWAB, then it can start MWAB operations as MWAB in the area or time the UE is authorized to act as MWAB. If the UE enters a location or time the UE is not authorized to act as MWAB it will stop operating as MWAB. To start MWAB operation, the MWAB- UE establishes a PDU session to get initial configuration information for the MWAB-gNB from the OAM server. The PDU session establishment Request may include S-NSSAI and DNN depending on the MWAB-UE configuration. If no DNN is included, the AMF determines the correct one to use for the MWAB.

5.
The MWAB-UE provides to the MWAB gNB the IP address it can use to contact the OAM server.

6.
The MWAB-gNB contact the OAM server and obtains configuration.

7.
The MWAB-gNB establishes, based on how it has been configured by the OAM server, any additional PDU sessions to then use the for N2 and N3 connections as necessary.

8.
If UE is not authorized for MWAB in the area or time (indicated by network) the UE will not start the MWAB operations. The UE can again attempt to act as MWAB i.e. execute from step 1 in the area or time where the UE is allowed to act as MWAB.

The MWAB-UE may maintain a list of authorized area and time per PLMN.

6.5.3.2
MWAB change of service authorization
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Figure 6.5.3.2-1: MWAB change of service authorization

1.
The UDM may provide updated subscription data changing the MWAB authorization status to (not) authorized.

2.
The AMF determines whether the MWAB authorization status has changed to Allowed or Not Allowed, and if so, the AMF updates the MWAB-UE with the new MWAB authorization status by a UE configuration update procedure. Additionally AMF may indicate below MWAB information:

a)
MWAB-Authorization status, additionally the area and time the UE is (not) authorized for, the PLMN ID or SNPN ID information optionally TAC and cell ID the MWAB-gNB can broadcast in the current serving PLMN if MWAB is authorized.
3.
The MWAB-UE acknowledges the reception of the message.

4a. If the authorization state was changed to MWAB Operation Allowed, the MWAB continues from step 4 of Figure 6.5.3.1-1. And all other steps are skipped.

4b.
If the authorization state was changed to MWAB Operation Not Allowed, then the MWAB-gNB hands over to other gNBs the UEs it serves.

5.
The MWAB-gNB stops serving any UE and informs OAM it is out of service. The MWAB-gNB also releases all the NG connections to the AMFs if is connected to over the B/H PDU sessions.

6.
The MWAB-gNB informs the MWAB-UE it has to release the b/h sessions it had requested earlier to establish.

7.
The MWAB-UE releases all the b/h PDU sessions.

8.
The AMF of the MWAB-UE or the MWAB-UE may initiate deregistration procedure when there are no more b/h PDU sessions based on policy. If so, the AMF may provide a suitable cause code and location/time information to the UE.

Editor's note:
Whether and how the acknowledgement from the MWAB-UE after the graceful release will be provided to the network is FFS.

6.5.4
Impacts on services, entities, and interfaces

AMF:

-
ability to authorize and update authorization state and support MWABs as per message flows above.

MWAB (new):

-
support the interactions with the OAM and 5GS as outlined above for authorization and change of authorization state.

OAM:

-
configuration of MWAB.

* * * * End of Changes * * * *
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