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1. Introduction
Ambient IoT devices are IoT devices powered by energy harvesting, being either battery-less or with limited energy storage capability (e.g. using a capacitor). It can have, e.g., lower complexity, smaller size, reduced capabilities and lower power consumption than previously defined 3GPP IoT devices. The data rate of Ambient IoT devices is usually low. 
This pCR proposes a UP solution using AIOTF for topology 1.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-13 v0.3.0:
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Table 6.0-1: Mapping of Solutions to Key Issues
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[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157661584]6.X	Solution #X: UP Solution using AIOTF for Topology 1
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157661585]6.X.1	Description
[bookmark: _Toc500949101]This solution proposes a UP solution using AIOTF for Topology 1, which addresses KI#1, KI#2 and KI#3.
This solution is developed based on solution#8 and provides an alternative option for the command delivery (i.e., the command and command result can be delivered over user plane).
Considering the number of Ambient IoT devices, in this solution, it is assumed common N3 tunnels instead of per-device tunnels between A-RAN and UPF are used, which are GTP tunnels. To be able to identify the destination of the packets, device ID and AF ID are included as extended GTP headers. Over N6, point-to-point tunnels based UDP/IP encapsulation are used in the similar way as unstructured PDU session type data.
Considering the passive devices are not capable of initiating PDU session establishment actively, the user plane is established in inventory procedure handling in CN. In inventory procedure, after authentication/authorization of the AIoT devices, CN establishes the user plane establishment between the A-RAN and the UPF (i.e., a common N3 tunnel) and between the UPF and the AF (i.e., a device specific N6 tunnel). Figure 6.X.1-1 illustrates the common tunnels in N3 and point-to-point tunnels in N6. 
The common N3 tunnels could be pre-established by configuration, so in inventory procedure, the N3 tunnel establishment can be omitted. However, CN still needs to trigger the routing information exchange among A-RAN, UPF and AF.
[image: ]
Figure 6.X.1-1:  User Plane Tunnels

6.X.1.1	Reference Architecture
The Figure 6.X.1.1-1 illustrates the architecture for UP solution using AIOTF:


Figure 6.X.1.1-1: System Architecture of UP solution using AIOTF 
This solution focuses on Topology 1.
Editor's note:	It is FFS whether and how the solution can be evolved for Topology 2.
The functional entities defined in solution#8 are reused with the exception for the following additions:
-	Ambient IoT Function (AIOTF): Communicate with SMF/UPF and A-RAN for user plane establishment and user plane information exchange.
-	SMF: Instruct UPF for user plane establishment and user plane information exchange.
-	UPF: 
-	Receive instructions from SMF for user plane establishment and user plane information, including N3 common GTP tunnel and N6 point-to-point tunnel.
-	Decapsulate UDP/IP headers for the packets received from N6 point-to-point tunnel, append Device ID/AF ID as GTP extension headers and deliver to N3 common tunnel.
-	Receive packets from N3 common tunnel, encapsulate UDP/IP headers based on Device ID/AF ID and deliver to N6 point-to-point tunnel.
6.X.1.2	Protocol Stack
The Figure 6.X.1.2-1 illustrates the control plane protocol stack, which is the same as Solution#8:


Figure 6.X.1.2-1: Protocol Stack for Control Plane
[bookmark: _Toc92875663][bookmark: _Toc93070687]Within the control plane protocol stack:
-	AIOT device NAS layer: The NAS protocol between AIOTF and AIoT devices for intentory.
-	AIOT AS layer: The AS protocol layers between RAN reader and AIoT devices, including physical layer, MAC layer, etc.
-	App layer: The application layer protocol between AIoT devices and AF.
The Figure 6.X.1.2-2 illustrates the user plane protocol stack, which is used for command delivery:


Figure 6.X.1.2-2: Protocol Stack for User Plane
Within the user plane protocol stack: App layer and AIOT AS layer are used in protocol stack for control plane.
It is assumed Point-to-Point (PtP) based on UDP/IP encapsulation is used between the UPF and the AF.
It is assumed common GTP tunnel is used between the A-RAN and the UPF. To be able to identify the destination of the packets, device ID and AF ID are included as extended GTP headers.
[bookmark: _Toc157661586]6.X.2	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]NOTE:	The message names in the procedures below are descriptive. It is assumed that the names are updated with corresponding SBI based names where applicable during the normative phase.
[bookmark: _Toc160698647]6.X.2.1	Application Inventory Procedure
The application inventory procedure is initiated by the AF to discover one or more AIoT devices in a specific area. In addition to the application inventory procedure described in solution#8, within this procedure, the AIOTF triggers the user plane establishment between the UPF and the A-RAN, as well as between the UPF and the AF.


Figure 6.X.2.1-1: Application Inventory Procedure 
1.	The AF sends Inventory Message Request to the NEF, containing the area information, device information, optional inventory strategy information, and optional report aggregation info as step 1 in solution #8 (clause 6.8.2.1). The AF also provides AF ID and AF tunnel address for N6. After user plane is established, the AF may decide to use user plane or control plane for the following message delivery.
2.	Application Inventory procedure is performed as step 2-13 in Figure 6.8.2.1-1. The AF tunnel address are delivered to the AIOTF via the NEF, if provided by the AF. The AF ID is provided by the NEF based on the requested AF.
3.	The AIOTF sends Establish UP Request towards the SMF with A-RAN ID, Device ID, AF ID and AF tunnel address.  A-RAN ID is received in step 2, which represents the A-RAN which serve the device. 
4.	The SMF selects the UPF and sends N4 Request to the UPF with the Device ID, AF ID and AF tunnel address.
5.	The UPF allocates IP address for the device if it hasn’t been allocated. The device IP address will not be sent to the device. Instead, it is used as the IP address of the UPF tunnel address for the device. Using the UPF tunnel address and AF tunnel address, the packets between the AF and the UPF can be routed properly. The UPF allocates UPF UL endpoint for N3 if it hasn’t been allocated.
6.	The UPF sends N4 Response to the SMF including the UPF tunnel address, and the UPF UL Endpoint if it is newly allocated.
7.	The SMF sends Establish UP Response to the AIOTF including the UPF tunnel address, UPF ID and optional UPF UL Endpoint if it is newly allocated by the UPF. The UPF ID represent the UPF selected by the SMF in step 4.
8.	The AIOTF sends Establish UP Request to the A-RAN with the Device ID, UPF ID and optional UPF UL endpoint for N3.
9.	The A-RAN allocate RAN DL endpoint for N3 if it hasn’t been allocated. It sends Establish UP Response to the AIOTF with the RAN DL endpoint if newly allocated.
If A-RAN newly allocate RAN DL endpoint, step 10-13 is executed. Otherwise, step 10-13 is skipped: 
10.	The AIOTF sends Modify UP Request to the SMF with A-RAN ID and RAN DL endpoint for N3.
11.	The SMF sends N4 Request to the UPF with A-RAN ID and RAN DL endpoint for N3.
12.	The UPF sends N4 Response to the SMF.
13.	The SMF sends Modify UP Response to the AIOTF.
14.	The AIOTF may aggregate the device ID report as step 14 in Figure 6.8.2.1-1.
15.	The AIOTF sends Inventory Response or Notification Request towards the NEF for the device ID or the aggregated device ID information, together with RAN ID and the UPF tunnel address(es) for each device(s).
16.	The NEF sends Inventory Response or Notification Request towards the AF for the device ID or the aggregated device ID information, together with the UPF tunnel address(es) for the device(s).
If N3 common tunnel has been established, UPF and A-RAN do not need to allocate UPF UL Endpoint and RAN DL Endpoint in step 5 and step 9 respectively again. In step 3-9, UPF UL Endpoint and RAN DL Endpoint do not need to be exchanged. And step 10-14 can be skipped. 
For higher efficiency, in step 3, 4 and 8, multiple device IDs can be included. And then the UPF allocate IP addresses for those devices in step 5, so that in step 6 and 7, multiple UPF tunnel addresses are sent from the UPF to the AIOTF via the SMF.
6.X.2.2	Periodic Inventory Procedure
The periodic inventory procedure is initiated by the CN or A-RAN, which follows the instructions from the AF. 



Figure 6.X.2.2-1: Periodic Inventory Procedure 
1.	Periodic Inventory procedure is performed as step 0-8 in Figure 6.8.2.2-1.
2.	For new devices, the AIOTF triggers user plane establishment as step 3-13 in Figure 6.X.2.1-1. 
For moved devices, user plane modification is executed as step 3-13 below. Otherwise, step 3-13 is skipped:
3.	The AIOTF sends Modify UP Request towards the SMF with A-RAN ID, Device ID.
4.	The SMF sends N4 Request to the UPF with the A-RAN ID, Device ID.
5.	The UPF allocates UPF UL endpoint for N3 if it hasn’t been allocated.
6.	The UPF sends N4 Response to the SMF including the UPF UL Endpoint if it is newly allocated.
7.	The SMF sends Modify UP Response to the AIOTF including the UPF ID and optional UPF UL Endpoint if it is newly allocated by the UPF.
8.	The AIOTF sends Establish UP Request to the A-RAN with the Device ID, UPF ID and optional UPF UL endpoint for N3.
9.	The A-RAN allocate RAN DL endpoint for N3 if it hasn’t been allocated. It sends Establish UP Response to the AIOTF with the RAN DL endpoint if newly allocated.
If A-RAN newly allocate RAN DL endpoint, step 10-13 is executed. Otherwise, step 10-13 is skipped: 
10.	The AIOTF sends Modify UP Request to the SMF with A-RAN ID and RAN DL endpoint for N3.
11.	The SMF sends N4 Request to the UPF with A-RAN ID and RAN DL endpoint for N3.
12.	The UPF sends N4 Response to the SMF.
13.	The SMF sends Modify UP Response to the AIOTF.
14.	The AIOTF may aggregate the device ID report as step 14 in Figure 6.8.2.1-1.
15.	The AIOTF sends Inventory Response or Notification Request towards the NEF for the device ID or the aggregated device ID information, together with RAN ID and the UPF tunnel address(es) for each device(s).
16.	The NEF sends Inventory Response or Notification Request towards the AF for the device ID or the aggregated device ID information, together with the UPF tunnel address(es) for the device(s).
6.X.2.3	Command Procedure
[bookmark: _Toc157661587]The command procedure is initiated by the AF to request one or more specific AIoT devices or a group of AIoT devices in an area to execute the command. The command can be read, write, enable, disable, or execution request from the AF. The command result from the devices may or may not be required.


Figure 6.X.2.3-1: Command Procedure 
1.	The AF encapsulate the payload which contains the command using the N6 tunnel address.
2.	The AF delivers command payload packet(s) over the N6 tunnel.
3.	The UPF decapsulate the packet(s), identify the device and the AF based on the N6 tunnel. The UPF appends GTP headers including the Device ID and AF ID.
4.	The packet(s) are delivered to the A-RAN over the common N3 tunnel.
5.	The A-RAN remove the GTP headers and identify the device based on Device ID in GTP headers.
6.	The A-RAN delivers the command to the AIoT device.
7. 	The AIoT device executes the command and sends back the result to the A-RAN if needed.
8.	The A-RAN append GTP headers including the Device ID and AF ID which are received in step 5.
9.	The packet(s) are delivered to the UPF over the common N3 tunnel
10.	The UPF removes the GTP headers, determine the N6 tunnel address based on the device ID and AF ID, and encapsulate the payload which contains the command result using the N6 tunnel address.
11.	The UPF delivers command result packet(s) over the N6 tunnel.
6.X.3	Impacts on services, entities and interfaces
The following NFs are impacted:
-	Ambient IoT Function (AIOTF): 
-	A-RAN (Ambient IoT RAN) connectivity.
-	Inventory handling and device context management.
-	Authentication and authorization for the access, which triggers interaction with AUSF/UDM.
-	Collect charging data and interact with CHF for charging.
-	Routing the request from AF (via NEF) to A-RAN, for DO-DTT/DT traffic types.
-	Routing the response from A-RAN to AF (via NEF) for DO-DTT traffic type.
-	Communicate with SMF/UPF and A-RAN for user plane establishment and user plane information exchange.
-	UDM: UDM is enhanced to store and manage the AIoT device information.
-	NEF: NEF is enhanced to expose AIoT specific services towards AF.
-	NRF: NRF is enhanced to support the new NF type AIOTF and the corresponding NF profile.
-	AUSF: AUSF is enhanced for the authentication for the access from AIoT devices.
-	SMF: Instruct UPF for user plane establishment and user plane information exchange.
-	UPF: 
-	Receive instructions from SMF for user plane establishment and user plane information, including N3 common GTP tunnel and N6 point-to-point tunnel.
-	Decapsulate UDP/IP headers for the packets received from N6 point-to-point tunnel, append Device ID/AF ID as GTP extension headers and deliver to N3 common tunnel.
-	Receive packets from N3 common tunnel, encapsulate UDP/IP headers based on Device ID/AF ID and deliver to N6 point-to-point tunnel.
* * * End of Change * * * *
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