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Abstract: Evaluation and Conclusion for KI#1: Architectural enhancements for the support of a MWAB. 
1. Discussion
This contribution proposes the evaluation and conclusion for KI#1. 
	Key issue
	[bookmark: specVersion]Solutions in TR 23.700-06 V0.3.0

	#1:Architectural enhancements for the support of a MWAB
	Solution #1: Architecture enhancements to support MWAB operations
Solution #2: MWAB architecture and procedures
Solution #3: N3 backhaul PDU session management
Solution #7: Architecture enhancement to support MWAB-gNB for SNPN
Solution #15: Protocol Stacks of backhaul link to support the N2/N3 interface for MWAB node
Solution #16: Support for multiple backhaul PDU sessions


Solution #1, Solution #7 and Solution #15 focus on the basic architecture and protocol stacks for MWAB.
Depending on the different usages of PDU sessions of the MWAB-UE, 4 categories are identified among these  solutions: 
· Category#1: Connection with OAM server over BH PDU session
· Category#2: N2 over BH PDU session
· Category#3: N3 over BH PDU session
· Category#4: Xn over BH PDU session
Considering whether or not to support Xn connection over BH PDU Session is still under discussion, this pCR focuses on the evaluation on the first three categories. 
2. Text Proposal
[bookmark: specNumber]It is proposed to capture the following changes into TR 23.700-06.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc97151699][bookmark: _Toc100980713][bookmark: _Toc104058531]7	Evaluation
Editor's note:	This clause provides the evaluations of the solutions of clause 6.
7.X	Evaluation for KI#1
7.X.1	Evaluation for architecture
Solution #1 describes different architecture options for the MWAB operation for PLMN including non-roaming and roaming of MWAB-UE as listed in following:
-	In case of non-roaming, the Serving PLMN of MWAB-UE (e.g. PLMN 1) can be same or different from the PLMN served by the MWAB-gNB (e.g. PLMN 1 or PLMN 2). The HPLMN of the MWAB-UE is the PLMN 1. 
-	In case of roaming, the Serving PLMN of MWAB-UE is the PLMN 1. The PLMN served by the MWAB-gNB is PLMN 2. The HPLMN of the MWAB-UE is the PLMN 3.
-	The BH PDU Session can be Local Breakout or Home Routed.
-	The UE served by the MWAB-gNB is not aware of the Serving PLMN of MWAB-UE.
Solution #7 describes different architecture options for the MWAB operation for SNPN. The serving SNPN of the MWAB-UE can be the same or different from the subscribed SNPN of MWAB-UE.
7.X.2	Evaluation for Protocol Stacks of backhaul link to support the N2/N3 interface for MWAB node
Solution #15 describes the protocol stacks of the backhaul link using a PDU session to support the N2/N3 interfaces for a MWAB node based on the Non-Roaming MWAB architecture for 5GS in Figure 4.1-1.
-	Protocol Stacks of backhaul link to support the N2 interface for MWAB node: A PDU session between MWAB-UE and MWAB-UPF is established as a backhaul link to support the overlayed N2 interface. The N2 interfaces terminate at MWAB-gNB and AMF respectively, which includes NGAP and SCTP/IP layer protocols between them.
-	Protocol Stacks of backhaul link to support the N3 interface for MWAB node: A PDU session between MWAB-UE and MWAB-UPF is established as a backhaul link to support the overlayed N3 interface. The N3 interfaces terminate at MWAB-gNB and UE-UPF respectively, which includes GTP-U and UDP/IP layer protocols between them. UE connects to MWAB-gNB. A PDU session between UE and UE-UPF is realized by 1) the Uu DRB between UE and MWAB-gNB, and 2) the NG-U between MWAB-gNB and UE-UPF on top of the backhauling PDU session between MWAB-UE and MWAB-UPF.
7.X.3	Evaluation for BH PDU session usage 
From all solutions proposed for KI#1, three categories are identified for architectural enhancements for the support of a MWAB as described below.
· Category#1: Connection with OAM server over BH PDU session.
	Solutions
	High-level Descriptions
	How to trigger the PDU session to connect with the OAM server?

	Solution #1
	The MWAB-gNB establishes the connection to the OAM system and obtains the corresponding configurations to operate as a gNB.
	This solution includes the general description while the details are TBC.

	Solution #2
	the MWAB-UE establishes a dedicated PDU session for the OAM traffic.
The MWAB-UE is configured dedicated DNN/S-NSSAI for the PDU session for backhaul link to the OAM server, or the AMF provides it when the MWAB-UE attempts to establish the PDU session in the slice where the OAM service is (e.g., a default DNN/S-NSSAI can be used).
	By configuration, e.g., after the MWAB-UE successfully registers to the network, it triggers the PDU session to connect with the OAM server with using the configured dedicated DNN/S-NSSAI. 

	Solution #16
	Based on local implementation-based mapping and optionally URSP rule deployed in the MWAB-UE, these different types of traffic can be used by the MWAB-gNB and the MWAB-UE to decide if an existing BH PDU session can be used or a new BH PDU session shall be established.
	Based on local implementation-based mapping and optionally URSP rule deployed in the MWAB-UE



· Category#2: N2 over BH PDU session.
	Solutions
	High-level Descriptions
	How to trigger the BH PDU session to connect with the AMF over N2?
	How to discover and determine the AMF for the MWAB-gNB to connect to

	Solution #1
	The MWAB-gNB may instructed by the OAM system to establish N2 interface using the NG setup procedure defined in TS 38.413 with some AMFs over the PDU session provided by MWAB-UE
	Triggered by the OAM
	Based on the configuration by OAM

	Solution #2
	The BH PDU session’s PSA routes the N2 message between the MWAB-gNB and AMF based on the IP address. 
The MWAB-UE is configured with dedicated DNN/S-NSSAI for the PDU session for backhaul link to be used by the MWAB-gNB. 
When MWAB-UE establishes the PDU session to access the OAM server, the address of the AMF(s) for the MWAB-gNB to connect to can be configured by the OAM based on MWAB’s location.
	Triggered by the OAM
	Based on the configuration by OAM

	Solution #3
	MWAB provides wireless connection to the 5GC through an IP connectivity provided by a PDU session; hence, both N2 interface and N3 interface are carried over the PDU session(s) between MWAB-UE and 5GC.
At least one PDU session is established between NWAB-UE and 5GC for both N2 interface and N3 interface depending on the configuration of the MWAB:
Single BH PDU session for both N2 and N3.
Multiple BH PDU session(s) for N2 and PDU session(s) for N3.
	To be clarified
	To be clarified

	Solution #16
	Based on local implementation-based mapping and optionally URSP rule deployed in the MWAB-UE, these different types of traffic can be used by the MWAB-gNB and the MWAB-UE to decide if an existing BH PDU session can be used or a new BH PDU session shall be established.
	Based on local implementation-based mapping and optionally URSP rule deployed in the MWAB-UE
	To be clarified



Mobility aspect for N2 over BH PDU session will be evaluated in Key issue#4.
· Category#3: N3 over BH PDU session.
	Solutions
	High-level Descriptions
	How to trigger the BH PDU session to connect with the UPF over N3?

	Solution #1
	When the UE establishes a PDU session, the UE-SMF selects a proper UE-UPF. The MWAB-gNB may establish the N3 interface with the UPF over the PDU session of the MWAB-UE, if it is not yet established
	Triggered by the PDU session establishment of UE when MWAB-gNB receives the UPF address of N3

	Solution #2
	
The MWAB stores the association between N3 tunnel information of UE’s PDU session and PDU Session ID of BH PDU Session.
The IP address for the BH PDU Session allocated for MWAB-UE is included in the N3 tunnel corresponding to the UE’s PDU Session and provided by the MWAB-gNB to the UE’s SMF.
The BH PDU Session Modification for the existing N3 connection is supported.

	
Triggered by the PDU session establishment of UE when MWAB-gNB receives the CN tunnel information of N3 UPF.

	Solution #3
	The MWAB binds the UE QoS flow to BH PDU session based on the UE requested PDU session and the QoS flow characteristics.
The MWAB-gNB triggers MWAB-UE to establish/modify the BH PDU session
	The BH PDU session can be established or modified triggered by the MWAB-gNB.

	Solution #16
	Based on local implementation-based mapping and optionally URSP rule deployed in the MWAB-UE, these different types of traffic can be used by the MWAB-gNB and the MWAB-UE to decide if an existing BH PDU session can be used or a new BH PDU session shall be established.
	Based on local implementation-based mapping and optionally URSP rule deployed in the MWAB-UE



7.X.4 Evaluation for multiple backhaul PDU sessions
Solution #16 describes how backhaul PDU sessions can be established by the MWAB-UE and how MWAB-gNB can utilise different BH PDU sessions for different traffic types of the MWAB-gNB and the UEs connected via the MWAB-gNB. It provides methods to support traffic categorization for MWAB. Based on local implementation-based mapping and optionally URSP rule deployed in the MWAB-UE, these different types of traffic can be used by the MWAB-gNB and the MWAB-UE to decide if an existing BH PDU session can be used or a new BH PDU session shall be established.

* * * * Next changes * * * *

[bookmark: _Toc157667979][bookmark: _Toc164709234]8	Conclusions
Editor's note:	This clause provides the conclusions for the study.
[bookmark: _Toc164709235]8.1	KI#1 Conclusion
Editor's note:	This clause provides the conclusions for KI#1.
It is proposed to proceed normatively based on the following principles:
-	Regarding the system architecture, the system architecture as shown in TR 23.700-06 Figure 6.1.1-1 to 6.1.1-3 is used as the basis for normative work for the case of PLMN. The system architecture as shown in TR 23.700-06 Figure 6.7.1-1 and 6.7.1-2 is used as the basis for normative work for the case of SNPN. In figure 6.7.1-1 and 6.7.1-2, the SNPN1 can also be PLMN.
-	Connection with OAM server over BH PDU session: MWAB-gNB connection with OAM server is over the IP connectivity provided by the PDU session of MWAB-UE. The parameters needed for the PDU session to connect with the OAM server including DNN, S-NSSAI, address(es) of serving PLMN OAM(s) are configured on the MWAB-UE. 
-	N2 over BH PDU session: MWAB-gNB N2 interface with UE-AMF is over the IP connectivity provided by the PDU session of MWAB-UE. The parameters needed for the PDU session to connect with the UE-AMF including DNN, S-NSSAI is configured on the MWAB-UE (e.g., via local implementation-based mapping or existing URSP rule). The address of the AMF that the MWAB-gNB connects with is controlled and managed by the serving PLMN OAM of the MWAB-gNB based on the location information of the MWAB.
-	N3 over BH PDU session: MWAB-gNB N3 interface with UE-UPF is over the IP connectivity provided by the PDU session of MWAB-UE. The parameters needed for the PDU session to connect with the UE-UPF including DNN, S-NSSAI is configured on the MWAB-UE (e.g., via local implementation-based mapping or existing URSP rule).
-	Same or different PDU Sessions of MWAB-UE can be used for the different traffic (i.e., traffic for OAM, N2, N3 and/or Xn) between MWAB-gNB and the network.
-	If there is an existing BH PDU session, it is possible that the MWAB-gNB triggers the modification of BH PDU session based on the internal interface between MWAB-gNB and MWAB-UE.
NOTE:	the support of Xn will be determined by RAN WGs.

* * * * End of changes * * * *
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