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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This contribution provides solution evaluation for KI#4 of the FS_UIA_ARC.
1 Discussion
This contribution provides KI#4 solution evaluation.
Five solutions are documented in TR 23.700-32 V0.3.0 to address various aspects of KI#4, including,
-	Identification: whether and how the 5GC identifies individual non-3GPP devices connecting behind a UE or 5G-RG. (e.g. in order to charge the individual non-3GPP devices),
-	Policy control: whether and how to provide policy control for the traffic of individual non-3GPP devices connecting behind a UE or 5G-RG. Including whether and how to trigger policy control for the traffic of individual non-3GPP devices via PCF and NEF APIs, including whether and how to support concurrent services with differing QoS requirements launched by the different non-3GPP devices, and
-	Restrict device number: whether and how the operator can optionally restrict the number of simultaneously active User Identifiers per UE or 5G-RG.
Solution #30 introduces the concept of Device Information Profile (DIP) and proposes to store non-3GPP DIP in AF via a DIP client. The DIP includes elements, such as device traffic descriptor, device descriptor, QoS descriptor, and UE/5G-RG GPSI. 
It is the UE/5G-RG subscriber’s responsibility to ensure that the device descriptor corresponds to the correct device behind UE/5G-RG.
To support differentiated QoS, DIP client provides the QoS requirements for all or some of the devices, once the non-3GPP device is connected to UE/5G-RG, and the authentication of the device being done locally or via an external AAA server, DIP server may set up an AF session with required QoS as specified in clause in 4.15.6.6 of TS 23.502.
The number of devices using differentiation services can be enforced to be kept below a maximum number by configuring the DIP server.
Solution #31 proposes to use device ID and Identifiable Random MAC address (IRM) schemes defined in IEEE 802.11bh as User Identifier, which is known to a UE/5G-RG and being mapped to local non-3GPP device information.
UE/5G-RG is pre-configured with or receives policy from 5GC on QoS policy for non-3GPP device. Then based on non-3GPP device identification by the UE/5G-RG, a separate QoS flow can be configured for each non-3GPP device. 
It further involves UE/5G-RG requesting modifications to PDU session based on the specific QoS needs of connected non-3GPP devices. 
In Solution #32, the identifier for the non-3GPP devices connecting behind a UE or 5G-RG is termed as non-3GPP Device Behind UE/5G-RG (N3DBU). The N3DBU ID and associated subscription data may be assigned/provisioned by the operator. The N3DBU ID can be a unique identifier within the home PLMN. Furthermore, an N3DBU ID is only allowed to be actively used by one non-3GPP device at any time. 
Upon N3DBU-capable UE/5G-RG registration with 5GC, the list of subscribed N3DBU IDs is populated from the AMF to the UE/5G-RG. The N3DBU IDs can be stored/updated/removed based on UDM decisions.
In the policy aspect, the N3DBU-capable UE/5G-RG may be provisioned with appropriate URSP rules to enable the non-3GPP devices to route the traffic of the non-3GPP device based on URSP rules. 
To support the maximum number of simultaneously active N3DBU ID, the UR/5G-RG receives a list of subscribed N3DBU IDs and the allowed maximum number of simultaneously active N3DBU IDs in the Registration Accept. UE/5G-RG then enforce an N3DBU ID is only allowed to be actively used by one non-3GPP device at any time. And if the limit of maximum simultaneously active N3DBU IDs is reached, the UE/5G-RG either denies further non-3GPP device connections requesting N3DBU ID or routes the traffic through the PDU Session that matches the default URSP rule based on the policy to support backwards compatibility.
Solution #33 is to address number of active non-3GPP devices restriction. One of the attributes of User Profile (stored in UDM/UDR) is the maximum number of active non-3GPP devices. During PDU Session Modification, the UE includes the “non-3GPP device identity” and “non-3GPP device connection status” parameters in the NAS message to AMF. AMF can then control the number of simultaneously active non-3GPP devices. 
Solution #34 assumes that a Device Identifier of a non-3GPP device contains information such as linked SUPI, list of device identifiers, including service settings and parameters. The Device Identity Profile is stored in UDM/UDR, is provided to 5GC by using External Parameter Provisioning procedures. 
The PCF generates policy based on Device Identity Profile. When a non-3GPP device connects to a UE/5G-RG, the UE/5G-RG determines whether to establish a new PDU session or use existing PDU session based on received policy information from the PCF.
The UE/5G-RG sends NAS SM message to the SMF including Device Identifier and non-3GPP device address information. 
2	Proposal
It is proposed to include the following changes in TR 23.700-32 V0.3.0.
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Editor's note:	This clause provides evaluations of different solutions.
[bookmark: _Toc165096164]7.X	Solution Evaluation for Key Issue #4: 
Five solutions are documented in TR 23.700-32 V0.3.0 to address various aspects of KI#4, including,
-	Identification: whether and how the 5GC identifies individual non-3GPP devices connecting behind a UE or 5G-RG. (e.g. in order to charge the individual non-3GPP devices),
-	Policy control: whether and how to provide policy control for the traffic of individual non-3GPP devices connecting behind a UE or 5G-RG. Including whether and how to trigger policy control for the traffic of individual non-3GPP devices via PCF and NEF APIs, including whether and how to support concurrent services with differing QoS requirements launched by the different non-3GPP devices, and
-	Restrict device number: whether and how the operator can optionally restrict the number of simultaneously active User Identifiers per UE or 5G-RG.
7.X.1	Solution Overview
Solution #30 introduces the concept of Device Information Profile (DIP) and proposes to store non-3GPP DIP in AF via a DIP client. The DIP includes elements, such as device traffic descriptor, device descriptor, QoS descriptor, and UE/5G-RG GPSI. 
It is the UE/5G-RG subscriber’s responsibility to ensure that the device descriptor corresponds to the correct device behind UE/5G-RG.
To support differentiated QoS, DIP client provides the QoS requirements for all or some of the devices, once the non-3GPP device is connected to UE/5G-RG, and the authentication of the device being done locally or via an external AAA server, DIP server may set up an AF session with required QoS as specified in clause in 4.15.6.6 of TS 23.502.
The number of devices using differentiation services can be enforced to be kept below a maximum number by configuring the DIP server.
Solution #31 proposes to use device ID and Identifiable Random MAC address (IRM) schemes defined in IEEE 802.11bh as User Identifier, which is known to a UE/5G-RG and being mapped to local non-3GPP device information.
UE/5G-RG is pre-configured with or receives policy from 5GC on QoS policy for non-3GPP device. Then based on non-3GPP device identification by the UE/5G-RG, a separate QoS flow can be configured for each non-3GPP device. 
It further involves UE/5G-RG requesting modifications to PDU session based on the specific QoS needs of connected non-3GPP devices. 
In Solution #32, the identifier for the non-3GPP devices connecting behind a UE or 5G-RG is termed as non-3GPP Device Behind UE/5G-RG (N3DBU). The N3DBU ID and associated subscription data may be assigned/provisioned by the operator. The N3DBU ID can be a unique identifier within the home PLMN. Furthermore, an N3DBU ID is only allowed to be actively used by one non-3GPP device at any time. 
Upon N3DBU-capable UE/5G-RG registration with 5GC, the list of subscribed N3DBU IDs is populated from the AMF to the UE/5G-RG. The N3DBU IDs can be stored/updated/removed based on UDM decisions.
In the policy aspect, the N3DBU-capable UE/5G-RG may be provisioned with appropriate URSP rules to enable the non-3GPP devices to route the traffic of the non-3GPP device based on URSP rules. 
To support the maximum number of simultaneously active N3DBU ID, the UR/5G-RG receives a list of subscribed N3DBU IDs and the allowed maximum number of simultaneously active N3DBU IDs in the Registration Accept. UE/5G-RG then enforce an N3DBU ID is only allowed to be actively used by one non-3GPP device at any time. And if the limit of maximum simultaneously active N3DBU IDs is reached, the UE/5G-RG either denies further non-3GPP device connections requesting N3DBU ID or routes the traffic through the PDU Session that matches the default URSP rule based on the policy to support backwards compatibility.
Solution #33 is to address number of active non-3GPP devices restriction. One of the attributes of User Profile (stored in UDM/UDR) is the maximum number of active non-3GPP devices. During PDU Session Modification, the UE includes the “non-3GPP device identity” and “non-3GPP device connection status” parameters in the NAS message to AMF. AMF can then control the number of simultaneously active non-3GPP devices. 
Solution #34 assumes that a Device Identifier of a non-3GPP device contains information such as linked SUPI, list of device identifiers, including service settings and parameters. The Device Identity Profile is stored in UDM/UDR, is provided to 5GC by using External Parameter Provisioning procedures. 
The PCF generates policy based on Device Identity Profile. When a non-3GPP device connects to a UE/5G-RG, the UE/5G-RG determines whether to establish a new PDU session or use existing PDU session based on received policy information from the PCF.
The UE/5G-RG sends NAS SM message to the SMF including Device Identifier and non-3GPP device address information. 
Table 7.X.1-1 summarizes the aspects covered by these solutions.
Table 7.X.1-1: Solutions to KI#4
	
	Identification
	Policy
	Restrict device numbers

	Solution #30
	X
	X
	X

	Solution #31
	X
	X
	

	Solution #32
	X
	X
	X

	Solution #33
	
	
	X

	Solution #34
	X
	X
	



7.X.2	Solution Principles
From the analysis in clause 7.X.1, to achieve this key issue’s objectives, the following solution principles are proposed,
· The non-3GPP Device User ID and associated subscription information is provisioned and stored in the UDM/UDR. 

· The UE/5G-RG obtains non-3GPP Device User Identifier and associated subscription information from network during registration.

· UE/5G-RG, with the information of allowed non-3GPP Device User ID as well as the allowed maximum number of simultaneously active non-3GPP Device User IDs, enforces the restriction on Device User ID.

· URSP rules should be provided to the UE/5G-RG to provide policy control for the traffic of individual non-3GPP devices connecting behind a UE or 5G-RG.

· PCC rules can be updated based on the QoS information provisioned for the non-3GPP Device User Identifier.
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