SA WG2 Temporary Document

Page 4

SA WG2 Meeting #163
S2-2405968
27 May – 31 May, 2024, Jeju, Korea             
Source:
Tencent, Tencent Cloud
Title:
Key Issue #8 Interim Conclusion 

Document for:
Approval

Agenda Item:
19.3

Work Item / Release:
FS_XRM_Ph2/ Rel-19
Abstract of the contribution: This paper proposes principles for a Key Issue #8 interim conclusion.
1.
 Discussion

This paper proposes principles for a Key Issue #8 conclusion. The principles are based on Solution #32 and the Solution #31 update that is submitted to SA2 #163 (S2-2405967).
The objective of Key Issue #8 is as follows:
As discussed in the Solution #31 update (S2-2405967), it is proposed to enhance UE to support the tethering of XRM devices by reusing the N5CW access.
With the proposed solution, UL XRM traffic from N5CW device are identified by the TWAP/TWIF function within the UE, the tethered XRM traffic can be differentiated from the other non-tethered traffic between the UE and AF/AS.
The tether XRM traffic can share the PDU session with non-tethered XRM traffic and use different QoS flows or it may use another PDU session when needed.
To address an EN regarding to standard impacts, it is clarified that the tethering UE doesn’t terminate N2/N3 and terminates Uu interface thus the EN is removed.

The standard impacts of the proposed solution are summarized as follows:

1. Tethering UE (includes SIM):
-
Need to implement the TWAP and TWIF functions specified in 3GPP and identify the uplink XRM traffic and also performs QoS mapping between N5CW access and 5GS QoS flow.

2. TWIF:

· To select the same AMF as Tethering UE

· To relay PDU between Yw and Uu (via Tethering UE)

· To terminate only N1 interface (which is already specified for pre-Rel-19 TWIF)

3. 5GC:

-
Need to support authentication and authorization to allow a tethering UE to provide trusted WLAN access, for this purpose, a subscription need to be configured in UDM per SIM of the tethering UE.

2. Proposals

It is proposed to adopt the following text in TR.23.700-70 v0.5.0.   
********** First Change, all new text **********

8.x
Conclusions for Key Issue #8
The following aspects are concluded as principles for the normative work:

1) Tethering UE implements TWAP and TWIF and perform QoS mapping between N5CW access and 5GC QoS flow

2) TWIF is enhanced to select the same AMF as the tethering UE, terminate N1/Uu interface i.e. not terminate N2/N3 interfaces
3) 5GC supports authentication and authorization to allow a tethering UE to provide trusted WLAN access, for this purpose, a subscription need to be configured in UDM per SIM of the tethering UE.
********** End of Changes **********

In some XR services, the end point for those XRM service is not the UE but is the tethered device behind the UE, e.g. AR glasses tethering the cell phone. The traffic from tethered devices may require differentiated QoS handling.


This key issue aims at addressing the following points:


-	Study whether and how to identify traffic flows from the tethered devices behind the UE from the uplink traffic (e.g. traffic from different tethered devices may be mapped to different QoS Flows to enable QoS differentiation).


NOTE:	At the conclusion phase, it will be determined whether the solution is also applicable to 5G RG.
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