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Abstract: This PCR proposes a new use case on Emergency texting over IoT NTN for inclusion in TR 22.887.
1. Introduction

· Growing interests in using satellites for emergency texting 

· IoT NTN possesses characteristics of broad coverage which is desirable for emergency texting

2. Reason for Change

· Support for emergency bearer services is currently not available for IoT device

· IoT NTN has emerged as the technology of choice for emergency texting
3. Conclusions

· It is proposed to enable Emergency Texting Service for IoT devices sending emergency texting message using Non-IP Data Delivery via 3GPP Non-Terrestrial Networks (NTN) to the local emergency center when emergency situations are detected in areas lacking terrestrial cellular coverage. 
· The Emergency Texting Service provided by 3GPP system with Satellite access ensures reliable and efficient transmission of emergency texting messages to/from IoT devices, even without a SIM/USIM/ISIM present. 
4. Proposal

It is proposed to agree the following changes to 3GPP TR 22.887 v0.0.0.
* * * First Change (All New Text) * * * *
x.1
Use case on Emergency texting over IoT NTN
x.1.1
Description

This use case is proposed to enable Emergency Texting Service for IoT devices sending emergency texting message using Non-IP Data Delivery via 3GPP Non-Terrestrial Networks (NTN) to the local emergency center when emergency situations are detected in areas lacking terrestrial cellular coverage. The Emergency Texting Service provided by 3GPP system with Satellite access ensures reliable and efficient transmission of emergency texting messages to/from IoT devices, even without a SIM/USIM/ISIM present. 

x.1.2
Pre-conditions
On an unnamed island, solo explorer Nova relies on a 3GPP-compliant IoT device for her trek through the wilderness. This IoT device equips with sensors (accelerometer, GPS) and is capable of 3GPP satellite access, and Non-IP Data Delivery (NIDD) for Emergency Texting Services via the 3GPP NTN.
x.1.3
Service Flows

Step1, Emergency Trigger: While hiking, Nova falls and sustains a severe injury. The impact triggers the IoT device's automatically initiating an emergency texting.
Step2, Network Selection: The IoT device assesses TN availability. Due to the rural location, there is no cellular signal. However, the unauthenticated IoT device can still use Emergency Texting Services via 3GPP NTN.

Step3, NIDD Activation and Device Identification: the IoT device activates the NIDD protocol for efficient and reliable delivery of emergency texting message. The message includes the device's unique identifier, e.g. IMEI.

Step4, Emergency Texting Message Construction and Transmission: The device constructs an emergency texting message for NIDD containing Nova's precise GPS coordinates, timestamp, emergency type indicator, e.g. as per TS 22.101, optional sensor data, and a pre-set SOS text message. The IoT device using satellite access transmits emergency texting message to the 3GPP NTN.
Step 5, 3GPP NTN and authorized Third Party routing: The 3GPP NTN receives the emergency texting message and forwards it to the authorized Third Party. The authorized Third Party determines the appropriate Local Emergency Response Center (LERC)/PSAP based on IoT deivce's location and emergency type, and routes the emergency texting message to the proper LERC/PSAP.
Step 6, LERC/PSAP Response and Communication: The LERC receives the emergency texting message, pinpoints Nova's location on a map. A mountain rescue team is dispatched immediately. Simultaneously, the LERC replies a confirmation emergency texting message to Nova's IoT device via the 3GPP NTN, assuring Nova that help is on the way.

Step 7, Rescue Operation: Guided by the precise location data from the IoT device, the rescue team provides essential medical assistance and safely extracts Nova from the wilderness.

x.1.4
Post-conditions

Nova is safely rescued and receives medical treatment. The Local Emergency Response Center successfully coordinated the rescue operation using the Emergency Texting Services provided by 3GPP NTN. Nova's IoT device played a critical role in her rescue, demonstrating the effectiveness of 3GPP NTN-based Emergency Texting Services.
x.1.5
Existing features partly or fully covering the use case functionality
TS22.261 [Y], Definition: 

· IoT device: a type of UE which is dedicated for a set of specific use cases or services and which is allowed to make use of certain features restricted to this type of UEs.

NOTE 5:  An IoT device may be optimized for the specific needs of services and application being executed (e.g. smart home/city, smart utilities, e-Health and smart wearables). Some IoT devices are not intended for human type communications.

TS22.261 [X1], Clause 6.14: Subscription aspects

· An IoT device which is able to access a 5G PLMN in direct network connection mode using a 3GPP RAT shall have a 3GPP subscription.

· The 5G system shall allow the operator to identify a UE as an IoT device based on UE characteristics (e.g. identified by an equipment identifier or a range of equipment identifiers) or subscription or the combination of both.

TS22.016 [X2] clause 6: use of IMEI in case of emergency calls:

· Emergency calls can in some PLMNs be made without having to send the subscriber identity (IMSI) to the network. In this case the misuse of MS equipments after placing invalid emergency calls can be restrained by using the equipment identity.

· The network request for the equipment identity is sent to the MS after the emergency call has been set-up. The procedure is the same as for normal call set-up.

TS23.401 [X3]: 

· Support for emergency bearer services is not available when the UE is using NB-IoT, i.e. the MME shall not indicate support for emergency bearer services using the Emergency Service Support indicator in the Attach and TAU procedures to a UE that accesses the network using a RAT Type equal to NB-IoT, and an NB-IoT cell shall not indicate support for emergency services in any broadcast information in AS.

TS 22.101[X4], clause 10.11:
Short Message Service over IMS to emergency centre

· The Short Message shall be routed to the emergency response centre serving the location where the subscriber is located and replies routed back to the subscriber in accordance with national regulations as specified in 10.1. 

· The 3GPP system shall support a Short Message to be routed to different emergency response centres, depending on the type of emergency as specified in 10.1.
· The Short Message Service to emergency response centre shall be supported without a SIM/USIM/ISIM being present.

TS 22.278[X5], clause 6.8: IoT resource efficiency

· The 3GPP system shall support efficient transmission of IP data and Non-IP data to/from a UE.

· The 3GPP system shall support efficient transmission of small data to/from a UE.

· The 3GPP system shall minimize control and user plane resource usage for stationary UEs (e.g., lower signalling to user data resources usage ratio).

· The 3GPP system shall optimize the resource usage of the control plane and/or user plane for transfer of small data units.

· The 3GPP system shall support methods to minimize the usage of battery resources at the UE.
x.1.6
Potential New Requirements needed to support the use case
[PR X.Y.6-001] The 3GPP system with satellite access shall support Emergency Texting Service that provides efficient and reliable transmission of Non-IP data for emergency texting to/from an IoT device.
[PR X.Y.6-002]: The 3GPP system with satellite access shall provide mechanisms to identify an IoT device using the Emergency Texting Service.
[PR X.Y.6-003]: The 3GPP system with satellite access shall provide mechanisms for anthorized third party to route the Emergency Texting Service to/from a local emergency response centre (i.e. PSAP) serving the location where the IoT device is located and replies routed back to the IoT device, including in roaming case.
[PR X.Y.6-004]: The 3GPP system with satellite access shall provide mechanisms for anthorized third party to route the Emergency Texting Service to different emergency response centres based on the type of emergency.
[PR X.Y.6-005] The 3GPP system with satellite access shall support Emergency Texting Service for a IoT device regardless of whether a SIM/USIM/ISIM is present.
* * * End of Changes * * * *

