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1 Introduction
It is envisaged that the number of connected devices will reach ~500 billion by 2030, which is about ~59 times larger than the expected world population (~8.5 billion) by that time [1]. Among these, a large portion of the devices will be Internet-of-Things (IoT) devices for improving productivity and increasing comforts of life. As the number of IoT devices grows exponentially, it may be challenging to power all the IoT devices by battery that needs to be replaced or recharged manually, which leads to high maintenance cost. The automation and digitalization of various industries demand new IoT technologies of supporting battery-less devices with energy storage that does not need to be replaced or recharged manually [2]. Such types of devices are collectively termed as an ambient IoT (A-IoT) device, which can be powered by various renewable energy sources such as radio waves, light, motion, or heat, etc. Possible use cases of A-IoT include asset inventory/tracking and remote environmental monitoring [3]. 
In RAN1 #116b, the following agreements were made regarding frame structure and timing aspects [4]: 
	Agreement
For R2D transmission, if OFDM-based waveform is used, the start of R2D transmission from reader perspective is assumed to be aligned with the boundary of an NR OFDM symbol (including the CP) for in-band/guard-band operation.

Agreement
To determine or derive the end of PRDCH transmission, study at least following options:  
· Option 1: R2D postamble immediately follows the PRDCH to indicate the end of the PRDCH.       
· Option 2: Based on R2D control information.

Agreement
For the reader to acquire the end of PDRCH transmission, study at least following options:  
· Option 1: D2R postamble immediately follows the PDRCH
· Option 2: Based on control information

Agreement
For D2R transmission, study the necessity of midamble at least for the purpose of performing timing/frequency tracking or channel estimation or interference estimation, considering at least the following: 
· Modulation and Coding schemes, e.g., data modulation, line/channel coding 
· Receiving methods, e.g., coherent or non-coherent
· D2R transmission length/packet size
· Midamble overhead
· Timing/frequency accuracy
· Phase accuracy

Agreement
RAN1 study the R2D transmission without midamble as the baseline if Manchester encoding is used.
· FFS the necessity for the R2D transmission with midamble if PIE is used. 
 


This contribution provides necessary considerations for frame structure and timing aspects including synchronization, random access, scheduling, and timing relationships. 
2 Synchronization and timing
1 
2 
[bookmark: _Hlk142411003][bookmark: _Ref142605378]Given the low complexity and the low power consumption requirements of A-IoT devices, it is unreasonable to assume a precise timing capability for A-IoT devices, unlike for NR UEs. Furthermore, given that A-IoT devices are powered by harvesting energy, the device may be occasionally running out of power and, thereby loosing timing, i.e., lacking timing maintenance capability.
[bookmark: _Hlk158922718][bookmark: _Hlk163133294]Observation 1: A precise timing maintenance capability for A-IoT devices cannot be assumed given the low complexity and the low power requirements as well as possible depletion of battery. 
In the following sub-sections, two system design concepts for A-IoT devices lacking a precise timing maintenance capability are proposed.  
 
[bookmark: _Ref158709021]Reader-triggered asynchronous system with preamble
Given the lack of a capability to keep track of an absolute timing by A-IoT devices, it is preferable to design a system based on asynchronous timing. On the other hand, given the possible in-band deployment, D2R transmissions need to be under network control to prevent any negative impact to coexisting NR UEs. To this end, a reader-triggered asynchronous system with relative timing is proposed as illustrated below.  
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Figure 1 Reader-triggered asynchronous system with relative timing

The concept of reader-triggered asynchronous system with a relative timing is well aligned with the agreements made in the last RAN1 meeting as follows:
· D2R transmission by a device is triggered by a reader. 
· D2R transmission follows the preceding R2D transmission with a certain time interval.
· R2D and D2R transmissions start with a preamble providing timing acquisition with low-complexity detection.   
In the reader-triggered asynchronous system with relative timing, there may be no definition of a slot, a subframe or a frame followed by devices, irrelevant to whether readers may follow those definitions by themselves. On the other hand, an A-IoT system may be deployed in-band to an existing NR deployment and, thus, there may be coexistence issues between A-IoT devices and NR UEs. Given the low-complexity requirement for A-IoT devices, it is preferable to design an A-IoT system such that the devices are agnostic to whether they are coexisting with other NR UEs by having the in-band coexistence maintained by readers. This can be achieved by regulating any D2R transmission to be triggered by the readers and the D2R transmissions to follow the preceding R2D transmission with a certain time interval. An asynchronous A-IoT communication session can be encapsulated into a synchronous frame structure by configuring reserved resources for the NR UEs for the resources utilized by A-IoT system.  
Proposal 1: Study reader-triggered asynchronous system with relative timing, wherein there is no definition of synchronization, and any D2R transmission is always triggered by a reader. 
It is noted however that there can be a definition of a time resource unit for the purpose of scheduling or slotted ALOHA based random access, while the position in time is not fixed and can vary, i.e., asynchronous.  
On the other hand, as illustrated in Figure 1, a PRDCH transmission providing beacon can be considered with the following benefits/purposes:
· To indicate that A-IoT communication session is activated and on-going. 
· To broadcast some necessary information such as parameters for random access or scheduled access, which is up to RAN 2 to study including such necessity. 

Reader-triggered locally synchronous system 
Another option for A-IoT synchronization is to maintain the synchronization in a temporary manner when it is triggered by a reader as illustrated in the figure below. 
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[bookmark: _Ref157107968]Figure 2 Reader-triggered locally synchronous system


For instance, a reader triggers A-IoT communication session by transmitting a PRDCH, which also serves as a timing reference signal and provides any necessary parameters for random access or scheduled access as discussed in Section 2.1. The A-IoT devices derive timing indexes, such as slot or symbol indexes, from the PRDCH providing synchronization, which are only valid during the current A-IoT communication session. Once the synchronization is obtained, A-IoT devices can communicate with the reader synchronously using the derived timing indexes. Since the PRDCH providing synchronization serves as a timing reference signal, its transmission interval needs to be fixed and guaranteed as long as the current A-IoT communication session is on-going. When the current A-IoT communication session ends, i.e., the PRDCH providing synchronization is not received, the A-IoT devices are not required to maintain the synchronization and releases the timing indexes. 
Proposal 2: Study a reader-triggered locally synchronous system, wherein a symbol, a subframe or a frame boundaries are maintained in a temporary manner while PRDCH providing synchronization is detected. 
In the reader-triggered locally synchronous system, the reader initiates the A-IoT communication session by transmitting a PRDCH providing synchronization. Once the PRDCH providing synchronization is received, an A-IoT device assumes that the transmission interval between two successive PRDCHs providing synchronization are fixed as long as the current A-IoT session is on-going. Considering a non-negligible clock drift between any two successive PRDCH transmissions providing synchronization, the following can be considered:
· The interval between two consecutive PRDCH transmissions providing synchronization is determined to guarantee that the timing drift within the interval results less than ±X % of a slot duration.
· A guard time is provisioned between slots considering possible timing drift. 
· A preamble is attached to PRDCH and PDRCH transmissions such that each signal provides their own timing information.   
From a reader perspective, the PRDCH providing synchronization may be transmitted at fixed periodic occasions. For instance, the occasions may coincide with SSB occasions for NR UEs, or periodically configured reserved resources for NR UEs, etc. From an A-IoT device perspective, however, it does not aware of the possible periodic transmission occasions, and the devices only keep track of synchronization and timing indexes in a temporary manner. The time/frequency resources utilized for A-IoT communication are indicated to NR UEs as reserved resources. 

Midamble and related aspects 
[bookmark: _Hlk162686991]Per system design requirement [2], the payload may be up to ~ 1000 bits, e.g., 210 bits. Depending on the length of the payload field, the receiver may lose chip synchronization for data demodulation both at a device side during R2D reception and at reader side during D2R reception. The inaccurate synchronization will correspondingly cause an offset between actual sampling point and ideal sampling point, as shown in Figure 3. 
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[bookmark: _Ref163044987]Figure 3 Drift of sampling point with inaccurate synchronization

Since the impact of the sampling drift is accumulated over codewords, with a larger payload size or transmission duration, the synchronization inaccuracy will impact the BLER. When the actual sampling point falls into the next chip, the sample will be incorrectly interpreted and, thus, it will impact the decoding performance. Therefore, the maximum tolerable drift of a sampling point is 1/2 of a chip duration. Figure 3 illustrates an example of incorrect demodulation caused by synchronization drift. In this example, it is assumed that the offset between the actual and the ideal sampling points does not exceed 1/4 of code chip length as moderate requirement. 
For R2D transmissions, midamble may be not needed if Manchester encoding is used, but for PIE, the necessity of midamble needs further discussion. At first, the impact of synchronization drift for Manchester encoding and PIE can be different. Manchester encoding uses code chips with fixed length and encodes information by transitioning between different voltage levels, wherein the voltage-level transition timings can be utilized to distinguish codeword boundary and, therefore, it is advantageous to maintain synchronization. On the contrary, PIE indicates information by varying pulse lengths and, therefore, the received signal itself cannot be directly utilized for timing acquisition. 
In RFID R2D using PIE encoding, the synchronization drift issue was not explicitly addressed, e.g., by adopting midamble. The reasons may be as follows:
· RFID R2D uses two different pulse lengths to indicate bit 0 and 1 with sufficiently large offset to reduce the probability of sampling error. However, this brute force approach will lower the transmission efficiency due to much longer pulse length for bit 1.
· RFID system target coverage may be much smaller than A-IoT system and, therefore, the received signal strength for RFID system can be higher. On the other hand, with larger coverage target and more sensitive receiver, e.g., >10 dBm, the received signal strength at an A-IoT device can be much weaker. The low received signal power may impact not only the decoding performance but also the synchronization maintenance, especially with interference. Given the equal length chip duration of Manchester encoding, the synchronization maintenance performance will be less impacted with the presence of interference. However, in the case of PIE encoding, it can be easily confused between 0 and 1, when the received signal strength is weak in the presence of interference. Once a chip is confused between 0 and 1 for PIE, the error will propagate in decoding the rest of the received signal.     
Observation 2: For PIE encoding, a chip can be easily confused between 0 and 1 when the received signal strength is weak, given a larger coverage target of A-IoT compared to RFID, and in the presence of interference. The error will propagate in decoding the rest of the received signal. 
Therefore, for A-IoT R2D transmissions with PIE encoding, the necessity of midamble requires further study. 
Proposal 3: Study whether/how interference impacts the synchronization maintenance performance of R2D transmission especially when the received signal strength is weak and in the presence of interference.
For D2R reception at a reader, the reader may perform synchronization tracking based on line codeword, and correspondingly adjusts its receiver clock. Furthermore, midamble can be inserted to provide better synchronization tracking and coherent demodulation purposes. Given that the codeword of Manchester encoding differentiates coded bits by single voltage transition per code chip at chip center, while FM0 and Miller encoding may have more non-uniform voltage transition timings, the performance of clock tracking, and consequently the gain of midamble, can be dependent on the used line encoding scheme.
For a relatively smaller message size, the impact of synchronization drift on D2R reception may be negligible. Therefore, the insertion of midamble can be dependent on the message type or size. For instance, if the PDRCH message type falls into one of a predefined set of message types, or the indicated payload size is greater than a certain predefined threshold, the device may assume payload segmentation based on a predefined payload segment size, and a number of midambles to be inserted correspondingly. On the other hand, the length of midamble can be dependent on the payload segment size, i.e., a shorter midamble can be used for a smaller payload segment size while a longer midamble can be used for a larger payload segment size. 
Proposal 4: Study D2R midamble design considering payload segment size, different line encoding schemes, and demodulation assumption at the reader. 
Synchronization maintenance using midamble is performed at a reader by adjusting its receiving clock to track the clock drift at the device side. 
It should be noted, however, that synchronization adjustment by a reader may work only when receiving from a single device at a given time such as no multiplexing or TDMA case. 
When multiple devices multiplex at a given time such as via FDMA or CDMA, the clock will drift differently at different devices. Thus, it will be very challenging at the reader to adjust the clock based on multiple concurrent midambles received from different devices experiencing different clock drift. Therefore, there is a need to study a solution when multiple devices are multiplexed, e.g., providing a time interval in which devices can fallback to receive R2D synchronization signal and re-calibrate its clock. In this case, synchronization maintenance is performed not by the reader but by each device and, thus, the multiplexed devices can align their synchronization and minimize the impact on multiplexed D2R reception at a reader.   
Proposal 5: When multiple D2R transmissions are multiplexed via FDMA or CDMA, study the impact of synchronization misalignment between devices and possible solutions for synchronization drift from multiplexed devices.

Payload size determination

In RAN1 #116b, it was agreed to study the following options for the determination or derivation of the end of PRDCH:
· Option 1: R2D postamble immediately follows the PRDCH to indicate the end of the PRDCH.       
· Option 2: Based on R2D control information.
Similarly, it was agreed to study the following options for the determination or derivation of the end of PDRCH:
· Option 1: D2R postamble immediately follows the PDRCH
· Option 2: Based on control information
In most A-IoT use cases, there can be a limited number of message types to be defined and many of them will have a fixed message size. As an example, a query message from a reader to a device to initiate an inventory round is most likely to have a fixed set of fields comprising the message and, thereby, a known message size. Similarly, a query response message from a device to the reader will also have a known message size, unless a temporary device ID has a varying length. 
Observation 3: There can be a limited number of message types to be defined for A-IoT system and many of the message types will have a fixed message size.
Therefore, for a certain set of messages with fixed size, the end of PRDCH or PDRCH reception can be implicitly determined at the receiver based on the message type indicated in a control field of the PRDCH or PDRCH. 
Proposal 6: For certain message types with fixed size, the end of PRDCH or PDRCH is implicitly determined based on the message type indication in a control field of the PRDCH or PDRCH.  
On the other hand, a certain set of message types can have a variable message size. As an example, write command from a reader or a reply by a device to read command from a reader can include data with variable size. In this case, the payload size needs to be explicitly indicated in a control field of PRDCH or PDRCH such that an intended receiver can determine the end of PRDCH or PDRCH based on the indication. 
Proposal 7: For certain message types with variable size, the end of PRDCH or PDRCH is explicitly determined based on the message length indication in a control field of the PRDCH or PDRCH.  
With a determination of a payload size based on control information of PRDCH or PDRCH either implicitly or explicitly, the use of postamble for the indication of the end of PRDCH or PDRCH is not strictly required. However, given the possible clock drift at a device, it may be still beneficial to also attach postamble at least for the determination of the end of PRDCH at a device. 
[bookmark: _Hlk165473467]Proposal 8: At least for PRDCH, postamble can be used in addition to R2D control information for the determination of the end of PRDCH. 

D2R transmission timing determination
In RAN1 #116b, there was a discussion on how a device determines D2R transmission timing. One option was to define a maximum time TR2D_max between the end of a R2D transmission and the start of the corresponding D2R transmission following it, and a device randomly selects D2R transmission timing within [TR2D_min, TR2D_max]. Another option was to determine the D2R transmission timing based on R2D control information. In the case of RFID system, there are no cases where multiple tags perform multi-access at a given occasion and they are intended to be received successfully. Even for an inventory round via random access, the system was designed assuming that only one successful tag, i.e., whose QueryRep message is successfully received at the reader, is responded by the reader. As RAN1 already agreed to study D2R multi-access based on TDMA/FDMA (FFS: CDMA), the random timing determination like RFID system is not appropriate for A-IoT system. 
Observation 4: As RAN1 agreed to study D2R multi-access based on TDMA/FDMA (FFS: CDMA), random timing determination like RFID system is not appropriate for A-IoT system.
Therefore, for D2R transmissions based on multi-access, it is preferable to determine the D2R transmission timing based timing parameter provided in the R2D control information. On the other hand, when a transmission from only a single device is expected, e.g., a response from a device to a targeted command from a reader, the corresponding D2R transmission timing can be determined based on predefined timing parameter, such as [TR2D_min, TR2D_max], without an explicit timing indication in R2D control information. 
Proposal 9: For the determination of D2R transmission start timing, study the following options.
· When multiple transmissions are multiplexed, the start timing is determined based on timing parameters provided in R2D control information.
· When a transmission from only a single device is expected, the start timing is determined based on predefined timing parameters, e.g., [TR2D_min, TR2D_max]. 
3 Communication modes
3 
In this section, two basic modes of A-IoT communications are described, namely random access mode and targeted command mode.  
[bookmark: _Hlk157151991]Random access mode 
One main use case of A-IoT system is inventory, e.g., asset identification and tracking, while the reader may not have a prior knowledge of devices in its proximity. The below described triggered random access for device identification includes a PRDCH transmission by a reader providing a triggering and the related parameters for random access, and a PDRCH transmission by a device providing its ID via a random resource selection based on the received parameters.  

[image: ]

[bookmark: _Ref157157836]Figure 4 Signal flow of triggered random access for device identification

Step 0: PRDCH - Trigger
Step 0 PRDCH transmission serves the purpose of triggering random access procedure for a target device group or for anonymous devices in the proximity. Given that there may be no periodic SI broadcasting for A-IoT system, the PRDCH providing a triggering message may directly provide SI related to perform random access by devices. As an example, the PRDCH providing a triggering message may include
· Target device group ID: Depending on the use case, the procedure may be intended for a particular group of devices, e.g., identifying devices belonging to a particular product category, or any unknown devices in the proximity. 
· Random access resource configuration: Parameters to configure random access resources in time, frequency, or code domain such as time slots for slotted ALOHA, frequency domain resources/shifts, and code sequences. 
· Access control parameters: Such as access probability, prohibit timers, etc. 
· PHY parameters for Step 1 PDRCH transmission. 
Proposal 10: Study PRDCH providing triggering for random access procedure including information elements to be delivered in the PRDCH for facilitating the procedure. 
Step 1: PDRCH – Random access
In this step, a random number of devices attempt to access the medium by randomly selecting a time/frequency/code resource from a set of resources according to the parameters provided in Step 0 PDRCH transmission providing a trigger. The PDRCH via random access delivers the transmitting device’s ID to the reader. The ID used at this stage may be a temporary ID such as a random number or an ID associated with the device itself such as a product code. The random access may involve a process to determine whether to access the medium or not based on the provisioned access probability through which a congestion control can be achieved. 
Proposal 11: Study PDRCH random access transmission including a random access mechanism and information to be delivered in the PDRCH to the reader, e.g., device ID.
Below Figure 5 and Figure 6 provide two example system design for random access: sequential identification process and multiplexed identification process. 

[image: ]
[bookmark: _Ref162530887][bookmark: _Hlk162546677]Figure 5 A sequential device identification process via random access
In the sequential device identification process, the device identification is performed for one device in one random access round. As illustrated in the figure, a PRDCH transmission providing a trigger indicates a start of a random access round. The time intervals between two consecutive triggers may be variable, e.g., early terminated by transmitting another PRDCH providing a trigger. Given the sequential identification process, it is expected that the efficiency of the process will be degraded and, thus, the identification will take much longer when there are a large number of devices to be identified. On the other hand, one potential benefit might be that, if a device does not intent to perform random access in a given round, e.g., Device Y or Z in round #N, they can sleep to save the energy in capacitor until a trigger for the next round is detected. 
Observation 5: It is expected that a sequential identification process, in which one device is identified at a time, will suffer from efficiency degradation when there is a large number of devices to be identified.  
In this regard, a multiplexed device identification process is discussed in the following. 
[image: ]
[bookmark: _Ref162530892]Figure 6 A multiplexed device identification process via random access

In the multiplexed device identification process, multiple devices can be identified in one random access round by providing multiple random access opportunities as illustrated in Figure 6. The random access from multiple devices occurs in a burst manner over a number of consecutive time slots, frequency resources/shifts (e.g., via different subcarrier modulation for a line code), or codes. As in the sequential device identification process, a PRDCH transmission providing a trigger indicates a start of a random access round, and the time intervals between two consecutive triggers may be variable, e.g., early terminated by transmitting another PRDCH providing a trigger. The PRDCH transmission providing a trigger indicates the random access resource for multiplexing. 
Proposal 12: Study a multiplexed random access mechanism in which more than one devices can be identified in one round by randomly accessing a resource in time/frequency/code division multiplexed manner.  
In either the sequential device identification process or the multiplexed device identification process, there are chances that two or more devices select the same resource. These devices transmit RA signals but may not receive a valid ACK correspondingly. In the contention-based RA procedure, one solution for collision handling is to mute the collided devices during the current RA round, and let them participate in next RA round. This solution increases the collision possibility in the following RA rounds. In NR system, if UE doesn’t receive RAR in the RAR window, UE will wait for another RO to transmit PRACH with power ramping to improve the access success rate. Given that devices are relying on a limited energy storage, it is preferable to study a solution that can improve the success rate. As an example, if a reader is able to detect an occurrence of a collision, the collision can be resolved earlier, e.g., if the number of collided tags can be identified, some additional resources can be allocated to those tags, e.g., FDM’ed or CDM’ed resources (as Type II RA in Figure 6 A collision handling process via random access). 
For better understanding, an example is given in Figure 7. Firstly, device Y and device Z receive Trigger #N, and then transmit Type I RA (e.g., RA including RN16) in round #N. The reader may fail to detect either of the RAs due to the collision and send no ACK, or detect an incorrect RN16 and assign an ACK to the incorrect RN16 which is invalid ACK to either of the collided devices. The collided devices are aware of the collision since there is no valid ACK and, thus, neither of the devices will send a corresponding D2R message. The reader can start a timer after sending the invalid ACK and identifies collision after the timer expires with no D2R message received, or identifies collision when determines to send no ACK. Then the reader schedules a R2D message for collision control. In this R2D message, the CDM/FDM resources will be assigned for the collided devices, to schedule multiple devices to transmit Type II RA (e.g., RA including CDM/FDM-ed RN16) on the same time-domain resource. Each of the collided devices will then randomly choose one resource and transmit the Type II RA. Through the above collision handling scheme, the collided tags will be given one more chance to perform the random access right after the collision happens. This scheme provides less waiting time for the collided tag and resolves a collision earlier, and would be preferable for devices with limited energy storage.

[image: ]
[bookmark: _Ref166082048][bookmark: _Ref163194941]Figure 7 A collision handling process via random access

Proposal 13: Study a collision handling mechanism to improve the success rate of the tags with collision, including preamble/sequence for reader to identify the collision. 

Step 2: PRDCH – ACK
In this step, the reader transmits PRDCH providing an ACK for a successfully received PDRCH random access transmission. There may be a certain time interval that a device awaits for the possible ACK response from the reader, which may be predefined or indicated to the device in the trigger message. If a device does not receive a following ACK message within the time interval, the device considers that the random access is failed. 
The PRDCH providing an ACK message may be transmitted individually for each successfully received PDRCH random access message. On the other hand, for the multiplexed random access process, the PRDCH providing an ACK message may be transmitted in a burst manner or a single PRDCH may provide a group ACK which corresponds to one or more successfully received PDRCH random access messages, as illustrated in Figure 5. In this manner, the efficiency of the overall identification process can be further improved. 
Proposal 14: Study PRDCH providing an ACK, in response to a received PDRCH random access message, which is transmitted in a burst manner, or a single PRDCH providing a group ACK for more than one successfully received PDRCH random access messages. 
If device information, such as product code, is directly provided in Step 1 PDRCH random access message and there is no need for further communication, the device identification process may finish here. On the other hand, if the reader needs to collect additional information from the device, such as device code, type, or capability, the PRDCH providing an ACK message may also provide the scheduling information for the following Step 3 PDRCH transmission. 
Remaining Steps:
In Step 3, the device transmits a PDRCH providing the requested additional information based on the received scheduling information in Step 2 PRDCH transmission providing ACK. In response to the correct reception of the PDRCH, the reader transmits a PRDCH providing an ACK message in Step 4. 

Command mode 
Another important use case of an A-IoT system is indoor/outdoor command. An example command set may include read/write, status report/update, lock/unlock, access/kill, device activation/deactivation, etc. Indicating and executing a command between a reader and one or more devices includes a PRDCH transmission by a reader providing a command and the related parameters, and a PDRCH transmission by a device providing an ACK after executing the received command as described in Figure 8 below.

[image: ]
[bookmark: _Ref162554563]Figure 8 Signal flow of executing a command

The PRDCH providing a command may be device-specific targeting a particular device, device-group-specific targeting a particular device group, or common to any device which receives the command. 

[image: ]
Figure 9 A device-specific and device-group-specific command and associated ACK transmissions

The PRDCH providing a command may also provide parameters associated with the indicated command, e.g., a specific memory bank to read/write, and scheduling information such as timing delay for the PDRCH transmission to provide an ACK after the device successfully executes the indicated command. For a device-group-specific command, the PRDCH may provide more than one timing delay parameters for more than one PDRCH transmissions to provide ACK by more than one devices. 
Proposal 15: Study PRDCH providing a command in a device-specific or device-group-specific manner and additional information to be delivered in the PRDCH.  
Executing certain commands, e.g., read, may involve D2R data transmission via PDRCH by a device and R2D transmission providing an ACK by a reader upon successful reception of the PDRCH. Figure 9 below describes a procedure for executing a command involving D2R data transmission.  

[image: ]
[bookmark: _Ref162557835]Figure 10 Signal flow of executing a command involving D2R data transmission

For the case of a command involving D2R data transmission, the PRDCH indicating the command may also provide scheduling information for PDRCH data transmission, including time/frequency resources and physical layer parameters for PDRCH transmission such as MCS. 

[image: ]
[bookmark: _Ref162558338]Figure 11 A device-specific and device-group-specific command involving D2R data transmission 

Figure 11 illustrates example procedures for executing a device-specific and device-group-specific command, wherein one or more devices transmit PDRCH according to the scheduling information provided in the PRDCH. In the case of a device-specific command wherein one or more devices are targeted, the PRDCH transmission can provide a scheduling information for the corresponding one or more devices. When a PRDCH schedules one or more PDRCHs from one or more devices, the PRDCH providing an ACK message may be provided individually for each successfully received PDRCH by the reader in a burst manner. Alternatively, similar to the multiplexed random access in Figure 5, a group ACK message is provided for a number of successfully received PDRCH by the reader in a single message.
Proposal 16: Study PRDCH providing a command in a device-specific or device-group-specific manner involving D2R data transmission, and PRDCH providing a group ACK for more than one successfully received PDRCH data transmission.  
4 

4 Conclusion
In this contribution, we discussed necessary considerations for frame structure and timing aspects including synchronization, random access, scheduling, and timing relationships, and the following observations and proposals were made.
Observation 1: A precise timing maintenance capability for A-IoT devices cannot be assumed given the low complexity and the low power requirements as well as possible depletion of battery. 
Proposal 1: Study reader-triggered asynchronous system with relative timing, wherein there is no definition of synchronization, and any D2R transmission is always triggered by a reader. 
Proposal 2: Study a reader-triggered locally synchronous system, wherein a symbol, a subframe or a frame boundaries are maintained in a temporary manner while PRDCH providing synchronization is detected. 
Observation 2: For PIE encoding, a chip can be easily confused between 0 and 1 when the received signal strength is weak, given a larger coverage target of A-IoT compared to RFID, and in the presence of interference. The error will propagate in decoding the rest of the received signal. 
Proposal 3: Study whether/how interference impacts the synchronization maintenance performance of R2D transmission especially when the received signal strength is weak and in the presence of interference.
Proposal 4: Study D2R midamble design considering payload segment size, different line encoding schemes, and demodulation assumption at the reader. 
Proposal 5: When multiple D2R transmissions are multiplexed via FDMA or CDMA, study the impact of synchronization misalignment between devices and possible solutions for synchronization drift from multiplexed devices.
Observation 3: There can be a limited number of message types to be defined for A-IoT system and many of the message types will have a fixed message size.
Proposal 6: For certain message types with fixed size, the end of PRDCH or PDRCH is implicitly determined based on the message type indication in a control field of the PRDCH or PDRCH.  
Proposal 7: For certain message types with variable size, the end of PRDCH or PDRCH is explicitly determined based on the message length indication in a control field of the PRDCH or PDRCH.  
Proposal 8: At least for PRDCH, postamble can be used in addition to R2D control information for the determination of the end of PRDCH. 
Observation 4: As RAN1 agreed to study D2R multi-access based on TDMA/FDMA (FFS: CDMA), random timing determination like RFID system is not appropriate for A-IoT system.
Proposal 9: For the determination of D2R transmission start timing, study the following options.
· When multiple transmissions are multiplexed, the start timing is determined based on timing parameters provided in R2D control information.
· When a transmission from only a single device is expected, the start timing is determined based on predefined timing parameters, e.g., [TR2D_min, TR2D_max]. 
Proposal 10: Study PRDCH providing triggering for random access procedure including information elements to be delivered in the PRDCH for facilitating the procedure. 
Proposal 11: Study PDRCH random access transmission including a random access mechanism and information to be delivered in the PDRCH to the reader, e.g., device ID.
Observation 5: It is expected that a sequential identification process, in which one device is identified at a time, will suffer from efficiency degradation when there is a large number of devices to be identified.  
Proposal 12: Study a multiplexed random access mechanism in which more than one devices can be identified in one round by randomly accessing a resource in time/frequency/code division multiplexed manner.  
Proposal 13: Study a collision handling mechanism to improve the success rate of the tags with collision, including preamble/sequence for reader to identify the collision. 
Proposal 14: Study PRDCH providing an ACK, in response to a received PDRCH random access message, which is transmitted in a burst manner, or a single PRDCH providing a group ACK for more than one successfully received PDRCH random access messages. 
Proposal 15: Study PRDCH providing a command in a device-specific or device-group-specific manner and additional information to be delivered in the PRDCH.  
Proposal 16: Study PRDCH providing a command in a device-specific or device-group-specific manner involving D2R data transmission, and PRDCH providing a group ACK for more than one successfully received PDRCH data transmission.
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