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1	Introduction
At the last RANP#102 meeting, the study item of 5G femto was agreed in [1] including the following objective:
-	Clarify the access to local services from the 5G Femto via collocated local UPF and identify issues, if any [RAN3].
NOTE 1: The study involves a gap analysis of existing 5G functionality with HomeNB functionality.
NOTE 2: No impact on the UE.
NOTE 3: Coordination with other WGs (e.g. SA2) when needed.
This paper investigates possible solutions and identify the standards gap to fulfil this objective.
2	Discussion

For access to local services, the HomeNB functionality uses LIPA function which is described in TS 36.300 a follows:

Figure 1: HeNB operating in LIPA mode - Logical Architecture 
In order to enable this LIPA function, there was some standards impact to HeNB which was to include the LGW address to the MME in every INITIAL UE Message or UL NAS Transport message as explained in section 4.3.16 of TS 23.501:
4.3.16	Local IP Access (LIPA) function
The LIPA function enables a UE connected via a HeNB to access other entities in the same residential/enterprise network without the user plane traversing the mobile operator's network except HeNB subsystem.
The Local IP Access is achieved using a Local GW (L-GW) collocated with the HeNB.
LIPA is established by the UE requesting a new PDN connection to an APN for which LIPA is permitted, and the network selecting the Local GW associated with the HeNB and enabling a direct user plane path between the Local GW and the HeNB. The HeNB supporting the LIPA function includes the Local GW address to the MME in every INITIAL UE MESSAGE and every UPLINK NAS TRANSPORT control message as specified in TS 36.413.
For access to local services, the 5G architecture natively proposes the distributed anchor point whereby a local UPF can be used to divert the traffic for a particular PDU session while other PDU sessions use the central PSA UPF:
 -	Distributed Anchor Point: For a PDU Session, the PSA UPF is in a local site, i.e. close to the UE location. The PSA UPF may be changed e.g. due to UE mobility and using SSC mode 2 or 3.
The issue here is how to select the local UPF to be collocated with the NR Femto? 
As described here-above, in LTE case it is necessary that the HeNB provides the IP@ of the LGW to the MME so that the MME can select the PGW collocated with the HeNB.
Similar issue applies in 5G for the selection of the local UPF. Indeed, during the PDU session setup request the SMF must select the right UPF collocated in the NR Femto.
We look at several possible options:
Option 1: use the Cell ID of ULI report from NR Femto
According to TS 23.501 section 6.3.3.3 the UPF selection can be based on 5G AN Identities CellID or TAI:
The following parameter(s) and information may be considered by the SMF for UPF selection and re-selection:
-	UPF's dynamic load.
Information related to user plane topology and user plane terminations, that may be deduced from:
-	5G-AN-provided identities (e.g. CellID, TAI), available UPF(s) and DNAI(s);
The CellID could be the one of the NR Femto cell. The CellID is contained in the ULI (User Location Information) IE and can be sent by NR Femto to the AMF within the UL NAS Transport as follows: 
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This message is sent by the NG-RAN node and is used for carrying NAS information over the NG interface.
Direction: NG-RAN node  AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	ignore



Then, according to CT4 specifications, if AMF receives the ULI from the gNB it must forward it to SMF. The SMF is then in charge of the UPF selection by contacting the NRF using the upfinfo entry as input as per TS 29.510:
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6.1.6.2.13	Type: UpfInfo
	Table 6.1.6.2.13-1: Definition of type UpfInfoAttribute name
	Data type
	P
	Cardinality
	Description

	sNssaiUpfInfoList
	array(SnssaiUpfInfoItem)
	M
	1..N
	List of parameters supported by the UPF per S-NSSAI (NOTE 1)

	smfServingArea
	array(string)
	O
	1..N
	The SMF service area(s) the UPF can serve.
If not provided, the UPF can serve any SMF service area.

	interfaceUpfInfoList
	array(InterfaceUpfInfoItem)
	O
	1..N
	List of User Plane interfaces configured on the UPF. When this IE is provided in the NF Discovery response, the NF Service Consumer (e.g. SMF) may use this information for UPF selection.
(NOTE 7)

	iwkEpsInd
	boolean
	O
	0..1
	Indicates whether interworking with EPS is supported by the UPF.
true: Supported
false (default): Not Supported

	sxaInd
	boolean
	O
	0..1
	Indicates whether the UPF is configured to support Sxa interface.
true: Supported
false: Not Supported

	pduSessionTypes
	array(PduSessionType)
	O
	1..N
	List of PDU session type(s) supported by the UPF. The absence of this attribute indicates that the UPF can be selected for any PDU session type.

	atsssCapability
	AtsssCapability
	C
	0..1
	If present, this IE shall indicate the ATSSS capability of the UPF.
If not present, the UPF shall be regarded with no ATSSS capability.

	ueIpAddrInd
	boolean
	O
	0..1
	Indicates whether the UPF supports allocating UE IP addresses/prefixes.
true: supported
false (default): not supported

	taiList
	array(Tai)
	O
	1..N
	The list of TAIs the UPF can serve. It may contain one or more non-3GPP access TAIs.
The absence of this attribute and the taiRangeList attribute indicates that the UPF can serve the whole SMF service area defined by the smfServingArea attribute.

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs the UPF can serve. It may contain non-3GPP access TAIs. The absence of this attribute and the taiList attribute indicates that the UPF can serve the whole SMF service area defined by the smfServingArea attribute.
(NOTE 6)

	wAgfInfo
	WAgfInfo
	C
	0..1
	If present, this IE shall indicate that the UPF is collocated with W-AGF.
If not present, the UPF is not collocated with W-AGF.

	tngfInfo
	TngfInfo
	C
	0..1
	If present, this IE shall indicate that the UPF is collocated with TNGF.
If not present, the UPF is not collocated with TNGF.

	twifInfo
	TwifInfo
	C
	0..1
	If present, this IE shall indicate that the UPF is collocated with TWIF.
If not present, the UPF is not collocated with TWIF.

	preferredEpdgInfoList
	array(EpdgInfo)
	O
	1..N
	If present, this IE shall indicate that ePDG(s) that are preferred (e.g. for traffic effiency, distance wise or topology wise) to be served by the UPF/PGW-U.

	preferredWagfInfoList
	array(WAgfInfo)
	O
	1..N
	If present, this IE shall indicate that W-AGF(s) that are preferred (e.g. for traffic effiency, distance wise or topology wise) to be served by the UPF.

	preferredTngfInfoList
	array(TngfInfo)
	O
	1..N
	If present, this IE shall indicate that TNGF(s) that are preferred (e.g. for traffic effiency, distance wise or topology wise) to be served by the UPF.

	preferredTwifInfoList
	array(TwifInfo)
	O
	1..N
	If present, this IE shall indicate that TWIF(s) that are preferred (e.g. for traffic effiency, distance wise or topology wise) to be served by the UPF.

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) in the range of 0-65535, to be used for NF selection for a service request matching the attributes of the UpfInfo; lower values indicate a higher priority.
See the precedence rules in the description of the priority attribute in NFProfile, if Priority is also present in NFProfile.
The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.
(NOTE 2)

	redundantGtpu
	boolean
	O
	0..1
	Indicates whether the UPF supports redundant GTP-U path.
true: supported
false (default): not supported

	ipups
	boolean
	O
	0..1
	Indicates whether the UPF is configured for IPUPS. (NOTE 3)

true: the UPF is configured for IPUPS.
false (default): the UPF is not configured for IPUPS.

	dataForwarding
	boolean
	O
	0..1
	Indicates whether the UPF is configured for data forwarding. (NOTE 4)

When present, this IE shall be set as following:
- true: the UPF is configured for data forwarding
- false (default): the UPF is not configured for data forwarding

If the UPF is configured for data forwarding, it shall support UP network interface with type "DATA_FORWARDING".

	supportedPfcpFeatures
	string
	O
	0..1
	Supported PFCP Features.

A string used to indicate the PFCP features supported by the UPF, which encodes the "UP Function Features" IE as specified in Table 8.2.25-1 of 3GPP TS 29.244 [21] (starting from Octet 5), in hexadecimal representation.

Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and each two characters shall represent one octet of "UP Function Features" IE (starting from Octet 5, to higher octets). For each two characters representing one octet, the first character representing the 4 most significant bits of the octet and the second character the 4 least significant bits of the octet.

(NOTE 5)


	upfEvents
	array(EventType)
	O
	1..N
	UPF event(s) exposed by the UPF



Therefore, in this solution some impacts are foreseen:
· Standards impact to add the CellID into the “upfinfo” as input to NRF
· Product impact to upgrade the SMF and NRF accordingly
·  Configuration impact to populate all the CellIDs corresponding to NF Femtos into the NRF.
 Option 2: use the TAI report from NR Femto
As seen from above, this option is supported because the TAI can be used as upfinfo input to NRF. However, this option has the drawback to reserve a TAC per NR Femto which is a strong operational constraint. This option is not favored. 
Option 3: NR Femto indicates an address to 5GC (similar to LIPA)
Similar to LIPA, the NR Femto can send in the UL NAS Transport towards the SMF the local UPF address which SMF can use in its selection of the local UPF collocated with NR Femto. 
Proposal 1: RAN3 to discuss which option to take and acknowledge associated standards impact.

3	Conclusion and Proposals
This paper has evaluated several possible options for the access of NR Femto to local service. All options have either some product or standards impacts. 
Proposal 1: RAN3 to discuss which option to take and acknowledge associated standards impact.
The least impacting solution seems to be the LIPA-like solution. 
Proposal 2: RAN3 to agree the TP below to capture the various options in the TR.
The corresponding TP for TR 38.799 is available in Annex A. 
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5.3	Local services access
Editor Note: Clarify the access to local services from the 5G Femto via collocated local UPF and identify issues, if any
5.3.x1	Access to local Services – option 1
The option 1 is to use the Cell IF of the ULI report of the NR Femto.
According to TS 23.501 section 6.3.3.3 the UPF selection can be based on 5G AN Identities CellIDs or TAI:
The following parameter(s) and information may be considered by the SMF for UPF selection and re-selection:
-	UPF's dynamic load.
Information related to user plane topology and user plane terminations, that may be deduced from:
-	5G-AN-provided identities (e.g. CellID, TAI), available UPF(s) and DNAI(s);
The CellID could be the one of the NR Femto cell. The CellID is contained in the ULI (User Location Information) IE and can be sent by NR Femto to the AMF within the UL NAS Transport as follows:
9.2.5.3	UPLINK NAS TRANSPORT
This message is sent by the NG-RAN node and is used for carrying NAS information over the NG interface.
Direction: NG-RAN node  AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	ignore



Then, according to CT4 specifications, if AMF receives the ULI from gNB it must forward it to SMF. The SMF is then in charge of the UPF selection contacting the NRF using the upfinfo as input as per TS 29.510:
However, in TS 29.510 section 6.1.6.2.13 there is no CellID entry but only TAI entry as shown below:
6.1.6.2.13	Type: UpfInfo    
Table 6.1.6.2.13-1: Definition of type UpfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	sNssaiUpfInfoList
	array(SnssaiUpfInfoItem)
	M
	1..N
	List of parameters supported by the UPF per S-NSSAI (NOTE 1)

	smfServingArea
	array(string)
	O
	1..N
	The SMF service area(s) the UPF can serve.
If not provided, the UPF can serve any SMF service area.

	interfaceUpfInfoList
	array(InterfaceUpfInfoItem)
	O
	1..N
	List of User Plane interfaces configured on the UPF. When this IE is provided in the NF Discovery response, the NF Service Consumer (e.g. SMF) may use this information for UPF selection.
(NOTE 7)

	iwkEpsInd
	boolean
	O
	0..1
	Indicates whether interworking with EPS is supported by the UPF.
true: Supported
false (default): Not Supported

	sxaInd
	boolean
	O
	0..1
	Indicates whether the UPF is configured to support Sxa interface.
true: Supported
false: Not Supported

	pduSessionTypes
	array(PduSessionType)
	O
	1..N
	List of PDU session type(s) supported by the UPF. The absence of this attribute indicates that the UPF can be selected for any PDU session type.

	atsssCapability
	AtsssCapability
	C
	0..1
	If present, this IE shall indicate the ATSSS capability of the UPF.
If not present, the UPF shall be regarded with no ATSSS capability.

	ueIpAddrInd
	boolean
	O
	0..1
	Indicates whether the UPF supports allocating UE IP addresses/prefixes.
true: supported
false (default): not supported

	taiList
	array(Tai)
	O
	1..N
	The list of TAIs the UPF can serve. It may contain one or more non-3GPP access TAIs.
The absence of this attribute and the taiRangeList attribute indicates that the UPF can serve the whole SMF service area defined by the smfServingArea attribute.

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs the UPF can serve. It may contain non-3GPP access TAIs. The absence of this attribute and the taiList attribute indicates that the UPF can serve the whole SMF service area defined by the smfServingArea attribute.
(NOTE 6)

	wAgfInfo
	WAgfInfo
	C
	0..1
	If present, this IE shall indicate that the UPF is collocated with W-AGF.
If not present, the UPF is not collocated with W-AGF.

	tngfInfo
	TngfInfo
	C
	0..1
	If present, this IE shall indicate that the UPF is collocated with TNGF.
If not present, the UPF is not collocated with TNGF.

	twifInfo
	TwifInfo
	C
	0..1
	If present, this IE shall indicate that the UPF is collocated with TWIF.
If not present, the UPF is not collocated with TWIF.

	preferredEpdgInfoList
	array(EpdgInfo)
	O
	1..N
	If present, this IE shall indicate that ePDG(s) that are preferred (e.g. for traffic effiency, distance wise or topology wise) to be served by the UPF/PGW-U.

	preferredWagfInfoList
	array(WAgfInfo)
	O
	1..N
	If present, this IE shall indicate that W-AGF(s) that are preferred (e.g. for traffic effiency, distance wise or topology wise) to be served by the UPF.

	preferredTngfInfoList
	array(TngfInfo)
	O
	1..N
	If present, this IE shall indicate that TNGF(s) that are preferred (e.g. for traffic effiency, distance wise or topology wise) to be served by the UPF.

	preferredTwifInfoList
	array(TwifInfo)
	O
	1..N
	If present, this IE shall indicate that TWIF(s) that are preferred (e.g. for traffic effiency, distance wise or topology wise) to be served by the UPF.

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) in the range of 0-65535, to be used for NF selection for a service request matching the attributes of the UpfInfo; lower values indicate a higher priority.
See the precedence rules in the description of the priority attribute in NFProfile, if Priority is also present in NFProfile.
The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.
(NOTE 2)

	redundantGtpu
	boolean
	O
	0..1
	Indicates whether the UPF supports redundant GTP-U path.
true: supported
false (default): not supported

	ipups
	boolean
	O
	0..1
	Indicates whether the UPF is configured for IPUPS. (NOTE 3)

true: the UPF is configured for IPUPS.
false (default): the UPF is not configured for IPUPS.

	dataForwarding
	boolean
	O
	0..1
	Indicates whether the UPF is configured for data forwarding. (NOTE 4)

When present, this IE shall be set as following:
- true: the UPF is configured for data forwarding
- false (default): the UPF is not configured for data forwarding

If the UPF is configured for data forwarding, it shall support UP network interface with type "DATA_FORWARDING".

	supportedPfcpFeatures
	string
	O
	0..1
	Supported PFCP Features.

A string used to indicate the PFCP features supported by the UPF, which encodes the "UP Function Features" IE as specified in Table 8.2.25-1 of 3GPP TS 29.244 [21] (starting from Octet 5), in hexadecimal representation.

Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and each two characters shall represent one octet of "UP Function Features" IE (starting from Octet 5, to higher octets). For each two characters representing one octet, the first character representing the 4 most significant bits of the octet and the second character the 4 least significant bits of the octet.

(NOTE 5)


	upfEvents
	array(EventType)
	O
	1..N
	UPF event(s) exposed by the UPF



Therefore, in this solution some impacts are foreseen:
· Standards impact to add the CellID into the upfinfo as input to NRF
· Product impact for SMF and NRF
· Configuration impact to populate all the CellIDs corresponding to NF Femtos into he NRF.

5.3.x2	Access to local Services – option 2
The option 2 is to use the TAI of the ULI report from the NR Femro.
As seen from above, this option is supported, however it has the drawback to reserve a TAC per NR Femto which is a strong operational constraint. This option is not favored. 

5.3.x3	Access to local Services – option 3
In option 3 the NR Femto indicates an address to the 5GC (similar to 4g LIPA).
Similar to LIPA, the NR Femto can send in the UL NAS Transport towards the SMF the local UPF address which SMF can use in its selection of the local UPF collocated with NR Femto. 

5.3.x4	Evaluation of options for Access to local Services
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