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1. Overall Description:
RAN3 has started the Rel-19 Study on solutions for Ambient IoT (Internet of Things) in NR and would like to inform SA2, RAN2 and SA3 about the outcome of one of the topics for which, according to the RAN Study Item Description (latest version can be found in RP-240826), coordination among RAN2, RAN3 and SA2 is necessary:
RAN2 and RAN3 are expected to identify RAN-CN functional split in coordination with SA2.
[bookmark: _Hlk166160109][bookmark: _Hlk166160423]1.	RAN3 assumes that the 5GS system architecture supporting AIoT devices consists of an – Ambient IoT enabled – RAN (AIoT RAN) and an – Ambient IoT enabled – CN (AIoT CN).
[bookmark: _Hlk166160214][bookmark: _Hlk166168800]2.	RAN3 assumes that the AIoT CN provides means to establish a mutual trust between an Ambient IoT device and the 5G system through proper authorisation.
3	RAN3 assumes that the AIoT RAN controls the usage of Ambient IoT specific radio resources.
[bookmark: _Hlk166168040]4.	Moreover, for Topology 2, i.e. the topology consisting of an intermediate node, RAN3 assumes that the intermediate node is authorized by the AIoT CN to use Ambient IoT specific radio resources for communication with Ambient IoT devices, while the AIoT RAN configures the intermediate node with information which Ambient IoT specific radio resources it is allowed to use.
[bookmark: _Hlk166167733]5.	RAN3 also assumes that communication between AIoT devices and the 5GS complies with basic service requirements stated in TS 22.367 concerning security and privacy. Given the current status of studies it is assumed that these functions are executed between the AIoT device and the AIoT CN (“NAS security”). RAN3 assumes basic AIoT device identities and other content of communication to be either concealed or ciphered and communication to be integrity protected.

2. Actions:
To SA2, SA3 and RAN2 group.
ACTION: 	RAN3 asks SA2, SA3 and RAN2 to take the above information into account and to provide feedback if necessary

3. Date of Next TSG-RAN WG3 Meetings:
TSG-RAN WG3 Meeting#125	19th – 23rd August 2024, Maastricht, The Netherlands
TSG RAN WG3 Meeting#125bis	14th -18th October 2024, P.R. China

