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1  Introduction
Until SA2#162 meeting, SA2 had progressed the Rel-19 FS_VMR_Ph2 study and documented solution proposals in TR 23.700-06v0.3.0 [1]. And SA2 has sent a LS [2] for requesting the impact of those solutions to RAN. 
In order to evaluate the solutions, SA2 would like to obtain feedback from RAN3 regarding the following questions:
	- Question 1: SA2 currently considers that the MWAB (MWAB-UE) authorization could be based on dedicated slice ID(s) (S-NSSAI(s)). Therefore, from SA2 perspective no MWAB-specific AS layer indication at MWAB-UE's RRC establishment is required. SA2 would like to also point out that if there was a strict need for indication at AS layer, the existing mechanism of including S-NSSAI in RRC connection establishment could be considered. SA2 would like to invite RAN3 to provide the feedback if any scenario considered by RAN3 needs such a MWAB-specific AS layer indication. Note that SA2 considers the MWAB-gNB and MWAB-UE may register and connect to different PLMNs, and the authorization of the MWAB-UE is different from the MWAB-gNB service authorization/configuration/activation by OAM/SeGW.   

- Question 2: For the MWAB (MWAB-UE) authorization result, SA2 could not identify any reason to inform/update that to the NG-RAN serving the MWAB-UE. Therefore, SA2 would like to understand from RAN3's perspective whether the MWAB authorization result needs to be provided to the NG-RAN serving the MWAB-UE.

- Question 3: To support mobility of the MWAB, some solutions assume that the MWAB-gNB can instantiate two cells (with same gNB ID or different gNB ID), and handover connected UEs between the two cells. The different gNB IDs use case is driven by the need to change AMF if the MWAB moves into a geographic area where a different AMF must be chosen to serve UEs. SA2 would like to ask RAN3 to confirm if this can be supported or not.  

- Question 4: SA2 discussed the scenario of Xn interface between RAN nodes over the IP connectivity provided by the PDU session of MWAB-UE, and would like to ask RAN3 if this scenario can be supported by RAN3.


This contribution will discuss the issues regarding to the questions from SA2 and a draft response LS is provided in the Annex.
2 Discussion

Question 1:

The explicit indicator of IAB-node is introduced in AS layer and used in various cases, e.g., for indicating the IAB operation to RAN, for RAN selecting an AMF for IAB-MT and for handover of an IAB-MT. An IAB-node can indicate its operation of IAB-node to RAN via an indicator in RRCSetupComplete message. The IAB-donor receiving the IAB-node indicator in RRCSetupComplete message should select an AMF which supports IAB for the connecting IAB-MT. Also, to facilitate the AMF selection, the AMF supporting IAB should indicate its IAB support to RAN during the NG setup procedure. If handover for an IAB-MT is necessary, the source IAB-donor of IAB-MT should either include an IAB-node indicator in the XnAP message to the target IAB-donor of IAB-MT when Xn handover preparation is initiated, or include an IAB-indication in the NGAP message to the AMF when NG handover procedure is initiated, so that the target IAB-donor of the IAB-MT can perform admission control to the IAB-node.
If the WAB-MT is preconfigured (e.g., by OAM) with dedicated S-NSSAI(s) associated with the WAB operation and the WAB-MT includes the S-NSSAIs in RRCSetupComplete message, the S-NSSAI indicator can be used for indicating the WAB operation and used for AMF selection for the WAB-MT. With the S-NSSAI indicator to AMF, the AMF can validate the WAB-MT’s access and authorize the WAB-MT’s right to operate. As specified in TS 38.300 [3], the slice awareness in RAN is introduced at PDU session level via the S-NSSAI indicator corresponding to PDU session in all signalling associated with PDU session information. The S-NSSAI indicator can be used for admission control for a WAB-MT in the target gNB serving the WAB-MT for handover of the WAB-MT, since PDU session(s) of the WAB-MT is associated with dedicated slice(s). Except for the indicator function, the slice-based mechanism can provide other useful functions, such as cell reselection, support of QoS, RRM management, resource isolation and etc.
It can be observed, the slice-based mechanism can provide sufficient function to allow differentiated treatment depending on specific requirements. In case the slice-based mechanism is used for WAB-MT, there is no need to introduce specific WAB-MT indicator in AS layer. However, as pointed out by this question, WAB-gNB and WAB-MT may connect to different 5GC, thus, whether there is a need to introduce a WAB-gNB specific indicator is FFS.
Proposal 1: No need to introduce specific WAB-MT indicator in AS layer.
Question 2:
The CN provides the authorization status of IAB-node to RAN during the IAB-node network integration procedure or each time when the authorization status is changed. That is because the IAB-node consists of an IAB-DU and an IAB-MT. The authorization status of IAB-node is provided to RAN, so that the IAB-donor-CU with which the IAB-DU connects can make sure the non-authorized IAB-node will not serve any UE and the IAB-donor-CU with which the IAB-MT connects can release all the BH resources of the non-authorized IAB-node. 
Different with IAB-node, the WAB-node includes a gNB component (WAB-gNB) and a WAB-MT and the architecture of WAB facilitates transportation for NG-U/NG-CU of the WAB-gNB over the WAB-MT’s PDU session. If the authorization status of WAB-MT is changed from authorized to non-authorized, the information can be delivered to the WAB-MT via NAS and the WAB-gNB which co-located with the IAB-MT can handover or released the serving UEs, after that the WAB-gNB can release the NG interface with AMF and the WAB-MT may release the NG related BH PDU session for the WAB-gNB. Thus, it can be guaranteed that the non-authorized WAB-node stops serving UEs if only the authorization status is known by the IAB-MT. 
On the other hand, we do not see any necessity or benefit for the gNB serving WAB-MT to be aware of the authorization status of WAB-MT. So, it is proposed the MWAB authorization result is not provided to the gNB serving the WAB-MT. If any necessity is found during the future discussion to do so, RAN3 can indicate the relevant requirement to SA2.
Proposal 2: No need to provide MWAB authorization result to NG-RAN serving WAB-MT.
Question 3:
As described by question, if UEs are continuously served by the WAB which is moving around, there are two scenarios to study:

· Scenario A: The WAB-node moves around within a limited geographical area where the AMF serving UEs does not need to be changed. In this case, the WAB-gNB can always keep connection with the same AMF(s) for UEs
· Scenario B: The WAB-gNB moves over a long distance, that it moves into a geographic area where a different AMF must be chosen to serve UEs. In this case, the WAB-gNB needs to change the connecting AMF(s) serving the UEs.
On scenario A, during the WAB-node’s movement, TAC and/or Cell ID broadcasted by the WAB-gNB’s cell need to reflect the geographic location. Thus, TAC and/or Cell ID of WAB-node may be changed although UEs continuously camp or connect to the same WAB-node. PCI of the WAB-gNB’s cell would also be changed, e.g., for avoiding PCI collision with neighbouring cells during the WAB-node movement. Two cases can be considered:

· PCI of the WAB-gNB’s cell is not changed. In this case no UE handover is involved. If TAC and/or Cell ID of WAB-gNB’s cell is also changed, the WAB-gNB needs to modify SIB1 of the WAB-gNB’s cell for the new TAC and/or Cell ID, which may trigger mobility registrations of UEs when the new TAC is not in the TAI lists. 
· PCI of WAB-gNB’s cell is changed. Intra-WAB-gNB handover should be conducted for UEs served by WAB-gNB. It can be up to WAB-gNB’s implementation whether to instantiate two cells (with different PCIs) to achieve that handover. Also, the UE may need to perform mobility registration if TAC is changed and the new TAC is not in the TAI list.
Observation 1: On scenario A where AMF of UEs served by WAB-node does not change during the WAB-node movement, if PCI of WAB-gNB’s cell is changed intra-gNB handover should be conducted to UE. It’s up to WAB-gNB’s implementation whether to instantiate two cells to achieve that handover.
On scenario B, TAC and/or Cell ID of WAB-node may be changed that UE may need to perform mobility registration. Due to the change of AMF serving the UEs, the context of UEs should be relocated from the source AMF to the target AMF. Also, the UE-associated NGAP logical connection should be set up between the target AMF and the WAB-gNB for connected UEs. For UEs in connected mode, preparation procedure for NG-based handover would be the most straight-forward way to achieve that: 

When the AMF serving UE must be changed, the WAB-gNB can initiate NG-based handover preparation for UE to the source AMF via HANDOVER REQUIRED message in which the handover target is set to itself; then the source AMF selects the target AMF for UE and create UE context towards the target AMF; and the target AMF sends a HANDOVER REQUEST message to the WAB-gNB so that the UE-associated NGAP logical NG connection can be established between the target AMF and the WAB-gNB. To reuse the legacy NG-based handover preparation, the WAB-node should keep NG connection with both source and target AMFs. 
Since AMF is changed for UE, security context must be updated to UE, thus, UE handover should be performed (i.e., UE receives RRCReconfiguration message with reconfigurationWithSync). Similar with scenario A, there are two cases:
· PCI of WAB-gNB’s cell is also changed. WAB-gNB can instantiate two cells (different PCIs with same or different gNB ID) to handover UEs between the two cells. However, it’s up to WAB-gNB whether to perform that implementation. For example, if OAM instructs WAB-gNB on the necessity to instantiate two cells in scenario B the WAB-gNB can do that.
· PCI of WAB-gNB is not changed, WAB-gNB conducts intra-cell handovers to connected UEs.
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Figure 1 Illustration on Scenario B
Observation 2: On scenario B where AMF of UEs served by WAB-node is changed during the WAB-node movement, UE handover should be carried out. If PCI of WAB-gNB’s cell is changed, it’s up to WAB-gNB’s implementation whether to instantiate two cells to conduct handovers to UEs.
Proposal 3: For UEs’ service continuity served by WAB-node, if PCI of WAB-gNB’s cell is changed during the WAB-node movement, it’s up to WAB-gNB’s implementation whether to instantiate two cells to handover UE between the two cells, no matter AMF of UEs is changed or not.
Question 4:
According to the WAB architecture, WAB-MT’s BH PDU session via NR Uu can provide IP connectivity for NG interface of WAB-gNB. It’s feasible that the WAB-MT’s BH PDU session is also used to provide the IP connectivity for Xn interface between the WAB-gNB and other gNBs. The IP address that the WAB-gNB uses to set up Xn interface is provided by the WAB-MT’s BH PDU session. When Xn interface of WAB-gNB is transmitted over the IP connectivity, the WAB-MT maps IP packets of Xn connections of the WAB-gNB to QoS flows of the BH PDU session and maps the QoS flows of BH PDU session to DRBs of the WAB-MT on the backhaul link of NR Uu.
In our view, the Xn interface between WAB-gNB and gNB serving the co-located WAB-MT is beneficial for the WAB-gNB’s cell to establish neighbour relationship with its neighbour cells. Further, Xn interface between the WAB-gNB and gNB serving the co-located WAB-MT can be used for exchanging the information for resource coordination on radio resource used for BH link and access link. It is proposed that Xn interface is at least set up between the WAB-gNB and the gNB serving WAB-MT.
Proposal 4: At least support the Xn interface between WAB-gNB and gNB serving the co-located WAB-MT over the IP connectivity provided by PDU session of WAB-MT.
3 Conclusion

In the previous sections we made following observations and proposals:
Proposal 1: No need to introduce specific WAB-MT indicator in AS layer.
Proposal 2: No need to provide MWAB authorization result to NG-RAN serving WAB-MT.
Observation 1: On scenario A where AMF of UEs served by WAB-node does not change during the WAB-node movement, if PCI of WAB-gNB’s cell is changed intra-gNB handover should be conducted to UE. It’s up to WAB-gNB’s implementation whether to instantiate two cells to achieve that handover.
Observation 2: On scenario B where AMF of UEs served by WAB-node is changed during the WAB-node movement, UE handover should be carried out. If PCI of WAB-gNB’s cell is changed, it’s up to WAB-gNB’s implementation whether to instantiate two cells to conduct handovers to UEs.

Proposal 3: For UEs’ service continuity served by WAB-node, if PCI of WAB-gNB’s cell is changed during the WAB-node movement, it’s up to WAB-gNB’s implementation whether to instantiate two cells to handover UE between the two cells, no matter AMF of UEs is changed or not.
Proposal 4: At least support the Xn interface between WAB-gNB and gNB serving the co-located WAB-MT over the IP connectivity provided by PDU session of WAB-MT.
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1. Overall Description:

RAN3 thanks SA2’s consulting after progressing the Rel-19 FS_VMR_Ph2 study and documented solution proposals in TR 23.700-06v0.3.0. RAN3 would like to provide the following response to SA2: 
- Question 1: SA2 currently considers that the MWAB (MWAB-UE) authorization could be based on dedicated slice ID(s) (S-NSSAI(s)). Therefore, from SA2 perspective no MWAB-specific AS layer indication at MWAB-UE's RRC establishment is required. SA2 would like to also point out that if there was a strict need for indication at AS layer, the existing mechanism of including S-NSSAI in RRC connection establishment could be considered. SA2 would like to invite RAN3 to provide the feedback if any scenario considered by RAN3 needs such a MWAB-specific AS layer indication. Note that SA2 considers the MWAB-gNB and MWAB-UE may register and connect to different PLMNs, and the authorization of the MWAB-UE is different from the MWAB-gNB service authorization/configuration/activation by OAM/SeGW.   

- RAN3 Answer: RAN3 confirms the consideration of SA2 on the mechanism of including WAB specific S-NSSAI in RRCSetupComplete message. The existing slice-based mechanism can provide sufficient function to allow differentiated treatments for WAB-MT. From RAN3 perspective, no WAB-MT specific indicator is need in AS layer.
- Question 2: For the MWAB (MWAB-UE) authorization result, SA2 could not identify any reason to inform/update that to the NG-RAN serving the MWAB-UE. Therefore, SA2 would like to understand from RAN3's perspective whether the MWAB authorization result needs to be provided to the NG-RAN serving the MWAB-UE. 
- RAN3 Answer: At present, RAN3 sees no necessity nor benefit for the gNB serving WAB-MT to be aware of the authorization result of the WAB-MT. So, it is suggested 5GC of WAB-MT does not provide WAB-MT authorization result to gNB serving the WAB-MT. If any necessity is found during the future discussion to do so, RAN3 can inform the requirement to SA2. 
- Question 3: To support mobility of the MWAB, some solutions assume that the MWAB-gNB can instantiate two cells (with same gNB ID or different gNB ID), and handover connected UEs between the two cells. The different gNB IDs use case is driven by the need to change AMF if the MWAB moves into a geographic area where a different AMF must be chosen to serve UEs. SA2 would like to ask RAN3 to confirm if this can be supported or not.  


- RAN3 Answer: RAN3 understand the solutions that SA2 mentioned, but RAN3 assume that it’s up to WAB-gNB’s implementation whether to instantiate two cells to handover UE between the two cells if PCI of WAB-gNB’s cell is changed during the WAB-node’s movement, no matter AMF of UEs is changed or not.
- Question 4: SA2 discussed the scenario of Xn interface between RAN nodes over the IP connectivity provided by the PDU session of MWAB-UE, and would like to ask RAN3 if this scenario can be supported by RAN3. 

- RAN3 Answer: RAN3 believe it’s feasible to set up Xn interface between WAB-gNB and other gNBs over the IP connectivity provide by the PDU session of WAB-MT, and think at least Xn interface between the WAB-gNB and the gNB serving the co-located WAB-MT should be supported. 
2. Actions:

To SA2 group:

ACTION: 
RAN3 kindly ask SA2 to take RAN3 answer into account. 

3. Date of Next TSG-RAN WG3 Meetings:

TSG-RAN WG3#125
                    19 – 23 August 2024


Maastricht, Netherlands
TSG-RAN WG3#125bis
                    14 – 18 October 2024


China (TBC)
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