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1. Introduction
For the first meeting of the Rel-19, RAN3 got the following progress on ambient IoT enhancement:
	[Topo1] AIoT RAN node: 
Corresponds to the basestation in Figure 4.2.1.1-1 in TR 38.848; 
A RAN node providing AIoT radio, and connecting with an AIoT-aware CN node via the XX interface. Details of the AIoT-aware CN node is subject to SA2.
[Topo2] UE Reader: 
A UE (corresponds to the intermediate node in Figure 4.2.1.2-1 in TR 38.848);
Providing AIoT radio, and connecting with a gNB (may be an AIoT enhanced gNB, corresponds to the basestation in Figure 4.2.1.2-1 in TR 38.848) via NR Uu interface. 
XX interface: 
FFS whether it is the NG interface or a new interface, details to be discussed by RAN3 with SA2 progress of AIoT-aware CN node.
XXAP (XX Application Protocol): 
The radio network layer signalling protocol for the XX interface. It is FFS whether it is NGAP or a new XXAP.
It is FFS whether control plane transport or user plane transport is used for XXAP.
Common Reader Function: 
A function providing AIoT radio. It may reside within the AIoT RAN node in Topology 1 and reside within the UE Reader in Topology 2.  It is FFS whether there is a need to define the Common Reader Function. 
· It is FFS whether and in which way the Common Reader Function, if defined, communicates with the AIoT-aware CN node.
For Topology 1, RAN3 starts with AIoT RAN node being aggregated.


There are some open issues left in RAN3. And this paper will discuss on them.
2. Discussion
[bookmark: OLE_LINK11][bookmark: _Hlk166145677]2.1	The interface between AIoT RAN node and the AIoT-aware CN node
The interface between the AIoT RAN node and the AIoT-aware CN is still unclear for now. An option is that the signaling and data between the AIoT RAN node and an AIoT-aware CN node can be transferred via AMF, where the NG interface may be reused, or a new interface between the AIoT RAN node and AMF may be designed. Alternatively, the AIoT RAN node directly connects to an AIoT-aware CN node, so a new interface needs to be introduced. The SA2 study report 23.700-13 [1] also provides solutions for each possibility. This issue requires more time to discuss, and RAN3 needs some input from SA2. Then, RAN3 could assume that there is an interface (XX interface and XX Application Protocol) that can transmit signaling and data between AIoT RAN node and the AIoT-aware CN node to enable further discussion.
Proposal 1: RAN3 could assume that there is an interface (XX interface and XX Application Protocol) between AIoT RAN node and the AIoT-aware CN node that can transmit signaling and data to enable further discussion.
RAN3 also discussed whether the control or user plane transport is used for XXAP in the last meeting. The TR 38.848 [2] states that the maximum data size is approximately 1000 bits to be received by the Ambient IoT device (downlink), and the maximum data size is approximately 1000 bits to be transmitted from the Ambient IoT device (uplink), where the data size of DL and UL is tiny.
If the NG-AP is reused, the control plane is expected to be used because PDU sessions and DRBs may not established for AIoT services, and the UPF will not send/receive data to/from the AIoT RAN node via the NG-U interface. Suppose a new interface is designed between the AIoT RAN node and the AMF or between the AIoT RAN node and an AIoT-aware CN node. In that case, the new interface may not differentiate between the control and user planes. Therefore, this issue should be discussed once the interface between the AIoT RAN node and the Core Network is determined.
Observation 1: If a new interface between AIoT RAN node and the AIoT-aware CN node is introduced, it may not differentiate between the control and user planes.
Proposal 2: The control and user plane issues should be discussed once the interface between the AIoT RAN node and Core Network is determined.
[bookmark: OLE_LINK10][bookmark: OLE_LINK9]2.1	The interface between AIoT RAN nodes
The interface between AIoT RAN nodes may have benefits because the AIoT RAN nodes should cooperate to provide services. The AIoT ID and device context (if the AIoT RAN node has them) may be exchanged via the interface between AIoT RAN nodes. For example, for the AIoT moving cases, the AIoT RAN nodes may exchange the inventoried AIoT IDs when the AIoT devices leave the old AIoT RAN node service area, and the new AIoT RAN node may send inventory with the AIoT devices ID to these AIoT devices. Then, the new AIoT RAN node continuously provides services to these AIoT devices. So, RAN3 is suggested to discuss the use case and necessity of the interface between AIoT RAN nodes.
Proposal 3: RAN3 is suggested to discuss the use case and necessity of the interface between AIoT RAN nodes.
3. Conclusion
Observation 1: The new interface may not differentiate between the control and user planes.
Proposal 1: RAN3 could assume that there is an interface (XX interface and XX Application Protocol) that can transmit signaling and data to enable further discussion.
Proposal 2: The control and user plane issues should be discussed once the interface between the AIoT RAN node and Core Network is determined.
Proposal 3: RAN3 is suggested to discuss the use case and necessity of the interface between AIoT RAN nodes.
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