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1	Introduction
This Tdoc discusses further on the general aspects of AIoT such as the application of inventory and command messages, handling many devices, as well as other more general considerations.
2	Discussion
2.1	Applications of Inventory and /or command type
Response duration for command applications is associated with stringent time requirements. For the inventory applications, it can be less stringent than the command applications.
Observation 1: AIoT service request may have an expiration time and/ or be otherwise time sensitive.
Command service type is often associated with a specific stringent time. (e.g. device reconfiguration for particular application and / or networking function or read some time critical information) for instance, temperature reading in particular time frame and Safety-related / critical sensors must be polled with minimum delay possible. There is a risk of losing the relevance of the information if the delay is high. In such cases, the MAC level retransmissions by the reader are required to ensure the responses are sought within the indicated stringent expiration time from higher layers. In case the response is not available at the reader for any reason within the expiration time, the reader indicates the NACK to the higher layers. The higher layers restart the procedure.



The response time for the inventory use case can be higher than command use case. Hence MAC need to prioritize the packets for command service over inventory service type to honor the stringent expiration time for command services. 
When a group of devices are paged for AIoT service, some devices may succeed to have successful communication with the reader and some may have lost in the contention. The reader will try to reach to those failed devices again for the requested service. The reader needs to decide on certain criteria to stop reaching out to devices further and respond to the higher layers. The criteria for the reader to decide to stop reaching out to devices can be FFS.
Proposal 1: RAN2 to prioritize the command service packets over inventory service. FFS the criteria for the MAC to decide to stop receiving responses and respond to the higher layer in the case of a group devices being paged for inventory or command.
Repetitions of application-layer inventory commands in case of their failures is a sufficient method to ensure reliability. The exact details of repetitions are FFS.
Proposal 2: RAN2 assumes that application-layer timeouts and command repetitions provided for baseline reliability of inventory applications. FFS if any RAN2 specific measures are needed beyond SA2 measures.
Proposal 3: RAN2 considers sending an LS to SA2 on the RAN2 assumption of application-layer reliability for inventory applications.
Excessive MAC delay, i.e. due to CW inactivity and / or random backoff under collisions may lead to violation of command execution / response deadlines.
Proposal 4: RAN2 studies specific measures to ensure timely execution of command-type applications, including compliance with AF timeout constraints (SA2 scope).
2.2	Temporary transmission deactivation of devices
In a warehouse, where many AIoT devices are used for inventory purposes, some of the inventory items might get sold and those items must be moved out of the warehouse. The tags will be removed from those sold items before being moved out of the warehouse. Those tags will reside in the warehouse until assigned to another item in the same warehouse or a different warehouse. 
As another example, the devices used for sensing and transmitting information may not be required for longer periods of time, e.g., in winter or nighttime. In such a case, it makes sense to deactivate transmission from such devices for some configured time periods. 
When a group of devices are paged in the warehouse, there are good chances that these devices associated with no items may also respond to those group paging messages. This will result in contention for the D2R resources and the genuine devices might lose the resource in the contention. Hence it is required to deactivate the transmission of such devices until further request to reactivate them again from the higher layers. The reactivation of the transmission of those devices can also be performed by configuring a timer at the device. The device can start to respond to paging messages after the expiry of the timer at the device.
Observation 2: The transmission of some AIoT devices may have to be temporarily deactivated and reactivated again latter.
Observation 3: The temporarily deactivated devices for transmission can be reactivated explicitly by the higher layers.
Proposal 5: RAN2 to discuss the use case of temporary deactivation of the transmission of some AIoT devices. The device capability in the deactivated transmission state is FFS.
Proposal 6: Enable RAN2 to receive the list of devices from higher layers and temporarily deactivate the transmission for those devices. The reactivation of transmission of devices using a timeout value configured in the device is FFS.
Proposal 7: Enable RAN2 to reactivate the temporarily deactivated devices for transmission by request from higher layers.
Proposal 8: RAN2 considers sending an LS to SA2 seeking further information on the procedures and the means of deactivation/reactivation of transmission of AIoT devices.
2.3	Bi-static configuration with Carrier Wave (CW) inside/outside the topology
RAN1 has defined scenarios of having different readers associated to a particular device, one  reader for activating the device and another reader for reading the signal from the device. Along with this, the scenario of independent CW provider is also considered. The following table provides a summary of the agreements from RAN1 on the CW topologies and their description.
	Scenario
	CW Inside/outside topology
	Diagram of the scenario
	Description of the scenario
	Device 1/2a/2b 
	CW spectrum
	D2R spectrum
	R2D spectrum

	D1T1-A1
	CW inside topology
	[image: A black background with a black square

Description automatically generated with medium confidence]
	· CW node inside topology 1
· ‘CW’ in CW2D and ‘R2’ in D2R are different
· ‘CW’ in CW2D and ‘R1’ in R2D are same
· ‘R1’ in R2D and ‘R2’ in D2R are different
	Device 1, 2a
	Case 1-1 (inside topology, DL)
Case 1-2 (inside topology, UL)
	Same as CW
	

	D1T1-A2
	
	[image: A black background with a black square

Description automatically generated with medium confidence]
	· CW node inside topology 1
· same ‘CW’ and ‘R’ node for CW2D, D2R and R2D
	
	Same as D1T1-A1
	Same as CW
	

	D1T1-B
	CW outside topology
	[image: A black background with a black square

Description automatically generated with medium confidence]
	· CW node outside topology 1
· ‘CW’ in CW2D and ‘R’ in D2R are different
· ‘CW’ in CW2D and ‘R’ in R2D are different
· ‘R’ in R2D and ‘R’ in D2R are same
	
	Case 1-4 (outside topology, UL)
	Same as CW
	

	D1T1-C
	No CW
	[image: A black background with a black square

Description automatically generated with medium confidence]
	· No CW Node.
	Device 2b
	N/A
	UL
	

	D2T2-A1

	CW inside topology
	[image: A black background with a black square

Description automatically generated with medium confidence]
	· CW node inside topology 2
· ‘CW’ in CW2D and ‘R2’ in D2R are different
· ‘CW’ in CW2D and ‘R1’ in R2D are same
· ‘R1’ in R2D and ‘R2’ in D2R are different
· BS communicates with R1 and R2
	Device 1, 2a
	Case 2-2 (inside topology, UL)
	Same as CW
	

	D2T2-A2
	
	[image: A black background with a black square

Description automatically generated with medium confidence]
	· CW node inside topology 2
· same ‘CW’ and ‘R’ node for CW2D, D2R and R2D
· BS communicates with R
	
	Same as D2T2-A1
	Same as CW
	

	D2T2-B
	CW outside topology
	[image: A black background with a black square

Description automatically generated with medium confidence]
	· CW node outside topology 2
· ‘CW’ in CW2D and ‘R’ in D2R are different
· ‘CW’ in CW2D and ‘R’ in R2D are different
· ‘R’ in R2D and ‘R’ in D2R are same
· BS communicates with R
	
	Case 2-3 (outside topology, DL)
Case 2-4 (outside topology, UL)
	Same as CW
	

	D2T2-C
	No CW
	[image: A black background with a black square

Description automatically generated with medium confidence]
	· No CW Node.
· BS communicates with R
	Device 2b
	N/A
	FFS

	

	Note: this table is for the case where D2R is in the same spectrum as CW2D.



Proposal 9: RAN2 to study the scenarios for topology 1 and 2 where reader transmitting R2D and receiving D2R is not the same entity.
Proposal 10: RAN2 to study the scenarios of CW inside the topology and CW outside the topology for both the topologies 1 and 2.
Proposal 11: Based on the acceptance of 9 and 10, RAN2 to adopt a figure describing these scenarios in the TP
2.4	On ASN.1 encoding
In RAN2#125-bis it was agreed that AIoT devices were not assumed to support ASN.1 encoding/decoding, with the main reasoning being that it was a complex operation which could require complex operations.
Agreements 
1 RRC connection management is not supported.  FFS how the resource configuration is provided to the device (if needed based on RAN1 progress)
2 RRM L3 measurement reporting is not supported by Ambient IoT devices.
3 RAN2 assumes, AIoT devices are not required to support ASN.1 encoding/decoding.
4 Periodical System information and MIB are not supported by AIoT devices. This doesn’t preclude any RAN1 defined broadcast signals.   
5 RAN2 assumes that RRC layer is not necessary between the reader and the device.   RAN2 will continue to study the functionalities required and later discuss whether we will have: 1) a new AS protocol on top of A-IoT MAC layer; or 2) A-IoT MAC 

Legacy MAC CEs are specified in picture format, sometimes spanning several pages, and with little flexibility in terms of defining reusable structures. In AIoT it is already being discussed to have several messages, and most likely some of these may hold the same type of information. For instance, if bot an initial trigger message and a trigger message would be to be defined for different purposes, it may be reasonable to reuse some of the configuration content. Furthermore, since there is no RRC layer, everything has to be transported in the MAC CE, thus making it highly likely that much information will be contained in these.
Observation 4: AIoT MAC CEs may become complex to illustrate with figures due to the added functionality.
ASN.1 is a markup language, and the complexity as well as the efficiency of the encoding and decoding depends on the encoding rules selected. For instance, legacy RRC ASN.1 uses unaligned Packet Encoding Rule (PER) which is useful to achieve compact message by not being ruled by octet borders, tags, or length fields (if fixed length). However, this compression comes at a cost of complexity for the encoder/decoder, as it needs to go systematically through a list of known components.
Other encoding rules for ASN.1 exists, for instance Octet Encoding Rules (OER), wherein each component takes up a full number of octets. In contrast to PER, OER favors encoding/decoding speed, at the cost of overhead for variables not aligned as an octet. Basic Encoding Rules (BER) also exists, where each component use a Tal-Length-Value structure for encoding all information. While the tag allows for easy detection of the needed data, it does come with even additional overhead over i.e. PER or OER (for small data volumes).
Observation 5: ASN.1 is first and foremost a markup language and encoding/decoding complexity is based on the encoding rules.
In ASN.1 structures can be defined and reused across different new scopes, and may simplify the readability of the spec, including specifying the type of data. Using legacy field description procedures may enable easy to understand description of MAC CE content, including specifying i.e. enumerations. Furthermore, instead of handling single bits, extension and more, enumerations may help comprise some similar information in a readable way.
Observation 6: ASN.1 provides a lean way of specifying in human readable format a set of components to be transmitted over a digital interface.
Observation 7: ASN.1 rules exists which are intended for fast, low complexity encoding/decoding e.g. OER.
Observation 8: Overhead of simple encoding rules depends on the data to encode e.g. octet aligned encoding has large overhead for single booleans.
Observation 9: Current MAC spec has many flags indicating different usage of the MAC CE, which could be replaced by reasonable enumerations.
As of the above, we propose to not preclude ASN.1 as a markup language within the AIoT MAC spec or in the layer above AIoT, but rather put FFS on how to handle this part of the specification work when it is more clear what type, and amount, of information a MAC CE will contain.
Proposal 12: RAN2 to revisit the agreement on not expecting ASN.1 encoding/decoding, as to state that at least legacy unaligned PER is not to be used.
Proposal 13: RAN2 to make the final decision regarding how to define MAC CEs in spec after more content has been agreed.
3	Conclusion
This document has made the following observations and proposals:
Observation 1: AIoT service request may have an expiration time and/ or be otherwise time sensitive.
Proposal 1: RAN2 to prioritize the command service packets over inventory service. FFS the criteria for the MAC to decide to stop receiving responses and respond to the higher layer in the case of a group devices being paged for inventory or command
Proposal 2: RAN2 assumes that application-layer timeouts and command repetitions provided for baseline reliability of inventory applications. FFS if any RAN2 specific measures are needed beyond SA2 measures.
Proposal 3: RAN2 considers sending an LS to SA2 on the RAN2 assumption of application-layer reliability for inventory applications.
Proposal 4: RAN2 studies specific measures to ensure timely execution of command-type applications, including compliance with AF timeout constraints (SA2 scope).
Observation 2: The transmission of some AIoT devices may have to be temporarily deactivated and reactivated again latter.
Observation 3: The temporarily deactivated devices for transmission can be reactivated explicitly by the higher layers.
Proposal 5: RAN2 to discuss the use case of temporary deactivation of the transmission of some AIoT devices. The device capability in the deactivated transmission state is FFS.
Proposal 6: Enable RAN2 to receive the list of devices from higher layers and temporarily deactivate the transmission for those devices. The reactivation of transmission of devices using a timeout value configured in the device is FFS.
Proposal 7: Enable RAN2 to reactivate the temporarily deactivated devices for transmission by request from higher layers.
Proposal 8: RAN2 considers sending an LS to SA2 seeking further information on the procedures and the means of deactivation/reactivation of transmission of AIoT devices.
Proposal 9: RAN2 to study the scenarios for topology 1 and 2 where reader transmitting R2D and receiving D2R is not the same entity.
Proposal 10: RAN2 to study the scenarios of CW inside the topology and CW outside the topology for both the topologies 1 and 2.
Observation 4: AIoT MAC CEs may become complex to illustrate with figures due to the added functionality.
Observation 5: ASN.1 is first and foremost a markup language and encoding/decoding complexity is based on the encoding rules.
Observation 6: ASN.1 provides a lean way of specifying in human readable format a set of components to be transmitted over a digital interface.
Observation 7: ASN.1 rules exists which are intended for fast, low complexity encoding/decoding e.g. OER.
Observation 8: Overhead of simple encoding rules depends on the data to encode e.g. octet aligned encoding has large overhead for single booleans.
Observation 9: Current MAC spec has many flags indicating different usage of the MAC CE, which could be replaced by reasonable enumerations.
Proposal 12: RAN2 to revisit the agreement on not expecting ASN.1 encoding/decoding, as to state that at least legacy unaligned PER is not to be used.
Proposal 13: RAN2 to make the final decision regarding how to define MAC CEs in spec after more content has been agreed.
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