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In the last RAN2 meeting, the followings are agreed for A-IoT random access [1].
Agreement
1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   
In the contribution, we present our views on A-IoT random access procedure.
Discussions 
A-IoT random access procedure
Two types of A-IoT random access procedures can be considered as Figure 1.
A 4-step procedure is consisted of reception of access configuration, access signal transmission, resource allocation for device ID transmission, device ID transmission, and reception of contention resolution result. 
A 2-step procedure is simplified version of 4-step procedure, which is only consisted of reception of access configuration, device ID transmission, and reception of contention resolution result.



Figure 1. 4-step vs. 2-step random access procedure in A-IoT communications
· Step 0: Access configuration
The reader transmits an access configuration to devices(s), which includes transmission set, resource configuration of access occasion(s) and operational parameters for random access. 
A transmission set defines a number of transmission opportunities. It can consist of access occasions and R2D/D2R frames.
The resource configuration provides radio resource information for access occasions and includes a number of access occasions in time, frequency, or code domain resources. The resource configuration of access occasion(s) specifies number of access occasions and resource allocation per occasion. 
The number of access occasions defines the quantity of opportunities devices have to access during a specific period. The Resource allocation per occasion is the allocated resource for each access occasion.
In last RAN2 meeting, slotted-ALOHA was agreed as baseline mechanism for A-IoT random access. 
So, a window size and backoff related information can be parameters for the slotted-ALOHA and random access, respectively. The window size refers to the maximum value a device can choose when generating a random number for access occasion selection, similar to the Q parameter of RFID.
As backoff related parameters, a waiting time and backoff window can be considered. The waiting time is the maximum time a device should wait for a response message after transmitting an access signal or device ID. The backoff window describes a mechanism to expand the window size for random number generation when a collision occurs. This helps devices avoid re-transmitting simultaneously during the next access attempt.


· Step 1: Access signal transmission
After receiving the access configuration, a device extracts the radio resource(s) designated for random access. It then selects an access occasion to transmit its access signal. For access occasion selection, the device randomly chooses a number within a configured window. Whenever another access occasion occurs, the device decrements this number by one. If the number reaches zero, the device transmits an access signal on the designated resource. An NR RACH preamble-like signal or a signal multiplexed with a code can be used as the access signal. This step is only applicable to the 4-step procedure.


· Step 2: Resource allocation
After receiving an access signal from a device, the reader responds with an acknowledgement. In this acknowledgement, the reader allocates radio resources for the device to transmit its ID. Various scheduling mechanisms could be considered, but simplicity is important due to the limitations in complexity and energy capacity of A-IoT devices. If the device does not receive a positive response or radio resources within a certain time, it reinitiates step 1 with a backoff mechanism. This step is only applicable to the 4-step procedure.


· Step 3: Transmission of device ID
In the 4-step procedure, if a device successfully acquires a radio resource from the reader, it transmits its device ID. In contrast, the 2-step procedure determines the access occasion using random number generation, similar to the "access signal transmission" in step 1. After selecting the access occasion, the device transmits its device ID to the reader. The device ID can be either a temporary identifier, such as a random number, or a unique permanent identifier, such as an Electronic Product Code (EPC).


· Step 4: Contention resolution
If a reader successfully decodes the device ID received in step 3 and confirms the absence of collision, it responds with an acknowledgement containing the same device ID received in the previous step. However, if a device fails to receive an acknowledgement from the reader, it interprets this as an indication that contention resolution was not successfully completed. Consequently, it reinitializes either step 1 or step 3 using a backoff mechanism.

Proposal 1: RAN2 is kindly asked to discuss the following procedure for 4-step random access.
· Step 0: Access configuration reception
· Step 1: Access signal transmission
· Step 2: Resource allocation for device ID transmission.
· Step 3: Device ID transmission
· Step 4: Contention resolution

Proposal 2: RAN2 is kindly asked to discuss the following procedure for 2-step random access.
· Step 0: Access configuration reception
· Step 3: Device ID transmission
· Step 4: Contention resolution

Considerations
A 4-step procedure with a short signal transmission in step 2 may require fewer resources compared to a 2-step procedure. Additionally, the collision probability is lower than in a 2-step procedure. This is because the access signal allows for some contention detection, and scheduling is performed before device ID transmission. However, the 4-step procedure requires more time to complete the random access procedure.
In contrast, a 2-step procedure offers an advantage in terms of short latency. However, resource consumption can be higher than in a 4-step procedure when a collision occurs, since the device always transmits its device ID. Both procedures can be used for CBRA, while the 2-step procedure is suitable for CFRA if the reader transmits a device ID which is able to access the access occasion via access configuration.
When considering A-IoT random access based on the procedures described in section 2.1, the following aspects need to be considered:

· Access configuration
Due to limited battery capacity and low complexity, A-IoT devices struggle to operate as accurate synchronous systems and receive system information periodically. To address this challenge, resources configuration of access occasion and operation parameters for Slotted ALOHA is necessary. Therefore, the access configuration should include these parameters for random access.
Proposal 3: Reader provides device(s) with access configuration. 

· Contention detection and resolution
After receiving the access configuration, a device randomly selects an access occasion during which it transmits either an access signal or its device ID. For access occasion selection, the device uses the window size as the upper bound parameter for random number generation. Upon receiving a device ID, the reader determines whether a collision has occurred. If a collision is detected, the device ID cannot be decoded. Otherwise, the reader decodes the information correctly. Therefore, contention detection can be achieved by decoding the device ID.
Proposal 4: Contention detection and resolution can be achieved by decoding the device ID.

After correctly decoding the device ID, the reader acknowledges the device with the received ID. The device can then determine whether contention is resolved based on the response message from the reader. Specifically, if the acknowledgment message includes the device's own ID, the device interprets the contention resolution as successful.
Proposal 5: Reader provides device(s) with a contention resolution result.

· Retry access 
In cases where contention occurs among multiple devices, a re-access mechanism is employed for contention resolution. When a transmission set has only one access occasion, the next access occasion might be specified by the following access configuration message. However, for transmission sets with multiple access occasions, a backoff mechanism is a suitable approach for re-access, offering a lower contention probability. In the backoff mechanism, devices increase their wait time before retrying access, thereby reducing collision probability. Therefore, the reader should provide devices with an access retry mechanism to handle collisions.

Proposal 6: Reader provides device(s) with a re-access mechanism to handle collisions.
· Terminology for A-IoT random access
In 5G NR, random access has a role for both establishing initial connections and synchronization with the network, and for maintaining connections through handovers, re-establishment, and beam failure recovery. In contrast, A-IoT's random access serves the purpose of transmitting device identifiers for inventory and responding to reader’s commands. Therefore, this nature indicates that “initial access” or “initial D2R access” might be a more appropriate term in A-IoT.
Proposal 7: “initial access” or “initial D2R access” might be a more appropriate term in A-IoT.

[bookmark: _Ref52481833]Conclusions
Based on the discussion in the contribution, we have the following proposals: 
Proposal 1: RAN2 is kindly asked to discuss the following procedure for 4-step random access.
· Step 0: Access configuration reception
· Step 1: Access signal transmission
· Step 2: Resource allocation for device ID transmission.
· Step 3: Device ID transmission
· Step 4: Contention resolution

Proposal 2: RAN2 is kindly asked to discuss the following procedure for 2-step random access.
· Step 0: Access configuration reception
· Step 3: Device ID transmission
· Step 4: Contention resolution

Proposal 3: Reader provides device(s) with access configuration. 
Proposal 4: Contention detection and resolution can be achieved by decoding the device ID.
Proposal 5: Reader provides device(s) with a contention resolution result.
Proposal 6: Reader provides device(s) with a re-access mechanism to handle collisions.
Proposal 7: “initial access” or “initial D2R access” might be a more appropriate term in A-IoT.
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